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comments
When integrity check is applied  to a standalone signaling header, ABS has 
to allocate more bandwidth to AMS than standalone signaling header 
without integrity check. But, standalone signaling header authentication can 
not be applied until security context is shared between AMS and ABS. So 
when ABS receives BR ranging , the ABS has to distinguish whether  the 
AMS wants to add authentication part(i.e. integrity check) or not. It could 
make system complicate. In addition, standalone signaling header 
protection makes non-negligible size of security overhead  considering the 
size of the standalone signaling header, and AMS is still unsafe from attack 
because BR ranging is not secure.

Proposed text changes in SDD

[  modify the following text at page46 line 24]
------------------------------- Text Starts -------------------

It does this by applying cryptographic transforms to transport and management 
MAC PDUs and standalone signaling headers  carried across connections 
between AMS and ABS.

------------------------------- Text Ends -------------------
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[  modify the following figure 17 in section 10.5.5.1 at page47 line 1]
------------------------------- Text Starts -------------------

------------------------------- Text Ends -------------------
[  modify the following text at page54 line 22]

------------------------------- Text Starts -------------------
10.6.5.3.2 Standalone Signaling Header Authentication
Integrity protection is applied to standalone MAC signaling header. 
Method for providing standalone signaling header protection is FFS. 
------------------------------- Text Ends -------------------
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