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1. Introduction
    Basic capabilities on LBS have been included in 802.16m/D4 and basic capabilities including some metrics such as CINR, RSSI, RTD and RD on LBS which should be indicated during AAI-SBC-REQ/RSP negotiation is mentioned in AAI_SCN-RSP message. So we propose to clarify LBS basic capabilities in AAI_SBC-REQ/RSP message.
2. The Proposed Text in AWD
        -----------------------------------------  Proposed Text Start  -------------------------------------------------
[Adopt the following text modification started from line#32 Page 70 in P802.16m/D4]
16.2.3.4 AAI_SBC-REQ

An AAI_SBC-REQ message, to which HARQ operation is applied, is transmitted by AMS to negotiate basic capability during network entry.
The AAI_SBC-REQ message shall be encrypted and not contain CMAC Tuple during HO reentry if authentication has been completed. In Table 679, the CAPABILITY_INDEX transmitted in the AAI_SBC-REQ message refers to the maximum "Capability Class" that the AMS can support. The maximum value of CAPABILITY_INDEX is denoted by [TBD] bits.
Table679: AAI_SBC-REQ message format

	Syntax
	Size (Bits)
	Notes

	AAI_SBC-REQ_Message_Format() {
	-
	-

	Management Message Type = 26
	8
	-

	CAPABILITY_INDEX
	TBD
	

	}
	-
	-


       The following parameters may be included and parameter sets are mapped to cabability index( the mapping is TBD):
· Authorization policy support
· If Bit #0=0, EAP-based authorization is not supported; 

· If Bit #0=1: EAP-based authorization is supported

· PN Window Size : Specifies the size capability of the receiver PN window. The receiver shall track PNs within this window to prevent replay attacks
· Auth type for EAP : Auth Type for EAP shall only be included when EAP-based authorization is supported. 
· If Bit #0=0, device authentication
· If Bit #0=1, user authentication
·  Scanning report metric capability

· 
Bit 0: BS CINR mean 
· Bit 1: BS RSSI mean 
· Bit 2: Relative delay 
· Bit 3: BS RTD
· Bits 4-5: Reserved; shall be set to zero
   16.2.3.5 AAI_SBC-RSP

An AAI_SBC-RSP message, to which HARQ operation is applied, is transmitted by ABS in response to a received AAI_SBC-REQ during initialization.

The AAI_SBC-RSP message shall be encrypted and not contain CMAC Tuple during HO reentry if authentication has been completed. In Table 680, the CAPABILITY_INDEX transmitted in the AAI_SBC-RSP message refers to the "Capability Class" that the ABS has allowed the AMS to use during the session. The value of CAPABILITY_INDEX signaled in the AAI_SBC-RSP message is numerically smaller than or equal to the CAPABILITY_INDEX signaled in the AAI_SBC-REQ message by the AMS.
Table 680: AAI_SBC-RSP message format

	Syntax
	Size (Bits)
	Notes

	AAI_SBC-RSP_Message_Format() {
	-
	-

	Management Message Type = 27
	8
	-

	CAPABILITY_INDEX
	TBD
	

	}
	-
	-


The following parameters may be included and parameter sets are mapped to cabability index( the mapping is TBD): 

· Authorization policy support
· If Bit #0=0, EAP-based authorization is not supported; 

· If Bit #0=1: EAP-based authorization is supported

· PN Window Size : Specifies the size capability of the receiver PN window. The receiver shall track PNs within this window to prevent replay attacks
· Scanning report metric capability
· Bit 0: BS CINR mean 
· Bit 1: BS RSSI mean 
· Bit 2: Relative delay 
· Bit 3: BS RTD
· Bits 4-5: Reserved; shall be set to zero
----------------------------------------- Proposed Text End  ------------------------------------[image: image1.png]
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