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1. Introduction
L2 transfer messages are likely to by pass L3 or above layer firewalls and gives some access control risk or security vulnerability. So L2 transfer messages should be for specifically identified purpose and, in case of vender specific usages, precaution to minimize those risks is required.

We suggest adding those precautions or warning description as the proposed text.

2. Proposed Text 
Modify the sentences, line 11, page 114 as follows.

----------------------------------------------------- Start of Proposed Text ---------------------------------------------------

This container is also used for 16m messages that are not processed by the ABS or ARS, but are rather processed by network entities beyond the ABS or ARS.
AAI_L2_XFER messages are very likely to bypass any firewalls or other security protection that may be implemented on terminal devices incorporating the AMS, firewalls which mostly, if not exclusively, monitor protocols on L3&L4 and above layers. For this reason, use of the AAI_L2_XFER message poses a substantial security and access control risk to the terminal a) unless the AAI_L2_XFER message is strictly used for very-specific, identified purposes (e.g., SMS, etc.), by the designated applications only, and b) unless the vendor implementation takes specific precaution to mitigate and minimize these risks. Vendor implementation and mitigation techniques are outside the scope of this specification. Any other use of the AAI_L2_XFER message may have unintended security and access control risks not contemplated in this specification.
----------------------------------------------------- End of Proposed Text ---------------------------------------------------
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