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Response

At our July 2003 meeting, the ITU Q12/15 liaison to IEEE 802.1 was considered in both IEEE 802.1 and IEEE 802.3.  IEEE 802.1 has read and approves the response to this liaison from IEEE 802.3, and offers these additional comments.

IEEE 802.1 has a single model for internetworking at Layer 2. The basic version of this model is the bridge, as described in IEEE Std. 802.1D-1998™, and amended by IEEE Std. 802.1t-2001 and IEEE Std. 802.1w-2001. This model was extended to include Virtual LANs (VLANs) by IEEE Std. 802.1Q-1998, which has been amended by IEEE Std. 802.1u-2001, IEEE Std. 802.1v-2001, and IEEE Std. 802.1s-2002. All of these documents are available electronically (at no charge) from the IEEE website.

The 802.1D bridge and 802.1Q VLAN-aware bridge are the only two store-and-forward devices defined by IEEE 802.  Together with the specific media standards, e.g. IEEE 802.3 or IEEE 802.11, they define the Layer 2 services which characterize IEEE 802 networks.  The ubiquitous deployment of IEEE 802 networks has created a huge base of higher layer protocols and applications which depend on precisely those Layer 2 services defined by IEEE 802.  One could devise a model for forwarding IEEE 802 frames which differs from that of IEEE 802.1D and IEEE 802.1Q. Any other model, however, will necessarily offer a Layer 2 service which differs from the IEEE 802 service, and those differences will fail to meet the expectations of at least some existing higher layer protocols or applications.

It is this requirement to meet existing expectations for the Layer 2 service that drives the current project for Provider Bridges, IEEE P802.1ad.  To comment upon the list of Layer 2 protocols in Table 6-1 of G.ethsrv WD05r4, this architecture must be illustrated.
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In this diagram, devices A and B together may be called a "Provider Edge Bridge", and is (are) operated by the Provider.  Function A may be repeated any number of times to form the Provider network. Device C is a Customer bridge, in this case an IEEE 802.1Q bridge.

In the diagram we can see that, since IEEE 802.3ad Link Aggregation, IEEE 802.3x PAUSE, and IEEE 802.3ah OAM functions are part of a particular MAC specification, namely IEEE 802.3, they cannot be carried end-to-end through any bridge, nor through the Provider's network.

Protocols specified by IEEE 802.1 are defined for the control layers residing above the MAC.  The data forwarding domains associated with these protocols define the region of the network over which they can operate. IEEE P802.1ad will likely define new sets of multicast MAC addresses such that the Customers' STP, MSTP, RSTP, and GARP protocols (GVRP and GMRP), and possibly others in the future, can be carried end-to-end across the Provider's network.

The ability of IEEE 802.1X Port Authentication to be transported across the Provider's network has not yet been determined.  This will be a work item for upcoming IEEE 802.1 Link Security project(s).

Finally, we may also see from the architectural diagram that there is a difference in the treatment of MAC addresses and VLAN tags:

1. Customer VLAN tags are carried end to end over the Provider network inside Provider VLAN tags, because the Customer-level VLAN tagging functions peer with each other, above the level of the Provider VLAN tagging functions.

2. There is no hierarchy for MAC addresses; Customer and Provider equipment MAC functions are all peers.

3. The Relay functions in the Customer and Provider bridges operate on different VLAN tags, but the same MAC addresses.

We trust that these comments will assist you in your current and future work. Further, IEEE 802.1 believes that it is in our interest to ensure that the work of ITU-T Q12/15 that incorporates the use of IEEE 802.1 compliant bridges is in fact compliant with our standards and consistent with our current work on provider bridges.  For your information we have attached draft 1.1 of our IEEE P802.1ad specification. Please note that this is still work in progress.

To facilitate better understanding of what appears to be differing architectures, we invite ITU-T experts to attend the upcoming IEEE 802.1 interim meeting in Sacramento, Sept 22- 26.  If the timing of this is too soon, we would suggest a co-located interim meeting after our November 2003 plenary in early 2004.  During either or both of these meetings, some joint sessions could be scheduled to discuss topics of mutual interest.

________________
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