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DSL Forum Liaison to:

Gilles Joncour, Rapporteur SG13/Q5

cc: Ghassem Koleyni, Rapporteur SG13/Q7
      Mr. Tony Jeffree, Chair IEEE 802.1
       E-mail: tony@jeffree.co.uk

From:

Gavin Young, DSL Forum Technical Committee Chair 
gyoung@dslforum.org

Date: September 22nd, 2005

Subject: DSL Forum Liaison w.r.t. Ethernet OAM functionality

We acknowledge your liaison stating the requirement for a communication channel as an OAM mechanism, by including an OpCode for ETH-USR in draft recommendation Y.17ethoam.

We have been discussing the aspects of Ethernet OAM in the context of broadband access in a number of contributions. We have been specifically discussing the concept of performing access line connectivity testing across an Ethernet based aggregation network.

In general we recognize the desire to define a method to resolve the MAC address of a MEP in an RG (provided it supports Ethernet OAM), based on a unique access line identifier to which the RG is connected. We also seek a mechanism to resolve the MAC address of the access port on an Access Node, if present, based on a unique access line identifier.

Currently we foresee the following requirements to be met:

1. The solution needs to be independent of the encapsulation scheme used on the access line; specifically the solution needs to be independent of whether a bridged or a routed encapsulation is used;

2. The solution needs to be independent of whether or not the NT device (also known as the Routing Gateway (RG)) supports 802.1ag (i.e. the procedures need to be transparent for the Broadband Network Gateway (BNG));

3. The solution needs to be independent of whether the Access Node is employing an 1:1 or N:1 VLAN assignment scheme;

4. The solution needs to support a mechanism to discover/learn the access port MAC address on the Access Node (if present) based on the knowledge of the access port circuit identifier or access port specific <C-VLAN ID, S-VLAN ID> pair;

5. Ideally the solution should not assume that an access port MAC address will always be present.

6. The solution must not overload the semantics associated with the access port MAC address (if present) (i.e. that MAC address should not be used to perform OAM interworking towards the RG);

7. The solution needs to support a mechanism to discover/learn the RG MAC address in case it is 802.1ag compliant. Whether or not the RG is 802.1ag compliant must not change the procedural steps that are taken by the BNG.

In addition to this, we foresee the following questions to be taken into consideration:

· How would the BNG know if the RG is 802.1ag capable or not (e.g. do we always have to use both protocols (ETH-USR versus normal LBM) in any case ?)

· Knowing the previous one, how to achieve an easy migration to full end-to-end 802.1ag

· How to troubleshoot a problem where the RG hasn’t been able to send out a packet i.e. MAC-address never seen

· How to handle changing MAC-addresses i.e RG changes/ Access Node Linecard changes

· How to administer MAC-addresses in general. Do we even want to administer MAC-addresses?

· Do we need an additional management channel between AN and BNG which can only be used by OAM ?

· How to resolve MAC-address of 802.1ag MEP if CC’s are disabled? Alternatively, is there a way to access a MEP without knowledge of the MAC address?
We request that you to take these requirements into account in your ongoing specification work of Y.17ethoam.

Our next meeting is in Munich, December 5th to 8th, 2005.

Sincerely,

Gavin Young

DSL Forum Technical Chair

