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	Title:
	Liaison Statement to IEEE P802.1

	
	

	Date:
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	Location:
	Tampa, FL

	
	

	Contacts:
	Nan Chen, President MEF 
(nan.chen@strixsystems.com)

	
	Bill Bjorkman, VP, TC Co-Chair 
(william.a.bjorkman@verizon.com)

	
	Bob Klessig VP, TC Co-Chair 
(bklessig@cisco.com)

	
	Steve Haddock

(shaddock@extremenetworks.com)

	
	

	To:
	Mick Seaman, Chair P802.1 Interworking Task Group (mick_seaman@ieee.org)

	
	Tony Jeffree, Chair P802.1 Working Group 
(tony@jeffree.co.uk)

	
	

	From:
	Metro Ethernet Forum


Gentlemen,

Thank you for your response to our request for reviewing UNI Type 2 draft V3.0. Please find below the course of action that MEF has decided to take with regards to your suggestions. 
Service OAM (Section 7.2)

Regarding your suggestion to add IEEE 802.1ag as reference to UNI Type 2, MEF members have decided to add a note to the UNI Type 2 draft, which mentions that Service OAM (section 7.2) is based on IEEE 802.1ag that is an ongoing work in IEEE 802.1 group.

Regarding your concern for the configurability of UNI-N MIPs, MEF members have decided to remove all requirements regarding UNI-N MIPs in UNI Type 2 document.

MAC Security (Section 9 of the IA)

We would like to specifically thank you for your comments on the security section (section 9). Although Security was included in the UNI Type 2 draft 3.0, MEF members decided to take it out of the document, and to consider it as part of a wider security framework. However, we will consider your comments when we draft a new security document. 

At the Tampa, FL meeting during Jan 30-Feb 1, 2007, MEF members approved a new version of the UNI Type 2 (v4.0). Specifically the Service OAM section 7.2 has been completely overhauled. We would appreciate if you could review this new version and send us your comments especially on the Service OAM section 7.2.

The latest UNI Type 2 draft v4.0 is attached.
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Thank you in advance.

MEF Approved Drafts Access:

http://www.metroethernetforum.org/_root/members/drafts.htm
Username:  mef, Password: 3030
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		Disclaimer


The information in this publication is freely available for reproduction and use by any recipient and is believed to be accurate as of its publication date.  Such information is subject to change without notice and the Metro Ethernet Forum (MEF) is not responsible for any errors.  The MEF does not assume responsibility to update or correct any information in this publication.  No representation or warranty, expressed or implied, is made by the MEF concerning the completeness, accuracy, or applicability of any information contained herein and no liability of any kind shall be assumed by the MEF as a result of reliance upon such information.


The information contained herein is intended to be used without modification by the recipient or user of this document.  The MEF is not responsible or liable for any modifications to this document made by any other party.


The receipt or any use of this document or its contents does not in any way create, by implication or otherwise:


any express or implied license or right to or under any patent, copyright, trademark or trade secret rights held or claimed by any MEF member company which are or may be associated with the ideas, techniques, concepts or expressions contained herein; nor


any warranty or representation that any MEF member companies will announce any product(s) and/or service(s) related thereto, or if such announcements are made, that such announced product(s) and/or service(s) embody any or all of the ideas, technologies, or concepts contained herein; nor


any form of relationship between any MEF member companies and the recipient or user of this document.


Implementation or use of specific Metro Ethernet standards or recommendations and MEF specifications will be voluntary, and no company shall be obliged to implement them by virtue of participation in the Metro Ethernet Forum. The MEF is a non-profit international organization accelerating industry cooperation on Metro Ethernet technology. The MEF does not, expressly or otherwise, endorse or promote any specific products or services.


© The Metro Ethernet Forum 2004. All Rights Reserved.
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1. Abstract


This document specifies an Implementation Agreement (IA) for MEF User to Network Interface (UNI) Type 2.  This Implementation Agreement adds new functionalities to MEF UNI Type 1 [MEF13], such as E-LMI based on [MEF16], Link OAM based on clause 57 of [802.3], Service OAM based on [Y.1731], Protection based on clause 43 of [802.3], and Link Security based on [802.1AE]. 


2. Terminology


		Term

		Definition



		AIS

		Alarm Indication Signal



		BW

		Bandwidth



		CCM

		Connectivity Check Message



		CE

		Customer Equipment



		CE-VLAN ID

		 The identifier derivable from the content of a Service Frame that allows the Service Frame to be associated with an EVC at the UNI.



		Controlled port

		An Ethernet port that is controlled by MAC Security (802.1AE)



		CoS 

		Class of Service 



		Customer-ME

		Customer Maintenance Entity



		DTE

		Data Terminal Equipment



		Dual-ended

		One-way



		E-LMI

		Ethernet Link management Interface



		ETH-LM

		Ethernet Loss Measurement



		E-Tree

		A type of Ethernet services that is P2MP.



		EVC

		Ethernet Virtual Connection, and association between two or more UNIs for the purpose of delivering Ethernet services.



		IA

		Implementation Agreement



		LAG

		Link Aggregation Group



		LBM

		Loopback Message



		LBR

		Loopback Reply



		Leaf 

		A leaf node of an E-Tree EVC



		Link OAM

		OAM specific to a single link as per 802.3 clause 57



		LTM

		Link Trace Message



		LTR

		Link Trace Reply



		ME

		Maintenance Entity



		ME-Level

		Maintenance Entity Level



		MEP

		Maintenance Entity End Point



		MIP

		Maintenance Entity Intermediate Point



		MTU

		Maximum Transfer Unit



		OAM

		Operation and Management



		RDI

		Reverse Defect Identification



		Root

		A Root node of an E-Tree EVC



		Service OAM

		OAM based on Y.1731



		Single-ended

		Two-way



		SLS

		Service Level Specification



		Uncontrolled port

		A port that has no MAC SEC security (generally used for control and management)



		UNI

		User Network Interface, The physical demarcation point between the responsibility of the Service Provider and the responsibility of the customer



		UNI-C

		Part of the UNI that is located at Customer Equipment



		UNI-ME

		UNI Maintenance Entity



		UNI-N

		Part of the UNI that is located at Service Provider Equipment





3. Scope


3.1 Purpose


The purpose of this document is an Implementation Agreement that defines the requirements for UNI Type 2. UNI Type 2 is based on UNI Type 1 [MEF13], with added functionalities. The new functionalities include capability for UNI-C to retrieve EVC status and configuration information including associated service attributes from UNI-N; capability for customer and service provider to check the UNI connectivity as well as verify Service Level Specification (SLS), and capability to protect UNI against failure and possible tampering or misuse.


3.2 UNI Types


[MEF 11] introduces 3 types of UNIs: UNI Type 1, UNI Type 2, and UNI Type 3. Each successive type specifies increased capabilities while at the same time retaining backward compatibility with the earlier types. The following sections describe the main operational aspects of these three UNI types:


3.2.1 UNI Type 1 


The UNI Type 1 operates in manual configuration mode in which the Service

 Provider and Customer will have to manually configure the UNI-N and UNI-C for services. UNI Type 1 is described in [MEF13].


3.2.2 UNI Type 2 


The UNI Type 2 mode of operation allows UNI-C to retrieve EVC status and configuration information from UNI-N. In addition UNI Type 2 adds management, protection and security functionalities beyond those specified in UNI Type1. UNI Type 2 is the subject of this IA. 


3.2.3 UNI Type 3 


The UNI Type 3 Mode of operation allows the UNI-C to request, signal and negotiate EVCs and its associated Service Attributes to the UNI-N. UNI Type 3 is out of the scope of this Implementation Agreement and is for further study.


4. Compliance Levels


The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this document are to be interpreted as described in RFC 2119.  All key words must be use upper case, bold text.


5. Backward Compatibility


5.1 Supporting UNI Type 1


[R1] A UNI-N and UNI-C Type 2 MUST support all the mandatory requirements of UNI-N Type 1.1 and UNI-N Type 1.2 as per [MEF13]


[R2] A UNI-N and UNI-C Type 2 SHOULD support all the optional requirements of UNI-N Type 1.1 and UNI-N Type 1.2 as per [MEF13]

[R3] 

[R4] 

5.2 Supporting UNI Type 2


5.2.1 Supporting UNI-N Type 2


A UNI-N Type 2 must support the following UNI-N functionalities:


1) E-LMI, as per section 6

2) Link OAM, as per section 7.1

3) Service OAM, as per section 7.2

4) Protection, as per section 8

5) 5)  

Enhanced UNI Attributes, as per section 9

5.2.2 Supporting UNI-C Type 2


A UNI-C Type 2 must support the following UNI-C functionalities:


1) E-LMI, as per section 6

2) Link OAM, as per section 7.1

3) Service OAM, as per section 7.2

4) Protection, as per section 8

5) 5)   

Enhanced UNI Attributes, as per section 9

5.3 Supporting Subsets of UNI Type 2


[R5]  A UNI-N Type 2 MUST interoperate with each functionality listed in section 5.2.2 that is implemented by the UNI-C even when the UNI-C does not implement other items listed in section 5.2.2.

Note: A UNI-N Type 2 is not required to interoperate with the UNI-C Type 2 functionality listed in 5.2.2 that is only  partially supported by UNI-C.


[R6]  A UNI-C Type 2 MUST interoperate with each functionality listed in section 5.2.1 that is implemented by the UNI-N even when the UNI-N does not implement other items listed in section 5.2.1.

Note: A UNI-C Type 2 is not required to interoperate with the UNI-N Type 2 functionality listed in 5.2.1 that is only partially supported by UNI-N.


[R7] A UNI-N Type 2 SHALL use the procedures outlined in section 5.6.11.2 of [MEF16] to determine the UNI-C support of E-LMI. 


[R8] A UNI-C Type 2 SHALL use the procedures outlined in section 5.6.11.1 of [MEF16] to determine the UNI-N support of E-LMI.


[R9] A UNI-N Type 2 SHALL use the Link OAM discovery process as outlined in clause 57.3.2.1 of  [IEEE 802.3] to determine the peer UNI-C support of Link OAM. 


[R10] A UNI-C Type 2 SHALL use the Link OAM discovery process as outlined in clause 57.3.2.1 of  [IEEE 802.3] to determine the UNI-N support of Link OAM. 


[R11] A UNI-N Type 2 SHALL use the procedures in clause 43.3.8 of [IEEE 802.3] to determine the UNI-C support of Link Aggregation.


[R12]  A UNI-C Type 2 SHALL use the procedures in clause 43.3.8 of [IEEE 802.3] to determine the UNI-N support of Link Aggregation.


[R13] A UNI-N Type 2 SHALL be able to determine the UNI-C support of  a MEP instance for the UNI ME, Test ME and Subscriber ME via configuration.


[R14] A UNI-C Type 2 SHALL be able to determine the UNI-N support of a MEP instance for UNI-ME via configuration.


[R15] 

6. Supporting E-LMI


[R16] A UNI-N Type 2 MUST support all mandatory UNI-N aspects of E-LMI as specified in [MEF 16].


[R17] A UNI-N Type 2 SHOULD support all optional UNI-N aspects of E-LMI as specified in [MEF 16].


[R18] A UNI-C Type 2 MUST support all mandatory UNI-C aspects of E-LMI as specified in [MEF 16].


[R19] A UNI-C Type 2 SHOULD support all optional UNI-C aspects of E-LMI as specified in [MEF 16].


[R20] A UNI-N Type 2 SHOULD allow the configuration of the Minimum Asynchronous Message Interval – Used to specify minimum time interval between asynchronous messages (note: generally set to 1/10th of the UNI-C’s T391). Range from 0 to 3. Default: 1 (second)


[R21] A UNI-N Type 2 SHOULD allow the configuration of the N393 Status Counter Parameter Threshold – This configurable parameter is a Threshold for the Count of Consecutive Errors.  Used to determine if ELMI is operational or not.  Range from 2 to 10. Default 4. 

[R22] A UNI-N Type 2 SHOULD allow the configuration of the T392 Polling Verification Timer (PVT) limit. Configurable with Range 0 and from 5 to 30. Default 15. Value of 0 indicates that polling verification is disabled. Default 4 (second).


7. Supporting Ethernet OAM


7.1 Link OAM


Link OAM is based on clause 57 of [IEEE 802.3]. Link OAM monitors UNI s operation and health and improves fault isolation. Link OAM frames run between UNI-C and UNI-N. This section lists the Link OAM requirements for UNI-N and UNI-C.


[R23] A UNI-N Type 2 MUST support Active DTE mode capabilities as specified in clause 57.2.9 of [IEEE 802.3] and summarized in Table 1 of this IA.


[R24] A UNI-C Type 2 MUST support Passive DTE mode capabilities as specified in clause 57.2.9 of [IEEE 802.3] and summarized in Table 1 of this IA.


[R25] A UNI-C Type 2 MAY support Active DTE mode capabilities as specified in clause 57.2.9 of [IEEE 802.3] and summarized in Table 1 of this IA.


[R26] A UNI-N Type 2 SHOULD support unidirectional OAM operation as per clause 57.2.12 of [IEEE 802.3], when the UNI is one of the 100BASE-X, 1000BASE-X (excluding 1000BASE-PX-D and 1000BASE-PX-U), 10GBASE-R, 10GBASE-W and 10GBASE-X physical layers as specified in clause 66 of [IEEE 802.3]. 


[R27] A UNI-C Type 2 SHOULD support unidirectional OAM operation as per clause 57.2.12 of [IEEE 802.3], when the UNI is one of the 100BASE-X, 1000BASE-X (excluding 1000BASE-PX-D and 1000BASE-PX-U), 10GBASE-R, 10GBASE-W and 10GBASE-X physical layers as specified in clause 66 of [IEEE 802.3].


[R28] A UNI-N Type 2 MUST be able to turn off the 802.3x (PAUSE) frame generation to enable proper Link OAM operation over the UNI as per clause 57.1.5.3 of [IEEE 802.3].

[R29] A UNI-C Type 2 MUST be able to turn off the 802.3x (PAUSE) frame generation to enable proper Link OAM operation over the UNI as per clause 57.1.5.3 of [IEEE 802.3].

Table 1 – UNI-N and UNI-C Link OAM Capabilities Summary

		Capability

		UNI-N

		UNI-C



		Initiates OAM Discovery process

		MUST

		MAY



		Reacts to OAM Discovery process initiation

		MUST

		MUST



		Send Information OAMPDUs

		MUST

		MUST



		Send Event Notification OAMPDUs

		MUST

		MUST



		Send Variable Request OAMPDUs

		MUST

		MAY



		Send Variable Response OAMPDUs

		MUST

		MUST



		Send Loopback Control OAMPDUs

		MUST

		MAY



		Reacts to Loopback Control OAMPDUs

		MUST

		MUST



		Send Organization Specific OAMPDUs

		MUST

		MUST



		Support Unidirectional OAM operation *

		SHOULD*

		SHOULD*



		Support turning off PAUSE frame generation

		MUST

		MUST





* This capability is required only when the UNI is one of the 100BASE-X, 1000BASE-X (excluding 1000BASE-PX-D and 1000BASE-PX-U), 10GBASE-R, 10GBASE-W and 10GBASE-X PHYs as specified in clause 66 of [IEEE 802.3]

7.2 Service OAM






7.2.1 



[R30] 

[R31] 

[R32] 

[R33] 

7.2.2 

[R34] 

[R35] 

[R36] 

[R37] 





7.2.3 

[R38] 

[R39] 

[R40] 

[R41] 

[R42] 

[R43] 

[R44] 

[R45] 

[R46] 

[R47] 

[R48] 

[R49] 

[R50] 

[R51] 

[R52] 

[R53] 

7.2.4 



7.2.4.1 

[R54] 

[R55] 

[R56] 

[R57] 

7.2.4.2 

[R58] 

[R59] 

[R60] 

[R61] 

UNI Type 2 Service OAM is specified to be a minimal, but useful, set of capabilities focused on fault management for the Maintenance Entities (MEs) crossing the UNI for all service types.  These MEs are:


· UNI-ME.   The UNI-ME runs between the UNI-N and the UNI-C at one specific UNI.  This ME monitors the link between the provider and the subscriber and runs “between” the provider and subscriber.  


· Test-ME.  The Test-ME runs between UNI-Cs and is defined such that the provider can (temporarily or permanently) insert another UNI-C onto an EVC as a “test” point from which the provider can test connectivity all of the way to any other UNI-C in the EVC.  This ME is for operator/provider testing.  Note that this ability to insert a test point UNI-C onto an existing EVC has not been defined by the IEEE or ITU-T.  This is a unique requirement for Metro Ethernet Forum UNI Type 2 implementations.


· Subscriber-ME.  The Subscriber-ME runs between UNI-Cs and provides subscriber monitoring for an end-to-end service between subscriber endpoints.  


These MEs are illustrated by the following figure: [image: image1.jpg]METR®G! ¢ et






Figure 1.  UNI Type 2 MEs


MEPs may be continuity check capable (CC-capable) or continuity check incapable (CC-incapable).  A CC-capable MEP is required to, by default, transmit CC messages as detailed in Section XXX.  A CC-incapable MEP does not transmit CC messages and is not required to implement the ability to transmit CC messages, nor is required to provide the ability to initiate any OAM exchange (e.g. loopback).  A CC-incapable MEP exists primarily to respond to OAM exchanges initiated by other MEPs in the network.  


This initial focus does not preclude support for additional MEF Service OAM capabilities or additional MEs.  Future documents may generalize and expand on the set of OAM capabilities required in this document.  


Note that there is currently additional standards activity related to Service OAM happening in IEEE, ITU, and MEF.  The requirements given herein may adapt over time to realign with the activities of this or other standards bodies.  


7.2.5  Maintenance Entity Requirements


This section discusses the requirements on which and where OAM entities are required to be implemented.  In a UNI Type 2, the requirements focus on the MEPs that must be implemented on the UNI-C and UNI-N.  


[R62] A Type 2 UNI-C MUST support a MEP instance for the UNI ME, Test ME and Subscriber ME.   


[R63] A Type 2 UNI-C MUST be able to support a MEP instance on the Test-ME and Subscriber-ME for each potential EVC.  A Type 2 UNI-C SHOULD be able to support a MEP instance on the UNI-ME for each configured EVC.  


[R64] The Type 2 UNI-C UNI MEP and Subscriber MEP MUST be a CC-capable MEP.  The Type 2 UNI-C Test MEP SHOULD be a CC-incapable MEP.  


[R65] The Type 2 UNI-C UNI MEP and Test MEP MUST be a down MEP.  The Type 2 UNI-C Subscriber MEP MAY be either an up MEP or a down MEP.


An up MEP will monitor the forwarding path internal to the CE, while a down MEP will not.  An up MEP may also, via continuity check, convey its port and interface status to its peers.  An up MEP can only be applied if the CE is a L2 forwarding device (bridge).  A CE that is a router will use a down MEP since OAM frames will not be forwarded at the IP layer.  


These MEP directions are illustrated by the following figure:


[image: image2.jpg]

Figure 2.  UNI Type 2 MEP Directions


[R66] A Type 2 UNI-N MUST support a MEP for the UNI ME.  


[R67] A Type 2 UNI-N SHOULD be able to support a MEP instance on the UNI-ME for each potential EVC.


[R68] The Type 2 UNI-N UNI MEP MUST be a CC-capable MEP.


[R69] The Type 2 UNI-N UNI MEP MUST be a down MEP.


[R70] Service OAM for the UNI-ME MUST be supported on the default (untagged) VLAN.  


[R71] Service OAM for the UNI-ME SHOULD be supported on each configured EVC. 


These required MEP instances are illustrated by the following figure (the figure does not illustrate the optional per-EVC UNI-ME):  


[image: image3.jpg]METR®G! ¢ et






Figure 3.  Required UNI Type 2 MEP Instances


7.2.6 Common Type 2 UNI-C/UNI-N Requirements


The requirements of this section apply to all MEF Service OAM implementations, regardless of location.  


[R72] A UNI Type 2 UNI-C and UNI-N implementation MUST support a configurable MD-level for the MEPs.  The default ME-level values for the various MEs MUST be "1" for the UNI-ME, “5” for the Test-ME, and “6” for the Subscriber-ME.  


Temporary Editor’s note: The use of “5” for the Test-ME utilizes a “subscriber” MD level for a carrier function.  This is not probably not the intent of “subscriber MD levels” as they’re supposed to be left to the end subscriber to use.  On the other hand, this is CE equipment, and the other option is “4”, which takes one of the only two provider levels available.  So recommend using 5 although it might be seen as a misinterpretation of the level partitioning of IEEE 802.1ag.    


[R73] A UNI Type 2 MEP implementation MUST be able to process received CCM and LBM frames for each required ME, including any required TLVs and extensions specified in this document.


[R74] A UNI Type 2 MEP implementation MUST be able to process and respond to both unicast and multicast LBM messages.  


7.2.7 7.2.3 CC-capable MEP Requirements


A CC-capable MEP is one that actively participates in the OAM protocol (rather than just responding to requests).  A CC-incapable MEP responds to received requests but does not initiate any requests (and may not even provide this possibility).  


[R75] A CC-capable MEP in a UNI Type 2 implementation MUST be able to generate multicast CCM and unicast LBM frames on each required ME.  A CC-capable MEP in a UNI Type 2 implementation MAY be able to generate a multicast LBM.  Additional requirements on CCM and LBM generation are covered in later sections.  


7.2.8 7.2.4 Continuity Check Requirements 


The following requirements apply to the implementation of the continuity check (CC) function as an operation that runs continuously on a CC-capable MEP for service monitoring.  These requirements define default protocol values, which protocol options are required for UNI Type 2 implementations, and what interface is required between the protocol and the management system.  


[R76] A CC-capable MEP MUST have the ability to administratively enable and disable CCM transmission.  CCM transmission MUST be enabled by default.


[R77] A CC-capable MEP MUST support CCM transmission and reception in such a way as to not interfere with any other management operation by any user (e.g. as a “background” operation).   


The following requirements define the parameters that control CCM transmission behavior. 


[R78] A CC-capable MEP MUST support a configurable rate of CCM frame generation (i.e., period).  The default rate MUST be set to “one frame per second”.


[R79] A CC-capable MEP MUST support a configurable priority for transmitted CCM frames.  The default IEEE 802.1p priority value MUST be highest priority “7”.  


[R80] A CC-capable MEP MUST have a null MD Name component (i.e., MD Name Format is “1”) and a text Short MA Name component (i.e., MA Name Format is “2”) in transmitted CCM frames.  The Short MA Name MUST have a default value as follows:  


a. Set to the UNI ID for the UNI-ME on the default (untagged) VLAN


b. Set to the EVC ID for the UNI-ME on a configured (tagged) VLAN


c. Set to the EVC ID for the Test-ME


d. Set to the EVC ID for the Subscriber-ME


Note that the maximum length of the Short MA Name is 45 characters.


UNI Type 2 compliant implementations must provide a basic level of monitoring for the OAM protocol (e.g. status, statistics and alarms).  These requirements are given below.  


[R81] A CC-capable MEP MUST support counters for CCM frames transmitted, received, and in error.


[R82] A CC-capable MEP MUST support the CC fault and alarm hierarchy below.  The highest priority alarm MUST be made available to management and mask lower priority alarms.

Table 2 – Alarm Priority

		Defect


		Priority

		Importance



		Cross-connect

		6

		Most



		Error

		5

		



		Remote MEP

		4

		



		MAC status

		3

		



		RDI

		2

		Least



		(None)

		1

		





A “cross-connect” defect exists if a CCM is received with a MAID that does not match the locally configured MAID.  The defect is cleared after a time of 3.5 x (received CCM period) has elapsed without a subsequent invalid CCM.


An “error” defect exists if a CCM is received from a duplicate MEP, from an unexpected MEP, with a configured period mismatch, or from a lower level ME.  The defect is cleared after 3.5 x received CCM period has elapsed without a subsequent invalid CCM.


A “remote MEP” defect exists if a CCM is not received from a peer MEP within 3.5 x configured period of the last received CCM.  The defect is cleared if a CCM is received.


A “MAC status” defect exists if a CCM is received from a peer MEP with the port status TLV and interface status TLV that results in either of the following conditions:


1. Of all peer MEPs that reported port status, all indicate a port status that is not “up”.


2. Of all peer MEPs that reported interface status, one or more indicate an interface status that is not “up”.


The defect is cleared if each of these conditions is no longer true.  Only an up MEP is capable of reporting this status.


An “RDI” defect exists if a CCM is received from any peer MEP that reports an RDI condition.  The defect is cleared if all peer MEPs do not report an RDI condition.


[R83] A CC-capable MEP MUST support the minimum CC fault priority level for which a CC alarm will be generated.  An alarm will be generated only if the fault has equal or greater priority than this minimum fault level.  The default value MUST be set to "RDI".  


[R84] A CC-capable MEP MUST support a soak time before raising and clearing a CC alarm.  The default raise value MUST be set to "2500 msec" (2.5 seconds) and the default clear value MUST be set to "10000 msec" (10 seconds).


7.2.9 7.2.7 Loopback Requirements


The following requirements apply to the implementation of the loopback (LB) function as an operation that runs on-demand on a MEP for service troubleshooting.  These requirements define default protocol values, which protocol options are required for UNI Type 2 implementations, and what interface the protocol requires between itself and the management system.  


For the purposes of this section, a loopback session (LB session) is defined as a sequence that begins with management initiating the transmission of “N” periodic loopback frames from a local ME MEP to its peer ME MEP.  The session ends normally when the last loopback response is received or incurs a timeout.  The session may be aborted by management.  


[R85] Each LB session MUST have the ability to be administratively initiated and aborted.


[R86] The following requirements define the parameters that must be provided when initiating a LB session. 


[R87] For each LB session, the destination address MUST be configurable to any unicast MAC DA.  Multicast destinations MAY be supported using a reserved CCM multicast MAC DA.


[R88] For each LB session, the priority of LBM frames MUST be configurable.  The default priority value MUST be set to "7".


[R89] For each LB session, the drop precedence of LBM frames MUST be configurable.  The default value MUST be "green".


[R90] For each LB session, the number of LBM transmissions MUST be configurable.  The default value MUST be “3”.


[R91] For each LB session, the interval between LBM transmissions MUST be configurable.  The default value MUST be “1 second”.


[R92] For each LB session, the timeout after an LBM transmission for an expected LBR result MAY be configurable.  The minimum value MUST be “5 seconds”.  The default value MUST be “5 seconds”.


[R93] For each LB session, the size of the LBM frame MUST be configurable.  This requires that the optional Data TLV MUST be supported to allow for frames up to the maximum MTU size.  The default LBM frame size MUST be “64 bytes”.


The following requirements define the information that must be maintained on the as a result of the loopback testing.  This information includes statistics on the protocol itself as well as the results of the loopback test.  


[R94] For each LB session, counters for LBM/LBR frames transmitted, received, and in error MUST be supported.


[R95] For each LB session, round trip time (RTT) min/max/average statistics SHOULD be supported.  


8. Supporting Protection


This section specifies requirements for UNI-N and UNI-C to enable UNI protection, in case of a failure.


[R96] A UNI-N Type 2 SHALL support Link Aggregation as specified in clause 43 of [IEEE 802.3], for UNI protection.

[R97]  A UNI-C Type 2 SHOULD support Link Aggregation if protection is required at the UNI.

[R98] A UNI-N Type 2 MUST support at least two (2) links in the Link Aggregation group (LAG). The speeds of links MUST be identical.

[R99] A UNI-C Type 2 that supports Link Aggregation MUST support at least two (2) links in the Link Aggregation group (LAG). The speeds of links MUST be identical.



 

e. 



9. 

f. 

g. 

h. 

i. 

10. Supporting Enhanced UNI Attributes


[R100] A UNI-N Type 2 MUST be able to support Per-UNI egress BW profiling as specified in [MEF10.1].


[R101] A UNI-N Type 2 MUST be able to support Per-EVC egress BW profiling as specified in [MEF10.1].

[R102] A UNI-N Type 2 MUST be able to support Per-CoS egress BW profiling as specified in [MEF10.1].


[R103] A UNI-N Type 2 MUST support an MTU size of 1522 Bytes and SHOULD support an MTU size of 2000 Bytes.

[R104] 

[R105] A UNI-C Type 2 MUST support an MTU 

[R106] size of 1522 Bytes and SHOULD support an MTU size of 2000 Bytes.

[R107] A UNI-N Type 2 MUST be able to support Point-to-point, Multipoint-to-Multipoint, and Rooted-Multipoint EVCs concurrently.

[R108] A UNI-N Type 2 MUST be able to take on the role of a "root" or "leaf" for each Rooted-Multipoint EVC it supports.


[R109] A UNI-N Type 2 MUST be capable of operating as a "root" on one Rooted-Multipoint EVC and a "leaf" on another Rooted-Multipoint EVC concurrently.



[R110] 

[R111] A UNI-N and UNI-C Type 2 MUST support Auto-negotiation for 10/100 and 10/100/1000 UNI rates for the applicable PHYs listed in [MEF13] and in this document. They MUST have the capability to disable the Auto-negotiation function.

[R112] A UNI-N and UNI-C Type 2 MUST support at least one of the PHYs listed in [802.3], excluding 1000BASE-PX-D and 1000BASE-PX-U.

Note: The Auto-negotiation function may need to be disabled for unidirectional link operation. 
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