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17.6 Service Creation in Provider and Provider Backbone Networks
Provider and Provider Backbone Networks are designed around the concept of the relationship between a customer and a service provider.  A customer procures one or more service instances from a service provider and uses these service instances.

A service provider may offer one or more types of service instances each providing different capabilities for service selection.  The key point of the provider networking standards is to ensure that segregation of services occurs at interfaces which are wholly under the control of the service provider.

This section of the document describes how these different service types are configured using the clause 17 managed objects.

17.6.1 Provider Network Services

A provider network consists of one or more provider bridges roughly divided into two categories.  Core bridges consist of provider bridges whose interfaces connect to other bridges under the control of the service provider.  Interface bridges consist of provider bridges or provider edge bridges whose interfaces connect to either other bridges owned by the provider or connect to customer owned equipment.  The interfaces that connect to customer owned equipment are the service access points used by the customer to access the customer’s provisioned service instances.

There are three service types which a provider network can offer to a customer.  These are port based services, c-tagged services, and s-tagged services.   The next sections of this document detail the clause 12 MIB operations needed to provision these services.
This document assumes that the components and ports, if dynamic, have been created, although there may be some notes on the parameters used for port creation on a per service basis, if there are restrictions.

Note that the description of the operations required to set up a service are listed as a sequential series of steps.  There is some flexibility in the order of operations and as long as the operations complete successfully, the service should be configured by a conformant implementation.

17.6.1.1 Provisioning a Port Based Service Instance

A port based service instance causes all of the traffic arriving at the Customer Network Port at the S Component of an interface bridge to be treated as a single service instance.
Provisioning such a service requires the following parameters:

ComponentNumber - Component Number of the Interface S Component

CnpPort - Port Number of the CNP on the Interface S Component

Svid - S-VID value used to transport the service within the provider network.

PCPSpec – Priority Code Point Encoding and Decoding selectors, if needed.
The steps to provision the service are:
1) Set the ingress filtering in the QBridgePortVlanTable to admitUntagged if priority tags are unacceptable or to admitUntaggedAndPriority if priority tags are acceptable.

2) If priority tags are acceptable, 

a. Set the ieee8021BridgePortServiceAccessPrioritySelection object to true.

b. Set entries in the ieee8021BridgeUserPriorityRegenTable to map the priority values, if necessary

c. Create entries in the ieee8021BridgeTrafficClass table, if necessary

3) Set ieee8021BridgePortDefaultUserPriority to the desired default priority value
4) If Priority encoding and decoding is to be used

a. Set ieee8021BridgPortRequireDropEncoding to true

b. Set ieee8021BridgePortUseDEI as appropriate

c. Set ieee8021BridgePortPriorityCodePointSelection to specify the row in the PCP encoding and decoding tables to use.

d. Set the ieee8021BridgePortDecodingTable to an appropriate value

e. Set the ieee8021BridgePortEncodingTable to an appropriate value

5) Add the CNP to the member set of the S-VID used to transport the service across the provider network by adding it to the PortList specified in the ieee8021QBridgeVlanStaticEgressPorts column of the appropriate row in the ieee8021QBridgeVlanStaticTable.
6) Add the CNP to the untagged egress port set of the S-VID by adding it to the PortList specified in the ieee8021QBridgeVlanStaticUntaggedPorts column of the appropriate row in the ieee8021QBridgeVlanStaticTable.
EDITOR’S NOTE – The draft 3.3 mibs do not allow the ingress filtering to be specified properly.  The ieee8021QBridgePortAcceptableFrameTypes is not a faithful implementation of 802.1Q-2006 clause 7.5 a).  in that the values admitUntagged or admitUntaggedAndPriority are not currently available in the mib.  Comment submitted against draft 3.3.

17.6.1.2 Provisioning a C-Tagged Service Instance

A C-Tagged service interface allows service selection to be made by examination of the C-VID value in a C-Tagged frame.  

Provisioning such a service requires the following parameters:

ComponentNumber – Component number of the S component of the Provider Edge Bridge

PortNumber – Port number on the S component for the CustomerEdgePort

C-VID – C-VID value uses to mark the service at the CustomerEdgePort

S-VID – S-VID value used to transport the service within the provider network.

Priority – Determination on how to handle priority.

Customer Service Parameters – Determination on how to handle frames that are being delivered to the customer.  Are untagged frames acceptable?  What is the default customer priority to use?  What is the default C-VID to use if the frames are untagged?  These items can be configured on a per provider service basis.
The steps to provision a C-Tagged Service Instance are:

1) Add the CustomerEdgePort to the port member set of the S-VLAN on the S-component of the Provider Edge Bridge.  As a side effect, this causes the creation of the PEP and CNP.  This step must be done first.
2) Configure the service in the ieee8021PbCVidRegistrationTable

a. Specify the S-VID value used to carry the service

b. If frames are to be carried across the provider network untagged then set the ieee8021PbCVidRegistrationUntaggedPep column to true, otherwise set the column to false.

c. If frames belonging to this service are to be delivered to the customer untagged then set the ieee8021PbCVidRegistrationCep column to true, otherwise set it to false.

3) Configure the service in the ieee8021PbEdgePortTable.  This table sets up the Provider Edge Port operations which deal principally with frames sent from the provider network to the customer edge port.
a. Set the ieee8021PAbEdgePortPVid to be the C-VID value to be used for frames that do not have a C-TAG.

b. Set ieee8021PbEdgePortAcceptableFrameTypes to specify the ingress filtering frame types to be used on frames arriving at the PNP from the provider network.

c. Set ieee8021PbEdgePortEnableIngressFiltering to true to enable ingress filtering.   If no ingress filtering is desired, set this column to false.

4) Configure the ieee8021PbService PriorityRegenerationTable to map the received priority values, presumably carried in the C-TAG, to priority values to be used within the provider network.
17.6.1.3 Provisioning an S-Tagged Service Interface

 An S-Tagged service interface is used where the customer is handing off S-Tagged frames to the provider port.  Typically this is done when the customer is another provider or when the customer does C-TAG to S-TAG encapsulation in a customer owned provider edge bridge.
The parameters that need to be specified for this service are:

ComponentNumber – Identifies the S component of the interface bridge that attaches to the customer network.
PortNumber – Port on the S Component that attaches to the customer network

LocalSVid – This is the S-VID value that identifies the interface at the customer interface

RelaySVid – This is the S-VID that identifies the vlan used within the provider network

PriorityParameters – Information on how to handle priority tagged traffic.

The steps to provision an S-Tagged service interface are:
1) Add the CNP of the S-Component to the port member set of the S-VID used to transport the service across the provider network by adding it to the PortList specified in the ieee8021QBridgeVlanStaticEgressPorts column of the appropriate row in the ieee8021QBridgeVlanStaticTable.
2) Configure the ieee8021PbVidTranslationTable to properly map the LocalSVid to the RelaySVid value by setting the ieee8021PbTranslationRelayVid column for the row corresponding to the Component, Port, and LocalSVid  to the RelaySVid.

3) Set ieee8021BridgePortDefaultUserPriority to the desired default priority value

4) If Priority encoding and decoding is to be used

a. Set ieee8021BridgPortRequireDropEncoding to true

b. Set ieee8021BridgePortUseDEI as appropriate

c. Set ieee8021BridgePortPriorityCodePointSelection to specify the row in the PCP encoding and decoding tables to use.

d. Set the ieee8021BridgePortDecodingTable to an appropriate value

e. Set the ieee8021BridgePortEncodingTable to an appropriate value

EDITOR’S NOTE – The ieee8021PbVidTranslationTable is a correct model of the clause 12 managed objects, but as it is defined it requires entries for all potential localSVid values.  I have comments against draft 3.3 to change this.

17.6.2 Provider Backbone Network Services

Configuring services in a Provider Backbone network requires configuration of the B-Component and I-Component that comprise a Backbone Edge Bridge. Provider Backbone networks can provide 5 different services to customers.  These are:

Port Based Services

3 kinds of S-Tag based Services

I-Tagged Services

The 3 S-Tagged service interfaces are a one-to-one unbundled service and two bundled services called many-to-one and all-to-one.

With the single exception of the I-Tagged service interface, provisioning a service consists of configuring the I-component and then configuring the B-component in a manner that is largely service type independent.  To simplify the discussion of service provisioning, this section first discusses provisioning the B-Component, the logic of which is largely service independent, and then discussing, on a per service basis, the logic needed to configure the I-component.
17.6.2.1 Service Type Independent Provisioning of the B Component
All services that are transmitted over a Provider Backbone Network ultimately start at a Customer Backbone Port.  Provisioning any such service requires configuration of the CBP.  This is done with the ieee8021PbbCBPServiceMappingTable.

Required Parameters

ComponentId – Component ID of the B Component
PortNumber – Port Number of the CBP on the B Component

BackboneSid – Isid value contained in frames received at the CBP

BVid – B-TAG value used to carry the service over the backbone network

MappingType – Used for Point->Multipoint services to limit ingress or egress

LocalSid – Isid value used within the backbone network
DefaultDestAddress – Mac Address to be used as the DA.
Provisioning the Service

Provisioning the service is straightforward.  One needs to add a row to the ieee8021PbbCBPServiceMappingTable whose columns are set to the values specified in the required parameters.

17.6.2.2 Provisioning an I-Tagged Service Interface
The I-Tagged Service Interface is used when the customer of the provider’s backbone network wants to transport frames on the provider’s network that are already tagged with I-TAGS, The most likely scenario for this is that the customer is also a backbone provider and is purchasing transport across another provider’s network.
Required Parameters
Identical with the parameters need to provision the B component.

Provisioning the Service

Simply apply the procedure to provision the B component.

17.6.2.3 Provisioning a Port Based Service Interface
The parameters of a port based service interface are:

IComponentId – Component ID of the I Component that contains the CNP for this service

CNPPortId – The port number of the CNP on this I-Component

ICompPVid – Pvid value used on the I-Component to link the CNP and VIP
VIPPortNum – Port number for the VIP

PIPIndex – Index for the PIP to which the VIP will be bound

BackboneSID – I-SID value used for the service

DefaultDAMac – Default Destination Mac address for this service

17.6.2.3.1 Configuring the ieee8021PbbVipTable

The first step is to create the VIP that will carry this service.  This is done by creating a row in the ieee8021PbbVipTable.  The following columns must be set in the table:

Ieee8021BridgeBasePortComponentId – set to IComponentId

Ieee8021BridgeBasePort – set to VIPPortNum

Ieee8021PbbVipISid – set to BackboneSID

Ieee8021PbbVipType – set as appropriate depending upon the symmetry of the vlan

As a side effect of this row creation, a row will be created in the ieee8021PbbISidToVipTable.  Essentially, this table implements the inverse mapping, taking an I-SID value to the VIP that is the root of the service.

17.6.2.3.2 Configuring the ieee8021PbbPipTable
Use the IComponentID and PIPIndex to map to a row in this table.  Set the bit corresponding to the VIPPortNum in the appropriate MAP column of that row to 1.  This adds the VIP to the PIP and, as a side effect, sets the ieee8021PbbVipPipIfindex column in the ieee8021PbbVipTable.

17.6.2.3.3 Configuring the B Component
Given the PIP, one uses the I-LAN table to find the B-Component and CBP that the traffic for this service will transit.  This gives us two parameters:
BComponentId – B Component ID for the CBP

CBPPortNumber – Port number of the CBP on this B Component.

These, together with the BackboneSid, DefaultDestAddress, and BVid value can be used to configure the B Component as per the previous instructions.  As a side effect of configuring the CBP via the ServiceMapping table, the ieee8021PbbVipDefaultDstBMAC column is set in the ieee8021PbbVipTable.
17.6.2.3.4 Configuring the Port Operating Modes and I-Component VLAN
The first step is to configure the I-Component VLAN used to interconnect the VIP with the CNP.  This is done by creating an entry in the ieee8021QBridgeVlanStaticTable with the columns set to the following values.

Ieee8021QBridgeVlanStaticComponentId – IcomponentId

Ieee8021QBridgeVlanStaticVlanIndex – IcompPVid

Ieee8021QBridgeVlanStaticName – Something administratively convenient
Ieee8021QBridgeVlanStaticEgressPorts – Port List containing just the VIP and the CNP

Ieee8021QBridgeVlanStaticUntaggedPorts – PortList containing just the VIP and the CNP

This sets the VIP and the CNP to be the only ports present on the new I Component PVID.  Furthermore, they are both set for untagged traffic.  Thus traffic arriving at one port will be relayed to the other port without any S-Tags.
The final step is to configure the ingress filtering on both the VIP and CNP.  This is done by modifying their entries in the ieee8021QBridgePortVlanTable.  For both of these ports, the following columns in the table must be set
Ieee8021QBridgePortAcceptableFrameTypes – acceptUntaggedAndPriority

Ieee8021QBridgePortIngressFiltering – true

Ieee8021QBridgePVid – IcompPVid

17.6.2.4 Provisioning S Tagged Service Interfaces
S-Tagged service interfaces identify services by using the S-Tag value contained within the frame delivered to the CNP by the customer.  The basic mechanism used to segregate these services is to have multiple VIPs belonging to different vlans on the I-Component whose VID matches the S-VID used by the customer to label the traffic.
By and large, configuration is done in a manner similar to port based services.  The configuration differences are largely confined to different configurations of the CNP and VIP port member sets, tagging, and ingress filtering.

The parameters for an S Tagged Service Interface are similar to those for a port based service interface.
The parameters of a port based service interface are:

IComponentId – Component ID of the I Component that contains the CNP for this service

CNPPortId – The port number of the CNP on this I-Component

SVid – S-VID that identifies frames to be transported by this service

VIPPortNum – Port number for the VIP

PIPIndex – Index for the PIP to which the VIP will be bound

BackboneSID – I-SID value used for the service

DefaultDAMac – Default Destination Mac address for this service

17.6.2.4.1 Configuring the ieee8021PbbVipTable

If the service to be created is an unbundled service, or if the service is bundled and the service being created is the first S-VID assigned to the service then the first step is to create the VIP that will carry this service.  This is done by creating a row in the ieee8021PbbVipTable.  The following columns must be set in the table:

Ieee8021BridgeBasePortComponentId – set to IComponentId

Ieee8021BridgeBasePort – set to VIPPortNum

Ieee8021PbbVipISid – set to BackboneSID

Ieee8021PbbVipType – set as appropriate depending upon the symmetry of the vlan

As a side effect of this row creation, a row will be created in the ieee8021PbbISidToVipTable.  Essentially, this table implements the inverse mapping, taking an I-SID value to the VIP that is the root of the service
17.6.2.4.2 Configuring the ieee8021PbbPipTable

If the service to be created is unbundled or if the service is bundled and the S-VID is the first S-VID to be carried by the I-SID specified in the BackboneSID parameter, then the VIP must be configured to use the appropriate PIP.  Use the IComponentID and PIPIndex to map to a row in this table.  Set the bit corresponding to the VIPPortNum in the appropriate MAP column of that row to 1.  This adds the VIP to the PIP and, as a side effect, sets the ieee8021PbbVipPipIfindex column in the ieee8021PbbVipTable.

17.6.2.4.3 Configuring the B Component

If the service to be created is unbundled, or if the service is bundled and the newly configured service is the first S-VID value to be transported on this Backbone I-SID, then the B component will need to be configured.

The first step is to find the B-Component ID and CBP for the traffic.  Given the PIP, one uses the I-LAN table to find the B-Component and CBP that the traffic for this service will transit.  This gives us two parameters:

BComponentId – B Component ID for the CBP

CBPPortNumber – Port number of the CBP on this B Component.

These, together with the BackboneSid, DefaultDestAddress, and BVid value can be used to configure the B Component as per the previous instructions.  As a side effect of configuring the CBP via the ServiceMapping table, the ieee8021PbbVipDefaultDstBMAC column is set in the ieee8021PbbVipTable.

17.6.2.4.4 Configuring the I-Component for an Unbundled one-to-one S-tagged Service Instance
The characteristics of an Unbundled one-to-one S-Tagged service interface are that an S-Tagged packet with a particular S-VID value arriving at a CNP is transported across the backbone using a unique I-SID value.  This packet is transported across the backbone without carrying the S-Tag.  The S-Tag is regenerated at the far end of the customer backbone network.

This service is configured by creating a static VLAN on the I-Component whose S-VID is the value specified as the SVID parameter to the service. This is done by creating an entry in the ieee8021QBridgeVlanStaticTable with the columns set to the following values.

Ieee8021QBridgeVlanStaticComponentId – IcomponentId

Ieee8021QBridgeVlanStaticVlanIndex – SVid

Ieee8021QBridgeVlanStaticName – Something administratively convenient

Ieee8021QBridgeVlanStaticEgressPorts – Port List containing just the VIP and the CNP

Ieee8021QBridgeVlanStaticUntaggedPorts – PortList containing just the VIP.

This sets the VIP and CNP to be the only ports that are members of the I-Component’s VLAN identified by S-VID.  Adding the VIP to the set of untagged ports means that the data will be sent to the CBP on the B-Component untagged.
17.6.2.4.5 Configuring the I-Component for a Bundled many-to-one Service Instance

The characteristics of a bundled many-to-one service S-tagged service are that an S-tagged packet is assigned to an I-SID value and is transported across the backbone carrying the S-tag.  This means that multiple services at the CNP, identified by different S-VIDs may, in fact, be transported over the backbone with the same I-SID value.

This service is configured by creating a static VLAN on the I-Component whose S-VID value matches the value specified as the SVID parameter to the service. This is done by creating an entry in the ieee8021QBridgeVlanStaticTable with the columns set to the following values.

Ieee8021QBridgeVlanStaticComponentId – IcomponentId

Ieee8021QBridgeVlanStaticVlanIndex – SVid

Ieee8021QBridgeVlanStaticName – Something administratively convenient

Ieee8021QBridgeVlanStaticEgressPorts – Port List containing just the VIP and the CNP

Ieee8021QBridgeVlanStaticUntaggedPorts – Null Set
Unlike the unbundled service, the VID may be in the member set of more than one SVId.  This is the mechanism by which multiple CNP services, identified by S-VID, are mapped to the same I-SID value.  Furthermore, unlike the unbundled service, the VID is not a member of the untagged egress set of the static VLAN.
17.6.2.4.6 Configuring the I-Component for a Bundled all-to-one Service Instance

From the perspective of configuration, configuring an all-to-one bundled service instance is identical to the configuration of a Bundled many-to-one service instance.
