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Port Extenders based on PBB-TE
Proposal for 802.1Qbh/802.1BR

Abstract: This amendment to IEEE Std. 802.1Q specifies support of the MAC Service by Extended
Bridges, the principles of operation of networks built with Extended Bridges, the operation of VLAN-
aware Bridges features for the Controlling Bridge used in an Extended Bridge, and the control of
Port Extenders used in an Extended Bridge including management, protocols and algorithms.
Abstract: Bridged Local Area Networks, LANs, local area networks, metropolitan area networks,
MAC Bridges, MANSs, Virtual Bridged Local Area Networks, Edge Virtual Bridging, Data Center
Bridging, EVB, DCB.




O~NOOOT A~ WN P

IPBB-TE Port Extenders

This is contribution is subject to change

July 4, 2011



O~NOOOT A~ WN P

PBB-TE Port Extender
July 4, 2011

Contents
I O Y= Y- OO ORI 1
1.3 Lol [FTod 1 To] o PSSOV 1
2. RETEIBICES ...ttt ettt h e b bt Rt bt bR e bR bR e e e Rt b e bbb bt e b ns 3
KT B = 1011 (] OSSPSR 5
A, ADDIBVIALIONS ...ttt et b bbbt e b bbb e bRt e Rt e b e e R bt b e b e e et e ene e 7
ST O] ) (o] 13- Up (o2 TSSOSO 8
5.2 Conformant components and eQUIPMENT ........couiueiiiiirirere e e 8
5.21  Port EXtENAEr FEQUITEMENTS .....c.ooviiiiitiititeie ettt be st be ettt sbe bbb b e e e 8
5.22  Controlling Bridge reqUIrEMENTS .........c.couiiiiiinieiieeecee e 10
6. SUPPOIT OF the IMAC SEIVICE ...ttt ettt b bbb b ettt be b e b 12
6.10  Support of the ISS/EISS by Provider INStance POIS .........c.coiiiiiiiieiinescse e 12
8. Principles of Dridge OPEIatioN .........coi i bbb bbb e e 13
8.3 MOUEl OF OPEIALION......cuiitiiiieiieee bbb bbbt sbe s 13
12. Bridge MENAQEIMENT .......c.eitiiiiiitiite ittt bt see et e et et b e s be b e sb e s beseeaeea e ebeebeabeebesbesbesbenbe s ene e 15
R T B L 11 W A 1L TS TP TRV PP URURRPPURTOPTN 15
12.26 Bridge Port EXIENSION ENFIES......ciiiiiiiieieisie ettt 15
17. Management Information Base (IMIB) .......ccoiiiiiiiiie e e 17
172 Structure OF the MIB ... 17
17.3  Relationship t0 Other MIBS........ccoiiiiii i 18
17.4  SECUritY CONSIABIALIONS .....c.viiiiiiiiiitirie sttt st b bbb bt e e se e nee s 18
177 MIB MOUUIES ...ttt ettt ettt st bbb e beneas 20
44, Introduction to Bridge POrt EXIENSION .......cccciiiiiiiiiriei sttt 27
44.1  Support of the MAC Service by an Extended Bridge..........cccovirrinniinniennieneenee e, 28
44.2  Controlling Bridge MAC SUDIGYET SEIVICE ........coiiviiiiirieisiese e 30
44.3  Port Extender MAC SUDIAYEN SEIVICE ......cviveiiiiiriciic e 30
44.4  E-channels and TEST addreSSiNg ......cccocerreririeiiniiineesieesie sttt 31
445  Bridge Port EXENSION POI TYPES ...oviviieiirieiericie sttt sttt 32
44.6  Controlling Bridge Cascade POIS..........cocireirieirieirieireee sttt seene i 33
44.7  Port EXtender UPSIream POFTS........ccooiiiiriieiieisieieie et 33
448 EXIENAE POIS .. .cviiiiiieteieeie ettt ettt bbb e ettt sttt st n et 35
44.9  Port EXtender CasCate POITS........ccoieiieiriee sttt 36
44.10 Determination of the UPSIream POrT........c.coeiiiiiiiiiniiieeesee e 37
4411 Upstream POrt AQUIESSING ......cviveirieirieieriee ettt 37
4412 TraffiCc ISOIALION. ..ot et 38
44.13 Support of Port Extension by the VLAN-aware Bridge component MAC Relay................. 38
44.14  Support for pt-mpt E-Channels...........cccooeiiiiiiiiienee e 39
44.15 Support of Remote Replication by a Controlling Bridge ..........cccccovvviineiniieneieneieneenen, 39

iii
This contribuion is subject to change.



O~NOOOT A~ WN P

PBB-TE Port Extender
July 4, 2011

45. Port Extender Control and Status ProtOCOL............cooivuiiiiiiie ittt 41
45.1  Port EXtender INIIaliZatiON ..........ocueiieiii it re s 41
T o [0 (=13 [ o USSR 42
R T = S O o v | (=3 Y, = 1o 11 U 42
I S = o) (o oo I = (0] £ 47
S T = S O8] o = 16 R 47
N T = T 3 (o I VA (0] 1 12T R 47
I A o) 141 4= (o I I TN Y R 49
TR T = [0V LV @0 a1 (| [ 52
e B Y [ TSEST: [0 [T PSR PO PP PR VRPPRTPRIN 52
LI KO AN (o [ (T 0 LI I Y £ 56
(normative)PICS proforma—Bridge implementationSL..........ccccveviiiiiiiieie e 65
YN |V - T o o= o1 1L LTSRS 65
YN LT o] o B = (=T o [ TR 65
YA I ol a 1 o] | [T I =] o [o < PSSP 66
A.37 PE CSP - Controlling Bridge .......cceiieieiiiiece et ste e st nne e 67
A.38  PE CSP = POIt EXIENUET .....vvie ittt ettt sttt et st sebte s s sbt e s s sabe s s srtae s sbbaessnbae e e 70
(normative)lEEE 802.1 Organizationally SPeCifiC TLVS.....c.cccovviiiiiiiie e 75
D.1  Requirements of the IEEE 802.1 Organizationally Specific TLV SetS.........cccecvvvvevivecveinnnen. 75
D.2  Organizationally Specific TLV definitions...........ccooeiieiiiiiiiie e 75
Annex Z (informative)Comments from 802.1Qbh and 802.1BR...........ccccceviiiieriiiere e 147
iv

This contributions is subject to change.



O~NOOOT A~ WN P

This contribuion is subject to change.

PBB-TE Port Extender
July 4, 2011



O~NOOOT A~ WN P

PBB-TE Port Extender
July 4, 2011

Vi

This contributions is subject to change.



O~NOOOT A~ WN P

Figures

Figure 44-1
Figure 44-2
Figure 44-3
Figure 44-4
Figure 44-5
Figure 44-6
Figure 44-7
Figure 44-8
Figure 45-1
Figure 45-2
Figure 45-3
Figure 45-4
Figure 45-5
Figure 45-6
Figure 45-7
Figure 45-8
Figure 45-9
Figure 45-10
Figure 45-11
Figure 45-12
Figure 45-13
Figure 45-14
Figure 45-15
Figure 45-16
Figure D-1

PBB-TE Port Extender
July 4, 2011

Example EXtENded Bridge ........cccooiiiriiiiieie e e e 27
Internal organization of the MAC sublayer in an Extended Bridge ............ccoccvvevenennne. 28
Controlling Bridge MAC SUDIQYET ..........coiiiiiiiieie e 30
Port Extender MAC SUDIQYET .........cooiiiiiie et 31
Construction of TE-SIDS from E-CIDS ..........cccureiriiiniiiniiniiisieeseeeseesesee s 32
Extended Bridge INtErCONNECTION. ........c.oiiiiiiiie e e 33
Cascaded POrt EXIENUEIS ..ottt 36
Extended Bridge traffic iSOIAtion ..o e 38
PE CSP Receive PDU state MaChing .........ccoeiiieiiiiiiiiencesese e 43
PE CSP Transmit PDU state Machine............ccouveiiieiineiiniinersee s 43
PE CSP Local Request State MaChiNe ...........ccoiiiiiiiininenee e 44
PE CSP Remote Request State MaChine...........cccveeririiene e e 44
BaSIC TLV FOIMAL .....c.viviiieiicieise et 47
COMMANT TLV 1ot bbbttt 49
Resource Limit Capability TLV ..ot e 56
POrt PArameters TLV ......ocoiiiiiiiiiice e e 57
INAEX ATTAY TLV ettt ettt b e bbbt e st seeneene s 59
POIT ENTIY .ttt b et sb e et bbb bbb 59
VID AITAY TLV oottt b et e se et e e bbb e 60
VD ENENY ot bbbttt b e b e e b bt et nbe e n e ene e 60
POIT SEALUS TLV oo e 61
STALISTICS TLV ottt bbb 61
SNIMP PDU TLV L.ttt bttt 61
Basic format for Organizationally Specific TLVS ... 62
Port EXtension TLV fOIMAL..........ccooiiiiiiiiicice st 75

vii

This contributiosn is subject to change.



O~NOOOT A~ WN P

PBB-TE Port Extender
July 4, 2011

viii

This contributions is subject to change.



O~NOOOT A~ WN P

PBB-TE Port Extender
July 4, 2011

Tables
Table 12-26 Port Extension Port Table row elements............coiiiiiiininiieeee e 16
Table 12-27 Port Extension Remote Replication Table row elements ...........ccccovviniiiiinciciiicceee, 16
Table 17-25 Structure of the MIB MOAUIES ..o 17
Table 17-22 PE MIB structure and object Cross referenCe..........cooviiiireienineieee s 17
Table 44-1 Port Extender Parameter SETINGS ........coieiireiiieieieeeee e 34
Table 45-1 Port Extender INItialiZation ............cooiiiiiiiiie s 41
Table 45-2  Port Extender Port INItialization .............coooiiiiiiniiiee s 42
Table 45-3 Port Extender Control and Status Protocol - Time out Values...........ccocoovveiineneiciccene, 47
TabIe 45-4  TLV tYPE VAIUES......ccueieiitiiteiteeteeie ettt ettt b e bt bbbt eene et e ne bt 48
TaDIE 45-5  IMESSAGE TYPES . ..ueiteteitirteriertentestesteteseesea e tesbesbesbesbesbeseese e e ebeebeebe et e sbesbesbenbesbe b enbeneeseaneenennas 50
Table 45-6  COMPIETION COUES.......cueiieiieiietirie sttt ettt bbbttt b e bbb sb e e et ene e 51
Table 45-7 Priority Code Point Selection ENCOUING .........ccoeiireriieiieiieeseecsese s 58
Table 45.8  ACLION VAIUBS ...ttt bbbttt ettt b e b b e e bt 59
Table 45-9  ACLION VAIUBS ..ottt bbbttt ettt e e bt 60
Table 45-10 StatiStiCS TLV CONTENTS .....ccuiiiiiieiiiee sttt et 62
Table D.1 IEEE 802.1 Organizationally SPecific TLVS ....cccciviiiiiiiiiiseceee s 75
Table D-5 |EEE 802.1/LLDP extension MIB object Cross reference.........ccococeveeeinieiinenc e 76

This contribution is subject to change.



O~NOOOT A~ WN P

PBB-TE Port Extender
July 4, 2011

Thiscontribution is subject to change.



O~NOOOTL A~ WN P

July 4, 2011

PBB-TE Port Extension Proposal

Editorial Notes

This amendment specifies changes to IEEE Std 802.1Q-2011 that support connecting a Bridge Port to a Port
Extender to extend the bridge MAC Relay functionality to the Ports provided by a Port Extender. Changes
are applied to the base text of P802.1Q-2011 as amended by IEEE P802.1Qbb, P802.1Qbc, P802.1Qbe,
P802.1Qbf, and P802.1Qbg. Text shown in bold italics in this amendment defines the editing instructions for
changes to this base text. Three editing instructions are used: change, delete, and insert. Change is used to
make a change to existing material. The editing instruction specifies the location of the change and describes
what is being changed. Changes to existing text may be clarified using strikeeut markings to indicate
removal of old material, and underscore markings to indicate addition of new material. Delete removes
existing material. Insert adds new material without changing the existing material. Insertions may require
renumbering. If so, renumbering instructions are given in the editing instruction. Editorial notes will not be
carried over into future editions of IEEE Std.802.1Q.

1. Overview
Insert the following paragraph at the end of this subclause:

This standard specifies a capability to extend MAC service over Port Extenders to form an Extended Bridge.
This capability may be used, for example, to extend MAC service between multiple physical stations (which
may include devices such as physical servers and server blades) or to enable MAC service to virtual end
station.

1.3 Introduction

Insert the following text at the end of this subclause, renumbering the list items and
NOTEs appropriately:

This standard allows bridge port extension of a Controlling Bridge's Ports to Ports provided by a Port
Extender. To this end it:

a) Specifies a Controlling Bridge as comprising a VLAN Bridge, a Provider Bridge, or a Provider Edge
Bridge and the ability to support one or more Port Extenders.

b) Specifies the operations that a Controlling Bridge takes to control attached Port Extenders and
monitor their status.

c) Establishes the requirements for Bridge Management to support Port Extension, identifying the
managed objects and defining the management operations.

This is contribution is subject to change 1
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3. Definitions

Insert the following definitions in clause 3, numbering them appropriately and renum-
bering other definitions as needed:

3.1 Cascade Port: A Port of a Controlling Bridge or Port Extender which connects to an Upstream Port.

3.2 Controlling Bridge: A Bridge that supports one or more Port Extenders and is composed of a primary
VLAN-aware component, T-components and B-components.

3.3 Controlling Bridge internal Backbone Edge Bridge (CB-BEB): A BEB internal to a Controlling
Bridge composed of a single B-component and one or more T-components.

3.4 Extended Bridge: A Controlling Bridge and at least one Port Extender under the Controlling Bridge's
control.

3.5 E-channel: An instance of the MAC service supported by a TESI and identified by an E-channel
identifier.

3.6 E-channel Identifier (E-CID): An E-channel identifier that identifies and E-channel along with it’s
TESI.

3.7 Extended Port: A external Port of a Port Extender that is supported by a 2-Port VLAN-aware
component.

3.8 Port Extender: A type of Backbone Edge Bridge used to extend the MAC service of a VLAN-aware
Bridge.

3.9 Port Extender Backbone Edge Bridge Network (PE-PBBN): A PBBN composed of CB-BEBs and
the B-components and T-components of attached Port Extenders.

3.10 Port Extender Control and Status Agent: The entity within a Port Extender that implements the Port
Extender Control and Status Protocol.

3.11 Port Extender Control and Status Protocol (PE CSP): A protocol used between a Controlling
Bridge and Port Extenders that provides the ability to assert control over and retrieve status information
from the Port Extenders.

3.12 Replication Group: The set of Bridge Ports within the primary component of a Controlling Bridge
who’s frames pass through a single Cascade Port of the Controlling Bridge.

Editor’s Note: This definition is not necessary since a CNP is already a defined term. It is added here
temporarily incase we decide to re-name this port to provide a Port Extender context.

3.13 Internal CB-BEB Customer Network Port (CNP): An internal T-component Port within a
Controlling Bridge that attaches, by an internal LAN, the T-component Port to a VLAN Bridge Port of the
primary component.

3.14 Upstream Port: A Port on a Port Extender that connects to a Cascade Port.

This contribution is subject to change.
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4. Abbreviations
Insert the following abbreviations in clause 4 in the appropriate locations:
E-CID E-channel Identifier
PE CSP Port Extender Control and Status Protocol
CB-BEB Controlling Bridge internal Backbone Edge Bridge
PE-PBBN Port Extender Provider Backbone Bridge Network

7
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5. Conformance

Change subclause 5.2 as shown:

5.2 Conformant components and equipment
This subclause specifies requirements and options for the following core components:

a) VLAN-aware Bridge component (5.4);
b)  VLAN-unaware Bridge component (5.14);

for the following components that use that core functionality:

¢) C-VLAN component (5.5);
d) S-VLAN component (5.6);
e) Il-component (5.7);

f)  B-component (5.8);

g) TPMR component (5.15);
h)  T-component (5.17);

i)  Edgerelay (5.20.1);

and for the following systems that include instances of the above components:

j)  VLAN Bridge (5.9);

k) S-VLAN Bridge (5.11.1);

)  Provider Edge Bridge (5.11.2);

m) Backbone Edge Bridge (5.12);

n) TPMR (5.16);

0) Edge Virtual Bridging Bridge (5.19);
p) Edge Virtual Bridging Station (5.20);
q) Port Extender (5.21);

r)  Controlling Bridge (5.22).

NOTE-A VLAN Bridge can also be referred to as a Customer Bridge or a C-VLAN Bridge. Both S-VLAN Bridges and
Provider Edge Bridges are examples of Provider Bridges.

Insert new subclauses 5.21 and 5.22, renumbering existing subclauses as necessary, as
shown:

5.21 Port Extender requirements

A Port Extender shall comprise a single conformant B-component capable of providing TESIs (25.10) and
zero or more conformant T-components (5.15) each coupled to a conformant 2-Port VLAN aware
component.

Each 2-Port VLAN aware component shall comprise exactly two Ports, a single Extended Port and a single
VLAN Bridge Port coupled as specified in clause 44 to a T-component.

Each externally accessible port shall be capable of being configured as one of, and may be capable of being
configured as any of the following:

a) An Extended Port;

This contribution is subject to change.
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A Cascade Port;
An Uplink Port.

as specified in Clause 44.

A conformant Port Extender shall:

d)
e)
f)
9)

h)
i)
)
k)
1)

Have a single conformant B-component (5.8) capapable of providing TESIs (25.10);

Disable learning for a set of B-VIDs allocated to TE-MSTID as specified in 8.4 and in 8.9;

Discard frames with unregistered destination addresses for B-VIDs allocated to TE-MSTID (8.8.1);
Have a T-component (5.15) for each Extended Port (Clause 44);

1) Implement MAC status propagation at the T-components (Clause 23);

2) Implement B-DA resolution for Extended Ports at the PIP (44.4, 44.13, 6.10);

3) Implement B-SA echo cancellation at the PIP (6.10);

Support the Port Extender Control and Status Protocol (Clause 45);

Support LLDP (IEEE Std. 802.1AB) nearest non-TPMR database including the Port Extension TLV
(D.2.1.5);

Implement the LLDP Port Extension TLV (IEEE Std 802.1Q subclause D.2.1.5);

Use the Nearest non-TPMR Bridge group address to carry all Port Extension TLVs;

Support the requirements for at least one of:

1) the Network Interface Port Extender (5.21.1),

2) Campus Port Extender (5.21.2),

3) Provider Port Extender (5.21.3).

5.21.1 Network Interface Port Extender

In addition to the filling the requirements of subclause 5.21, a conformant Network Interface Port Extender

shall:

m)
n)
0)
p)
a)

Fill the requirements for an EVB Station (5.20);

Supports a 2-Port Edge Relay (5.20.1) on each Extended Port (clause 44);
Each 2-Port Edge Relay component supported shall have learning disabled;
Support Congestion Notification (5.4.2) on all E-channels;

Support enhanced transmission selection on all components (5.4.1).

A conformant Network Interface Port Extender may:

)
)
)

Support a 2-Port C-VLAN aware component (5.5) attached to each Extended Port (clause 44)

Each 2-Port C-VLAN component supported shall have learning disabled;

Each 2-Port C-VLAN component supported shall support the Bridge Group Address pass-through
as specified in 13.39.

5.21.2 Campus Port Extender

In addition to the filling the requirements of subclause 5.21, a conformant Campus Port Extender shall:

u)
v)
w)

Support a 2-Port C-VLAN aware component (5.5) attached to each Extended Port (clause 44);

Each 2-Port C-VLAN component supported shall have learning disabled;

Each 2-Port C-VLAN component supported shall support the Bridge Group Address pass-through
as specified in 13.39.

5.21.3 Provider Port Extender

In addition to the filling the requirements of subclause 5.21, a conformant Provider Port Extender shall:

This contribution is subject to change.
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x)  Fill the Backbone Edge Bridge PBB-TE requirements (5.11.1);

y)  Support a 2-Port S-VLAN aware component (5.6) attached to each Extended Port (clause 44);

z) Each 2-Port S-VLAN component supported shall have learning disabled:;

aa) Support CFM operation on the B-components, T-components and 2-Port S-components (5.4.1.4).

5.22 Controlling Bridge requirements

A Controlling Bridge shall comprise a single conformant C-VLAN (5.5) or S-VLAN (5.6) aware component
supporting the requirements of Bridge Port Extension specified in clause 44 (called the primary component
of the Extended Bridge) and one or more conformant B-component (5.8) capable of providing TESIs (25.10)
coupled to one or more conformant T-components (5.15).

Each externally accessable Port shall be capable of being configured as one of, and may be capable of being
configured as any of:

a) A C-VLAN Bridge Port;
b) A Provider Network Port;
¢) A Cascade Port.

A conformant Controlling Bridge shall:

d)  Support the requirements for at least one of:
1) Data Center Controlling Bridge (5.21.1),
2)  Campus Controlling Bridge (5.21.2),
3) Provider Controlling Bridge (5.21.3).
e) Have one or more conformant B-components (5.8) capapable of providing TESIs (25.10) which:
1) Disable learning for a set of B-VIDs allocated to TE-MSTID as specified in 8.4 and in 8.9;
2) Discard frames with unregistered destination addresses for B-VIDs allocated to TE-MSTID
(8.8.1);
f)  Have a T-component (5.15) for each Bridge Port of the primary component(clause 44) which:
1) Implements MAC status propagation at the T-components (Clause 23);
2) Implements B-DA resolution for Extended Ports at the PIP (44.4, 44.13, 6.10);
3) Implements the B-SA echo cancellation address selection at the PIP (44.4, 44.13).
g) Support the Bridge Port Extension requirements specified in clause 44;
h)  Implement the Port Extender Control and Status Protocol (clause 45);
i)  Implement LLDP (IEEE Std. 802.1AB);
j)  Implement the LLDP Port Extension TLV (IEEE Std 802.1Q subclause D.2.1.5);

A conformant Controlling Bridge may:

K)  Support the Bridge Port Extension Management Objects (12.26);
)  Support the IEEE-PE MIB module (17.2.16, 17.7.16).

5.22.1 Data Center Controlling Bridge

In addition to the filling the requirements of subclause 5.22, a conformant Data Ceneter Controlling Bridge
shall:

m) Support a conformant C-VLAN component (5.5) as the primary component of the Extended Bridge;
n)  Fill the requirements for an EVB Bridge (5.19);

0) Support Congestion Notification (5.4.2) on each E-channel;

p) Support enhanced transmission selection on all components (5.4.1);

gq) Support DCBX on the C-VLAN component (5.4.1).

10
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5.22.2 Campus Controlling Bridge

In addition to the filling the requirements of subclause 5.22, a conformant Campus Controlling Bridge shall:
r)  Support a conformant C-VLAN component (5.5) as the primary component of the Extended Bridge.

5.22.3 Provider Controlling Bridge

In addition to the filling the requirements of subclause 5.22, a conformant Provider Controlling Bridge shall:
s)  Support a conformant S-VLAN component (5.6) as the primary component of the Extended Bridge;
t)  Each B-component along with attached T-components shall fill the Backbone Edge Bridge PBB-TE

requirements (5.11.1);
u)  Support CFM operation (5.4.1.4).

11
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6. Support of the MAC Service

Insert the following paragraph prior to Note 4 near the end of 6.6.1:

In addition, the connection_identifier is used in support of Bridge Port Extension (Clause 44).

6.10 Support of the ISS/EISS by Provider Instance Ports
Insert the following paragraph in 6.10 just after the list item d):
Each Virtual Instance Port may support the following parameter:

e) An echoCancellationSA.

Insert at the end of 6.10:

The echoCancellationSA parameter allows the PIP to perform echo cancellation by discarding indications
from the PIP-ISS which have a B-SA matching the echoCancellationSA.

Insert the following paragraph in 6.10.1 just after the list item f):

g) The source address parameter of the received M_UNITDATA.indication primitive is the
echoCancellationSA.

Change the third paragraph in 6.10.2 as follows:

If this PIP in not supporting a CNP within a CB-BEB then the value of the source_address is the PIP MAC
address. If this PIP is supporting a CNP within a CB-BEB and

a) the connection_identifier is NULL then the value of the source_address is the PIP MAC address;

a) the port is a member of the port map delivered in the connection_identifier then the value of the
source_address is the PIP MAC address;

b) the port is not a member of the port map delivered in the connection_identifier then the value of the
source_address is the PIP MAC address.

12
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8. Principles of bridge operation

Editor’'s Note: This section needs to be updated with the text from the new draft 802.1Qbh which passes the
port-map in the connection_identifier

8.3 Model of Operation

Insert the following into the list of Higher Layer Entities, renumbering the list as appro-
priate:

5) Port Extension Control and Status Protocol;

8.6.1 Active topology enforcement
Change the initial paragraph of 8.6.1 as shown:

To prevent data loops and unwanted learning of source MAC addresses, the Forwarding Process determines
the values (TRUE, or FALSE) of the learning and forwarding controls (8.4) appropriate to each received
frame and Bridge Port, If learning is true for the receiving Port and ingress filtering (8.6.2) would not cause
the received frame to be discarded, the source address and VID are submitted to the Learning Process. If
forwarding is true for the reception Port and the reception Port is attached to a Port Extender, then each
Bridge Port with forwarding true is identified as a potential transmission Port. Otherwise, if +

8.8.12 Connection_ldentifier
Insert the following paragraph at the end of 8.8.12:

In addition, the connection_identifier is used within a Controlling Bridge to pass parameters related to the
use of the Bridge Port Extension remote replication capability (44.15).

13
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12. Bridge management

Editor’'s Note: If a TE-SID were used in place of the E-CID then this the corresponding objects need to be
updated here.

12.1.1 Configuration Management
Insert the following facility at the end of the list in 12.1.1, re-lettering the list as needed:
g) The ability to monitor the functional elements of Bridge Port Extension.

h)  The ability to identify E-Channels in use and through which Ports of the Controlling Bridge and Port
Extenders they pass.

12.3 Data types
Insert the following data types in the list in 12.3, re-lettering the list as needed:
gq) E-Channel Identifier, an Unsigned value used to identify an E-Channel. Valid values are in the range
of 1 through 16 382.
r)  Port Map—a set of control indicators, one of each Port of a Bridge or Bridge component, indicating
that Port’s inclusion within or exclusion from the specified set of Ports.

Insert the following to the end of the clause, re-numbering the paragraphs as needed:

12.26 Bridge Port Extension Entries
The Bridge enhancements for support of Bridge Port Extension are defined in Clause 44 and 45.
The objects that comprise this managed resource are

a) Port Extension Port Table
b)  Port Extension Remote Replication Table

12.26.1 Port Extension Port Table

There is one row of the Port Extension Port Table per Port of the VLAN-aware bridge component of a
Controlling Bridge that connects to a Port on a Port Extender. Each table row contains the set of parameters
detailed in Table 12-26.

The pepPortComponentlD and PepPort parameters specify a Port in the Controlling Bridge. The
pepPortType parameter specifies the type of Port on the Port Extender corresponding to the Port in the
Controlling Bridge. If the Port Extender Port is an Extended Port, then the objects related to pepPortType
enumerations pepCascade and pepUpstream will not exist. If the Port Extender Port is a Cascade Port, then
the objects related to the pepPortType enumeration pepExtended will not exist and the objects related to
pepPortType enumeration pepUpstream refer to the Upstream Port to which the Cascade Port is attached.

The remaining parameters refer to the corresponding Port on the Port Extender (see Clause 44).
12.26.2 Port Extension Remote Replication Table

There is one row of the Port Extension Remote Replication Table for each Remote Replication Registration
entry (44.15.1). The table row contains the set of parameters detailed in Table 12-27.
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Table 12-26—Port Extension Port Table row elements

Name Data type ;%epr:ﬂggf Conformance’ | References
pepPortComponentID ComponentID B 12.3
pepPort Port Number B 12.3
pepPortType enum {pepCascade, B 445
pepUpstream,
pepExetended}
pepUpstreamCSPAddress MAC Address R B 45.2
pepEcid E-Channel Identifier R B 45.2
pepPortNumber Port Number R B 12.3
pepPortIinFrames Counter64 R B
pepPortinOctets Counter64 R B
pepPortOutFrames Counter64 R B
pepPortInDiscards Counter64 R B
pepLackOfBuffersDiscards Counter64 R B
pepDelayExceededDiscards Counter64 R B
pepPortOutOctets Counter64 R B

“R = Read only access

B= required for bridge or bridge component support of Bridge Port Extension

Table 12-27—Port Extension Remote Replication Table row elements

Operations

Name Data type supported” Conformance’ | References
pepPortComponentID ComponentID B 12.3
perrE-CID E-Channel Identifier R B 44.15.1
perrPortMap Port Map R B 44.15.1

“R = Read only access

B= required for bridge or bridge component support of Bridge Port Extension
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17. Management Information Base (MIB)

17.2 Structure of the MIB

Insert the following new row at the end of Table 17-25:
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Table 17-25—Structure of the MIB modules

IEEE8021-PE MIB 17.2.16 802.1Qbh 591

Initial version of IEEE Std
802.1Qbh

Insert the following new subclause at the end of the existing sub clauses of 17.2,
renumbering if necessary:

17.2.16 Structure of the IEEE8021-PE MIB

The IEEE8021-PE MIB module provides objects to configure and manage a Controlling Bridge. Objects in
this MIB module are arranged into subtrees. Each subtree is organized as a set of related objects. Where
appropriate, the corresponding Clause 12 management reference is also included. Table 17-22 that follows
indicates the structure of the IEEE8021-PE MIB module.

Table 17-22—PE MIB structure and object cross reference

MIB .

table MIB object References
ieee8021BridgePENotifications subtree
ieee8021BridgePEODbjects subtree
ieee8021BridgePEPortTable 12.26.1

ieee8021BridgePEPortComponentID”

ieee8021BridgePEPort”

ieee8021BridgePEPortType”

ieee8021BridgePEPortUpstreamCSPAddress

ieee8021BridgePEPortEcid

ieee8021BridgePEPortNumber

ieee8021BridgePEPortInFrames

ieee8021BridgePEPortInOctets

ieee8021BridgePEPortOutFrames

ieee8021BridgePEPortInDiscards

This contribution is subject to change.
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Table 17-22—PE MIB structure and object cross reference

MIB .

table MIB object References
ieee8021BridgePELackOfBuffersDiscards —
ieee8021BridgePEDelayExceededDiscards —
ieee8021BridgePEPortOutOctets —

ieee8021BridgePERemoteReplicationTable 12.26.2

ieee80218ridgePEPortComponentID*

ieee8021BridgePERREcid”

ieee8021BridgePERRPortMap

ieee8021BridgePEConformance subtree

ieee8021BridgePEGroups

ieee8021BridgePEGroup

ieee8021BridgePECompliances

ieee8021BridgePECompliance

*This object is an INDEX of the table in which it resides.

17.3 Relationship to other MIBs

Insert the following new subclause at the end of the existing sub clauses of 17.3,

renumbering if necessary:

17.3.16 Relationship of the IEEE8021-PE MIB to other MIB modules

The IEEE8021-PE MIB module provides objects that extend the core management functionality of a Bridge,
as defined by the IEEE8021-BRIDGE MIB (17.7.2), in order to support the management functionality
needed for a Controlling Bridge as defined in 5.9.1. As support of the objects defined in the IEEE8021-PE
MIB module also requires support of the IEEE8021-TC-MIB, the provisions of 17.3.2 apply to
implementations claiming support of the IEEE8021-PE MIB module. In addition, while there is no direct
relationship, support of the MIB objects specified in lldpv2XdotlPortExtensionCompliance of the LLDP

MIB (D.10.5) is required by Controlling Bridges and Port Extenders.

17.4 Security considerations

Insert the following new subclause at the end of the existing sub clauses of 17.4,

renumbering if necessary:

17.4.16 Security considerations of the IEEE8021-PE MIB

All of the objects in the IEEE8021-PE MIB have a MAX-ACCESS of not-accessible or read only. However,

18 Copyright © 2011 IEEE. All rights reserved.
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access to the objects within this module can reveal sensitive information in some network environments. It is
thus important to control access to these objects and possibly even encrypt their values when sending them
over the network via SNMP.

The following read-only tables and objects in this MIB could be used by an attacker to determine which
attacks might be useful to attempt against a given device, or could be used to understand the logical topology
of the network:

ieee8021BridgePEPortTable
ieee8021BridgePEPortComponentID
ieee8021BridgePEPort
ieee8021BridgePEPortType
ieee8021BridgePEPortUpstreamCSPAddress
ieee8021BridgePEPortEcid
ieee8021BridgePEPortNumber
ieee8021BridgePEPortinFrames
ieee8021BridgePEPortInOctets
ieee8021BridgePEPortOutFrames
ieee8021BridgePEPortInDiscards
ieee8021BridgePELackOfBuffersDiscards
ieee8021BridgePEDelayExceededDiscards
ieee8021BridgePEPortOutOctets
ieee8021BridgePERemoteReplicationTable
ieee8021BridgePEPortComponentID
ieee8021BridgePERRECid
ieee8021BridgePERRPortMap
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17.7 MIB modules

Insert the following new subclause at the end of the existing sub clauses of 17.7,
renumbering if necessary:

17.7.16 IEEE8021-PE Port Extension MIB Module

1EEE8021-PE-MIB DEFINITIONS ::= BEGIN

-— MIB for IEEE 802.1Q devices
IMPORTS
MODULE-IDENTITY, OBJECT-TYPE,
Unsigned32,
Counter64
FROM SNMPv2-SMI
MacAddress, TEXTUAL-CONVENTION
FROM SNMPv2-TC
MODULE-COMPLIANCE, OBJECT-GROUP
FROM SNMPv2-CONF
ieee802dotlmibs, IEEE8021PbbComponentldentifier,
I1EEE8021BridgePortNumber,
I1EEEB021BridgePortNumberOrzZero
FROM 1EEE8021-TC-MIB
PortList
FROM Q-BRIDGE-MIB

ieee8021BridgePEMib MODULE-IDENTITY
LAST-UPDATED ''201103310000Z" -- March 31, 2011
ORGANIZATION "IEEE 802.1 Working Group™
CONTACT-INFO
WG-URL: http://grouper.ieee.org/groups/802/1/index.html
WG-EMail: stds-802-1@ieee.org

Contact: <TBD>
Postal: C/0 IEEE 802.1 Working Group
IEEE Standards Association
445 Hoes Lane
P.0. Box 1331
Piscataway
NJ 08855-1331
USA
E-mail: STDS-802-1-L@LISTSERV.IEEE.ORG"
DESCRIPTION
"The PE MIB modulle for managing devices that support
Edge Virtual Bridging.

Unless otherwise indicated, the references in this MIB
module are to IEEE Std 802.1Q-2011.

Copyright (C) IEEE.
This version of this MIB module is part of I1EEE802.1Q;
see the draft itself for full legal notices."

REVISION "'201103310000Z2" -- March 31, 2011
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DESCRIPTION
"Published as part of P802.1Qbh Draft 2.0"
REVISION '201012200000Z" -- December 20, 2010
DESCRIPTION
"Initial revision.”
::= { i1eee802dotlmibs 101 }
-- subtrees in the EVBB MIB
ieee8021BridgePENotifications
OBJECT IDENTIFIER ::= { ieee8021BridgePEMib 1 }
ieee8021BridgePEObjects
OBJECT IDENTIFIER ::= { ieee8021BridgePEMib 2 }
ieee8021BridgePEConformance
OBJECT IDENTIFIER ::= { ieee8021BridgePEMib 3 }
-- Textual Conventions
I1EEE802BridgePEEPathIDTC ::= TEXTUAL-CONVENTION
DISPLAY-HINT "'d"
STATUS current
DESCRIPTION
"Textual convention of an E-Path ldentifier."
SYNTAX Unsigned32 (1..16382)
-- PE port table entry managed object
ieee8021BridgePEPortTable OBJECT-TYPE
SYNTAX SEQUENCE OF leee8021BridgePEPortEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
"A table that contains per port information
related to Port Extension. A row is created in this
table for any port on a Controlling Bridge that is
extended using Port Extension, including those ports
that provide communication to the Port Extenders
themselves."
REFERENCE  "12.26.1"
::= { ieee8021BridgePEObjects 1 }
ieee8021BridgePEPortEntry OBJECT-TYPE
SYNTAX leee8021BridgePEPortEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
"A list of per port Port Extension objects.”
INDEX {ieee8021BridgePEPortComponentld,
21
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ieee8021BridgePEPort,
ieee8021BridgePEPortType }
::= { ieee8021BridgePEPortTable 1 }

leee8021BridgePEPortEntry ::=
SEQUENCE {
ieee8021BridgePEPortComponentld
IEEE8021PbbComponentldentifier,
ieee8021BridgePEPort
IEEE8021BridgePortNumber,
ieee8021BridgePEPortType
INTEGER,
ieee8021BridgePEPortUpstreamCSPAddress
MacAddress,
ieee8021BridgePEPortEpid
IEEE802BridgePEEPathIDTC,
ieee8021BridgePEPortNumber
IEEE8021BridgePortNumberOrzZero,
ieee8021BridgePEPortinFrames
Counter64,
ieee8021BridgePEPortiInOctets
Counter64,
ieee8021BridgePEPortOutFrames
Counter64,
ieee8021BridgePEPortInDiscards
Counter64,
ieee8021BridgePELackOfBuffersDiscards
Counter64,
ieee8021BridgePEDelayExceededDiscards
Counter64,
ieee8021BridgePEPortOutOctets
Counter64

}

ieee8021BridgePEPortComponentld OBJECT-TYPE
SYNTAX IEEE8021PbbComponentldentifier
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION

"The component identifier is used to distinguish between the
multiple virtual bridge instances within a PBB. In simple
situations where there is only a single component the default

value is 1."
::= { ieee8021BridgePEPortEntry 1 }

ieee8021BridgePEPort OBJECT-TYPE

SYNTAX IEEE8021BridgePortNumber

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
"The port number of the port for which this entry
contains bridge management information."

::= { ieee8021BridgePEPortEntry 2 }

ieee8021BridgePEPortType OBJECT-TYPE
SYNTAX INTEGER {
pepCascade(l),
pepUpstream(2),
pepExtended(3)
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MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
"The operational mode of a port participating in
Port Exension."

REFERENCE  "12.26.1"

::= { ieee8021BridgePEPortEntry 3 }

ieee8021BridgePEPortUpstreamCSPAddress  OBJECT-TYPE

SYNTAX MacAddress
MAX-ACCESS read-only
STATUS current
DESCRIPTION

"The MAC address used for communication of the PE CSP
protocol of the device connected to the upstream port
of the Port Extender (which may be the Controlling
Bridge or an upstream Port Extender). This provides
the hierarchal relationship in a cascade of Port
Extenders"

REFERENCE  "12.26.1"

::= { ieee8021BridgePEPortEntry 4 }

ieee8021BridgePEPortEpid OBJECT-TYPE

SYNTAX IEEE802BridgePEEPathIDTC
MAX-ACCESS read-only

STATUS current

DESCRIPTION

"The default EPID assigend to this port and the port
on the Port Extender to which this port corresponds."
REFERENCE "12.26.1"
::= { ieee8021BridgePEPortEntry 5 }

ieee8021BridgePEPortNumber OBJECT-TYPE
SYNTAX IEEE8021BridgePortNumberOrZero
MAX-ACCESS read-only
STATUS current
DESCRIPTION

"The Port number on the of the Port on the Port Extender,

or zero for the Upstream Port."
REFERENCE  "12.26.1"
::= { ieee8021BridgePEPortEntry 6 }

ieee8021BridgePEPortInFrames OBJECT-TYPE

SYNTAX Counter64

UNITS "*frames"

MAX-ACCESS read-only

STATUS current

DESCRIPTION
"The number of frames that have been received by this
port."

REFERENCE  "'12.26.1"

::= { ieee8021BridgePEPortEntry 7 }

ieee8021BridgePEPortInOctets OBJECT-TYPE
SYNTAX Counter64
UNITS "octets"
MAX-ACCESS read-only
STATUS current

This contribution is subject to change.

PBB-TE Port Extender
July 4, 2011

23



O©CoOoO~NOoO O~ WN P

PBB-TE Port Extender
July 4, 2011

DESCRIPTION
"The number of octets that have been received by this
port."

REFERENCE  "12.26.1"

::= { ieee8021BridgePEPortEntry 8 }

ieee8021BridgePEPortOutFrames OBJECT-TYPE

SYNTAX Counter64

UNITS "frames"

MAX-ACCESS read-only

STATUS current

DESCRIPTION
"The number of frames that have been transmitted by this
port."

REFERENCE  "12.26.1"

::= { ieee8021BridgePEPortEntry 9 }

ieee8021BridgePEPortInDiscards OBJECT-TYPE

SYNTAX Counter64

UNITS "frames"

MAX-ACCESS read-only

STATUS current

DESCRIPTION
"The number of frames received on this port that were
discarded for any reason."

REFERENCE  "12.26.1"

::= { ieee8021BridgePEPortEntry 10 }

ieee8021BridgePELackOfBuffersDiscards OBJECT-TYPE

SYNTAX Counter64

UNITS "frames"

MAX-ACCESS read-only

STATUS current

DESCRIPTION
"The number of frames received on this port that were
discarded due to lack of buffers."

REFERENCE  "12.26.1"

::= { ieee8021BridgePEPortEntry 11 }

ieee8021BridgePEDelayExceededDiscards OBJECT-TYPE

SYNTAX Counter64

UNITS "frames"

MAX-ACCESS read-only

STATUS current

DESCRIPTION
"The number of frames received on this port that were
discarded due to exceeding the transit delay."

REFERENCE  "12.26.1"

::= { ieee8021BridgePEPortEntry 12 }

ieee8021BridgePEPortOutOctets OBJECT-TYPE

SYNTAX Counter64

UNITS "octets"

MAX-ACCESS read-only

STATUS current

DESCRIPTION
"The number of octets that have been transmitted
by this port."
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REFERENCE  "12.26.1"
::= { ieee8021BridgePEPortEntry 13 }

-- PE Remote Replication entry table managed object

ieeeB021BridgePERemoteReplicationTable OBJECT-TYPE

SYNTAX SEQUENCE OF leee8021BridgePERemoteReplicationEntry

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
"A table that contains one row for each Remote Replication
entry in the filtering database."

REFERENCE  "12.26.2"

::= { ieee8021BridgePEObjects 2 }

ieeeB021BridgePERemoteReplicationEntry OBJECT-TYPE
SYNTAX leee8021BridgePERemoteReplicationEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
"A list of Remote Replication objects."
INDEX {ieee8021BridgePEPortComponentlid,
ieee8021BridgePERREpid }
::= { i1eee8021BridgePERemoteReplicationTable 1 }

leee8021BridgePERemoteReplicationEntry ::=
SEQUENCE {
ieee8021BridgePERREpid
IEEE802BridgePEEPathIDTC,
ieee8021BridgePERRPortMap
PortList

}

ieee8021BridgePERREpid  OBJECT-TYPE

SYNTAX I1EEE802BridgePEEPathIDTC

MAX-ACCESS  not-accessible

STATUS current

DESCRIPTION
"The EPID assigend to this Remote Replication
filtering entry."

REFERENCE "12.26.2"

::= { ieee8021BridgePERemoteReplicationEntry 1 }

ieee8021BridgePERRPortMap OBJECT-TYPE

SYNTAX PortList

MAX-ACCESS read-only

STATUS current

DESCRIPTION
"The list of ports to which a frame is to be
replicated."

REFERENCE  "'12.26.2"

::= { ieee8021BridgePERemoteReplicationEntry 2 }

-- Conformance Information
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ieee8021BridgePEGroups
OBJECT IDENTIFIER ::= { ieee8021BridgePEConformance 1 }

ieee8021BridgePECompliances
OBJECT IDENTIFIER ::= { ieee8021BridgePEConformance 2 }

-- Units of conformance

ieee8021BridgePEGroup OBJECT-GROUP
OBJECTS {

ieee8021BridgePEPortUpstreamCSPAddress,
ieee8021BridgePEPortEpid,
ieee8021BridgePEPortNumber,
ieee8021BridgePERRPortMap,
ieee8021BridgePEPortiInFrames,
ieee8021BridgePEPortiInOctets,
ieee8021BridgePEPortOutFrames,
ieee8021BridgePEPortiInDiscards,
ieee8021BridgePELackOfBuffersDiscards,
ieee8021BridgePEDelayExceededDiscards,
ieee8021BridgePEPortOutOctets

}
STATUS current

DESCRIPTION
"The collection of objects used to represent
Port Extension management objects."

::= { 1eee8021BridgePEGroups 1 }

-- compliance statements

ieee8021BridgePECompliance MODULE-COMPLIANCE

STATUS current

DESCRIPTION
"The compliance statement for devices supporting PE
as defined in 1EEE 802.1Qbh."

MODULE
MANDATORY-GROUPS {

ieee8021BridgePEGroup

}
:= { ieee8021BridgePECompliances 1 }
END
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Insert the following Clause:

44. Introduction to Bridge Port Extension

Bridge Port Extension provides the ability to carry (or extend) the MAC service of a Bridge Port over a
network of Port Extenders to an Extended Port. An Extended Bridge, (Figure 44-1) composed of a
Controlling Bridge and Port Extenders, appears to the stations attached at the Extended Ports as though they
are attached to a single Bridge.

Each Controlling Bridge is composed of a primary component who’s MAC service is being extended and a
collection of T-components and B-components which are coupled together to form specialized internal
Backbone Edge Bridges (Clauses 25, 26) called CB-BEBs. The CB-BEBs within the Controlling Bridge
have a T-component who’s Customer Network Port (CNP) is coupled by an ‘internal LAN’ to a Port of the
primary component. The T-components in turn are attached by ‘internal LANs’ to a B-component. Each CB-
BEB may support one or more Replication Groups and each Controlling Bridge may support one or more
CB-BEBs. The primary component of the Controlling Bridge is also the primary component of the Extended
Bridge.

The Controlling Bridge supports attachment to a heirarchary of specialized Backbone Edge Bridges called
Port Extenders. Port Extenders are arranged in a tree with one or more Port Extenders to a Controlling
Bridge. Each Port Extender is composed of a single B-component and a collection of back-to-back T-
components and 2-port VLAN components. The 2-port VLAN components used to support the Extended
Ports match the primary component of the Controlling Bridge. If the Controlling Bridge’s primary
component forms an EVB Bridge, then the 2-port VLAN components may be a C-VLAN components or
Edge Relays. If the Controlling Bridge’s primary component is a C-VLAN component, then the 2-port
VLAN component is a C-VLAN component. If the Controlling Bridge’s primary component is an S-VLAN
component, then the 2-port VLAN component is an S-VLAN component.
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Figure 44-1—Example Extended Bridge
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This clause describes and specifies the configuration of the following aspects of Bridge Port Extension:

a) Use of tags;

b)  Bridge Port Extension Port types;
¢) Controlling Bridge Cascade Ports;
d) Port Extender Upstream Ports;

e) Port Extender Extended Ports;

f)  Port Extender Cascade Ports;

g) Traffic isolation;

h)  Remote replication.

This clause specifies the configuration actions the Controlling Bridge performs on the Port Extenders under
its control. Configuration of the CB-BEB is done directly by the control functions for the Controlling
Bridge. Configuration of Port Extenders is done utilizing the Port Extender Control and Status Protocol (PE
CSP) specified in clause 45. In addition, this clause specifies actions that the Controlling Bridge takes upon
detection of the attachment of a Port Extender. This detection shall be accomplished utilizing the Port
Extension TLV (D.2.15) and LLDP. The destination address of all LLDP PDUs carrying the Port Extension
TLV shall be set to the Nearest non-TPMR Bridge group address. Finally, this clause specifies actions that
the Controlling Bridge takes upon detection of or deletion of Extended and Cascade Ports on the attached
Port Extenders.

44.1 Support of the MAC Service by an Extended Bridge

A Controlling Bridge and Port Extenders interconnect the separate MACSs of the IEEE 802 LANS that
compose a Extended Bridge, relaying frames to provide connectivity between all LANs for each service
instance. The position of the components of a Controlling Bridge and associated Port Extenders within the
MAC Sublayer is shown in Figure 44-2.
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Figure 44-2—Internal organization of the MAC sublayer in an Extended Bridge
A Extended Bridge providing the MAC service to attached stations is typically modeled as a

symmetric sequence of relay functions, as illustrated in Figure 44-2. The outermost peer relay functions are
identified as VLAN-aware components. The next peer relay functions in the sequence are identified as T-
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components. The inner peer relay functions are identified as B-components. Between the peer B-
components are one or more S-VLAN relay functions (which are sub-functions of the B-components). A B-
component relay forms the service layer to an T-component relay, while the T-component relay froms the
service layer to a VLAN-aware component relay. A B-component relay forwards frames taking into account
the identity of a B-VLAN (B-VID), while a T-component relay forwards frames without consideration to the
frame content.

The primary component of the Controlling Bridge extends it’s Bridge Port ISS service using the PBBN (PE-
PBBN) formed by the CB-BEB and Port Extenders within the Extended Bridge. Both the CB-BEB and Port
Extenders of the PE-PBBN implement Provider Backbone Bridge Traffic Engineering (PBB-TE, 25.10) to
support interconnect by a set of Traffic Engineered Service Instances (TESI, 25.10) which are configured
using the PE-CSP protocol specified in (Clause 45). The PE-PBBN so formed provides a transparent service
between the T-component Customer Network Ports (CNPs, 25.11) at the edge of the PE-PBBN which
perform encapsulation and de-encapsulation of each frame.

A single B-component is responsible for relaying encapsulated frames to and from T-components within
each Port Extender or CB-BEB, checking that ingress/egress is permitted for frames with that 1-SID, and
relaying the frame to and from the Cascade Ports and Uplink Ports that provide connectivity to the other Port
Extenders or the Controlling Bridge.

Each service instance carried over the Extended Bridge is carried on a group of bi-directional E-channels
which extend between the Extended Ports of the Port Extenders and the Ports of the primary component. For
each Port of the primary component (which is extended) a single Extended Port of a 2-port VLAN
component is associated using a point-to-point E-channel. In addition, each Port of the pimary component
may have multiple bi-direction point-to-multipoint E-channels each associating the primary component Port
with a set of Extended Ports.

All E-channels within a given PE-PBBN are carried on the same Backbone Service Instance and so all PIPs
of the T-components within a single replication group are part of the same Backbone Service Instance. Each
E-channel has a dedicated TESI extending between a single CBP within the CB-BEB T-component and one
or more CBPs in the T-components of the Port Extenders.

Each frame of each service instance carried by the Extended Bridge enters at an Extended Port where the T-
component encapsulates it with it’s B-SA, the B-DA of the T-component assigned to the Port of the primary
component, and the I-SID associated with the replication group. The B-component then uses the B-DA and
B-SA to identify the point-to-point TESI used to deliver the frame to the primary component Port. When the
frame is received by the primary component it determines which of it’s ports the frame is destine for. If the
frame is destine for a single primary component Port then it is sent to that Port where the T-component
encapsulates the frame with it’s B-SA, the B-DA of the T-component at the Extended Port, and the I-SID
identifing the replication group. The B-components then forwards the frame along the identified TESI. If the
frame is destine for multiple primary component Ports and these ports are within the same replication group,
then the primary component identifies the destination ports by a port map carried in the
connection_identifier over the ‘internal LAN’ to the CB-BEB T-component. The T-component encapsulates
the frame using it’s B-SA (or using it’s echo cancellation B-SA), locates a B-DA based on the
connection_identifier, and the 1-SID of the replication group. The B-components then forward the frame
over a TESI identified by the B-SA and B-DA.
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44.2 Controlling Bridge MAC sublayer service

Figure 44-3 shows a Controlling Bridge connected to a tree of Port Extenders within the MAC sublayer and
the relationship of the bridging functions. The Controlling Bridge on the left of the figure comprises a single
primary VLAN-aware component and a collection of T-components and B-components forming the CB-
BEBs. Each CB-BEB has one B-component and a T-component for each port of the primary VLAN
component. Each T-component is responsible for encapsulating frames with an I-TAG, B-SA and B-DA.
The B-MAC addresses identify the T-components where the frames of an E-channel will enter and exit the
PE-PBBN. For all point-to-point transmissions the T-component performs the encapsulation using the
default B-MAC address which is configured using the PE-CSP protocol to the T-component’s mating T-
component address. For pt-mpt E-channels the T-component determines a group B-MAC and source B-
MAC based on the connection_identifier passed from the primary component over the ‘internal LAN’. The
B-components in turn are responsible for forwarding frames over TESIs based the B-SA and B-DA
determined by the T-components.
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Figure 44-3—Controlling Bridge MAC sublayer

44.3 Port Extender MAC sublayer service
Figure 44-4 shows the internal organization of the Port Extenders provides interfaces that encapsulate
frames, thus allowing C-MAC addresses and VIDs to be independent of the backbone B-MAC addresses

and VIDs used within the Extended Bridge to relay those frames across the Extended Bridge.

The Port Extender is comprised of three types of components, a single B-component and a collection of T-
components each coupled back-to-back with a VLAN aware component. The Port Extender just to the right
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of the Controlling Bridge has only a B-component.
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Figure 44-4—Port Extender MAC sublayer

44.4 E-channels and TESI addressing

Editor’s Note: The use of E-CIDs is not essential to the PBB-TE design it is just a convience allowing the use
of the 802.1Qbh MIBs and PE-CSP without modification. If desired it would be possible to replace the E-CID
entirely by a TE-SID. Using a TE-SID in place of the E-CID is more general and allows for indefinite scaling,
however endoding for pt-mpt E-channels would either require a lot more information exchange or some
summarization method, while the E-CID allows the use of compact identifiers. Comments on preferences and
alternative encodings are solicited.

Each E-channel is identified by a E-CID and is carried on a TESI identified by a TE-SID. Each E-channel
has a single associated TESI uniquely identified by a TE-SID, therefore the TE-SID also can identify the E-
channel.

Within an Extended Bridge B-MACSs which identify the PIPs of the T-components are constructed from E-
CIDs. The first three octets of a constructed address uses the OUI from table 26-1. For individual addresses
the 1/G bit is 0 while for group addresses the I/G bit is 1. The final three octets are constructed from the E-
CID as shown in Figure 44-5. For individual addresses the eighth bit of the fourth octet of the address
indicates if this is a B-MAC address for a CB-BEB T-component (Root) or for a Port Extender T-component
(Leaf). The seventh bit of the fourth octet of the address indicates if this B-MAC address is for echo
cancellation at the Port Extender T-component (6.10).
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Figure 44-5—Construction of TE-SIDs from E-CIDs

TE-SIDs may be formed from the constructed B-MACs and the B-VID of the replication group. A point-to-
point E-channel is carried on a pt-pt TESI which has two ESPs identified by the triples (B-SApg, B-DAE.
geg: B-VIDR) and (B-SAcg_geg: B-DApg, B-VIDg). A point-to-multipoint E-channels is carried on a point-
to-multipoint TESI composed of a set of ESPs, one pt-mpt ESP and N pt-pt ESPs where N is the number of
destinations in the pt-mpt TESI. The pt-mpt ESP could be expressed as (B-SAcg.geg, B-DApE Group: B-
VIDR). The echo cancellation TESI is a different TESI from the non-echo cancellation TESI since the
source address of the pt-mpt ESP would have the echo cancellation B-SA rather than the standard B-SA and
the B-DAs of the pt-pt ESPs would also use the echo cancellation address. The N pt-pt ESPs which compose
the TESI could be designated (B-SApg Group N B-DAcB-BEBPE Group: B-VIDR) Where their is a subscript PE
Group N for each Extended Port of the group address.

44.5 Bridge Port Extension Port Types
Figure 44-1 illustrates the Ports utilized in an example Extended Bridge.

Bridge Port Extension defines a number of Port types, each providing the different capabilities needed to
construct an Extended Bridge. Initially, the Controlling Bridge provides interfaces via its internal
VLAN-aware bridge component. Upon detection of the connection of an external Port Extender, the
Controlling Bridge attaches the CB-BEB between the VLAN-aware bridge component Port and the
Upstream Port of the external Port Extender. The CB-BEB provides the capability of receiving and
transmitting MAC encapsulated frames. Port Extenders provide three types of Ports:

a) Upstream Port: The Port Extender Upstream Port provides connectivity to the Controlling Bridge
Cascade Port or to the Cascade Port of another Port Extender;

b) Cascade Port: The Cascade Port is used exclusively to provide connectivity to the Upstream Port of
a cascaded Port Extender; and

¢) Customer Network Port. CNPs provide connectivity to the internal Ports of the primary VLAN-
aware Bridge component or the Controlling Bridge.

d) Extended Port. Extended Ports operate as Ports of the Extended Bridge. Each CNP is linked via a
point-to-point E-channel to an Extended Port. Additional multi-point E-channels provide linkage
between a CNP to multiple Extended Ports. Multi-point E-channels provide support for group
addressed frames.

The Cascade Port of the CB-BEB carries the Port Extender Control and Status Protocol between the
Controlling Bridge and the external Port Extender.
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44.6 Controlling Bridge Cascade Ports
Figure 44-6 illustrates an example of the connection of a Port Extender to a Controlling Bridge.
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Figure 44-6—Extended Bridge Interconnection

For each directly attached Port Extender, the Controlling Bridge shall:

a) Istall a T-component and a B-Component between the Port of the VLAN-aware bridge component
and the Port Extender;

b)  Allocate an E-CID within the range of 1 - 4095 to identify a pt-pt E-channel that is to carry frames
from the root to leaf Entended Port;

NOTE 1 — The scope of the allocated E-CID is local to the internal T-component and B-components and all Port
Extenders connected to it either directly or through a cascade, therefore, it is permissible to use the same E-CID for this
purpose across multiple internal B-components.

NOTE 2 — This E-channel carries control frames to and from the Port Extender. Additional E-channels are allocated to
carry frames through the Port Extender to its Extended and Cascade Ports.

¢) Maintain the Controlling Bridge T-component and B-component, the Cascade Port of the
Controlling Bridge B-component, and the Controlling Bridge parameters as specified in Table 44-1;
and

d) Set the MAC_Operational status parameter within the 1SS (6.8.2) of the primary VLAN-aware
Bridge component Port to based on the operational state of the “internal LAN’ connecting to a T-
component. The T-component can in turn use clause 23 to provide MAC_operational support.

NOTE 3— As a result of this process, a separate Controlling Bridge B-component can be instantiated for each directly
attached Port Extender. Port Extenders connected to Cascade Ports of other external Port Extenders do not create
additional Controlling Bridge B-components.

44.7 Port Extender Upstream Ports

A Port Extender provides exactly one Upstream Port. This Port attaches to the Cascade Port of another Port
Extender or of the Controlling Bridge. If attached to any other Port, the Port Extender does not establish
communication utilizing the Port Extender Control and Status Protocol. In this case and due to the Port
Extender initialization requirements, the Port Extender will not relay frames.

The Controlling Bridge shall maintain the parameters of the Upstream Port in accordance with Table 44-1.
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Table 44-1—Port Extender Parameter Settings

Obiject

Parameter

Set to

PE CSP Command

CNP, Extended Port, and Cascade Port

EMAC

Allocated E-CID

Extended Port Create

Transmission Selection
Algorithm Table

Transmission Selection Algorithm Table of
the VLAN-aware Bridge component Port
(8.6.8)

Port Parameters Set

Priority to traffic class
table

Priority to traffic class table of the VLAN-
aware Bridge component Port (8.6.6)

Port Parameters Set

Priority-based Flow
Control (36.1.3.2)

Priority-based Flow Control setting of the
VLAN-aware Bridge component Port
(36.1.3.2)

Port Parameters Set

Enhanced Transmission
Selection Bandwidth
Table

Set to match the Enhanced Transmission
Selection Bandwidth Table of the VLAN-
aware Bridge component Port (37.2)

Port Parameters Set

tag_type

Set to I-type if the Port of the VLAN-aware
bridge component operates on S-TAGs; else

Set to S-type if the Port of the VLAN-aware
Bridge component operates on S-TAGsS; else

C-type;

(note, in accordance with the above, set to I-
type for a Port that operates on both I-TAGs
and S-TAGs)

Port Parameters Set

use_dei

The use_dei parameter of the VLAN-
aware Bridge component Port (6.9.3)

Port Parameters Set

Priority Code Point
Selection (6.9.3)

Priority Code Point Selection of the VLAN-
aware Bridge component Port (6.9.3)

Port Parameters Set

Priority Code Point
Decoding Table

Set to match the Priority Code Point Decod-
ing Table in the VLAN-aware Bridge compo-
nent Port (6.9.3)

Port Parameters Set

Upstream Port

Transmission Selection Same as peer Cascade Port Port Parameters Set
Algorithm Table
Priority to traffic class Same as peer Cascade Port Port Parameters Set
table
Priority-based Flow Same as peer Cascade Port Port Parameters Set
Control (36.1.3.2)
Enhanced Transmission Same as peer Cascade Port Port Parameters Set
Selection Bandwidth
Table

34 This is contribution is subject to change




O~NOOOT A~ WN P

PBB-TE Port Extenders

July 4, 2011

Table 44-1—Port Extender Parameter Settings

Obiject Parameter Set to PE CSP Command
CNP
untagged_vlan_list empty NA
MAC_Enabled (6.6) Initialize to FALSE, then as specified by PE | Status Parameter Set
CSP
Extended Port

untagged_vlan_list

Include all the VLANS for which the
VLAN-aware Bridge component Port is
a member of the untagged set (8.8.2).

Port Parameters Set

Port Extender

Member set of the E-
channels identified by
the allocated E-CID

Include Extended Port, remove all other
Ports.

Extended Port Create

Port Extender transit
delay

maximum bridge transit delay

Transit Delay Set

Controlling Bridge

Member set of the E-
channels identified by
the allocated E-CID

Include Extended Port and Cascade Port,
remove all other Extended Ports.

NA

Port Extender transit
delay

maximum bridge transit delay

Transit Delay Set

Intervening Port Extenders (i.e., external Port Extenders in a cascade between the Cont
Extenders.

rolling Bridge and other Port

Member set of the E-
channels identified by
the allocated E-CID

Include intervening Cascade Ports

E-channel Register

NOTE — This requirement does not preclude the use of link aggregation in the Upstream Port and Cascade Port. If link
aggregation is utilized, the Upstream Port and Cascade Port refer to the aggregated Ports.

Since the Upstream Port is implicitly a member of all E-channel member sets, it requires no specific configuration by the
Controlling Bridge. The E-channel previously allocated to the Extended Port, which now becomes a Cascade Port,
becomes the E-channel used to carry the Port Extender Control and Status Protocol between the Controlling Bridge and
the Control and Status Agent in the Port Extender.

44.8 Extended Ports

Figure 44-7 illustrates an example Extended Bridge consisting of a Controlling Bridge and four Port
Extenders along with the E-channel configuration.
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Extended Ports are those Ports that are connected to stations or other bridges and establish connectivity to
the Extended Bridge. These include all Port Extender Ports except for the single Upstream Port (44.7) and
Ports connected to other Port Extenders (i.e., Cascade Ports).

For each Extended Port, the Controlling Bridge shall:

a) Instantiate a Port on the VLAN-aware bridge component;

b) Instantiate a T-Component connected to the Port instantiated on the VLAN-aware bridge component
utilizing an internal LAN (6.14);

¢) Allocate an E-CID within the range of 1 - 4095 that is unique within the scope of the B-component
attached to the T-component to identify the E-channel between the instantiated CNP in the
Controlling Bridge and the Extended Port on the Port Extender; and

d) Maintain the CNP, the Extended Port, the Controlling Bridge T and B components, and the Port
Extender parameters as specified in Table 44-1.

NOTE — This standard does not specify if or when the de-instantiation of these Ports, Port Extenders, and internal links
occurs as a result of a link to a Port Extender becoming inactive.

This establishes an E-channel between the VLAN-aware bridge component Port within the Controlling
Bridge and the Extended Port.

44 .9 Port Extender Cascade Ports

When a Port Extender Upstream Port is connected to an Extended Port on another Port Extender, the
Extended Port becomes, by definition, a Cascade Port. No configuration changes are required to effect this
transition. However, the Controlling Bridge shall perform ongoing configuration to maintain consistency
between Cascade Ports and their corresponding VLAN-aware Bridge Port as specified in Table 44-1.
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44.10 Determination of the Upstream Port

A Port Extender shall have exactly one Port acting as the Upstream Port at any given time. However, a Port
Extender may provide more than one Port that is capable of acting as the Upstream Port.

If more than one Port is capable of acting as the Upstream Port, the Port Extender shall determine the Port to
act as the Upstream Port as follows:

a) Determine the subset of the Ports capable of acting as Upstream Ports that are attached to peer Ports
capable of acting as a Cascade Port;

b) Select the Peer Port with the numerically smallest cascade_port_priority (IEEE Std 802.1Q
subclause D.2.1.5.1);

c) If multiple Ports have the numerically smallest cascade_port_priority, select the Peer Port with the
numerically lowest PE CSP MAC address of those Ports (IEEE Std 802.1Q subclause D.2.15.3).

Additional methods, such as manual configuration, may be provided.
A CB-BEB shall have no Ports operating as an Upstream Port.

Ports that are not selected by this method are available for use as Extended or Cascade Ports.

44.11 Upstream Port Addressing

A separate individual MAC Address is associated with each instance of the MAC Service provided to the
LLC Entity of the Upstream Port. That MAC Address is used as the source address of frames transmitted by
the LLC Entity, including the Port Extender Control and Status Agent. This address is communicated using
LLDP and the PE TLV (IEEE Std 802.1Q subclause D.2.1.5).

Media access method specific procedures can require the transmission and reception of frames that use an
individual MAC Address associated with the Bridge Port, but neither originate from nor are delivered to a
MAC Service user. Where an individual MAC Address is associated with the provision of an instance of the
MAC Service by the Port, that address can be used as the source and/or the destination address of such
frames, unless the specification of the media access method specific procedures requires otherwise.

44.11.1 Unique identification of a Port Extender

A unique 48-bit Universally Administered MAC Address, termed the Port Extender Address, shall be
assigned to each Port Extender. The Port Extender Address may be the individual MAC Address of the
Upstream Port. This address is communicated using LLDP and the PE TLV (IEEE Std 802.1Q subclause
D.2.1.5).

44.11.2 Points of attachment and connectivity for Higher Layer Entities

The Higher Layer Entities in a Port Extender, such as the Control and Status Agent (7.1), are modeled as

attaching directly to one or more individual LANSs connected by the Bridge’s Ports, in the same way that any
distinct end station is attached to the network.
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44 .12 Traffic isolation

Figure 44-8 illustrates the traffic isolation provided within an Extended Bridge.
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Figure 44-8—Extended Bridge traffic isolation

Isolation of data frames belonging to different VLAN-aware bridge component Ports is achieved by creating
a unique E-channel for each Port and:

a) Ensuring that frames accepted through Extended Ports are addressed to the Port’s E-MAC,;

b)  Ensuring that each Extended Port is configured with a E-MAC that is constructed from the E-CID of
the E-channel forming the pt-pt E-channel associated with that Port;

¢) On ingress, ensuring that all frames transferred through Cascade and Upstream Ports of the
Extended Bridge have B-DA and B-SA addresses construted with the E-CID set to the E-MAC of
the Extended Bridge Port; and

d) Onegress, ensuring that all frames transferred through Cascade and Upstream Ports of the Extended
bridge have B-DA and B-SA addresses constructed with the E-CID identifying the E-channel whose
member set includes the Extended Bridge egress Port or the set of Extended Bridge egress Ports.

44.13 Support of Port Extension by the VLAN-aware Bridge component MAC Relay

Editor’s Note - The normative text for support of Port Extension by VLAN-aware bridge components is
consolidated in clause 44. Much of the material in paragraphs 44.8, 44.9, and 44.10 could be
incorporated in clause 8 instead of here. The editor solicits input as to whether it is preferred to keep
it here are move it to clause 8.

Editor’s Note - In a future revision this section will be replaced with the updated algorithms that use a
port map within the connection_identifier. This section has not been revised since the revision of
802.1Qbh was not complete when written.

Editor’s Note - This section also needs to include the algorithm used by T-component PIPs to resolve
the B-DA. The method is simple since if no connection_identifier is present (always the case for an
Extended Port) then the B-DA is the Default Backbone Destination. Otherwise, (only at the CB-BEB) if
the conneciton_identifier is present then the B-DA is the best match to the port map.
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This clause specifies the additional requirements related to the MAC Relay for frames that are not being
forwarded using the remote replication capability. See 44.12.2 for the additional requirements related to the
MAC Relay for frames that utilize the remote replication capability.

In support of Port Extension within the VLAN-aware Bridge component of a Controlling Bridge, the
connection_identifier in the EM_UNITDATA.request and EM_UNITDATA.indication primitives is used to
carry:

a) Port map for the destination Extended Ports.

The presence or absence of these data has no effect on the operation of the other uses of
connection_identifier within this standard.

Editor’s Note - There is likely to be a parameter specified in P802.1Qbg that explicitly indicates whether
reflective relay is enabled on a particular port; however, the draft of P802.1Qbg was not available at the time
of writing this draft. Item c) will be updated in the next draft to reflect the P802.1Qbg parameter.

b) The VLAN-aware Bridge component Port on which the frame is to be transmitted and the Port on
which the frame was received are members of the same Replication Group.

44.14 Support for pt-mpt E-Channels

Remote replication is a capability provided to the Controlling Bridge by Port Extenders within an Extended
Bridge. Utilizing this capability, a Controlling Bridge directs the replication of frames within the Port
Extenders to multiple Ports (e.g., frames addressed to group addresses or flooded frames).

This capability is provided using pt-mpt E-channels. An pt-mpt E-channel forms a point-to-multipoint
channel originating at a CNP through one or more Port Extenders to a set of Extended Ports. The return
paths on each E-channel provide delivery from each Extended Port to the CNP. Each E-channel is identified
by a B-SA and B-DA double. Point-to-multipoint E-channels are implemented between the CBPs of the B-
components which within the Controlling Bridge and Port Extenders using a TESI. The TESI is identified
by the same B-DA and B-SA plus a B-VID. Since typically Port Extenders do not support alternate path
routes the B-VID used by all TESIs is typically the default B-VID.

E-channels used by the remote replication are identified by an E-CID with a value in the range of 4096 - 16
382 (values less than this are reserved for pt-mpt E-channels ).

The set of VLAN-aware bridge component Ports used for remote replication is referred to as a Replication
Group. The Controlling Bridge’s assignment of E-CIDs for remote replication shall be unique within a
Replication Group.

A VLAN-aware component that utilizes the remote replication capability establishes E-channels through the
attached Port Extenders for every combination of paths over which a frame may need to be replicated based
on the current state of the filtering database.

To utilize remote replication, the VLAN-aware bridge component determines the proper E-CID to be
utilized within each Replication Group.

44.15 Support of Remote Replication by a Controlling Bridge
44.15.1 Remote Replication Registration Table

Remote replication registration table determine the E-CID to be used for remote replication.
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Each entry in the Remote Replication Registration Table comprise

a) The E-channel Identifier (E-CID) of the E-channel to which the filtering information applies; and
b) A Port Map, with a control element for each outbound Port in the Replication Group. This Port Map
operates as the key to identify the Remote Replication Registration Entry.

The addition, modification, or removal of entries in the Remote Replication Registration Table of the
VLAN-aware bridge component of the Controlling Bridge can change the combination of Ports from which
a frame is to be filtered within the Ports of a Replication Group.

For each combination that contains at least two Extended Ports to which a frame is to be forwarded, the
bridge shall:

¢) Maintain a Remote Replication Registration entry;

d) Allocate an E-CID for the entry with a value between 4096 and 16 382 that is unique among all of
the other Remote Replication Registration Entries that apply to the same Replication Group;

e)  Setthe Port Map control elements that correspond to the Ports from which the frame is to be filtered
to “filter’; and

f)  Set the remaining Port Map control elements to “forward’.

44.15.2 Port Extender pt-mpt E-channel configuration

Within each Port Extender through which an E-channel is allocated for remote replication passes, the
Controlling Bridge shall:

a) Create two point-to-multipoint TESIs with the leaf bound ESPs addressed using the E-CID
constructed B-MAC to the Extended Ports

b) The two TESIs will use use different leaf to root bound ESPs one for echo cancelled service and
another for non-echo cancelled service
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Insert the following clause:

Editor’s Note: If a TE-SID were used in place of the E-CID then this section would need to have the E-CID
fields replaced by TE-SIDs.

45. Port Extender Control and Status Protocol

The Port Extender Control and Status Protocol (PE CSP) provides the mechanism by which a Controlling
Bridge configures the external Port Extenders under its control. It is also the mechanism by which the
Controlling Bridge dynamically discovers the presence of Extended Ports and obtains status information
from the external Port Extenders. It is implemented as a simple command / response protocol. Information
utilized within the protocol are packaged into Type, Length, Value (TLV) triples. A PE CSP Protocol Data
Unit (PDU) consists of a Command TLV and zero or more additional TLVs, as specified by the protocol.

PE CSP executes as an upper layer protocol over the ECP (IEEE Std 802.1Q clause 43). The PE CSP
executes exclusively between a Controlling Bridge and Port Extenders that comprise an Extended Bridge.
As each Port Extender is discovered, a separate E-channel is created between the Controlling Bridge and the
Port Extender to carry frames between the Controlling Bridge and the Control and Status Agent within the
Port Extender. The Control and Status Agent is the entity within a Port Extender responsible for executing
the PE CSP. A separate instance of the Edge Control Protocol and PE CSP is executed over each of these E-
channels.

The PE CSP creates protocol data units (PDUs) that are passed to the Edge Control Protocol (ECP) for
transmission to the peer. Each PDU contains one or more TLVs specified in this clause. Likewise, ECP
passes PE CSP PDUs to the PE CSP that were received from the peer. The Edge Control Protocol provides a
basic acknowledgement and retransmit mechanism; therefore, PE CSP assumes that once a PDU is delivered
to ECP, the PDU is reliably delivered to the peer PE CSP entity, if it still exists. PE CSP limits the number of
outstanding commands to one and therefore the buffer space used to receive commands and responses is
never exceeded.

NOTE—This implies that reserving one buffer to receive commands and an additional buffer to receive responses is all
that is needed to prevent a buffer overflow between ECP and PE CSP.

The PE CSP PDU consists of one or more data units encoded in type, length, value (TLV) triples. All PE
CSP PDUs contain the Command TLV. Additional TLVs are included as required by each command.

45.1 Port Extender Initialization

Port Extenders shall be initialized upon power-on and when specified by the Port Extender Control and
Status Protocol (Clause 8). Initialization shall be accomplished by setting the Port Extender parameters to
the values indicated in Table 45-1 and the parameters associated with each Port Extender Port to the values
indicated in Table 45-2 .

Table 45-1—Port Extender Initialization

Parameter Initial Value

Member set for each E-Channel empty
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Table 45-2—Port Extender Port Initialization

Parameter

Initial Value

PVID

one

Transmission Selection Algorithm Table Each entry set to strict priority (Table 8-5)

Priority to traffic class mapping table

Recommended values in Table8-4

Priority-based Flow Control

Disabled for all priorities

tag_type Set to match the type of the primary VLAN-aware Bridge compo-
nent.

use_dei zero

untagged_vlan_list empty

45.2 Addressing

Individual MAC addresses are used to address the Edge Control Protocol frames that carry the PE CSP. The

destination address to be used is discovered utilizing Port Extension TLV within LLDP (D.2.1.5).

45.3 PE CSP State Machines

Four state machines define the transmission, reception, and processing of PE CSP PDUs:

a) The PE CSP Receive PDU state machine (Figure 45-1) controls the reception of PE CSP PDUs;

b) The PE CSP Transmit PDU state machine(Figure 45-2) controls the transmission of PE CSP PDUs;
€) The PE CSP Local Request state machine (Figure 45-3) controls the transmission of PE CSP request

PDUs and the associated response time-out processing;

d) The PE CSP Remote Request state machine (Figure 45-4) controls the reception of remote PE CSP

request PDUs and the transmission of the associated responses.

Each state machine shall implement the functionality defined in their associated figure and attendant
definitions in 45.3.1, 45.3.2, and 45.3.3. The notational conventions used in the state machines are as stated

in Annex E.
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Figure 45-1—PE CSP Receive PDU state machine
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45.3.1 PE CSP state machine timers

A set of timers is used by the PC CSP state machines. These operate as countdown timers (i.e. they expire

v v

BEGIN

4

INIT

rxResp = NULL
BuildCSPOpen()

LUCT

—

SEND_LOC_REQ

txReq = locReq

UcTt

IN_PROG

srWait = cspTimeout
rxResp = NULL

srWait == 0

rxResp.condition

rxResp.condition
== INPROGRESS| v=- OTHER

RESP_RECEIVED

locReq = NULL

locReq != NULL

Figure 45-3—PE CSP Local Request state machine
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v
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ProcRemReq(rxReq)
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locResp == NULL
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SEND_RESP

txResp=locResp
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rxReq = NULL

Figure 45-4—PE CSP Remote Request state machine

when their value reaches zero). These timers:
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a) Have aresolution of one second;
b)  Are loaded by an initial integer value;
¢) Are decremented once per second until reaching zero;
d) Represent the remaining time in the period.
45.3.1.1 srWait

An instance of srWait exists for each instance of the PE CSP Local Request state machine. It is used to detect
a time out waiting for a remote response following the transmission of a local request.

45.3.1.2 rrWait

An instance of rrWait exists for each instance of the PE CSP Remote Request state machine. It is used to
determine when to send a local response with a completion code of In Progress (45.7.3.2).

45.3.2 PE CSP state machine procedures

45.3.2.1 BuildCSPOpen()

The BuildCSPOpen() procedure builds a CSP Open request in locReq.
45.3.2.2 BuildInProg(req)

The BuildInProg(req) procedure builds an In Progress response for the request PDU passed to it in the req
parameter. The response is built in the locResp parameter.

45.3.2.3 ProcRemReq(req)

The ProcRemReq(req) passes the remote request PDU from the state machine for processing. Once
processing is complete, the locResp parameter is set with the response PDU to be sent to the remote device.
This procedure is non-blocking, i.e. it does not wait for processing to complete.

45.3.2.4 TxPDU(pdu)

The TXPDU() procedure causes the TLVs that make up the PDU in the pdu parameter to be transmitted.
45.3.3 PE CSP state machines variables and parameters

45.3.3.1 cspTimeout

The message_timeout value from Table 45-3.

45.3.3.2 locReq

A PDU containing a locally generated request. The value is set by the Controlling Bridge or the Port
Extender Control and Status agent outside the state machine. The state machine sets this value to NULL to
indicate the PDU has been transmitted and a response received.

45.3.3.3 locResp

See 45.3.2.2.
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45.3.3.4 NULL

A value assigned to a variable to indicate that the variable does not contain a valid value.
45.3.3.5 rxPDU

The last PE CSP PDU received.

45.3.3.6 rxPDU.transID

Contains the value of the Transaction ID field in the Command TLV (45.7.2) of the rxPDU.
45.3.3.7 rxPDU.type

Indicates the type of rxPDU. Valid values are REQUEST and RESPONSE corresponding to the D bit of the
Command TLV within the PDU (45.7.4).

45.3.3.8 rxReq

The last request PE CSP PDU received.

45.3.3.9 rxReq.mtype

The message type contained in the last request PE CSP PDU received, as specified in Table 45-5.
45.3.3.10 rxResp

The last response PE CSP PDU received.

45.3.3.11 rxResp.condition

Indicates whether the Completion Code (45.7.3) is In Progress or some other value. Valid values are
INPROGRESS and OTHER, respectively. This value is NULL when rxResp is NULL.

45.3.3.12 transID

Contains the Transaction ID from the Command TLV (45.7.2) from the last request transmitted. Set to
NULL upon receipt of the response.

45.3.3.13 txPDU

The next PE CSP PDU to be transmitted.

45.3.3.14 txPDU.transID

Contains the value of the Transaction ID field of the Command TLV (45.7.2) in the txPDU.
45.3.3.15 txReq

The next local request PE CSP PDU to be transmitted.

45.3.3.16 txResp

The next local response PE CSP PDU to be transmitted.
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45.4 Protocol Errors

The PE CSP protocol utilizes the parameters as defined in Table 45-3.

Table 45-3—Port Extender Control and Status Protocol - Time out Values

Parameter Value (seconds)

message_timeout 60

A PE CSP implementation waits a minimum message_timeout period without receiving a response to a
request. If no response is received, a protocol error is detected.

A PE CSP implementation may send a response with a completion code of In Progress (Table 45-6) to a
request that can potentially take a long time to service. Upon receiving such a response, the PE CSP peer
waits again for a message_timeout period without receiving a response. Each time it receives a response
with a completion code of In Progress, the peer must again wait for a message_timeout period to receive a
response. If no response has been received during this period, a protocol error is detected.

If a Controlling Bridge detects a protocol error, recovery is attempted by restarting the PE CSP Local
Request state machines and re-establishing communication by sending a CSP Open command. If
communication is re-established, this will result in initialization of the Port Extender. The Controlling
Bridge proceeds as if a new Port Extender had been attached.

If a Port Extender detects a protocol error, recovery is attempted by re-starting the PE CSP Local Request
state machine and sending a CSP Open command

45.5 PE CSP PDUs

A PE CSP PDU is made up of a Command TLV and zero or more additional TLVs. The required additional
TLVs are specified in Table 45-5. Any additional TLVSs, including unknown TLVs, are ignored.

45.6 Basic TLV format

Figure 45-5 shows the basic TLV format.

Octets| 1 ‘ 2 3 n+2
TLV type TLV information TLV Information String
(7 bits) string length (0 =n <511 octets)
(9 bits)
Bits:| 8 2 1‘ 8 1

~— TLV header ———p»
Figure 45-5—Basic TLV format

The TLV type field occupies the seven most significant bits of the first octet of the TLV format. The least
significant bit in the first octet of the TLV format is the most significant bit of the TLV information string
length field.
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45.6.1 Use of reserved fields

Unless specified otherwise, all reserved fields in the PE CSP TLVs shall be set to zero and ignored on

receive.

45.6.2 TLV Type

The TLV Type field shall be set to a valid value from Table 45-4.

Table 45-4—TLV type values

TLV type TLV name ref-li;ll%\:lce

0 Reserved for future standardization —
1 Command 457

2 Resource Limit Capability 45.10.1

3 Port Parameters 45.10.2

4 Port Array 45.10.3

5 VID Array 45.10.4

6 Port Status 45.10.5

7 Statistics 45.10.6

8 SNMP PDU 45.10.7
9-126 Reserved for future standardization —

127 Organizationally Specific TLVs 45.10.8

45.6.3 TLV information string length

The TLV information string length field shall contain the length of the information string, in octets. If a TLV

is received that is longer than expected, the excess content at the end of the TLV is ignored.

45.6.4 TLV information string

The TLV information string may be fixed or variable length and contains the information specified for each

TLV.
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The Command TLV shall be the first TLV in all PE CSP PDUs and shall be constructed and processed as
specified in this clause. Figure 45-6 illustrates the format of the Command TLV.

Octets:| 1 ‘ 2 3 4 5
TLV type TLV information Message | Transaction| Comp. Index
=1 string length = 7 Type ID Code [D|NTLV (4 octets)
(7 bits) (9 bits) (1 octet) | (1 octet) | (4 bits)
Bits] 8 1‘ 8 8 543 il

Figure 45-6—Command TLV

This contribtuion is subject to change.
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45.7.1 Message Type

The Message Type field indicates the type of message contained in this PE CSP PDU as indicated in Table
45-5. The Required TLVs corresponding to the Message Type listed in this table shall be provided in the PE

Table 45-5—Message Types

Message M?;;aege Request TLVs Response TLVs
Reserved for future standardization 0
CSP Open When sourced from a Port None
Extender: Resource Limit Capa-
1 bility
When sourced from a Controlling
Bridge: None
Extended Port Create None Port Parameters
2 VID Array
(optional)
Extended Port Delete 3 None None
Port Parameters Set Port Parameters (optional) None
4 VID Array (optional)
(at least one TLV must be present)
Port Parameters Get 5 None Port Parameters
VID Array
Status Parameter Set 6 Port Status None
E-Channel Register 7 Port Array None
E-Channel Registration Get 8 None Port Array
Statistics Clear 9 None None
Statistics Get 10 None Statistics
Transit Delay Set 11 None None
SNMP Transfer 12 SNMP PDU SNMP PDU
(optional)
Reserved for future standardization 13-254
Organizationally Specific 255 Note 1 Notel

Note 1: At least one organizationally specific TLV is required to identify the organizationally specific command.

CSP PDU. The use of each message type is described in 45.9.

50

This contribution is subject to change.




O~NOOOT A~ WN P

PBB-TE Port Extender
July 4, 2011

45.7.2 Transaction ID

The Transaction ID field is used to ensure that responses to requests are properly matched as specified in the
PC CSP State Machines (45.3). In a CSP Open request, Transaction ID shall be set to zero. Transaction 1D
shall be incremented by 1, and reset to zero upon reaching 256, for each successive request. The Transaction
ID in a response shall be set to that of the corresponding request.

45.7.3 Completion Code

The Completion Code field is reserved in request messages. In response messages, it is set to one of the

values in Table 45-6.

Table 45-6—Completion Codes

Corgg:jeetion Condition
0 Success
1 In Progress
2 Failure - lack of resources
3 Failure - unknown message type
4 Other Failure
all others Reserved for future standardization

45.7.3.1 Success

The Success completion code is returned to indicate the successful completion of a request. This completion
code is also returned if no action was required to complete the request, e.g., deleting a non-existent E-
Channel.

45.7.3.2 In Progress

The In Progress completion code is returned to indicate additional time is needed to process the request. See
454,

45.7.3.3 Failure - lack of resources

The Failure - lack of resources completion code is returned to indicate that a Command TLV was received
that would have otherwise been successful except that the sufficient resources were not available to
complete the command (e.g. exceeding the E-Channel capacity).

45.7.3.4 Failure - unknown message type

The Failure - unknown message type completion code is returned to indicate that the Command TLV
contained an unknown message type.
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45.7.3.5 Other failure

The Other failure completion code is returned to indicate that the Command TLV was not processed for a
reason other than lack of resources (e.g. malformed TLV).

45.7.4D

D: Set to 1 if this is a response message, 0 if this is a request message.

45.7.5 NTLV

This field contains the number of TLVs following the command TLV that form this PE CSP PDU.
45.7.6 Index

The Index field contains a command specific value. The value to be placed in the Index field is specified for
each individual command in 45.9. If not specified, the value is reserved.

45.8 Flow Control

After the transmission of the first request PDU, a PE CSP entity does not transmit another request PDU until
it has received the response from the previous request.

45.9 Messages

The following sections describe each of the messages supported in the Port Extender Control and Status
Protocol.

45.9.1 CSP Open

The CSP Open message shall be sent by each PE CSP entity (Port Extender and Controlling Bridge) to
initialize PE CSP communication. The parameters in the associated TLVs are exchanged. The operational
parameters are established based on the capabilities for each peer. In addition, a Port Extender shall initialize
its parameters as specified in Table 7-2.

Upon completion of processing the request message, each peer shall send a CSP Open response message to
the other peer.

Receipt of a CSP Open Message at any time other than the first message received indicates that the peer has
reset. Therefore, to re-establish communication, a new CSP Open Message is sent.

This is the first message sent upon PE CSP initialization and no other messages shall be sent until a
successful response is received.

The Index field in the Command TLV of the PE CSP Open Message shall contain the value one, indicating
the version of the PE CSP being executed. The value of this field shall be ignored in received CSP Open
Messages.

NOTE —It is assumed that future versions of the protocol will remain backwards compatible. Therefore, it is not
necessary for this, the first version of the protocol, to do anything other than set the value of this field. Future versions
may heed to check it to ensure that they emit PDUs that are compatible.
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45.9.2 Extended Port Create

The Port Extender shall send an Extended Port Create request message to the Controlling Bridge to request
the creation of a new E-channel for binding with an Extended Bridge Port with the Index field in the
Command TLV set to a value that identifies the individual Port. The value O is reserved to indicate the
Upstream Port and is not used in the Extended Port Create command.

Upon receipt of the request, the Controlling Bridge shall send an Extended Port Create response message
with the Index Field of the Command TLV set to the E-CID that identifies the newly created E-channel for
the command is successful, otherwise the content of the Index field is reserved.

Editor’'s Note: Need to add the list of items for programming the CB-BEB and the stages along the way as an
E-channel is constructed.

Upon receipt of the response message with a Completion Code (45.7.3) of Success, the Port Extender shall:

a) Enter the CBP coupled to the Extended Port in the member set of theTESI B-VID;

b)  Enter the B-MACs constructed from the E-CID as specified in subclause 44.4 for the CNP and the
Extended Ports in the B-component filtering database and identify them on the TESI B-VID

c) Setthe PIP B-SA of the T-component to the B-MAC constructed as specified in subclause 44.4 for a
Extended Port.

d) Set the PIP Default Backbone Destination Address to the B-MAC constructed as specified in
subclause 44.4 for a CNP.

e) Setthe VIP I-SID of the T-component to the I-SID for this replication group (typically 1).

f)  Configure the Extended Port parameters as specified in the Port Parameter and VID array TLVs.

NOTE —It is not an error for an Extended Port Create request to request the creation of an already existing Extended
Port. If this occurs, the request is processed as specified above and a successful response is returned.

45.9.3 Extended Port Delete

The Extended Port Delete request shall be sent by the Port Extender or the Controlling Bridge to remove an
Extended Port previously created via the Extended Port Create request from all E-Channel member sets. The
Index field of the Command TLV shall contain the E-CID identifying the E-Channel associated with the Port
to be deleted.

When a Port Extender receives the Extended Port Delete request, it shall:

a) Remove the constructed B-MACs from the B-component filtering database and from the T-
component for the Extended Port

b) Upon completion of these operations, send the Extended Port Delete response message to the
Controlling Bridge.

When a Controlling Bridge receives the Extended Port Delete request, it shall:
¢) Remove the corresponding E-channel in any intervening Port Extenders using the E-Channel
Register message (45.9.7)
d) Upon completion of these operations, send the Extended Port Delete response message to the Port
Extender.

When a Controlling Bridge receives an Extended Port Delete response, it shall:

e) Remove the corresponding E-channel in any intervening Port Extenders using the E-Channel
Register message (45.9.7)
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When a Port Extender receives the Extended Port Delete response message, it shall:

f)  Remove all B-MACs constructed using the E-CID from the filtering database;

NOTE—It is not an error for an Extended Port Delete request to be issued for a non-existent Extended Port. If this
occurs, a successful response is returned.

45.9.4 Port Parameters Set

The Controlling Bridge shall send a Port Parameters Set message to a Port Extender to configure the
parameters specified in the Port Parameters TLV and/or the VID Array TLV for an Extended Port or for the
Upstream Port. The Index field in the Command TLV shall be set to the E-CID identifying the Extended or
Cascade Port, or to zero to indicate the Upstream Port.

Upon completion, the Port Extender shall send a Port Parameters Set response message with Index field set
to the E-channel identifying the Extended or Cascade Port, or to zero to indicate the Upstream Port.

45.9.5 Port Parameters Get

A Controlling Bridge or a Port Extender shall send a Port Parameters Get request message to query the
currently configured state for a Port on a Port Extender. Upon receiving this message, the Controlling Bridge
or Port Extender shall send the Port Parameters Get response message to the peer. The Index field in the
Command TLV of both the request and the response shall be set to the E-CID identifying the Extended or
Cascade Port, or to zero to indicate the Upstream Port. The Port Parameters and VID Array TLVs shall be
populated with the parameters applicable to the Port if the E-CID is valid. The contents of the Port
Parameters and VID Array TLVs is unspecified if the E-CID is invalid.

45.9.6 Status Parameter Set

Editor’s Note: This probably should be replaced by MAC status propogation from clause 23.

A Port Extender shall send a Status Parameter Set request each time the value of MAC_Operational (IEEE
Std 802.1Q subclause 6.6) changes on one of its Cascade or Extended Ports. The Index field in the
Command TLV shall be set to the PVID of the Extended or Cascade Port.

The Controlling Bridge, upon reception of a Status Parameter Set, shall set the MAC_Enabled parameter
(IEEE Std 802.1Q subclause 6.6) of the corresponding Extended Port within the internal Port Extender to
match the indication (TRUE or FALSE) received in the Port Status PDU.

NOTE —Setting the MAC_Enabled parameter on the Extended Port of the internal Port Extender is reflected in the
across the internal LAN to the MAC_Operational parameter of the Port in the VLAN-aware Bridge component. This

provides MAC_Operational propagation from the external Extended Port to the VLAN-aware Bridge component.

Upon completion, the Controlling Bridge shall send a Status Parameter Set response message to the Port
Extender with Index field set to the E-channel identifying the Extended or Cascade Port.

45.9.7 E-Channel Register

The E-Channel Register request message shall be sent by a Controlling Bridge to a Port Extender to
configure a set of Ports within, or to remove them from, the member set of an E-Channel.

The message shall be constructed as follows:

a) The Index field in the Command TLV is set to the E-CID identifying the E-Channel,;
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b) The Port Array TLV is populated with a list of Port_Index elements, along with an indication of
which sets the Port is to be added to or removed from.

Upon receipt of the message, the Port Extender shall:

¢) Perform the specified action on all Ports in the Port Array TLV;
d) Upon completion, the Port Extender sends an E-Channel Register response message.

45.9.8 E-Channel Registration Get

The E-Channel Registration Get request message shall be sent by the Controlling Bridge to query E-Channel
member set population.

The Index field of the Command TLV for both the request and the response shall be set to the E-CID
identifying the E-Channel being queried.

Upon receipt of an E-Channel Registration Get request, an E-Channel Registration Get response shall be
generated containing a Port Array TLV enumerating the Ports that are members of the member set of the E-
Channel.

45.9.9 Statistics Clear

The Statistics Clear request shall be sent by a Controlling Bridge to a Port Extender with the Index field of
the Command TLV set to the E-CID of an E-channel associated with the Port for which statistics are to be
cleared; or 0 to indicate the Upstream Port.

Upon receipt of a Statistics Clear request message, the Port Extender shall set all of the statistic counters
associated with the indicated Port to zero. Upon completion, it shall send a Statistics Clear response message
with the Index field of the Command TLV set to the E-CID of an E-channel associated with the Port for
which statistics have been cleared; or 0 to indicate the Upstream Port.

45.9.10 Statistics Get

The Statistics Get request shall be sent by a Controlling Bridge to a Port Extender to retrieve the values of
the statistics counters. The Index field of the Command TLV shall contain the E-CID of the E-channel
associated with the Port for which statistics are to be gathered; or 0 to indicate the Upstream Port.

Upon receipt of a Statistics Get request message, the Port Extender shall send a Statistics Get response
message with the Index field set to that received and the Statistics TLV populated with the values from the
Port’s statistics counters. If the E-CID is invalid, the contents of the Statistics TLV is unspecified.

45.9.11 Transit Delay Set

The Transit Delay Set request shall be sent by the Controlling Bridge to set the Port Extender transit delay
parameter (7.10.5), with the value, in seconds, included in the Index field of the Command TLV.

Upon receipt of a Transit Delay Set request, the Port Extender shall set the value of the Port Extender transit
delay parameter to that in the Index field of the request. The Port Extender shall then send a Transit Delay
Set response to the Controlling Bridge with the Index field of the Command TLV set to that of the request.
45.9.12 SNMP Transfer

A Port Extender may provide a variety of MAC layer interfaces and associated control facilities. The SNMP
transfer command provides a generic mechanism for discovering and managing these facilities. The
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command provides for the transfer SNMP PDUs between the Controlling Bridge and a Port Extender. See
IETF RFC 1157, IETF RFC 2416, et. seq. for the specification of SNMP.

An SNMP Transfer request command shall be sent by either the Controlling Bridge or a Port Extender to
access managed objects using the SNMP protocol. The Index field of the Command TLV shall be set to the
version of SNMP being utilized. The SNMP PDU TLV includes the SNMP PDU.

Upon receipt of a SNMP Transfer command, the receiving device shall respond with an SNMP transfer
response command. The Index field of the Command TLV shall be set to the version of SNMP being
utilized. If the SNMP command generated an SNMP response, the response SNMP PDU shall be included in
a SNMP Transfer TLV. It no response is generated, then the SNMP Transfer TLV shall not be included.

NOTE 1 — SNMP makes a distinction between an SNMP message and an SNMP PDU. The SNMP message contains a
version, community, and the SNMP PDU. In the implementation of PE CSP, the version is carried in the Command TLV.
The community is by definition the Controlling Bridge and the Port Extenders under its control; therefore, there is no
need for the community field. Consequently, the SNMP PDU TLV carries just the SNMP PDU, not the entire SNMP
message.

NOTE 2 — The Controlling Bridge is responsible for the indexing of its Ports, including Extended Ports, for

presentation to a management system. This indexing is independent of the indexing utilized by a particular Port
Extender. The Controlling Bridge is responsible for the translation between the indexing schemes.

45.10 Additional TLVs

This section describes the TLVs that are used in addition to the Command TLV to form complete messages
as specified in Table 45-5. The TLVs shall be constructed as specified in the following subclauses.

45.10.1 Resource Limit Capability TLV

Figure 45-7 illustrates the format of the Resource Limit Capability TLV.

Octets] 1 ‘ 2 3 4 6 7
TLV type TLV information Reserved Extended Port E- |Remote Replication E-
=2 string length = 5 (8 bits) channels Supported| Channels supported
(7 bits) (9 bits) (2 octets) (2 octets)
Bits:| 8 2 1‘ 8 1

Figure 45-7—Resource Limit Capability TLV

The fields have the following meanings:

Extended Port E-channels Supported: The number of E-channels that may be allocated with E-CIDs in the
range of 1-4095. These are E-CIDs that are assigned to E-channels associated with an Extended Port.

Remote Replication E-Channels Supported: Set to the number of E-Channels that may be allocated with E-
CIDs in the range of 4096 to 16 382. These E-Channels may have more than two Ports in their member set.
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45.10.2 Port Parameters TLV
Figure 45-8 illustrates the format of the Port Parameters TLV.
Octets] 1 ’ 2 3
TLV type TLV information |Reserved|U|T|PCS
=3 string length = 40 | (4 bits) |S|T| (2
(7 bits) (9 bits) E| |bits)
Bits;| 8 2 1’8 18 51413 1
Octets:|p 7 8 9
R|PTC7|R|PTC6|R|PTC5|R|PTC4|R|PTC3|R|PTC2|R|PTC1|R|PTCO
(3bits) | | (3bits)| |(3bits)| |(3bits)| |(3bits)| |(3bits)| |(3bits)| |(3bits)
Bits{8|7 5/4|]3 18|7 5|43 18|7 5/43 1|8|7 543 1
Octets] 10 11 19
PFC Enable TSA Table ETS Bandwidth Table
(1 octet) (8 octets) (8 octets)
Octets]27 28 29 30
D|PDO7 |D|PD06|D|PDO5|D|PD04|D|PD0O3|D|PDO02(D{PDO1 |D|PD0O0
OE7 (3 bits) (')56 (3 bits) 0'55 (3 bits) 0'54 (3 bits) (‘)53 (3 bits) OEZ (3 bits) (‘)51 (3 bits) OEO (3 bits)
Bitsi8|7 5/4|3 18|7 5|43 18|7 5/4|3 18|7 543 1
Octets]31 32 33 34
D|PD17|D|PD16|D|PD15(D|PD14|D|PD13|D({PD12|D|PD11|D|PD10
1E7 (3 bits) 1'56 (3 bits) 1'55 (3 bits) 1E4 (3 bits) 1E3 (3 bits) 1E2 (3 bits) 1E1 (3 bits) 1EO (3 bits)
Bitsi8(7 5/4|3 8|7 5/4|]3 187 5/4|3 18|7 543 1
Octetsy35 36 37 38
D|PD27|D|PD26|D|PD25|D|PD24|D|PD23 (D|PD22|D|PD21|D|PD20
2E7 (3 bits) 2'56 (3 bits) 2E5 (3 bits) 2E4 (3 bits) 2'53 (3 bits) 2'52 (3 bits) 2E1 (3 bits) 2EO (3 bits)
Bits{8(7 5/4|3 8|7 5/4|]3 187 5/4|3 18(7 543 1
Octets]39 40 41 42
D|PD37 |D|PD36|D|PD35|D|PD34|D|PD33|D|PD32(D{PD31|D|PD30
=] (3bits) |55| (3 bits) |25 (3 bits) | 55] (3 bits) |x3| (3 bits) 2| (3 bits) || (3 bits) lap| (3 bits)
Bitsy8|7 5/4|3 187 5|43 18|7 5/4|]3 18|7 543 1
Figure 45-8—Port Parameters TLV
This TLV provides parameters for use by the Port Extender Ports.
USE: The use_dei parameter (7.8).
TT: Tag_type parameter (7.8). Zero indicates C-type, one indicates S-type.
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PCS: Priority Code Point Selection (IEEE Std 802.1Q subclause 6.9.3) encoded as specified in Table 45-7

Table 45-7—Priority Code Point Selection Encoding

PCS Value Meaning
0 8POD
1 7P1D
2 6P2D
3 5P3D

PTC7 - PTCO: Contains the Priority to Traffic Class mapping for the Port (8.6.7). PTC7 contains the Traffic
Class to which priority 7 maps continuing to PTCO corresponding to priority 0.

PFC Enable: Contains one bit per priority (bit 8 corresponding to priority 7 through bit 1 corresponding to
priority 0). A one indicates that Priority-based Flow Control (IEEE Std 802.1Q clause 36) is enabled for the
corresponding priority. A zero indicates that Priority-based Flow Control is disabled for the corresponding
priority.

TSA Table: Contains an eight entry table with one octet per entry. Each entry identifies a transmission
selection algorithm for the corresponding traffic class. The code points for the Transmission Selection
Algorithms are listed in Table 8-5. The first entry corresponds to traffic class 7 proceeding down to traffic
class 0.

ETS Bandwidth Table: Contains an eight entry table with one octet per entry. Each entry contains a
bandwidth allocated to the corresponding traffic class to be used by the Enhanced Transmission Selection
(IEEE Std 802.1Q clause 37) algorithm if enabled for the corresponding traffic class. Valid values for each
entry are 0 through 100. The valid total of all values in the table is 100.

PDQ7 - PDO0O: The entries for the 8POD row of the Priority Code Point decoding table (IEEE Std 802.1Q
subclause 6.21) corresponding to priorities 7 through 0 respectively.

PD17 - PD10: The entries for the 7P1D row of the Priority Code Point decoding table (IEEE Std 802.1Q
subclause 6.21) corresponding to priorities 7 through 0 respectively.

PD27 - PD20: The entries for the 6P2D row of the Priority Code Point decoding table (IEEE Std 802.1Q
subclause 6.21) corresponding to priorities 7 through 0 respectively.

PD37 - PD30: The entries for the 5P3D row of the Priority Code Point decoding table (IEEE Std 802.1Q
subclause 6.21) corresponding to priorities 7 through 0 respectively.
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45.10.3 Port Array TLV

Figure 45-9 illustrates the format of the Port Array TLV.

Octets] 1

‘ 2 3 6

=4

(7 bits) (9 bits)

TLV type TLV information Port Entry 1

string length = 4n (4 octets)

Bits 8

2 1‘8 1
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4n-1 4n+2

Port Entry n
000 (4 octets)

Figure 45-9—Index Array TLV

The Port Array TLV carries one or more Port Entries. Figure 45-10 illustrates the format of a Port Entry.

The fields of the

Octets:| 1 ’ 2
Action| R Port Number
(1 (3 (12 bits)
bit) | bits)
Bits:18 817 5l4 1’8

Figure 45-10—Port Entry

Port Entry have the following meanings:

Action: The coding of this field is specified in Table 45.8.

Table 45.8—Action Values

Q/(;tlll?: Action to be performed (request message): Meaning (response message)
0 Add the Port indicated by the Port Number to the | Set to zero, ignore on receive.
member set of the E-Channel specified in the
Index field of the Command TLV.
1 Delete the Port indicated by the Port Number
from the member set of the E-Channel specified
in the Index field of the Command TLV.

Port Number: Port to which this entry applies (this is the Port Number that is provided in the Extended Port

Create request).

R: Reserved.

59

This contribtuion is subject to change.



O~NOOOT A~ WN P

PBB-TE Port Extender

July 4, 2011

45.10.4 VID Array TLV

Figure 45-11 illustrates the format of the VID Array TLV.

Octets] 1 ‘ 2 3 6
TLV type TLV information VID Entry 1
=5 string length = 4n (4 octets)
(7 bits) (9 bits)
Bits| 8 2 1‘ 8 1

4n-1 4n+2

VID Entry n
(4 octets)

Figure 45-11—VID Array TLV

The VID Array TLV carries one or more VID Entries. Figure 45-12 illustrates the format of a VID Entry.

Octets:| 1 ’ 2
Action| R VLAN Identifier
(1 (3 (12 bits)
bit) | bits)

Bits:! 8 817 5/4 1’8

Figure 45-12—VID Entry

This TLV is used to set or retrieve the C-VLAN or S-VLAN member sets and untagged sets used in the Tag
Handler (7.8). The fields have the following meanings:

Action: The coding of this field is specified in Table 45-9.

Table 45-9—Action Values

’Ii\/(;'g: Action to be performed (request message): Meaning (response message)

0 Add the Extended Port that is in the member set | The Extended Port that is in the member set
of the E-Channel indicated in the Index field of of the E-Channel indicated in the Index field
the Command TLV to the untagged set of the C- | of the Command TLV is in the untagged set
VLAN or S-VLAN indicated in this VID Entry of the C-VLAN or S-VLAN indicated in this
(see 7.8). VID entry (7.8).

1 Delete the Extended Port that is in the member Reserved for future standardization.
set of the E-Channel indicated in the Index field
of the Command TLV from the untagged set of
the C-VLAN or S-VLAN indicated in this VID
Entry (see 7.8).

R: Reserved.

VLAN Identifier: Identifier of the C-VLAN or S-VLAN to which this entry applies.
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45.10.5 Port Status TLV

Figure 45-13 illustrates the format of the Statistics TLV.

Octets] 1 ‘ 2 3 3
TLV type TLV information Reserved M
=6 string length = 56 (7Dbits) (0]
(7 bits) (9 bits)
Bits] 8 2 1‘ 8 18 2|1

Figure 45-13—Port Status TLV

The MO bit is set to one if the value of MAC_Operational is TRUE and is set to zero if the value of
MAC_Operational is FLASE.

45.10.6 Statistics TLV

Figure 45-14 illustrates the format of the Statistics TLV.

Octets] 1 ‘ 2 3 10 51 58
TLV type TLV information Stats1 Stats7
= string length = 56 (8 octets) 000 (8 octets)
(7 bits) (9 bits)
Bits| 8 2 1‘ 8 1

Figure 45-14—Statistics TLV

Table 45-10 specifies the content of the fields within the Statistics TLV.
45.10.7 SNMP PDU TLV

Figure 45-15 illustrates the format of the SNMP PDU TLV.

Octets] 1 ‘ 2 3 n+2
TLV type TLV information SNMP PDU
=6 string length = n (n octets)
(7 bits) (9 bits)
Bits| 8 2 1‘ 8 1

Figure 45-15—SNMP PDU TLV

The SNMP PDU field contains an SNMP PDU (IETF RFC 1157, IETF RFC 2416, et. seq.).
45.10.8 Organizationally Specific TLVs

Organizationally Specific TLVs provides a method by which other organizations, such as software and
equipment vendors, may define TLVs that extend the capabilities of the PE CSP.
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Table 45-10—Statistics TLV contents

Field

Contents

Stats1

PortinFrames - count of all valid frames received.

Stats2

PortInOctets - count of the total number of octets in
all valid frames received.

Stats3

PortOutFrames- count of frames forwarded to the
associated Port.

Stats4

PortInDiscards - count of frames received on the
associated port that were discarded for any reason.

Stats5

LackOfBuffersDiscards - count of frames that were
otherwise available to transmit via the associated
Port, but were discarded due to insufficient buffer
space.

Stats6

DelayExceededDiscards - count of frames that
were to be transmitted but were discarded due to
the maximum bridge transit delay being exceeded.

Stats7

PortOutOctets - count of the total number of octets
transmitted.

45.10.8.1 Basic Organizationally Specific TLV format

The basic format for Organizationally Specific TLVs is shown in Figure 45-16.

Octets] 1 ‘ 2 3 6 7 6+n
TLV type TLV information | Organizationally | Organizationally |Organizationally defined
=127 string length unique identifier | defined subtype information string
(7 bits) (9 bits) (OUI) (3 octets) (1 octet) (0 = n =507 octets)
Bits| 8 2 1‘ 8 1

-4—— TLV header ———p»

Figure 45-16—Basic format for Organizationally Specific TLVs

45.10.8.2 Organizationally unique identifier (OUI)

The organizationally unique identifier field contains the defining organization's OUI as defined in Clause 9

of IEEE Std 802.

45.10.8.3 Organizationally unique subtype

The organizationally defined subtype field contains a unique subtype value assigned by the defining

organization.

Note—Defining organizations are responsible for maintaining listings of organizationally defined subtypes in order to

assure uniqueness.
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45.10.8.4 Organizationally defined information string

The format of the organizationally defined information string is organizationally specific.
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Annex A
(normative)
PICS proforma—Bridge implementations?
A.5 Major capabilities
Insert the following row at the end of Table A.5:
PE Does the implementation support the func- | O 5.21 Yes[] No[]
tionality of a Port Extender?
PECB Does the implementation support the func- | O 5.22 Yes[] No[]
tionality of a Controlling Bridge?

Insert paragraphs and tables A.35 through A.38, renumbering if necessary:

Editor’s Note: This section is not in sync with the conformance clause. The Port Extender and Controlling
Bridge need to be reduced to the major options. For Port Extender the major options are Network Interface
Port Extender, Campus Port Extender, Provider Port Extender. For Controlling Bridge the Major options are:
Data Center Controlling Bridge, Campus Controlling Bridge and Provider Controlling Bridge.

A.35 Port Extender

Item Feature Status References Support

If this implementation is not a Port Extender, N/AT]
mark N/A and ignore the rest of this table.

PEXT-1 | Does the implementation meet the requirements M 5.21 Yes []
of a conformant implementation listed in 5.21?

PEXT-2 Does the implementation support the PE-CSP CSPPE: 5.21, Clause 45 | Yes[]
portocol as specified in clause 45. M

PEXT-3 | Can the Port Extender be configured by a M 2-521108-4, 8.9, | Yes[]

Controlling Bridge using the PE-CSP protocol to
provide TESIs?

PEXT-4 | Are the VIDs associated with ESPs, the M 8.9 Yes[]
ESP-VIDs, allocated to the TE-MSTID?

PEXT-5 | |severy ESP-VID allocated to a distinct M 25.10 Yes[]
FID?
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Item Feature Status References Support

PEXT-6 Does the implementation support 2-Port ERs, C- M 5.21 Yes[]
VLAN components, or S-VLAN components on
each Extended Port?

PEXT-7 Does the implementation support 2-Port ERs on EPR:O 5.21 Yes[] No[]
each Extended Port?

PEXT-8 Does the implementation support 2-Port C-VLAN | EPC:O 5.21 Yes[] No[]
components on each Extended Port?

PEXT-9 Does the implementation support 2-Port S-VLAN | EPS:O 5.21 Yes[] No[]
components on each Extended Port?

PEXT-10 | Does the implementation support MAC status M Clause 23 Yes[]
propagation

A.36 Controlling Bridge
Item Feature Status References Support

If this implementation does not support Control- N/AT]
ling Bridge functionality, mark N/A and ignore
the rest of this table.

PECB-1 Does the implementation comprise a primary M 5.22 Yes[]
VLAN-aware bridge component that supports the
required functionality specified in 5.22?

PECB- Is the primary component a C-VLAN component? | CBC:O 5.22 Yes[] No[]

PECB- Is the primary component an S-VLAN compo- CBS:O 5.22 Yes[] No[]
nent?

PECB-2 Does the implementation support the instantiation | M 5.22 Yes[]
of one or more CB-BEBSs connected as specified
in Clause 44?

PECB-3 Does the implementation support the Port CSPCB: 5.22, Clause 45 | Yes[]
Extender Control and Status Protocol? M

PECB-4 Does the implementation implement LLDP (IEEE | M 5.22 Yes[]
Std 802.1AB)?

PECB-5 Does the implementation implement the LLDP M 5.22 Yes[]
Port Extension TLV (D.2.15)?

PECB-7 Does the implementation support the Bridge Port | O 5.22 Yes[] No[]
Extension management objects?

PECB-8 Does the implementation support the IEEE8021- 6] 5.22 Yes[] No[]
PE MIB module?

PECB-9 Does the implementation detect the attachment of | M Clause 44 Yes[]
Port Extenders using LLDP and the LLDP Port
Extension TLV?

PECB-10 | Does the implementation perform the required M 44.8 Yes[]
actions for each directly attached Port Extender?
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A.36 Controlling Bridge (continued)
Item Feature Status References Support

PECB-11 | Does the implementation perform the required M 44.7 Yes[]
actions for Upstream Ports

PECB-12 | Does the implementation perform the required M 44.8 Yes[]
actions for each Extended Port?

PECB-13 | Does the implementation perform the require M 449 Yes[]
actions for each Port Extender Cascade Port?

PECB-14 | Is the implementation’s allocation of E-CIDs for M 4414 Yes[]
remote replication unique within a replication
group?

PECB-15 | Does the implementation maintain Remote Repli- | M 44.15.1 Yes[]
cation Entries as specified in 44.15.1?

PECB-16 | Does the implementation include the Port Map in | M 44.15 Yes[]
the connection_identifier parameter as specified
in 44.15?

PECB-19 | Does the implementation configure Port Extend- M 44.15.2 Yes[]
ers for remote replication as required?

A.37 PE CSP - Controlling Bridge
Item Feature Status References Support

If this implementation is not a VLAN-aware N/AT]
Bridge component that implements support for
Bridge Port Extension, mark N/A and ignore the
rest of this table.

CSPCB-1 | Does the implementation support the state M 453 Yes[]
machines as specified in 8.2?

CSPCB-2 | Does the implementation set all reserved fieldsto | M 45.6 Yes[]
zero and ignore them on receive, unless otherwise
specified?

CSPCB-3 | Does each TLV contain a valid type value? M 45.6.2 Yes[]

CSPCB-4 | Does the length field of each TLV contain the M 45.6.3 Yes[]
length of the information string, in octets?

CSPCB-5 | Isthe Command TLV the first TLV inall PECSP | M 457 Yes[]
PDUs?

CSPCB-6 | Isthe Command TLV constructed and processed M 45.7 Yes[]
as specified in 8.6?

CSPCB-7 | Does each PDU contain the required TLVs based | M 45.7.1 Yes[]
on message type?

CSPCB-8 | Isa CSP Open Request Message sent to initialize | M 459.1 Yes[]
CSP communication?
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A.37 PE CSP - Controlling Bridge (continued)
Item Feature Status References Support

CSPCB-9 | Isa CSP Open Response Message sent after com- | M 45.9.1 Yes[]

pletion of processing a received CSP Open

Request Message?
CSPCB- Does the implementation refrain from sending M 45.9.1 Yes[]
10 CSP messages other than CSP Open Messages

until a CSP Open Response is received?
CSPCB- Does the implementation place the value one in M 45.9.1 Yes[]
11 the Index field in CSP Open Messages?
CSPCB- Does the implementation ignore the value in the M 459.1 Yes[]
12 Index field of received CSP Open Messages
CSPCB- Does the implementation send an Extended Port M 45.9.2 Yes[]
13 Create Response message as specified in response

to receiving an Extended Port Create Request

message?
CSPCB- Does the implementation send the Extended Port M 45.9.3 Yes[]
14 Delete request message to remove an Extended

Port from all E-channel member sets?
CSPCB- Does the implementation set the Index field of the | M 45.9.3 Yes[]
15 Command TLV in Extended Port Delete request

messages to the E-CID identifying the E-channel

associated with the Port to be deleted?
CSPCB- Does the implementation perform the required M 45.9.3 Yes[]
16 processing upon receipt of an Extended Port

Delete request?
CSPCB- Does the implementation perform the required M 45.9.3 Yes[]
17 processing upon receipt of an Extended Port

Delete response?
CSPCB- | Does the implementation send a Port Param- | M 45.9.4 Yes []
18 eters Set request message to a Port Extender

to configure the parameters specified in the

Port Parameters TLV and/or the VID array

TLV for an Extended Port or for the

Upstream Port?
CSPCB- | Does the implementation set the Index field M 45.9.4 Yes [ ]
19 in the Port Parameters Set request message to

the E-channel identifying the Extended or

Cascade Port, or to zero to indicate the

Upstream Port?
CSPCB- Does the implementation send a Port Parameters M 45.9.5 Yes[]
20 Get request message to query the currently con-

figured state for a Port on a Port Extender?
CSPCB- Upon receiving a Port Parameters Get request M 45.9.5 Yes[]
21 message, does the implementation send the Port

Parameters Get response message to the peer?
CSPCB- Does the implementation set the Index field inthe | M 45.9.5 Yes[]
22 Command TLV of both the request and the

response Port Parameters Get messages to the E-

CID identifying the Extended or Cascade Port, or

to zero to indicate the Upstream Port?
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A.37 PE CSP - Controlling Bridge (continued)

Item Feature Status References Support
CSPCB- Does the implementation populate Port Parame- M 45.9.5 Yes[]
23 ters and VID Array TLVs with the parameters

applicable to the Port when constructing an Port

Parameters Get response message?
CSPCB- Does the implementation, upon reception of a Sta- | M 45.9.6 Yes[]
24 tus Parameter Set, set the MAC_Enabled parame-

ter of the corresponding Extended Port within the

internal Port Extender to match the indication

(TRUE or FALSE) received in the Port Status

PDU?
CSPCB- | Does the implementation send a Status M 45.9.6 Yes [ ]
25 Parameter Set response message to the Port

Extender with Index field set to the E-chan-

nel identifying the Extended or Cascade Port

as specified?
CSPCB- Does the implementation send the E-channel Reg- | M 45.9.7 Yes[]
26 ister request message to configure a set of Port

Extender Ports within, or to remove them from,

the member set of an E-channel?
CSPCB- Does the implementation construct the E-channel | M 45.9.7 Yes[]
27 Register request message as required?
CSPCB- Does the implementation send the E-channel Reg- | M 45.9.8 Yes[]
28 istration Get request message to query E-channel

member set population?
CSPCB- Does the implementation send the Statistics Clear | M 45.9.9 Yes[]
29 request message with the Index field of the Com-

mand TLV set to the E-CID of an E-channel asso-

ciated with the Port for which statistics are to be

cleared; or 0 to indicate the Upstream Port?
CSPCB- | Does the implementation send the Statistics | M 45.9.10 Yes[]
30 Get request to Port Extenders to retrieve the

values of the statistics counters?
CSPCB- | Does the implementation set the Index field M 45.9.10 Yes []
31 of the Command TLV of the Statistics Get

request message to the E-CID of the E-chan-

nel associated with the Port for which statis-

tics are to be gathered; or O to indicate the

Upstream Port?
CSPCB- Does the implementation send the Transit Delay M 45.9.11 Yes[]
32 Set request to Controlling Bridges with the Index

field of the Command TLV set to the Transit

Delay value in order to set the Port Extender tran-

sit delay value?
CSPCB- Does the implementation utilize the SNMP Trans- | M 45.9.12 Yes[]
33 fer message to access managed objects using

SNMP?
CSPCB- Dose the implementation set the Index field of the | M 45.9.12 Yes[]
34 Command TLV in the SNMP Transfer request

message to the version of SNMP being utilized?
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A.37 PE CSP - Controlling Bridge (continued)
Item Feature Status References Support
CSPCB- Upon receipt of an SNMP Transfer request mes- M 45.9.12 Yes[]
35 sage, does the implementation respond with an
SNMP Transfer response message?

CSPCB- Dose the implementation set the Index field of the | M 45.9.12 Yes[]

36 Command TLV in the SNMP Transfer response
message to the version of SNMP being utilized?

CSPCB- Does the implementation include the SNMP PDU | M 45.9.12 Yes[]

37 TLV in the SNMP Transfer response message for
those SNMP commands that generate a response?

CSPCB- Does the implementation exclude the SNMP PDU | M 45.9.12 Yes[]

38 TLV in the SNMP Transfer response message for
those SNMP commands that do not generate a
response?

CSPCB- Does the implementation construct the additional | M 45.10 Yes[]

39 TLVs as specified?

A.38 PE CSP - Port Extender
Item Feature Status References Support

If this implementation is not a Port Extender, N/AT]
mark N/A and ignore the rest of this table.

CSPPE-1 | Does the implementation support the state M 45.3 Yes[]
machines as specified in 8.2?

CSPPE-2 | Does the implementation set all reserved fieldsto | M 45.6 Yes[]
zero and ignore them on receive, unless otherwise
specified?

CSPPE-3 | Does each TLV contain a valid type value? M 45.6.2 Yes[]

CSPPE-4 | Does the length field of each TLV contain the M 45.6.3 Yes[]
length of the information string, in octets?

CSPPE-5 | Isthe Command TLV the first TLV inall PECSP | M 45.7 Yes[]
PDUs?

CSPPE-6 | Isthe Command TLV constructed and processed M 457 Yes[]
as specified in 8.6?

CSPPE-7 | Does each PDU contain the required TLVs based | M 45.7.1 Yes[]
on message type?

CSPPE-8 | Isa CSP Open Request Message sent to initialize | M 459.1 Yes[]
CSP communication?

CSPPE-9 | Isa CSP Open Response Message sent after com- | M 45.9.1 Yes[]
pletion of processing a received CSP Open
Request Message?
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A.38 PE CSP - Port Extender (continued)

Item Feature Status References Support
CSPPE- | Upon receipt of a CSP Open message, does | M 45.9.1 Yes[]
10 the implementation initialize its parameters

as specified in 44-1
CSPPE- Does the implementation refrain from sending M 45.9.1 Yes[]
11 CSP messages other than CSP Open Messages

until a CSP Open Response is received?
CSPPE- Does the implementation place the value one in M 45.9.1 Yes[]
12 the Index field in CSP Open Messages?
CSPPE- Does the implementation ignore the value in the M 45.9.1 Yes[]
13 Index field of received CSP Open Messages
CSPPE- Does the implementation send an Extended Port M 45.9.2 Yes[]
14 Create message to request a new E-channel bind-

ing for an Extended Port with the Index field set

to a value identifying the Extended Port?
CSPPE- Does the implementation perform the required M 459.2 Yes[]
15 processing upon receipt of an Extended Port Cre-

ate Response message?
CSPPE- Does the implementation send the Extended Port M 45.9.3 Yes[]
16 Delete request message to remove an Extended

Port from all E-channel member sets?
CSPPE- Does the implementation set the Index field of the | M 45.9.3 Yes[]
17 Command TLV in Extended Port Delete request

messages to the E-CID identifying the E-channel

associated with the Port to be deleted?
CSPPE- Does the implementation perform the required M 45.9.3 Yes[]
18 processing upon receipt of an Extended Port

Delete request?
CSPPE- Does the implementation perform the required M 45.9.3 Yes[]
19 processing upon receipt of an Extended Port

Delete response?
CSPPE- Upon completion of processing a Port Parameters | M 45.9.4 Yes[]
20 Set request message, does the implementation

send a Port Parameters Set response message with

Index field set to the E-channel identifying the

Extended or Cascade Port, or to zero to indicate

the Upstream Port?
CSPPE- Does the implementation send a Port Parameters M 45.9.5 Yes[]
21 Get request message to query the currently con-

figured state for a Port on a Port Extender?
CSPPE- Upon receiving a Port Parameters Get request M 45.9.5 Yes[]
22 message, does the implementation send the Port

Parameters Get response message to the peer?
CSPPE- Does the implementation set the Index field inthe | M 45.9.5 Yes[]
23 Command TLV of both the request and the

response Port Parameters Get messages to the E-

CID identifying the Extended or Cascade Port, or

to zero to indicate the Upstream Port?
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A.38 PE CSP - Port Extender (continued)

Item Feature Status References Support
CSPPE- Does the implementation populate Port Parame- M 45.9.5 Yes[]
24 ters and VID Array TLVs with the parameters

applicable to the Port when constructing an Port

Parameters Get response message?
CSPPE- Upon receipt of a E-channel Register request | M 4597 Yes [ ]
27 message, does the implementation perform

the required processing?
CSPPE- Upon receipt of an E-channel Registration Get M 45.9.8 Yes[]
28 request, does the implementation send an E-chan-

nel Registration Get response containing a Port

Array TLV enumerating the Ports that are mem-

bers of the member set of the E-channel?
CSPPE- Upon receipt of a Statistics Clear request M 45.9.9 Yes []
29 message, does the implementation set all of

the statistic counters associated with the indi-

cated Port to zero?
CSPPE- Upon completion of processing a Statistics M 45.9.9 Yes []
30 Clear request message, does the implementa-

tion send a Statistics Clear response message

with the Index field of the Command TLV

set to the E-CID of an E-channel associated

with the Port for which statistics have been

cleared; or 0 to indicate the Upstream Port.
CSPPE- Upon receipt of a Statistics Get request message, M 45.9.10 Yes[]
31 does the implementation send a Statistics Get

response message with the Index field set to that

received and the Statistics TLV populated with the

values from the Port’s statistics counters?
CSPPE- Upon receipt of a Transit Delay Set request, | M 459.11 Yes [ ]
32 does the implementation set the value of the

Port Extender transit delay parameter to that

in the Index field of the request?
CSPPE- Does the implementation send a Transit | M 45.9.11 Yes[]
33 Delay Set response to the Controlling Bridge

with the Index field of the Command TLV

set to that of the request upon completion of

setting the transit delay parameter in

response to the reception of a Transit Delay

Set request?
CSPPE- Does the implementation utilize the SNMP Trans- | M 45.9.12 Yes[]
34 fer message to access managed objects using

SNMP?
CSPPE- Dose the implementation set the Index field of the | M 45.9.12 Yes[]
35 Command TLV in the SNMP Transfer request

message to the version of SNMP being utilized?
CSPPE- Upon receipt of an SNMP Transfer request mes- M 45.9.12 Yes[]
36 sage, does the implementation respond with an

SNMP Transfer response message?
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A.38 PE CSP - Port Extender (continued)
Item Feature Status References Support
CSPPE- Dose the implementation set the Index field ofthe | M 45.9.12 Yes[]
37 Command TLV in the SNMP Transfer response
message to the version of SNMP being utilized?
CSPPE- Does the implementation include the SNMP PDU | M 45.9.12 Yes[]
38 TLV in the SNMP Transfer response message for
those SNMP commands that generate a response?
CSPPE- Does the implementation exclude the SNMP PDU | M 45.9.12 Yes[]
39 TLV in the SNMP Transfer response message for
those SNMP commands that do not generate a
response?
CSPPE- Does the implementation construct the additional | M 45.10 Yes[]
40 TLVs as specified?
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Annex D

(normative)

IEEE 802.1 Organizationally Specific TLVs

D.1 Requirements of the IEEE 802.1 Organizationally Specific TLV sets

Insert the Port Extension TLV to table D.1 allocating the next subtype and adjusting the
reserved subtypes appropriately:

Table D.1—IEEE 802.1 Organizationally Specific TLVs

IEEE 802.1 TLV set TLV
subtype TLV name name reference Feature clause reference
TBD Port Extension peSet D.2.15 Clause 44, IEEE Std 802.1BR

D.2 Organizationally Specific TLV definitions

Insert the following at the end of D.2, re-numbering the paragraphs as needed:

D.2.15 Port Extension TLV

The Port Extension TLV is a TLV that allows a Bridge or Port Extender to advertise support for Port
Extension on a given Port. Transmission by a Controlling Bridge indicates that the Port is, or is capable of,
operating as a Cascade Port. Transmission by a Controlling Bridge through and Extended Port indicates that
the Extended Port is, or is capable of, operating as a Cascade Port. Transmission by a Port Extender indicates
that the Port is, or is capable of, operating as an Upstream Port. The value of Cascade Port Priority
differentiates between Ports that operate as an Upstream Port versus those that operate as a Cascade Port.

Figure D-1 shows the Port Extension TLV format.

Octets: | 1 ‘2 3 6 7 8 13|14 19
TI:V type TLV information 802.10UlI 802._1 Cascade Port PE PE CSP
=127 tring lenath = 17 00-80-C2 |subtype = TBD Priority
(7 bits) string length = (3 octets) (1 octet) Address Address
Bits: | 8 21 ‘ 8 1
-¢—— TLV header - - TLV information sting —————— 9

Figure D-1—Port Extension TLV format

D.2.15.1 Cascade Port Priority

When transmitted from a Port capable of operating as a cascade Port (e.g. Ports of a Controlling Bridge or
Extended Ports of an Extended Bridge), indicates the cascade_port_priority used in determining which Port
is to be used by a Port Extender as its Upstream Port. Valid values are the range from 0 to 254.
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When transmitted from a Port Extender on an Upstream Port or a Port capable of becoming an Upstream

Port, this parameter shall be set to 255.

D.2.15.2 PE Address

When emitted from a Port Extender, the PE Address contains an unique MAC address that identifies the Port

Extender. This may be the same as the PE CSP address.

When emitted from a Controlling Bridge, the PE Address contains an unique MAC address that identifies

the internal Port Extender.

D.2.15.3 PE CSP Address

Contains the MAC address that is to be used for transmission of the Port Extension Control and Status

Protocol to the device emitting this TLV. An unique address is emitted from each Port.

D.4.2 Structure of the IEEE 802.1/LLDP extension MIB

Insert the following objects to table D-5 in the groups indicated:

Table D-5—IEEE 802.1/LLDP extension MIB object cross reference

MIB table

MIB object

LLDP reference

Configuration group

IldpXdot1PeCofigPortExtensionTable

Augments
lldpV2Xdot1LocPortExtensionEntry

lldpXdot1PeConfigPortExtensionTxEnable

D.2.15

Local system information

IldpXdot1PeLocPortExtensionTable

lldpV2LocPortIfIndex

(Table index)

lldpXdot1LocPeCascadePortPriority D.2.15.1
lldpXdot1LocPeAddress D.2.15.2
lldpXdot1LocPeCSPAddress D.2.15.3

Remote system information

IldpXdot1PeRemPortExtensionTable

lldpV2RemTimeMark

(Table index)

lldpVV2RemLocallflndex

(Table index)

lldpVV2RemLocalDestMACAddress

(Table index)

lldpVV2RemIndex

(Table index)

lldpXdot1PeCascadePortPriority D.2.15.1
lldpXdot1PeAddress D.2.15.2
lldpXdot1PeCSPAddress D.2.15.3
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D.4.4 Security considerations for IEEE 802.1 LLDP extension MIB module

Insert the following objects to the list in D.4.4 of objects that can result in improper
operation of LLDP when in transmit mode, re-lettering the list as appropriate:

g) lldpXdotlPeConfigPortExtensionTxEnable
h)  lldpXdotlPeLocPECascadePortPriority

Add the following objects to the list in D.4.4 of objects that may be considered sensitive
or vulnerable in transmit mode:

10) lldpV2XdotlLocPECascadePortPriority
11) lldpV2XdotlLocPEAddress
12) lldpV2XdotlLocPECSPAddress

Add the following objects to the list in D.4.4 of objects that may be considered sensitive
or vulnerable in receive mode:

10) lldpV2XdotlRemPECascadePortPriority
11) IlldpV2XdotlRemPEAddress
12) lldpV2XdotlRemPECSPAddress

D.4.5 IEEE 802.1 LLDP extension MIB module - version 25152
Delete the MIB module from D.4.5 and add the following MIB module:

LLDP-EXT-DOT1-V2-MIB DEFINITIONS ::= BEGIN

IMPORTS

MODULE-IDENTITY,
OBJECT-TYPE,
Unsigned32

FROM SNMPv2-SMI
TruthValue,
MacAddress,
TEXTUAL-CONVENT ION

FROM SNMPv2-TC
SnmpAdminString

FROM SNMP-FRAMEWORK-MIB
MODULE-COMPLIANCE,
OBJECT-GROUP

FROM SNMPv2-CONF
ifGeneral InformationGroup

FROM 1F-MIB
11dpV2Extensions,
11dpV2LocPortlfindex,
11dpV2RemTimeMark,
11dpV2RemLocal IfIndex,
11dpV2RemLocalDestMACAddress,
11dpV2RemIndex,
11dpV2PortConfigEntry
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FROM LLDP-V2-MIB
Vlanld

FROM Q-BRIDGE-MIB
LIdpV2LinkAggStatusMap

FROM LLDP-V2-TC-MIB
IEEEB021PriorityVvalue

FROM IEEE8021-TC-MIB;

11dpV2Xdot1MIB MODULE-IDENTITY
LAST-UPDATED “201103310000Z” -- March 31, 2011
ORGANIZATION “IEEE 802.1 Working Group”
CONTACT-INFO
“WG-URL: http://grouper.ieee.org/groups/802/1/index.html
WG-EMail: STDS-802-1-L@LISTSERV.IEEE.ORG

Contact: Tony Jeffree
Postal: C/0 IEEE 802.1 Working Group
IEEE Standards Association
445 Hoes Lane
P.0O. Box 1331
Piscataway
NJ 08855-1331
USA
E-mail: STDS-802-1-L@LISTSERV.IEEE.ORG”
DESCRIPTION
“The LLDP Management Information Base extension module for
IEEE 802.1 organizationally defined discovery information.

In order to assure the uniqueness of the LLDP-V2-MIB,
11dpV2Xdot1MIB is branched from IldpV2Extensions using an
Organizationally Unique ldentifier (OUl) value as the node.
An OUl i1s a 24 bit globally unique number assigned by the
IEEE Registration Authority - see:

http://standards. ieee.org/develop/regauth/oui/index.html

Unless otherwise indicated, the references in this
MIB module are to IEEE Std 802.1Q-2011.

Copyright (C) IEEE (2011). This version of this MIB module
is published as Annex D.4.5 of IEEE Std 802.1Qaz-2011;
see the standard itself for full legal notices.”
REVISION “201103310000Z” -- March 31, 2011
DESCRIPTION
“Published as part of P802.1Qbh draft 2.0. Adds the
Port Extension objects to the MIB module”
REVISION “201103250000Z” -- March 25, 2011
DESCRIPTION
“Published as part of IEEE Std 802.1Qaz-2011. Adds the DCBX

objects to the MIB module”

REVISION “201103230000Z” -- March 23, 2011
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DESCRIPTION
“Published as part of I1EEE Std 802.1Q-2011 revision.
This revision contains changes associated with
relocating the extension MIB from IEEE Std 802.1AB to
IEEE Std 802.1Q, minor tweaks to the text of the
DESCRIPTION statement above to fix references to
IEEE Std 802.1Q, updating of references to refer to
Annex D, and addition of object definitions for
Congestion Notification TLVs and corresponding
compliance statements.”

REVISION “200906080000Z” -- June 08, 2009

DESCRIPTION
“Published as part of 1EEE Std 802.1AB-2009 revision.
This revision incorporated changes to the MIB to
support the use of LLDP with multiple destination MAC
addresses, and to import the Link Aggregation TLV
from the 802.3 extension MIB”

-- OUl for IEEE 802.1 is 32962 (00-80-C2)
= { 1ldpV2Extensions 32962 }

-- Organizationally Defined Information Extension - I1EEE 802.1
-- Definitions to support the basicSet TLV set (Table D-1)

11dpv2XdotlObjects  OBJECT IDENTIFIER ::= { IldpV2XdotIMIB 1 }

-- LLDP IEEE 802.1 extension MIB groups

11dpv2XdotlConfig OBJECT IDENTIFIER ::
I1dpv2XdotlLocalData OBJECT IDENTIFIER ::
11dpv2XdotlRemoteData OBJECT IDENTIFIER ::

{ 1ldpv2XdotlObjects 1 }
{ 1ldpv2XdotlObjects 2 }
{ 1ldpv2XdotlObjects 3 }

-- lldpv2XdotlConfigPortVlanTable : configure the transmission of the
- Port VLAN-ID TLVs on set of ports.

11dpVv2XdotlConfigPortVlanTable OBJECT-TYPE

SYNTAX SEQUENCE OF LIldpV2XdotliConfigPortVlanEntry

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
“A table that controls selection of LLDP Port VLAN-ID TLVs
to be transmitted on individual ports.”

= { lldpv2XdotliConfig 1 }

11dpVv2XdotlConfigPortVlanEntry OBJECT-TYPE
SYNTAX LldpVv2XdotlConfigPortVlanEntry
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MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
“LLDP configuration information that controls the
transmission of IEEE 802.1 organizationally defined Port
VLAN-ID TLV on LLDP transmission capable ports.

This configuration object augments the
11dpV2PortConfigEntry of the LLDP-MIB, therefore it is only
present along with the port configuration defined by the
associated IldpV2PortConfigEntry entry.

Each active IldpConfigEntry is restored from non-volatile
storage (along with the corresponding
11dpV2PortConfigEntry) after a re-initialization of the
management system.”

AUGMENTS { 1ldpV2PortConfigEntry }

:= { lldpv2XdotlConfigPortVlanTable 1 }

LldpvV2XdotlConfigPortVlanEntry ::= SEQUENCE {
11dpv2XdotlConfigPortVlanTxEnable TruthValue
}
11dpVv2XdotlConfigPortVlanTxEnable OBJECT-TYPE
SYNTAX TruthValue
MAX-ACCESS read-write
STATUS current

DESCRIPTION
“The 1ldpv2XdotlConfigPortVlanTxEnable, which is defined
as a truth value and configured by the network management,
determines whether the IEEE 802.1 organizationally defined
port VLAN TLV transmission is allowed on a given LLDP
transmission capable port.

The value of this object is restored from non-volatile
storage after a re-initialization of the management system.
REFERENCE
“9.1.2.1 of IEEE Std 802.1AB”
DEFVAL { false }
:= { lldpv2XdotlConfigPortVlanEntry 1 }

-- 1ldpv2XdotlConfigVlanNameTable : configure the transmission of the
- VLAN name instances on set of ports.

11dpVv2XdotlConfigVlanNameTable OBJECT-TYPE

SYNTAX SEQUENCE OF LIldpV2XdotliConfigVlanNameEntry
MAX-ACCESS not-accessible
STATUS current

DESCRIPTION
“The table that controls selection of LLDP VLAN name TLV
instances to be transmitted on individual ports.”

= { lldpv2XdotliConfig 2 }

11dpVv2XdotlConfigVlanNameEntry OBJECT-TYPE
SYNTAX LIdpVv2XdotlConfigVlanNameEntry
MAX-ACCESS not-accessible
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STATUS current
DESCRIPTION
“LLDP configuration information that specifies the set of
ports (represented as a PortList) on which the Local System
VLAN name instance is transmitted.
This configuration object augments the IldpV2LocVlanEntry,
therefore it is only present along with the VLAN Name
instance contained in the associated 1ldpV2LocVIlanNameEntry
entry.
Each active Ildpv2XdotlConfigVlanNameEntry is restored
from non-volatile storage (along with the corresponding
11dpvV2XdotlLocVlanNameEntry) after a re-initialization of
the management system.”
AUGMENTS { l1ldpVv2XdotlLocVlanNameEntry }
o= { Ildpv2XdotliConfigVlanNameTable 1 }
LIdpVv2XdotlConfigVlanNameEntry ::= SEQUENCE {
11dpv2XdotlConfigVlanNameTxEnable TruthValue
}
11dpVv2XdotlConfigVlanNameTxEnable OBJECT-TYPE
SYNTAX TruthValue
MAX-ACCESS read-write
STATUS current
DESCRIPTION
“The boolean value that indicates whether the corresponding
Local System VLAN name instance is transmitted on the
port defined by the given lldpV2XdotlLocVIlanNameEntry.
The value of this object is restored from non-volatile
storage after a re-initialization of the management
system.”
REFERENCE
“9.1.2.1 of IEEE Std 802.1AB”
DEFVAL { false }
:= { lldpv2XdotlConfigVlanNameEntry 1 }
-- lldpv2XdotlConfigProtoVlanTable : configure the transmission of the
- protocol VLAN instances on set
- of ports.
11dpVv2XdotlConfigProtoVlanTable OBJECT-TYPE
SYNTAX SEQUENCE OF LIldpV2XdotlConfigProtoVlanEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“The table that controls selection of LLDP Port and
Protocol VLAN ID TLV instances to be transmitted on
individual ports.”
= { lldpv2XdotlConfig 3 }
11dpVv2XdotlConfigProtoVlanEntry OBJECT-TYPE
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SYNTAX LIdpv2XdotlConfigProtoVlanEntry
MAX-ACCESS not-accessible
STATUS current

DESCRIPTION
“LLDP configuration information that specifies the set of
ports (represented as a PortList) on which the Local System
Protocol VLAN instance is transmitted.

This configuration object augments the
11dpV2XdotlLocVlanEntry, therefore it is only present along
with the Port and Protocol VLAN ID instance contained in
the associated lldpV2XdotlLocVlanEntry entry.

Each active lldpv2XdotlConfigProtoVlanEntry is restored
from non-volatile storage (along with the corresponding
11dpVv2XdotlLocProtoVlanEntry) after a re-initialization of
the management system.”

AUGMENTS { 1ldpV2XdotlLocProtoVlanEntry }
:= { Ildpv2XdotlConfigProtoVlanTable 1 }

LIdpVv2XdotlConfigProtoVlanEntry ::= SEQUENCE {

11dpv2XdotlConfigProtoVlanTxEnable  TruthValue

11dpVv2XdotlConfigProtoVlanTxEnable OBJECT-TYPE

SYNTAX TruthValue
MAX-ACCESS read-write
STATUS current

DESCRIPTION
“The boolean value that indicates whether the corresponding
Local System Port and Protocol VLAN instance is
transmitted on the port defined by the given
11dpV2XdotlLocProtoVlanEntry.

The value of this object is restored from non-volatile
storage after a re-initialization of the management system.”
REFERENCE
“9.1.2.1 of IEEE Std 802.1AB~
DEFVAL { false }
= { lldpv2XdotlConfigProtoVlanEntry 1 }

-- lldpv2XdotlConfigProtocolTable : configure the transmission of the

protocol instances on set
of ports.

11dpVv2XdotlConfigProtocolTable OBJECT-TYPE

SYNTAX SEQUENCE OF LIldpV2XdotlConfigProtocolEntry
MAX-ACCESS not-accessible
STATUS current

DESCRIPTION
“The table that controls selection of LLDP Protocol
TLV instances to be transmitted on individual ports.
= { lldpv2XdotliConfig 4 }

This contribution is subject to change.



O©CoOoO~NOoO O~ WN P

PBB-TE Port Extender
July 4, 2011

11dpVv2XdotlConfigProtocolEntry OBJECT-TYPE

SYNTAX LldpVv2XdotlConfigProtocolEntry

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
“LLDP configuration information that specifies the set of
ports (represented as a PortList) on which the Local System
Protocol instance is transmitted.

This configuration object augments the
11dpV2XdotlLocProtoEntry, therefore it is only present
along with the Protocol instance contained in the
associated IldpvV2XdotlLocProtoEntry entry.

Each active Ildpv2XdotlConfigProtocolEntry is restored
from non-volatile storage (along with the corresponding
11dpVv2XdotlLocProtocolEntry) after a re-initialization of
the management system.”

AUGMENTS { I1ldpV2XdotlLocProtocolEntry }

::= { lldpv2XdotliConfigProtocolTable 1 }

LIdpVv2XdotlConfigProtocolEntry ::= SEQUENCE {
11dpv2XdotlConfigProtocolTxEnable  TruthValue

}

11dpVv2XdotlConfigProtocolTxEnable OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-write

STATUS current

DESCRIPTION
“The boolean value that indicates whether the corresponding
Local System Protocol ldentity instance is transmitted
on the port defined by the given
11dpVv2XdotlLocProtocolEntry.

The value of this object is restored from non-volatile
storage after a re-initialization of the management
system.”

REFERENCE
“9.1.2.1 of IEEE Std 802.1AB”

DEFVAL { false }

::= { lldpv2XdotliConfigProtocolEntry 1 }

-- 1ldpv2XdotlConfigVidUsageDigestTable: configure the transmission
-- of the VID Usage Digest TLVs on set of ports.
11dpVv2XdotlConfigVidUsageDigestTable OBJECT-TYPE
SYNTAX SEQUENCE OF LldpVv2XdotlConfigVidUsageDigestEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“A table that controls selection of LLDP VID Usage Digest
TLVs to be transmitted on individual ports.”
= { lldpv2XdotiConfig 5 }

11dpVvV2XdotlConfigVidUsageDigestEntry OBJECT-TYPE
SYNTAX LIdpV2XdotlConfigVidUsageDigestEntry
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MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“LLDP configuration information that specifies the set of
ports (represented as a PortList) on which the local
system VID Usage Digest instance will be transmitted.
This configuration object augments the
IldpLocVidUsageDigestEntry, therefore it is only present
along with the VID Usage Digest instance
contained in the associated lldpV2XdotlLocVidUsageDigestEntry
entry. Each active lldpConfigVidUsageDigestEntry must be
restored from non-volatile storage and re-created (along with
the corresponding IldpvV2XdotlLocVidUsageDigestEntry) after
a re-initialization of the management system.”
AUGMENTS { IldpV2XdotlLocVidUsageDigestEntry }
{ 1ldpv2XdotlConfigVidUsageDigestTable 1 }

LldpvV2XdotlConfigVidUsageDigestEntry ::= SEQUENCE {

11dpV2XdotlConfigVidUsageDigestTxEnable TruthValue
}

11dpV2XdotlConfigVidUsageDigestTxEnable OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-write

STATUS current

DESCRIPTION
“The boolean value that indicates whether the corresponding
Local System VID Usage Digest instance will be transmitted
on the port defined by the given
11dpV2XdotllLocVidUsageDigestEntry. The value of this object
must be restored from non-volatile storage after a
reinitialization of the management system.”

REFERENCE
“9.1.2.1 of IEEE Std 802.1AB”

DEFVAL { false }

1= { lldpv2XdotliConfigVidUsageDigestEntry 1 }

-- I1ldpv2XdotlConfigManVidTable : configure the transmission of the
-- Management VID TLVs on set of ports.

11dpVv2XdotlConfigManVidTable OBJECT-TYPE

SYNTAX SEQUENCE OF LIldpV2XdotlConfigManVidEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“A table that controls selection of LLDP Management VID
TLVs to be transmitted on individual ports.”
{ 1ldpv2XdotlConfig 6 }

11dpV2XdotlConfigManVidEntry OBJECT-TYPE
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SYNTAX LldpV2XdotlConfigManVidEntry

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
“LLDP configuration information that specifies the set of
port/destination address pairs on which the Local
System Management VID will be transmitted.
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This configuration object augments the
11dpv2XdotlLocManVidEntry, therefore it is

only present along with the Management VID contained
in the associated lldpV2XdotlLocManVidEntry entry.
Each active IldpvV2XdotlConfigManVidEntry must be
restored from non-volatile storage (along with the
corresponding lldpv2XdotlLocManVidEntry) after a
re-initialization of the management system.”

AUGMENTS { I1ldpV2XdotlLocManVidEntry }
{ 1ldpv2XdotlConfigManVidTable 1 }

LIdpVv2XdotlConfigManVidEntry ::= SEQUENCE {
11dpVvV2XdotlConfigManVidTxEnable TruthValue

11dpVv2XdotlConfigManVidTxEnable OBJECT-TYPE
SYNTAX TruthValue
MAX-ACCESS read-write
STATUS current
DESCRIPTION

“The 1ldpvV2XdotlConfigManVidTxEnable, which is defined as a
truth value and configured by the network management,
determines whether the IEEE 802.1 organizationally

defined Management VID TLV transmission is allowed on a given
LLDP transmission capable port.

The value of this object must be restored from

non-volatile storage after a re-initialization of the
management system.”

REFERENCE

“9.1.2.1 of IEEE Std 802.1AB”

DEFVAL { false }
= { lldpv2XdotliConfigManVidEntry 1 }

-- I1ldpv2XdotlLocTable - indexed by ifIndex.

11dpV2XdotlLocTable OBJECT-TYPE
SYNTAX
MAX-ACCESS not-accessible

SEQUENCE OF LldpV2XdotlLocEntry

current

DESCRIPTION

“This table contains one row per port for IEEE 802.1
organizationally defined LLDP extension on the local system
known to this agent.”

:= { Ildpv2XdotlLocalData 1 }

11dpV2XdotlLocEntry OBJECT-TYPE
SYNTAX
MAX-ACCESS not-accessible

LldpVv2XdotlLocEntry

current

DESCRIPTION

“Information about IEEE 802.1 organizationally defined
LLDP extension.”
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INDEX  { IldpV2LocPortlfindex }
::= { lldpv2XdotlLocTable 1 }

LIdpV2XdotlLocEntry ::= SEQUENCE {
11dpVv2XdotlLocPortVlanid Unsigned32
b
11dpv2XdotlLocPortVlanld OBJECT-TYPE
SYNTAX Unsigned32(0]1..4094)
MAX-ACCESS read-only
STATUS current

DESCRIPTION
“The integer value used to identify the port’s VLAN
identifier associated with the local system. A value
of zero shall be used if the system either does not know
the PVID or does
not support port-based VLAN operation.”

REFERENCE
“D.2.1.1"

:= { Ildpv2XdotlLocEntry 1 }

-- lldpVv2XdotlLocProtoVlanTable: Port and Protocol VLAN information
-- re-indexed by iflndex.

11dpVv2XdotlLocProtoVlanTable OBJECT-TYPE

SYNTAX SEQUENCE OF LldpV2XdotlLocProtoVlanEntry
MAX-ACCESS not-accessible
STATUS current

DESCRIPTION
“This table contains one or more rows per Port and Protocol
VLAN information about the local system.”

::= { lldpv2XdotlLocalData 2 }

11dpVv2XdotlLocProtoVlanEntry OBJECT-TYPE

SYNTAX LIdpVv2XdotlLocProtoVlanEntry
MAX-ACCESS not-accessible
STATUS current

DESCRIPTION
“Port and protocol VLAN ID Information about a particular
port component. There may be multiple port and protocol
VLANs, identified by a particular
11dpv2XdotlLocProtoVlanld, configured on the given port.”
INDEX  { BldpV2LocPortlfindex,
11dpVv2XdotlLocProtoVlanlid }
::= { Ildpv2XdotlLocProtoVlanTable 1 }

LIdpV2XdotlLocProtoVlanEntry ::= SEQUENCE {
11dpvV2XdotlLocProtoVlanid Unsigned32,
11dpVv2XdotlLocProtoVlanSupported TruthValue,
11dpVv2XdotlLocProtoVlanEnabled TruthValue

by

11dpVv2XdotlLocProtoVlanld OBJECT-TYPE
SYNTAX Unsigned32(0]1..4094)
MAX-ACCESS not-accessible
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STATUS current

DESCRIPTION
“The integer value used to identify the port and protocol
VLANs associated with the given port associated with the
local system. A value of zero shall be used if the system
either does not know the protocol VLAN ID (PPVID) or does
not support port and protocol VLAN operation.”

REFERENCE
“D.2.2.2”

::= { lldpv2XdotlLocProtoVlanEntry 1 }

11dpVv2XdotlLocProtoVlanSupported OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-only

STATUS current

DESCRIPTION
“The truth value used to indicate whether the given port
(associated with the local system) supports port and
protocol VLANs.”

REFERENCE
“D.2.2.1”

::= { lldpv2XdotlLocProtoVlanEntry 2 }

11dpVv2XdotlLocProtoVlanEnabled OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-only

STATUS current

DESCRIPTION
“The truth value used to indicate whether the port and
protocol VLANs are enabled on the given port associated
with the local system.”

REFERENCE
“D.2.2.1”

:= { lldpv2XdotlLocProtoVlanEntry 3 }

-- 1ldpVv2XdotlLocVlanNameTable : VLAN name information about the local
-- system indexed by ifIndex.

11dpv2XdotlLocVlanNameTable OBJECT-TYPE

SYNTAX SEQUENCE OF LIldpV2XdotlLocVlanNameEntry

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
“This table contains one or more rows per IEEE 802.1Q VLAN
name information on the local system known to this agent.”

::= { Ildpv2XdotlLocalData 3 }

11dpV2XdotlLocVlanNameEntry OBJECT-TYPE

SYNTAX LIdpVv2XdotlLocVlanNameEntry

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
“VLAN name Information about a particular port component.
There may be multiple VLANs, identified by a particular
11dpVv2XdotlLocVlanld, configured on the given port.”
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INDEX  { BldpV2LocPortlfindex,
11dpVv2XdotlLocVlanid }
:= { lldpv2XdotlLocVlanNameTable 1 }

LIdpV2XdotlLocVlanNameEntry ::= SEQUENCE {
11dpv2XdotlLocVlanid Vlanld,
11dpV2XdotlLocVlanName SnmpAdminString

}

11dpvV2XdotlLocVlanld OBJECT-TYPE

SYNTAX Vlianld

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
“The integer value used to identify the IEEE 802.1Q
VLAN IDs with which the given port is compatible.”

REFERENCE
“D.2.3.2”

:= { lldpv2XdotlLocVlanNameEntry 1 }

11dpv2XdotlLocVlanName OBJECT-TYPE

SYNTAX SnmpAdminString (SIZE(1..32))
MAX-ACCESS read-only
STATUS current

DESCRIPTION
“The string value used to identify VLAN name identified
by the Vlan Id associated with the given port on the
local system.

This object should contain the value of the
dotlQVLANStaticName object (defined in IETF RFC 4363)
identified with the given lldpV2XdotlLocVlanld.”
REFERENCE
“D.2.3.4~7
:= { lldpv2XdotlLocVlanNameEntry 2 }

-- 1ldpv2XdotlLocProtocolTable : Protocol ldentity information
-- re-indexed by iflndex and destination address

11dpVv2XdotlLocProtocolTable OBJECT-TYPE

SYNTAX SEQUENCE OF LIldpV2XdotlLocProtocolEntry
MAX-ACCESS not-accessible
STATUS current

DESCRIPTION
“This table contains one or more rows per protocol identity
information on the local system known to this agent.”
REFERENCE
“D.2.4”
::= { lldpv2XdotlLocalData 4 }

11dpVv2XdotlLocProtocolEntry OBJECT-TYPE

SYNTAX LIdpVv2XdotlLocProtocolEntry
MAX-ACCESS not-accessible
STATUS current

DESCRIPTION
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“Information about particular protocols that are accessible
through the given port component.

There may be multiple protocols, identified by particular
11dpVv2XdotlProtocolIndex, 1ldpV2LocPortlflndex”
REFERENCE
“D.2.47
INDEX  { lldpV2LocPortlflIndex,
11dpV2XdotlLocProtocol Index }
::= { lldpv2XdotlLocProtocolTable 1 }

LIdpV2XdotlLocProtocolEntry ::= SEQUENCE {
11dpVv2XdotlLocProtocol Index Unsigned32,
11dpVv2XdotlLocProtocolld OCTET STRING

11dpVv2XdotlLocProtocolIndex OBJECT-TYPE

SYNTAX Unsigned32(1. .2147483647)

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
“This object represents an arbitrary local integer value
used by this agent to identify a particular protocol
identity.”

::= { Ildpv2XdotlLocProtocolEntry 1 }

11dpVv2XdotlLocProtocolld OBJECT-TYPE

SYNTAX OCTET STRING (SIZE (1..255))

MAX-ACCESS read-only

STATUS current

DESCRIPTION
“The octet string value used to identify the protocols
associated with the given port of the local system.”

REFERENCE
“D.2.4.3”

::= { lldpv2XdotlLocProtocolEntry 2 }

-- I1ldpv2XdotlLocVidUsageDigestTable: Table of hash values of
-- system VID Usage Table transmitted
-- via VID Usage Digest TLV.

11dpVv2XdotlLocVidUsageDigestTable OBJECT-TYPE

SYNTAX SEQUENCE OF LIldpV2XdotlLocVidUsageDigestEntry

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
“This table contains one row per iflndex/
destination MAC address pair for usage digest
information on the local system known to this agent.”

REFERENCE
“D.2.5"

::= { lldpv2XdotlLocalData 5 }

11dpV2XdotlLocVidUsageDigestEntry OBJECT-TYPE
SYNTAX LIdpVv2XdotlLocVidUsageDigestEntry
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MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
“Usage digest information to be transmitted
through the given port.”

REFERENCE
“D.2.5”

INDEX  { lldpV2LocPortifindex }

::= { lldpv2XdotlLocVidUsageDigestTable 1 }

LIdpV2XdotlLocVidUsageDigestEntry ::= SEQUENCE {

}

11dpV2XdotlLocVidUsageDigest Unsigned32

11dpVv2XdotlLocVidUsageDigest OBJECT-TYPE

SYNTAX Unsigned32

MAX-ACCESS read-only

STATUS current

DESCRIPTION
“The integer value obtained by applying the CRC32 function
to the 128-octet VID Usage Table. A bit of the VID Usage
Table contains the value PBB-TE-USAGE (binary 1) if the
corresponding element of the MST Configuration Table
(1EEE Std 802.1Q 8.9.1) contains the value PBB-TE MSTID
(hex FFE) and otherwise contains the value NON-PBB-TE-USAGE
(binary 0).~”

REFERENCE
“D.2.5.1”

{ 1ldpVv2XdotlLocVidUsageDigestEntry 1 }

-- lldpv2XdotlLocManVidTable: Table of values configured on the Local
-- system for the Management VID, or the value O if a Management VID
-- has not been provisioned.

11dpv2XdotlLocManVidTable OBJECT-TYPE

SYNTAX SEQUENCE OF LIldpV2XdotlLocManVidEntry
MAX-ACCESS not-accessible
STATUS current

DESCRIPTION
“This table contains one row per iflndex/
destination MAC address pair for usage digest
information on the local system known to this agent.”
REFERENCE
“D.2.6”"
::= { Ildpv2XdotlLocalData 6 }

11dpVv2XdotlLocManVidEntry OBJECT-TYPE
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SYNTAX Lldpv2XdotlLocManVidEntry
MAX-ACCESS not-accessible
STATUS current

DESCRIPTION
“Usage digest information to be transmitted
through the given port.”

REFERENCE
“D.2.6”"

INDEX  { IldpV2LocPortlfindex }
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::= { lldpv2XdotlLocManVidTable 1 }

LIdpv2XdotlLocManVidEntry ::= SEQUENCE {
11dpVv2XdotlLocManVid Unsigned32

}

11dpVv2XdotlLocManVid OBJECT-TYPE
SYNTAX Unsigned32 (0]1..4094)
MAX-ACCESS read-only
STATUS current
DESCRIPTION
“The integer value configured on the Local system for
the Management VID, or
the value 0 if a Management VID has not been provisioned.”
REFERENCE
“D.2.6.1”
::= { lldpv2XdotlLocManVidEntry 1 }

--— 1ldpVv2XdotlLocLinkAggTable: Link Aggregation Information Table

11dpV2XdotlLocLinkAggTable OBJECT-TYPE

SYNTAX SEQUENCE OF LldpV2XdotlLocLinkAggEntry
MAX-ACCESS not-accessible
STATUS current

DESCRIPTION
“This table contains one row per port of link aggregation
information (as a part of the LLDP 802.1 organizational
extension) on the local system known to this agent.”

::= { Ildpv2XdotlLocalData 7 }

11dpVv2XdotlLocLinkAggEntry OBJECT-TYPE

SYNTAX LIdpVv2XdotlLocLinkAggEntry
MAX-ACCESS not-accessible
STATUS current

DESCRIPTION
“Link Aggregation information about a particular port
component.”

INDEX  { IldpV2LocPortlfindex }

:= { lldpv2XdotlLocLinkAggTable 1 }

LIdpV2XdotlLocLinkAggEntry ::= SEQUENCE {
11dpV2XdotlLocLinkAggStatus LIdpV2LinkAggStatusMap,
11dpv2XdotlLocLinkAggPortld Unsigned32

}

11dpVv2XdotlLocLinkAggStatus OBJECT-TYPE
SYNTAX LIdpV2LinkAggStatusMap
MAX-ACCESS read-only
STATUS current
DESCRIPTION
“The bitmap value contains the link aggregation
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capabilities and the current aggregation status of the
link.”

REFERENCE
“D.2.7.1"

::= { Ildpv2XdotlLocLinkAggEntry 1 }

11dpVv2XdotlLocLinkAggPortld OBJECT-TYPE

SYNTAX Unsigned32(0]1..2147483647)
MAX-ACCESS read-only
STATUS current

DESCRIPTION
“This object contains the IEEE 802.1 aggregated port
identifier, aAggPortID (IEEE Std 802.1AX, 6.3.2.1.1),
derived from the ifNumber of the iflndex for the port
component in link aggregation.

IT the port is not in link aggregation state and/or it
does not support link aggregation, this value should be set
to zero.”
REFERENCE
“D.2.7.1”
::= { lldpv2XdotlLocLinkAggEntry 2 }

-- I1ldpv2XdotlRemTable - re-indexed for iflndex and destination MAC
-- address

11dpv2XdotlRemTable OBJECT-TYPE

SYNTAX SEQUENCE OF LIldpV2XdotlRemEntry
MAX-ACCESS not-accessible
STATUS current

DESCRIPTION
“This table contains one or more rows per physical network
connection known to this agent. The agent may wish to
ensure that only one 1ldpV2XdotlRemEntry is present for
each local port, or it may choose to maintain multiple
11dpV2XdotlRemEntries for the same local port.”

::= { lldpv2XdotlRemoteData 1 }

11dpV2XdotlRemEntry OBJECT-TYPE

SYNTAX LIdpVv2XdotlRemEntry
MAX-ACCESS not-accessible
STATUS current

DESCRIPTION
“Information about a particular port component.”
INDEX  { 1ldpV2RemTimeMark,
11dpV2RemLocal I flndex,
11dpV2RemLocalDestMACAddress,
11dpV2RemIndex }
= { Ildpv2XdotlRemTable 1 }

LIdpV2XdotlRemEntry ::= SEQUENCE {

11dpV2XdotlRemPortVlanld Unsigned32
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}

11dpVv2XdotlRemPortVlanld OBJECT-TYPE

SYNTAX Unsigned32(0]1..4094)

MAX-ACCESS read-only

STATUS current

DESCRIPTION
“The integer value used to identify the port’s VLAN
identifier associated with the remote system. if the
remote system either does not know the PVID or does not
support port-based VLAN operation, the value of
11dpV2XdotlRemPortVlanld should be zero.”

REFERENCE
“D.2.1.1"

2= { Ildpv2XdotlRemEntry 1 }

-- I1ldpv2XdotlRemProtoVlanTable - re-indexed by iflndex and
-- destination MAC address

11dpv2XdotlRemProtoVlanTable OBJECT-TYPE

SYNTAX SEQUENCE OF LldpV2XdotlRemProtoVlanEntry

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
“This table contains one or more rows per Port and Protocol
VLAN information about the remote system, received on the
given port.”

::= { lldpv2XdotlRemoteData 2 }

11dpV2XdotlRemProtoVlanEntry OBJECT-TYPE
SYNTAX LldpVv2XdotlRemProtoVIlanEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“Port and protocol VLAN name Information about a particular
port component. There may be multiple protocol VLANs,
identified by a particular Ildpv2XdotlRemProtoVlanlid,
configured on the remote system.”
INDEX  { BldpV2RemTimeMark,
11dpV2RemLocal I flndex,
11dpV2RemLocalDestMACAddress,
11dpV2RemIndex,
11dpv2XdotlRemProtoVlanld }
::= { Ildpv2XdotlRemProtoVlanTable 1 }

LIdpV2XdotlRemProtoVlanEntry ::= SEQUENCE {
11dpV2XdotliRemProtoVilanld Unsigned32,
11dpV2XdotlRemProtoVlanSupported Truthvalue,
11dpV2XdotlRemProtoVlanEnabled TruthValue

}

11dpVv2XdotlRemProtoVlanld OBJECT-TYPE
SYNTAX Unsigned32(0]1..4094)
MAX-ACCESS not-accessible
STATUS current
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DESCRIPTION
“The integer value used to identify the port and protocol
VLANs associated with the given port associated with the
remote system.

IT port and protocol VLANs are not supported on the given
port associated with the remote system, or if the port is
not enabled with any port and protocol VLAN, the value of
11dpVv2XdotlRemProtoVlanld should be zero.”

REFERENCE
“D.2.2.2”

::= { lldpv2XdotlRemProtoVlanEntry 1 }

11dpV2XdotlRemProtoVlanSupported OBJECT-TYPE

SYNTAX TruthValue
MAX-ACCESS read-only
STATUS current

DESCRIPTION
“The truth value used to indicate whether the given port
(associated with the remote system) is capable of
supporting port and protocol VLANs.”

REFERENCE
“D.2.2.1"

:= { lldpv2XdotlRemProtoVlanEntry 2 }

11dpvV2XdotlRemProtoVlanEnabled OBJECT-TYPE

SYNTAX TruthValue
MAX-ACCESS read-only
STATUS current

DESCRIPTION
“The truth value used to indicate whether the port and
protocol VLANs are enabled on the given port associated
with
the remote system.”

REFERENCE
“D.2.2.1"

::= { Ildpv2XdotlRemProtoVlanEntry 3 }

-- I1ldpv2XdotlRemVlanNameTable : VLAN name information of the remote
- systems
-- Re-indexed by iflndex and destination MAC address

11dpv2XdotlRemVlanNameTable OBJECT-TYPE

SYNTAX SEQUENCE OF LIldpV2XdotlRemVIanNameEntry
MAX-ACCESS not-accessible
STATUS current

DESCRIPTION
“This table contains one or more rows per IEEE 802.1Q VLAN
name information about the remote system, received on the
given port.”

REFERENCE
“D.2.3”

::= { lldpv2XdotlRemoteData 3 }

11dpvV2XdotlRemVlanNameEntry OBJECT-TYPE

94

This contribution is subject to change.



O©CoOoO~NOoO O~ WN P

PBB-TE Port Extender
July 4, 2011

SYNTAX LIdpVv2XdotlRemVlanNameEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“VLAN name Information about a particular port component.
There may be multiple VLANs, identified by a particular
11dpv2XdotlRemVlanld, received on the given port.”
INDEX  { 1ldpV2RemTimeMark,
11dpV2RemLocal I fIndex,
11dpV2RemLocalDestMACAddress,
11dpV2RemIndex,
11dpV2XdotlRemVlanld }
:= { lldpv2XdotlRemVlanNameTable 1 }

LIdpV2XdotlRemVIlanNameEntry ::= SEQUENCE {
11dpVv2XdotlRemVlanld Vlanld,
11dpVv2Xdot1lRemVIanName SnmpAdminString

11dpv2XdotliRemVlanld OBJECT-TYPE

SYNTAX Vlianld

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
“The integer value used to identify the IEEE 802.1Q
VLAN IDs with which the given port of the remote system
is compatible.”

REFERENCE
“D.2.3.2”

:= { Ildpv2XdotlRemVlanNameEntry 1 }

11dpvV2XdotlRemVlanName OBJECT-TYPE

SYNTAX SnmpAdminString (SIZE(1..32))

MAX-ACCESS read-only

STATUS current

DESCRIPTION
“The string value used to identify VLAN name identified
by the VLAN Id associated with the remote system.”

REFERENCE
“D.2.3.4~7

:= { Ildpv2XdotlRemVlanNameEntry 2 }

-- 1ldpVv2XdotlRemProtocolTable : Protocol information of the remote
-- systems Re-indexed by iflndex and destination MAC address

11dpvV2XdotlRemProtocolTable OBJECT-TYPE

SYNTAX SEQUENCE OF LIldpV2XdotlRemProtocolEntry

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
“This table contains one or more rows per protocol
information about the remote system, received on
the given port.”

::= { Ildpv2XdotlRemoteData 4 }
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11dpvV2XdotlRemProtocolEntry OBJECT-TYPE

SYNTAX LIdpVv2XdotlRemProtocolEntry
MAX-ACCESS not-accessible
STATUS current

DESCRIPTION

“Protocol information about a particular port component.
There may be multiple protocols, identified by a particular

11dpV2XdotlProtocol Index, received on the given port.”
INDEX  { BldpV2RemTimeMark,
11dpV2RemLocal I flndex,
11dpV2RemLocalDestMACAddress,
11dpV2RemIndex,
11dpVv2XdotlRemProtocol Index }
::= { lldpv2XdotlRemProtocolTable 1 }

LIdpV2XdotlRemProtocolEntry ::= SEQUENCE {
11dpV2XdotlRemProtocol Index Unsigned32,
11dpV2XdotlRemProtocolld OCTET STRING

}

11dpvV2XdotlRemProtocol Index OBJECT-TYPE

SYNTAX Unsigned32(1..2147483647)
MAX-ACCESS not-accessible
STATUS current

DESCRIPTION

“This object represents an arbitrary local integer value

used by this agent to identify a particular protocol
identity.”
::= { Ildpv2XdotlRemProtocolEntry 1 }

11dpv2XdotlRemProtocolld OBJECT-TYPE

SYNTAX OCTET STRING (SIZE (1..255))
MAX-ACCESS read-only
STATUS current

DESCRIPTION
“The octet string value used to identify the protocols
associated with the given port of remote system.”
REFERENCE
“D.2.4.3”
:= { lldpv2XdotlRemProtocolEntry 2 }

—-- lldpv2XdotlRemVidUsageDigestTable: Table of hash values of
-- system VID Usage Table received
-- via VID Usage Digest TLV.

11dpv2XdotlRemVidUsageDigestTable OBJECT-TYPE

SYNTAX SEQUENCE OF LIldpV2XdotlRemVidUsageDigestEntry
MAX-ACCESS not-accessible
STATUS current

DESCRIPTION
“This table contains one row per iflndex/
destination MAC address pair for usage digest
information received by the local system.”

96

This contribution is subject to change.



PBB-TE Port Extender

July 4, 2011
1 REFERENCE
2 “D.2.5”
3 ::= { lldpv2XdotlRemoteData 5 }
g 11dpvV2XdotlRemVidUsageDigestEntry OBJECT-TYPE
6 SYNTAX LIdpVv2XdotlRemVidUsageDigestEntry
MAX-ACCESS not-accessible
7 STATUS current
8 DESCRIPTION
9 “Usage digest information received on
10 the given port/destination address pair.”
11 REFERENCE
12 “D.2.5”
13 INDEX  { BldpV2RemTimeMark,
14 11dpV2RemLocal IfIndex,
15 11dpV2RemLocalDestMACAddress }
16 o= { lldpv2XdotlRemVidUsageDigestTable 1 }
i; LldpV2XdotlRemVidUsageDigestEntry ::= SEQUENCE {
19 11dpv2XdotlRemVidUsageDigest Unsigned32
20 ¥
21
22 11dpVv2XdotlRemVidUsageDigest OBJECT-TYPE
23 SYNTAX Unsigned32
24 MAX-ACCESS read-only
25 STATUS current
26 DESCRIPTION
27 “The integer value obtained by applying the CRC32 function
28 to the 128-octet VID Usage Table. A bit of the VID Usage
29 Table contains the value PBB-TE-USAGE (binary 1) if the
corresponding element of the MST Configuration Table
30 (1EEE Std 802.1Q 8.9.1) contains the value PBB-TE MSTID
31 (hex FFE)and otherwise contains the value NON-PBB-TE-USAGE
32 (binary 0).”
33 REFERENCE
34 “D.2.5.1”
35 ::= { Ildpv2XdotlRemVidUsageDigestEntry 1 }
36
37 -
38 -- I1ldpv2XdotlRemManVidTable: Table of values configured on remote
39 -- systems for the Management VID, or the value O if a Management
40 -- VID has not been provisioned.
41
42 1 1dpV2XdotiRemManVidTable OBJECT-TYPE
43 SYNTAX SEQUENCE OF LIdpV2XdotlRemManVidEntry
44 MAX-ACCESS not-accessible
45 STATUS current
46 DESCRIPTION
47 “This table contains one row per iflndex/
48 destination MAC address pair for management VID
49 information received from remote systems.”
50 REFERENCE
51 “D.2.6”
52 ::= { lldpv2XdotlRemoteData 6 }
53 1 1dpv2XdotiRemManVidEntry OBJECT-TYPE
54 SYNTAX L1dpV2Xdot1lRemManVidEntry
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MAX-ACCESS not-accessible

STATUS current

DESCRIPTION

“Management VID information received

through the given port/destination address pair.”
REFERENCE

“D.2.6”

INDEX  { 1ldpV2RemTimeMark,
11dpV2RemLocal I fIndex,
11dpV2RemLocalDestMACAddress }

::= { Ildpv2XdotlRemManVidTable 1 }

LIdpV2XdotlRemManVidEntry ::= SEQUENCE {

}

11dpVv2XdotlRemManVid Unsigned32

11dpV2XdotlRemManVid OBJECT-TYPE

SYNTAX Unsigned32 (0]1..4094)
MAX-ACCESS read-only
STATUS current
DESCRIPTION
“The integer value configured on a system for
the Management VID, or
the value 0 if a Management VID has not been provisioned.”
REFERENCE
“D.2.6.1”
{ 1ldpv2XdotlRemManVidEntry 1 }

--— 1ldpVv2XdotlRemLinkAggTable: Link Aggregation Information Table

11dpV2XdotlRemLinkAggTable OBJECT-TYPE

SYNTAX SEQUENCE OF LIldpV2XdotlRemLinkAggEntry
MAX-ACCESS not-accessible
STATUS current

DESCRIPTION
“This table contains port link aggregation information
(as a part of the LLDP IEEE 802.1 organizational extension)
of the remote system.”

::= { Ildpv2XdotlRemoteData 7 }

11dpV2XdotlRemLinkAggEntry OBJECT-TYPE

98

SYNTAX LldpvV2XdotlRemLinkAggEntry
MAX-ACCESS not-accessible
STATUS current

DESCRIPTION
“Link Aggregation information about remote system’s port
component.”
INDEX  { BldpV2RemTimeMark,
11dpV2RemLocal IfIndex,
11dpV2RemLocalDestMACAddress,
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11dpV2RemIndex }
::= { lldpv2XdotlRemLinkAggTable 1 }

LIdpV2XdotlRemLinkAggEntry ::= SEQUENCE {
11dpV2XdotlRemLinkAggStatus LIdpV2LinkAggStatusMap,
11dpv2XdotlRemLinkAggPortld Unsigned32
}
11dpV2XdotlRemLinkAggStatus OBJECT-TYPE
SYNTAX LIdpV2LinkAggStatusMap
MAX-ACCESS read-only
STATUS current

DESCRIPTION

“The bitmap value contains the link aggregation capabilities

and the current aggregation status of the link.”
REFERENCE

“D.2.7.1"
:= { Ildpv2XdotlRemLinkAggEntry 1 }

11dpV2XdotlRemLinkAggPortld OBJECT-TYPE

SYNTAX Unsigned32(0]1..2147483647)
MAX-ACCESS read-only
STATUS current

DESCRIPTION
“This object contains the IEEE 802.1 aggregated port
identifier, aAggPortID (IEEE Std 802.1AX, 6.3.2.1.1),
derived from the ifNumber of the iflndex for the port
component associated with the remote system.

IT the remote port is not in link aggregation state and/or
it does not support link aggregation, this value should be
zero.”

REFERENCE
“D.2.7.1”

:= { lldpv2XdotlRemLinkAggEntry 2 }

-— Conformance Information for the basicSet TLV set

11dpv2XdotlConformance

OBJECT IDENTIFIER ::= { 1ldpV2XdotlMIB 2 }
11dpVv2XdotlCompliances

OBJECT IDENTIFIER ::= { lldpVv2XdotlConformance 1 }
11dpV2XdotlGroups

OBJECT IDENTIFIER ::= { lldpVv2XdotlConformance 2 }

-- compliance statements

11dpV2Xdotl1TxRxCompliance MODULE-COMPLIANCE
STATUS current
DESCRIPTION
“A compliance statement for SNMP entities that implement
the IEEE 802.1 organizationally defined LLDP extension MIB.

This group is mandatory for all agents that implement the
LLDP 802.1 organizational extension in TX and/or RX mode

This contribution is subject to change.
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for the basicSet TLV set.

This version defines compliance requirements for
V2 of the LLDP MIB.”
MODULE -- this module
MANDATORY-GROUPS { IldpVv2XdotlConfigGroup,
ifGeneral InformationGroup

by
:= { Ildpv2XdotliCompliances 1 }

11dpVv2XdotlTxCompliance MODULE-COMPLIANCE
STATUS current
DESCRIPTION
“A compliance statement for SNMP entities that implement
the IEEE 802.1 organizationally defined LLDP extension MIB.

This group is mandatory for agents that implement the
LLDP 802.1 organizational extension in the RX mode
for the basicSet TLV set.

This version defines compliance requirements for
V2 of the LLDP MIB.”
MODULE -- this module
MANDATORY-GROUPS { IldpVv2XdotlLocSysGroup }

::= { Ildpv2XdotliCompliances 2 }

11dpVv2Xdot1RxCompliance MODULE-COMPLIANCE
STATUS current
DESCRIPTION
“A compliance statement for SNMP entities that implement
the IEEE 802.1 organizationally defined LLDP extension MIB.

This group is mandatory for agents that implement the
LLDP 802.1 organizational extension in the RX mode
for the basicSet TLV set.

This version defines compliance requirements for
V2 of the LLDP MIB.”
MODULE -- this module
MANDATORY-GROUPS { IldpVv2XdotlRemSysGroup }

::= { lldpv2XdotliCompliances 3 }
-- MIB groupings for the basicSet TLV set

11dpV2XdotlConfigGroup OBJECT-GROUP

OBJECTS {
11dpVv2XdotlConfigPortVlanTxEnable,
11dpv2XdotlConfigVlanNameTxEnable,
11dpv2XdotlConfigProtoVlanTxEnable,
11dpVv2XdotlConfigProtocolTxEnable,
11dpv2XdotlConfigVidUsageDigestTxEnable,
11dpVv2XdotlConfigManVidTxEnable

}

STATUS current

DESCRIPTION

“The collection of objects which are used to configure the

100

This contribution is subject to change.



O~NOOOT A~ WN P

23

PBB-TE Port Extender
July 4, 2011

IEEE 802.1 organizationally defined LLDP extension
implementation behavior for the basicSet TLV set.”
= { 1ldpv2XdotlGroups 1 }

11dpVv2XdotlLocSysGroup OBJECT-GROUP
OBJECTS {
11dpVv2XdotlLocPortVlanid,
11dpVv2XdotlLocProtoVlanSupported,
11dpv2XdotlLocProtoVlanEnabled,
11dpV2XdotlLocVlanName,
11dpVv2XdotlLocProtocolld,
11dpVv2XdotlLocVidUsageDigest,
11dpv2XdotlLocManVid,
11dpVv2XdotlLocLinkAggStatus,
11dpVv2XdotlLocLinkAggPortid
}
STATUS current
DESCRIPTION
“The collection of objects which are used to represent
IEEE 802.1 organizationally defined LLDP extension
associated with the Local Device Information for the
basicSet TLV set.”
= { 1ldpv2XdotlGroups 2 }

11dpV2Xdotl1lRemSysGroup OBJECT-GROUP
OBJECTS {
11dpv2XdotlRemPortVlanid,
11dpVvV2XdotlRemProtoVlanSupported,
11dpvV2XdotlRemProtoVlanEnabled,
11dpV2XdotlRemVIanName,
11dpv2XdotlRemProtocolld,
11dpvV2XdotlRemVidUsageDigest,
11dpv2XdotlRemManVid,
11dpV2XdotlRemLinkAggStatus,
11dpvV2XdotlRemLinkAggPortid
}
STATUS current
DESCRIPTION
“The collection of objects which are used to represent LLDP
802.1 organizational extension Remote Device Information
for the basicSet TLV set.”
::= { 1ldpv2XdotlGroups 3 }

-- Organizationally Defined Information Extension - I1EEE 802.1
-- Definitions to support the cnSet TLV set (Table D-1)
-- for Congestion Notification

11dpXdotlCnMIB OBJECT IDENTIFIER ::= { IldpV2XdotiMIB 3 }
11dpXdotlCnObjects OBJECT IDENTIFIER ::= { IldpXdotliCnMIB 1 }

-- CN 802.1 MIB Extension groups

11dpXdotlCnConfig OBJECT IDENTIFIER ::= { IldpXdotliCnObjects 1 }
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11dpXdotliCnLocalData OBJECT IDENTIFIER ::= { lldpXdotlCnObjects 2 }
1 1dpXdotlCnRemoteData OBJECT IDENTIFIER ::= { IldpXdotliCnObjects 3 }

LldpV2CnBitVector ::= TEXTUAL-CONVENTION
STATUS current
DESCRIPTION
“This TC describes a bit vector used in the Congestion
Notification objects. Each bit represents a Boolean status
associated with a priority code point. A bit value of 0O
represents FALSE, 1 represents TRUE.

The bit “priOstatus(0)’ indicates the status for priority
The bit “prilstatus(l)’ indicates the status for priority
The bit “pri2status(2)’ indicates the status for priority
The bit “pri3status(3)’ indicates the status for priority
The bit “pridstatus(4)’ indicates the status for priority
The bit “pribstatus(5)’ indicates the status for priority
The bit “pri6status(6)’ indicates the status for priority
The bit “pri7status(7)’ indicates the status for priority

NOoO ok~ WNEO

SYNTAX BITS {
priOstatus(0),
prilstatus(l),
pri2status(2),
pri3status(3),
pridstatus(4),
pri5Sstatus(b),
pri6status(6),
pri7status(7)

-- I1ldpXdotliCnConfigCnTable : configure the
-- transmission of the Congestion Notification TLV on a set of ports

11dpXdotlCnConfigCnTable OBJECT-TYPE

SYNTAX SEQUENCE OF LIldpXdotlCnConfigCnEntry
MAX-ACCESS not-accessible
STATUS current

DESCRIPTION
“A table that controls selection of Congestion Notification
TLVs to be transmitted on individual ports.”

::= { lldpXdotliCnConfig 1 }

11dpXdotlCnConfigCnEntry OBJECT-TYPE

SYNTAX LldpXdotlCnConfigCnEntry
MAX-ACCESS not-accessible
STATUS current

DESCRIPTION
“LLDP configuration information that controls the
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transmission of IEEE 802.1 organizationally defined
Congestion Notification TLV on LLDP transmission capable ports.
This configuration object augments the 1l1dpV2PortConfigEntry of
the LLDP-MIB, therefore it is only present along with the port
configuration defined by the associated 1ldpV2PortConfigEntry
entry.
Each active 1ldpConfigEntry is restored from non-volatile
storage (along with the corresponding 1ldpV2PortConfigEntry)
after a re-initialization of the management system.”
AUGMENTS { 1ldpV2PortConfigEntry }
::= { lldpXdotlCnConfigCnTable 1 }
LIdpXdotlCnConfigCnEntry ::= SEQUENCE {
11dpXdotlCnConfigCnTxEnable TruthValue
}
11dpXdotlCnConfigCnTxEnable OBJECT-TYPE
SYNTAX TruthValue
MAX-ACCESS read-write
STATUS current
DESCRIPTION
“The 1ldpXdotlCnConfigCnTxEnable, which is
defined as a truth value and configured by the network
management, determines whether the IEEE 802.1 organizationally
defined Congestion Notification TLV transmission is allowed
on a given LLDP transmission capable port.
The value of this object is restored from non-volatile
storage after a re-initialization of the management system.”
REFERENCE
“D.2.8"
DEFVAL { false }
::= { lldpXdotlCnConfigCnEntry 1 }
-- IEEE 802.1 - Congestion Notification Local System Information
--— 1ldpVv2XdotlLocCnTable: Port Extension Information Table
11dpVv2XdotlLocCnTable OBJECT-TYPE
SYNTAX SEQUENCE OF LldpV2XdotlLocCnEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“This table contains one row per port of Congestion
Notification information (as a part of the LLDP
802.1 organizational extension) on the local system
known to this agent.”
::= { IldpXdotliCnLocalData 1 }
11dpVv2XdotlLocCnEntry OBJECT-TYPE
SYNTAX LIdpVv2XdotlLocCnEntry
MAX-ACCESS not-accessible
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STATUS current

DESCRIPTION
“Congestion Notification information about a
particular port component.”

INDEX  { IldpV2LocPortlfindex }

::= { Ildpv2XdotlLocCnTable 1 }

LldpV2XdotlLocCnEntry ::= SEQUENCE {
11dpV2XdotlLocCNPVIndicators LldpvV2CnBitVector,
11dpVvV2XdotlLocReadylIndicators LIdpVv2CnBitVector

}

11dpVv2XdotlLocCNPVIndicators OBJECT-TYPE
SYNTAX LIdpv2CnBitVector
MAX-ACCESS read-only
STATUS current

DESCRIPTION
“This object contains the CNPV indicators
for the Port.”

REFERENCE
“D.2.8.3"

::= { lldpv2XdotlLocCnEntry 1 }

11dpV2XdotlLocReadylndicators OBJECT-TYPE

SYNTAX LIdpv2CnBitVector
MAX-ACCESS read-only
STATUS current

DESCRIPTION
“This object contains the Ready indicators
for the Port.”

REFERENCE
“D.2.8.4~"

::= { lldpv2XdotlLocCnEntry 2 }

--- I1ldpv2XdotlRemCnTable: Port Extension Information Table

11dpV2XdotlRemCnTable OBJECT-TYPE

SYNTAX SEQUENCE OF LIdpV2XdotlRemCnEntry
MAX-ACCESS not-accessible
STATUS current

DESCRIPTION

“This table contains Congestion Notification information
(as a part of the LLDP IEEE 802.1 organizational extension)

of the remote system.”
::= { lldpXdotlCnRemoteData 1 }

11dpV2XdotlRemCnEntry OBJECT-TYPE

SYNTAX LIdpV2XdotlRemCnEntry
MAX-ACCESS not-accessible
STATUS current

DESCRIPTION

“Port Extension information about remote systems port
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component.”
INDEX  { BldpV2RemTimeMark,
11dpV2RemLocal IfIndex,
11dpV2RemLocalDestMACAddress,
11dpV2RemIndex }
::= { Ildpv2XdotlRemCnTable 1 }
LldpV2XdotlRemCnEntry ::= SEQUENCE {
11dpV2XdotlRemCNPVIndicators LldpvV2CnBitVector,
11dpV2XdotlRemReadyIndicators LldpV2CnBitVector
}
11dpV2XdotlRemCNPVIndicators OBJECT-TYPE
SYNTAX LIdpv2CnBitVector
MAX-ACCESS read-only
STATUS current
DESCRIPTION
“This object contains the CNPV indicators
for the Port.”
REFERENCE
“D.2.8.3"
::= { lldpv2XdotlRemCnEntry 1 }
11dpV2XdotlRemReadylIndicators OBJECT-TYPE
SYNTAX LIdpv2CnBitVector
MAX-ACCESS read-only
STATUS current
DESCRIPTION
“This object contains the Ready indicators
for the Port.”
REFERENCE
“D.2.8.4~"
::= { Ildpv2XdotlRemCnEntry 2 }
-- IEEE 802.1 - Congestion Notification Conformance Information
11dpXdotlCnConformance OBJECT IDENTIFIER ::= { IldpVv2XdotiMIB 4 }
11dpXdotlCnCompliances
OBJECT IDENTIFIER ::= { IldpXdotlCnConformance 1 }
11dpXdotlCnGroups OBJECT IDENTIFIER ::= { IldpXdotiCnConformance 2 }
-- Congestion Notification - Compliance Statements
1 1dpXdotlCnCompliance MODULE-COMPLIANCE
STATUS current
DESCRIPTION
“A compliance statement for SNMP entities that implement
the IEEE 802.1 organizationally defined Congestion
Notification LLDP extension MIB.
This group is mandatory for agents that implement the
Congestion Notification cnSet TLV set.”
MODULE -- this module
MANDATORY-GROUPS { IldpXdotlCnGroup,
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ifGeneral InformationGroup }
::= { lldpXdotliCnCompliances 1 }

-- Congestion Notification - MIB groupings

11dpXdotlCnGroup OBJECT-GROUP

OBJECTS {
11dpXdotlCnConfigCnTxEnable,
11dpVv2XdotlLocCNPVIndicators,
11dpV2XdotlLocReadylIndicators,
11dpV2XdotlRemCNPVIndicators,
11dpvV2XdotlRemReadyIndicators

}

STATUS current

DESCRIPTION
“The collection of objects that support the
Congestion Notification cnSet TLV set.”

::= { 1ldpXdotlCnGroups 1 }

-- Organizationally Defined Information Extension - I1EEE 802.1
-- Definitions to support the Data Center eXchange Protocol
-- (DCBX) TLV set (Table D-1)

11dpXdotldcbxMIB OBJECT IDENTIFIER ::= { IldpV2XdotiMIB 5 }

11dpXdotldcbxObjects OBJECT IDENTIFIER ::= { lldpXdotldcbxMIB 1 }

-- DCBX 802.1 MIB Extension groups

11dpXdotldcbxConfig OBJECT IDENTIFIER ::
11dpXdotldcbxLocalData OBJECT IDENTIFIER ::
1 ldpXdotldcbxRemoteData OBJECT IDENTIFIER ::
11dpXdotldcbxAdminData OBJECT IDENTIFIER ::

mom mnn
M

-- 1EEE 802.1 - DCBX Textual Conventions

LIdpXdotldcbxTrafficClassValue ::= TEXTUAL-CONVENTION
DISPLAY-HINT “d”
STATUS current
DESCRIPTION
“Indicates a traffic class. Values 0-7 correspond to
traffic classes.”
SYNTAX Unsigned32 (0..7)

LIdpXdotldcbxTrafficClassBandwidthValue ::= TEXTUAL-CONVENTION
DISPLAY-HINT *“d”
STATUS current
DESCRIPTION
“Indicates the bandwidth in percent assigned to a
traffic class.”
SYNTAX Unsigned32 (0..100)
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LIdpXdotldcbxAppSelector ::= TEXTUAL-CONVENTION

STATUS current

DESCRIPTION

“Indicates the contents of a protocol object
: Ethertype

: Well Known Port number over TCP, or SCTP
: Well Known Port number over UDP, or DCCP
: Well Known Port number over TCP, SCTP, UDP, and DCCP”
SYNTAX INTEGER {

asEthertype(l),

asTCPPortNumber(2),

asUDPPortNumber(3),

asTCPUDPPortNumber(4)

A OWNPF

}

LIdpXdotldcbxAppProtocol ::= TEXTUAL-CONVENTION
DISPLAY-HINT “d”
STATUS current
DESCRIPTION
“Contains the application protocol indicator the
type of which is specified by an object with
the syntax of
LIdpXdotldcbxAppSelector”
SYNTAX Unsigned32 (0..65535)

LIdpXdotldcbxSupportedCapacity ::= TEXTUAL-CONVENTION

DISPLAY-HINT “d”

STATUS current

DESCRIPTION
“Indicates the supported capacity of a given feature,
for example, the number of traffic classes supported.
This TC is used for features that have a maximum
capacity of eight and a minimum of one.”

SYNTAX Unsigned32 (1..8)

LIdpXdotldcbxTrafficSelectionAlgorithm ::= TEXTUAL-CONVENTION

STATUS current

DESCRIPTION
“Indicates the Traffic Selection Algorithm
0: Strict Priority
1: Credit-based shaper
2: Enhanced transmission selection
3-254: Reserved for furture standardization
255: Vendor specific”

SYNTAX INTEGER {
tsaStrictPriority(0),
tsaCreditBasedShaper(1),
tsaEnhancedTransmission(2),
tsaVendorSpecific(255)

-- 1ldpXdotldcbxConfigETSConfigurationTable : configure the
-- transmission of the ETS Configuration TLV on a set of ports

This contribution is subject to change.

PBB-TE Port Extender
July 4, 2011

107



O©CoOoO~NOoO O~ WN P

PBB-TE Port Extender
July 4, 2011

1 1dpXdotldcbxConfigETSConfigurationTable OBJECT-TYPE

SYNTAX SEQUENCE OF LldpXdotldcbxConfigETSConfigurationEntry
MAX-ACCESS not-accessible
STATUS current

DESCRIPTION
“A table that controls selection of ETS Configuration
TLVs to be transmitted on individual ports.”

::= { lldpXdotldcbxConfig 1 }

1 1dpXdotldcbxConfigETSConfigurationEntry OBJECT-TYPE

SYNTAX LldpXdotldcbxConfigETSConfigurationEntry
MAX-ACCESS not-accessible
STATUS current

DESCRIPTION
“LLDP configuration information that controls the
transmission of IEEE 802.1 organizationally defined
ETS Configuration TLV on LLDP transmission capable ports.

This configuration object augments the 1ldpV2PortConfigEntry of
the LLDP-MIB, therefore it is only present along with the port
configuration defined by the associated 1ldpV2PortConfigEntry
entry.

Each active IldpConfigEntry is restored from non-volatile
storage (along with the corresponding l1ldpV2PortConfigEntry)
after a re-initialization of the management system.”
AUGMENTS { 1ldpV2PortConfigEntry }
::= { IldpXdotldcbxConfigeTSConfigurationTable 1 }

LIdpXdotldcbxConfigETSConfigurationEntry ::= SEQUENCE {
1 1dpXdotldcbxConfigETSConfigurationTxEnable TruthValue
}
1 1dpXdotldcbxConfigETSConfigurationTxEnable OBJECT-TYPE
SYNTAX TruthValue
MAX-ACCESS read-write
STATUS current

DESCRIPTION
“The 1ldpXdotldcbxConfigETSConfigurationTxEnable, which is
defined as a truth value and configured by the network
management, determines whether the IEEE 802.1 organizationally
defined ETS Configuration TLV transmission is allowed on a
given LLDP transmission capable port.

The value of this object is restored from non-volatile
storage after a re-initialization of the management system.”
REFERENCE
“p.2.9”
DEFVAL { false }
::= { lldpXdotldcbxConfigETSConfigurationEntry 1 }

-- 1ldpXdotldcbxConfigETSRecommendationTable : configure the
-- transmission of the ETS Recommendation TLV on a set of ports

1 1dpXdotldcbxConfigETSRecommendationTable OBJECT-TYPE
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SYNTAX SEQUENCE OF LIdpXdotldcbxConfigETSRecommendationEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“A table that controls selection of ETS Recommendation
TLVs to be transmitted on individual ports.”
::= { IldpXdotldcbxConfig 2 }

1 1dpXdotldcbxConfigETSRecommendationEntry OBJECT-TYPE
SYNTAX LldpXdotldcbxConfigETSRecommendationEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION

“LLDP configuration information that controls the
transmission of IEEE 802.1 organizationally defined
ETS Recommendation TLV on LLDP transmission capable ports.

This configuration object augments the 1ldpV2PortConfigEntry of
the LLDP-MIB, therefore it is only present along with the port
configuration defined by the associated 1ldpV2PortConfigEntry
entry.

Each active IldpConfigEntry is restored from non-volatile
storage (along with the corresponding 1ldpV2PortConfigEntry)
after a re-initialization of the management system.”

AUGMENTS { 1ldpV2PortConfigEntry }
::= { IldpXdotldcbxConfigETSRecommendationTable 1 }

LIdpXdotldcbxConfigETSRecommendationEntry ::= SEQUENCE {
11dpXdotldcbxConfigETSRecommendationTxEnable TruthValue

1 1dpXdotldcbxConfigETSRecommendationTxEnable OBJECT-TYPE
SYNTAX TruthValue
MAX-ACCESS read-write
STATUS current
DESCRIPTION

“The IldpXdotldcbxConfigETSRecommendationTxEnable, which is
defined as a truth value and configured by the network
management, determines whether the IEEE 802.1 organizationally
defined ETS Recommendation TLV transmission is allowed on a
given LLDP transmission capable port.

The value of this object is restored from non-volatile
storage after a re-initialization of the management system.”

REFERENCE

“D.2.10”

DEFVAL { false }
::= { IldpXdotldcbxConfigETSRecommendationEntry 1 }

11dpXdotldcbxConfigPFCTable : configure the transmission of the
Priority-based Flow Control TLV on a set of ports

1 1dpXdotldcbxConfigPFCTable OBJECT-TYPE
SYNTAX SEQUENCE OF LIldpXdotldcbxConfigPFCEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
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“A table that controls selection of Priority-based
Flow Control TLVs to be transmitted on individual ports.”
::= { lldpXdotldcbxConfig 3 }

1 1dpXdotldcbxConfigPFCEntry OBJECT-TYPE

SYNTAX LldpXdotldcbxConfigPFCEntry
MAX-ACCESS not-accessible
STATUS current

DESCRIPTION
“LLDP configuration information that controls the
transmission of IEEE 802.1 organizationally defined
Priority-based Flow Control TLV on LLDP transmission
capable ports.

This configuration object augments the 1l1dpV2PortConfigEntry of
the LLDP-MIB, therefore it is only present along with the port
configuration defined by the associated 1ldpV2PortConfigEntry
entry.

Each active lldpConfigEntry is restored from non-volatile
storage (along with the corresponding 1l1dpV2PortConfigEntry)
after a re-initialization of the management system.”

AUGMENTS { 1ldpVv2PortConfigEntry }

::= { lldpXdotldcbxConfigPFCTable 1 }

LIdpXdotldcbxConfigPFCEntry ::= SEQUENCE {

}

1 1dpXdotldcbxConfigPFCTxEnable TruthValue

11dpXdotldcbxConfigPFCTxEnable OBJECT-TYPE

SYNTAX TruthValue
MAX-ACCESS read-write
STATUS current

DESCRIPTION
“The 1l1dpXdotldcbxConfigPFCTxEnable, which is defined
as a truth value and configured by the network management,
determines whether the IEEE 802.1 organizationally defined
Priority-based Flow Control TLV transmission is allowed on
a given LLDP transmission capable port.

The value of this object is restored from non-volatile
storage after a re-initialization of the management system.”
REFERENCE
“D.2.11"
DEFVAL { false }
::= { lldpXdotldcbxConfigPFCEntry 1 }

1 1dpXdotldcbxConfigApplicationPriorityTable : configure the
transmission of the Application Priority TLV on a set of ports

11dpXdotldcbxConfigApplicationPriorityTable OBJECT-TYPE
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SYNTAX SEQUENCE OF
LIdpXdotldcbxConfigApplicationPriorityEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“A table that controls selection of Priority-based
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Flow Control TLVs to be transmitted on individual ports.”
::= { lldpXdotldcbxConfig 4 }

11dpXdotldcbxConfigApplicationPriorityEntry OBJECT-TYPE

SYNTAX LldpXdotldcbxConfigApplicationPriorityEntry
MAX-ACCESS not-accessible
STATUS current

DESCRIPTION
“LLDP configuration information that controls the
transmission of IEEE 802.1 organizationally defined
Application Priority TLV on LLDP transmission capable ports.

This configuration object augments the 1ldpV2PortConfigEntry of
the LLDP-MIB, therefore it is only present along with the port
configuration defined by the associated 1ldpV2PortConfigEntry
entry.

Each active IldpConfigEntry is restored from non-volatile
storage (along with the corresponding lldpV2PortConfigEntry)
after a re-initialization of the management system.”
AUGMENTS { 1ldpVvV2PortConfigEntry }
::= { lldpXdotldcbxConfigApplicationPriorityTable 1 }

LIdpXdotldcbxConfigApplicationPriorityEntry ::= SEQUENCE {
1 1dpXdotldcbxConfigApplicationPriorityTxEnable TruthValue
s
1 1dpXdotldcbxConfigApplicationPriorityTxEnable OBJECT-TYPE
SYNTAX TruthValue
MAX-ACCESS read-write
STATUS current

DESCRIPTION
“The 1ldpXdotldcbxConfigApplicationPriorityTxEnable, which
is defined as a truth value and configured by the network
management, determines whether the IEEE 802.1 organizationally
defined Application Priority TLV transmission is allowed on
a given LLDP transmission capable port.

The value of this object is restored from non-volatile
storage after a re-initialization of the management system.”
REFERENCE
“D.2.12~7
DEFVAL { false }
::= { lldpXdotldcbxConfigApplicationPriorityEntry 1 }

-- I1ldpXdotldcbxLocETSConfigurationTable - Contains the information
-- for the ETS Configuration TLV.
1 1dpXdotldcbxLocETSConfiguration OBJECT IDENTIFIER

::= { lldpXdotldcbxLocalData 1 }

1 1dpXdotldcbxLocETSBasicConfigurationTable OBJECT-TYPE

SYNTAX SEQUENCE OF LldpXdotldcbxLocETSBasicConfigurationEntry
MAX-ACCESS not-accessible
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STATUS current

DESCRIPTION
“This table contains one row per port for the IEEE 802.1
organizationally defined LLDP ETS Configuration TLV on
the local system known to this agent”

::= { IldpXdotldcbxLocETSConfiguration 1 }

11dpXdotldcbxLocETSBasicConfigurationEntry OBJECT-TYPE

SYNTAX LIldpXdotldcbxLocETSBasicConfigurationEntry
MAX-ACCESS not-accessible
STATUS current

DESCRIPTION
“Information about the IEEE 802.1 organizational defined
ETS Configuration TLV LLDP extension.”

INDEX { 1ldpV2LocPortifindex }

::= { IldpXdotldcbxLocETSBasicConfigurationTable 1 }

LIdpXdotldcbxLocETSBasicConfigurationEntry ::= SEQUENCE {
1 1dpXdotldcbxLocETSConCreditBasedShaperSupport TruthValue,
1 1dpXdotldcbxLocETSConTrafficClassesSupported
LIdpXdotldcbxSupportedCapacity,
1 1dpXdotldcbxLocETSConWilling TruthValue

}

1 1dpXdotldcbxLocETSConCreditBasedShaperSupport OBJECT-TYPE
SYNTAX TruthValue
MAX-ACCESS read-only
STATUS current

DESCRIPTION
“Indicates if the credit-based shaper Traffic Selection
Algorithm is supported on the local system.”

REFERENCE
“D.2.9.4”"

::= { lldpXdotldcbxLocETSBasicConfigurationEntry 1 }

1 1dpXdotldcbxLocETSConTrafficClassesSupported OBJECT-TYPE

SYNTAX LldpXdotldcbxSupportedCapacity
MAX-ACCESS read-only
STATUS current

DESCRIPTION

“Indicates the number of traffic classes supported.”
REFERENCE

“D.2.9.5”
::= { lldpXdotldcbxLocETSBasicConfigurationEntry 2 }

1 1dpXdotldcbxLocETSConWilling OBJECT-TYPE

SYNTAX TruthValue
MAX-ACCESS read-only
STATUS current

DESCRIPTION
“Indicates if the local system is willing to accept the
ETS configuration recommended by the remote system.”
REFERENCE
“D.2.9.3”
::= { lldpXdotldcbxLocETSBasicConfigurationEntry 3 }

1 1dpXdotldcbxLocETSConPriorityAssignmentTable OBJECT-TYPE
SYNTAX SEQUENCE OF
LIdpXdotldcbxLocETSConPriorityAssignmentEntry
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MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
“This table contains one row per priority. The entry in each
row indicates the traffic class to which the priority is
assigned.”

::= { IldpXdotldcbxLocETSConfiguration 2 }

1 1dpXdotldcbxLocETSConPriorityAssignmentEntry OBJECT-TYPE
SYNTAX LldpXdotldcbxLocETSConPriorityAssignmentEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION

“Indicates a priority to traffic class assignment.”
INDEX {
11dpV2LocPortifindex,
1 1dpXdotldcbxLocETSConPriority

::= { IldpXdotldcbxLocETSConPriorityAssignmentTable 1 }

LIdpXdotldcbxLocETSConPriorityAssignmentEntry ::= SEQUENCE {
1 1dpXdotldcbxLocETSConPriority IEEE8021PriorityVvalue,
1 1dpXdotldcbxLocETSConPriTrafficClass
LIdpXdotldcbxTrafficClassValue

}

1 1dpXdotldcbxLocETSConPriority OBJECT-TYPE

SYNTAX IEEE8021PriorityValue

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
“Indicates the priority that is assigned to a traffic
class.”

REFERENCE
“D.2.9.6”

::= { lldpXdotldcbxLocETSConPriorityAssignmentEntry 1 }

1 1dpXdotldcbxLocETSConPriTrafficClass OBJECT-TYPE

SYNTAX LldpXdotldcbxTrafficClassValue

MAX-ACCESS read-only

STATUS current

DESCRIPTION
“Indicates the traffic class to which this priority is
to be assigned.”

REFERENCE
“D.2.9.6”

::= { lldpXdotldcbxLocETSConPriorityAssignmentEntry 2 }

1 1dpXdotldcbxLocETSConTrafficClassBandwidthTable OBJECT-TYPE

SYNTAX SEQUENCE OF
L1dpXdotldcbxLocETSConTrafficClassBandwidthEntry

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
“This table contains one row per traffic class. The
entry in each row indicates the traffic class to
which the bandwidth is assigned.”

::= { lldpXdotldcbxLocETSConfiguration 3 }
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1 1dpXdotldcbxLocETSConTrafficClassBandwidthEntry OBJECT-TYPE
SYNTAX LldpXdotldcbxLocETSConTrafficClassBandwidthEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION

“Indicates a traffic class to Bandwidth assignment.”
INDEX {
11dpV2LocPortiflndex,
11dpXdotldcbxLocETSConTrafficClass
}
::= { lldpXdotldcbxLocETSConTrafficClassBandwidthTable 1 }

LIdpXdotldcbxLocETSConTrafficClassBandwidthEntry ::= SEQUENCE {
1 1dpXdotldcbxLocETSConTrafficClass
LIdpXdotldcbxTrafficClassValue,
1 1dpXdotldcbxLocETSConTrafficClassBandwidth
LIdpXdotldcbxTrafficClassBandwidthValue

}

1 1dpXdotldcbxLocETSConTrafficClass OBJECT-TYPE
SYNTAX LldpXdotldcbxTrafficClassValue
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“Indicates the traffic class to
which this bandwidth applies”
REFERENCE
“D.2.9.7”
::= { lldpXdotldcbxLocETSConTrafficClassBandwidthEntry 1 }

1 1dpXdotldcbxLocETSConTrafficClassBandwidth OBJECT-TYPE
SYNTAX LldpXdotldcbxTrafficClassBandwidthValue
MAX-ACCESS read-only
STATUS current
DESCRIPTION
“Indicates the bandwidth assigned to this traffic class.”
REFERENCE
“D.2.9.7”
::= { IldpXdotldcbxLocETSConTrafficClassBandwidthEntry 2 }

11dpXdotldcbxLocETSConTrafficSelectionAlgorithmTable OBJECT-TYPE

SYNTAX SEQUENCE OF
LIdpXdotldcbxLocETSConTrafficSelectionAlgorithmEntry

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
“This table contains one row per traffic class. The entry
in each row indicates the traffic selction algorithm to be
used by the traffic class.”

::= { IldpXdotldcbxLocETSConfiguration 4 }

1 1dpXdotldcbxLocETSConTrafficSelectionAlgorithmEntry OBJECT-TYPE
SYNTAX LldpXdotldcbxLocETSConTrafficSelectionAlgorithmEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION

“Indicates a traffic class to traffic selection algorithm
assignment.”
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INDEX {

11dpV2LocPortiflndex,

1 1dpXdotldcbxLocETSConTSATrafficClass
}
::= { IldpXdotldcbxLocETSConTrafficSelectionAlgorithmTable 1 }

LIdpXdotldcbxLocETSConTrafficSelectionAlgorithmEntry ::= SEQUENCE {
11dpXdotldcbxLocETSConTSATrafficClass
LldpXdotldcbxTrafficClassValue,
11dpXdotldcbxLocETSConTrafficSelectionAlgorithm
LIdpXdotldcbxTrafficSelectionAlgorithm

}

1 1dpXdotldcbxLocETSConTSATrafficClass OBJECT-TYPE
SYNTAX LldpXdotldcbxTrafficClassValue
MAX-ACCESS not-accessible
STATUS current

DESCRIPTION
“Indicates the traffic class that is assigned to a traffic
selection algorithm.”

REFERENCE
“D.2.9.8”

::= { lldpXdotldcbxLocETSConTrafficSelectionAlgorithmEntry 1 }

1 1dpXdotldcbxLocETSConTrafficSelectionAlgorithm OBJECT-TYPE

SYNTAX LldpXdotldcbxTrafficSelectionAlgorithm
MAX-ACCESS read-only
STATUS current

DESCRIPTION
“Indicates the Traffic Selection Algorithm to which this
traffic class is to be assigned.”

REFERENCE
“D.2.9.8”

::= { IldpXdotldcbxLocETSConTrafficSelectionAlgorithmEntry 2 }

-- lldpXdotldcbxLocETSRecommendationTable - Contains the information for
-- the ETS Recommendation TLV.
1 1dpXdotldcbxLocETSReco OBJECT IDENTIFIER ::=

{ IldpXdotldcbxLocalData 2 }

1 1dpXdotldcbxLocETSRecoTrafficClassBandwidthTable OBJECT-TYPE

SYNTAX SEQUENCE OF
LIdpXdotldcbxLocETSRecoTrafficClassBandwidthEntry

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
“This table contains one row per traffic class. The
entry in each row indicates the traffic class to
which the bandwidth is assigned.”

::= { lldpXdotldcbxLocETSReco 1 }

1 1dpXdotldcbxLocETSRecoTrafficClassBandwidthEntry OBJECT-TYPE

SYNTAX LldpXdotldcbxLocETSRecoTrafficClassBandwidthEntry
MAX-ACCESS not-accessible
STATUS current

DESCRIPTION
“Indicates a traffic class to Bandwidth assignment.”
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INDEX {
11dpV2LocPortiflndex,
1 1dpXdotldcbxLocETSRecoTrafficClass

::= { IldpXdotldcbxLocETSRecoTrafficClassBandwidthTable 1 }

LIdpXdotldcbxLocETSRecoTrafficClassBandwidthEntry ::= SEQUENCE {
1 1dpXdotldcbxLocETSRecoTrafficClass
LldpXdotldcbxTrafficClassValue,
1 1dpXdotldcbxLocETSRecoTrafficClassBandwidth
LIdpXdotldcbxTrafficClassBandwidthValue

}

1 1dpXdotldcbxLocETSRecoTrafficClass OBJECT-TYPE
SYNTAX LldpXdotldcbxTrafficClassValue
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“Indicates the traffic class to
which this bandwidth applies”
REFERENCE
“D.2.10.3~”
::= { IldpXdotldcbxLocETSRecoTrafficClassBandwidthEntry 1 }

1 1dpXdotldcbxLocETSRecoTrafficClassBandwidth OBJECT-TYPE
SYNTAX LldpXdotldcbxTrafficClassBandwidthValue
MAX-ACCESS read-only
STATUS current
DESCRIPTION
“Indicates the bandwidth assigned to this traffic class.”
REFERENCE
“D.2.10.4~
::= { IldpXdotldcbxLocETSRecoTrafficClassBandwidthEntry 2 }

1 1dpXdotldcbxLocETSRecoTrafficSelectionAlgorithmTable OBJECT-TYPE
SYNTAX SEQUENCE OF
LIdpXdotldcbxLocETSRecoTrafficSelectionAlgorithmEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“This table contains one row per priority. The entry iIn each
row indicates the traffic selction algorithm to be used
by the traffic class.”
::= { 1ldpXdotldcbxLocETSReco 2 }

1 1dpXdotldcbxLocETSRecoTrafficSelectionAlgorithmEntry OBJECT-TYPE
SYNTAX LldpXdotldcbxLocETSRecoTrafficSelectionAlgorithmEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION

“Indicates a priority to traffic selection algorithm
assignment.”
INDEX {
11dpV2LocPortiflndex,
1 1dpXdotldcbxLocETSRecoTSATrafficClass

}
::= { lldpXdotldcbxLocETSRecoTrafficSelectionAlgorithmTable 1 }

LIdpXdotldcbxLocETSRecoTrafficSelectionAlgorithmEntry ::= SEQUENCE {
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1 1dpXdotldcbxLocETSRecoTSATrafficClass
LIdpXdotldcbxTrafficClassValue,

1 ldpXdotldcbxLocETSRecoTrafficSelectionAlgorithm
LIdpXdotldcbxTrafficSelectionAlgorithm

}

1 1dpXdotldcbxLocETSRecoTSATrafficClass OBJECT-TYPE

SYNTAX LIldpXdotldcbxTrafficClassValue

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
“Indicates the traffic class that is assigned to a traffic
selection algorithm.”

REFERENCE
“D.2.10.5~

::= { IldpXdotldcbxLocETSRecoTrafficSelectionAlgorithmEntry 1 }

11dpXdotldcbxLocETSRecoTrafficSelectionAlgorithm OBJECT-TYPE

SYNTAX LldpXdotldcbxTrafficSelectionAlgorithm

MAX-ACCESS read-only

STATUS current

DESCRIPTION
“Indicates the Traffic Selection Algorithm to which this
traffic class is to be assigned.”

REFERENCE
“D.2.10.5~”

::= { IldpXdotldcbxLocETSRecoTrafficSelectionAlgorithmEntry 2 }

-- I1ldpXdotldcbxLocPFCTable - Contains the information for the PFC
-- Configuration TLV.

11dpXdotldcbxLocPFC OBJECT IDENTIFIER ::= { lldpXdotldcbxLocalData 3 }

1 1dpXdotldcbxLocPFCBasicTable OBJECT-TYPE

SYNTAX SEQUENCE OF LIldpXdotldcbxLocPFCBasicEntry

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
“This table contains one row per port for the IEEE 802.1
organizationally defined LLDP PFC TLV on the local
system known to this agent”

::= { lldpXdotldcbxLocPFC 1 }

1 1dpXdotldcbxLocPFCBasicEntry OBJECT-TYPE

SYNTAX LldpXdotldcbxLocPFCBasicEntry

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
“Information about the IEEE 802.1 organizational defined
PFC TLV LLDP extension.”

INDEX { 1ldpVv2LocPortlfindex }

::= { lldpXdotldcbxLocPFCBasicTable 1 }

LIdpXdotldcbxLocPFCBasicEntry ::= SEQUENCE {
1 1dpXdotldcbxLocPFCWilling TruthValue,
1 1dpXdotldcbxLocPFCMBC TruthValue,
1 1dpXdotldcbxLocPFCCap LIdpXdotldcbxSupportedCapacity
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1 1dpXdotldcbxLocPFCWilling OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-only

STATUS current

DESCRIPTION
“Indicates if the local system is willing to accept the
PFC configuration of the remote system.”

REFERENCE
“D.2.11.3~”

::= { lldpXdotldcbxLocPFCBasicEntry 1}

11dpXdotldcbxLocPFCMBC OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-only

STATUS current

DESCRIPTION
“Indicates if the local system is capable of bypassing
MACsec processing when MACsec is disabled.”

REFERENCE
“D.2.11.4~

::= { lldpXdotldcbxLocPFCBasicEntry 2}

1 1dpXdotldcbxLocPFCCap OBJECT-TYPE

SYNTAX LldpXdotldcbxSupportedCapacity

MAX-ACCESS read-only

STATUS current

DESCRIPTION
“Indicates the number of traffic classes on the local device
that may simultaneously have PFC enabled.”

REFERENCE
“D.2.11.5~

::= { lldpXdotldcbxLocPFCBasicEntry 3}

1 1dpXdotldcbxLocPFCEnableTable OBJECT-TYPE
SYNTAX SEQUENCE OF LldpXdotldcbxLocPFCEnableEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“This table contains eight entries, one entry per priority,
indicating if PFC is enabled on the corresponding priority.”
::= { IldpXdotldcbxLocPFC 2 }

1 1dpXdotldcbxLocPFCEnableEntry OBJECT-TYPE

SYNTAX LldpXdotldcbxLocPFCEnableEntry

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
“Each entry indicates if PFC is enabled on the
correponding priority”

INDEX {
11dpV2LocPortlfindex,
11dpXdotldcbxLocPFCEnablePriority

}

::= { lldpXdotldcbxLocPFCEnableTable 1 }

LIdpXdotldcbxLocPFCEnableEntry ::= SEQUENCE {
11dpXdotldcbxLocPFCEnablePriority IEEE8021PriorityValue,
1 1dpXdotldcbxLocPFCEnableEnabled TruthValue
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}

1 1dpXdotldcbxLocPFCEnablePriority OBJECT-TYPE
SYNTAX IEEE8021PriorityValue
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“Prioity for which PFC is enabled / disabled”
::= { lldpXdotldcbxLocPFCEnableEntry 1 }

1 1dpXdotldcbxLocPFCEnableEnabled OBJECT-TYPE
SYNTAX TruthValue
MAX-ACCESS read-only
STATUS current
DESCRIPTION
“Indicates if PFC is enabled on the corresponding priority”
REFERENCE
“D.2.11.6”
::= { lldpXdotldcbxLocPFCEnableEntry 2 }
-- lldpXdotldcbxLocApplicationPriorityTable - Contains the information
-- for the Application Priority TLV.

11dpXdotldcbxLocApplicationPriorityAppTable OBJECT-TYPE

SYNTAX SEQUENCE OF
LIdpXdotldcbxLocApplicationPriorityAppEntry

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
“Table containing entries indicating the priorty to be used
for a given application”

::= { lldpXdotldcbxLocalData 4 }

11dpXdotldcbxLocApplicationPriorityAppEntry OBJECT-TYPE
SYNTAX LldpXdotldcbxLocApplicationPriorityAppEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“Entry that indicates the priority to be used for a
given application.”
INDEX {
11dpV2LocPortiflndex,
11dpXdotldcbxLocApplicationPriorityAESelector,
11dpXdotldcbxLocApplicationPriorityAEProtocol

}
::= { lldpXdotldcbxLocApplicationPriorityAppTable 1 }

LIdpXdotldcbxLocApplicationPriorityAppEntry ::= SEQUENCE {
1 1dpXdotldcbxLocApplicationPriorityAESelector
LIdpXdotldcbxAppSelector,
11dpXdotldcbxLocApplicationPriorityAEProtocol
LIdpXdotldcbxAppProtocol,
1 1dpXdotldcbxLocApplicationPriorityAEPriority
IEEE8021PriorityValue

}

1 1dpXdotldcbxLocApplicationPriorityAESelector OBJECT-TYPE
SYNTAX LldpXdotldcbxAppSelector
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MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“Indicates the contents of the protocol object
(11dpXdotldcbxLocApplicationPriorityAEProtocol)
1: Ethertype
2: Well Known Port number over TCP, or SCTP
3: Well Known Port number over UDP, or DCCP
4: Well Known Port number over TCP, SCTP, UDP, and DCCP”
REFERENCE
“D.2.12.3”
::= { lldpXdotldcbxLocApplicationPriorityAppEntry 1 }

1 1dpXdotldcbxLocApplicationPriorityAEProtocol OBJECT-TYPE
SYNTAX L1dpXdotldcbxAppProtocol
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“The protocol indicator of the type indicated by
11dpXdotldcbxLocApplicationPriorityAESelector.”
REFERENCE
“D.2.12.3”
::= { lldpXdotldcbxLocApplicationPriorityAppEntry 2 }

1 1dpXdotldcbxLocApplicationPriorityAEPriority OBJECT-TYPE

SYNTAX IEEE8021PriorityValue

MAX-ACCESS read-only

STATUS current

DESCRIPTION
“The priority code point that should be used in
frames transporting the protocol indicated by
11dpXdotldcbxLocApplicationPriorityAESelector and
1 1dpXdotldcbxLocApplicationPriorityAEProtocol”

REFERENCE
“D.2.12.3”

::= { lldpXdotldcbxLocApplicationPriorityAppEntry 3 }

-- lldpXdotldcbxRemETSConfigurationTable - Contains the information
-- for the remote system ETS Configuration TLV.
1 1dpXdotldcbxRemETSConfiguration OBJECT IDENTIFIER

::= { IldpXdotldcbxRemoteData 1 }

1 1dpXdotldcbxRemETSBasicConfigurationTable OBJECT-TYPE

SYNTAX SEQUENCE OF LldpXdotldcbxRemETSBasicConfigurationEntry

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
“This table contains one row per port for the IEEE 802.1
organizationally defined LLDP ETS Configuration TLV on
the local system known to this agent”

::= { lldpXdotldcbxRemETSConfiguration 1 }
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1 1dpXdotldcbxRemETSBasicConfigurationEntry OBJECT-TYPE
SYNTAX LldpXdotldcbxRemETSBasicConfigurationEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“Information about the IEEE 802.1 organizational defined
ETS Configuration TLV LLDP extension.”
INDEX {
11dpV2RemTimeMark,
11dpV2RemLocal 1 fIndex,
11dpV2RemLocalDestMACAddress,
11dpV2RemIndex
}
::= { lldpXdotldcbxRemETSBasicConfigurationTable 1 }

LIdpXdotldcbxRemETSBasicConfigurationEntry ::= SEQUENCE {
1 1dpXdotldcbxRemETSConCreditBasedShaperSupport Truthvalue,
1 1dpXdotldcbxRemETSConTrafficClassesSupported
LIdpXdotldcbxSupportedCapacity,
1 1dpXdotldcbxRemETSConWilling TruthValue

}

1 1dpXdotldcbxRemETSConCreditBasedShaperSupport OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-only

STATUS current

DESCRIPTION
“Indicates if the credit-based shaper Traffic Selection
algorithm is supported on the remote system.”

REFERENCE
“D.2.9.4”

::= { lldpXdotldcbxRemETSBasicConfigurationEntry 1 }

1 1dpXdotldcbxRemETSConTrafficClassesSupported OBJECT-TYPE
SYNTAX LldpXdotldcbxSupportedCapacity
MAX-ACCESS read-only
STATUS current
DESCRIPTION
“Indicates the number of traffic classes supported.”
REFERENCE
“D.2.9.5”
::= { lldpXdotldcbxRemETSBasicConfigurationEntry 2 }

1 1dpXdotldcbxRemETSConWilling OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-only

STATUS current

DESCRIPTION
“Indicates if the remote system is willing to accept the
ETS configuration recommended by the remote system.”

REFERENCE
“D.2.9.3”

::= { lldpXdotldcbxRemETSBasicConfigurationEntry 3 }

1 1dpXdotldcbxRemETSConPriorityAssignmentTable OBJECT-TYPE
SYNTAX SEQUENCE OF
LIdpXdotldcbxRemETSConPriorityAssignmentEntry
MAX-ACCESS not-accessible
STATUS current

121

This contribution is subject to change.



O~NOOOT A~ WN P

PBB-TE Port Extender
July 4, 2011

DESCRIPTION
“This table contains one row per priority. The entry in
each row indicates the traffic class to which the
priority is assigned.”

::= { IldpXdotldcbxRemETSConfiguration 2 }

1 1dpXdotldcbxRemETSConPriorityAssignmentEntry OBJECT-TYPE

SYNTAX LldpXdotldcbxRemETSConPriorityAssignmentEntry

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION

“Indicates a priority to traffic class assignment.”

INDEX {
11dpV2RemTimeMark,
11dpV2RemLocal I1fIndex,
11dpV2RemLocalDestMACAddress,
11dpV2RemIndex,
11dpXdotldcbxRemETSConPriority

}
::= { IldpXdotldcbxRemETSConPriorityAssignmentTable 1 }

LIdpXdotldcbxRemETSConPriorityAssignmentEntry ::= SEQUENCE {

1 1dpXdotldcbxRemETSConPriority IEEE8021PriorityVvalue,
1 1dpXdotldcbxRemETSConPriTrafficClass
LIdpXdotldcbxTrafficClassValue

1 1dpXdotldcbxRemETSConPriority OBJECT-TYPE

SYNTAX IEEE8021PriorityValue

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
“Indicates the priority that is assigned to a traffic
class.”

REFERENCE
“D.2.9.6”

::= { IldpXdotldcbxRemETSConPriorityAssignmentEntry 1 }

1 1dpXdotldcbxRemETSConPriTrafficClass OBJECT-TYPE

SYNTAX LIldpXdotldcbxTrafficClassValue

MAX-ACCESS read-only

STATUS current

DESCRIPTION
“Indicates the traffic class to which this priority is
to be assigned.”

REFERENCE
“D.2.9.6”

::= { IldpXdotldcbxRemETSConPriorityAssignmentEntry 2 }

1 1dpXdotldcbxRemETSConTrafficClassBandwidthTable OBJECT-TYPE

SYNTAX SEQUENCE OF
LldpXdotldcbxRemETSConTrafficClassBandwidthEntry

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
“This table contains one row per traffic class. The
entry in each row indicates the traffic class to
which the bandwidth is assigned.”

::= { IldpXdotldcbxRemETSConfiguration 3 }
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1 1dpXdotldcbxRemETSConTrafficClassBandwidthEntry OBJECT-TYPE
SYNTAX LldpXdotldcbxRemETSConTrafficClassBandwidthEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION

“Indicates a traffic class to Bandwidth assignment.”
INDEX {
11dpV2RemTimeMark,
11dpV2RemLocal 1 fIndex,
11dpV2RemLocalDestMACAddress,
11dpV2RemIndex,
1 1dpXdotldcbxRemETSConTrafficClass

::= { lldpXdotldcbxRemETSConTrafficClassBandwidthTable 1 }

LIdpXdotldcbxRemETSConTrafficClassBandwidthEntry ::= SEQUENCE {
1 1dpXdotldcbxRemETSConTrafficClass
LldpXdotldcbxTrafficClassValue,
1 1dpXdotldcbxRemETSConTrafficClassBandwidth
LIdpXdotldcbxTrafficClassBandwidthValue

}

1 1dpXdotldcbxRemETSConTrafficClass OBJECT-TYPE
SYNTAX LldpXdotldcbxTrafficClassValue
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“Indicates the traffic class to
which this bandwidth applies”
REFERENCE
“D.2.9.7”
::= { lldpXdotldcbxRemETSConTrafficClassBandwidthEntry 1 }

1 1dpXdotldcbxRemETSConTrafficClassBandwidth OBJECT-TYPE
SYNTAX LldpXdotldcbxTrafficClassBandwidthValue
MAX-ACCESS read-only
STATUS current
DESCRIPTION
“Indicates the bandwidth assigned to this traffic class.
REFERENCE
“D.2.9.7”
::= { lldpXdotldcbxRemETSConTrafficClassBandwidthEntry 2 }

111

1 1dpXdotldcbxRemETSConTrafficSelectionAlgorithmTable OBJECT-TYPE

SYNTAX SEQUENCE OF
LIdpXdotldcbxRemETSConTrafficSelectionAlgorithmEntry

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
“This table contains one row per traffic class. The
entry in each row indicates the traffic selction
algorithm to be used by the traffic class.”

::= { 1ldpXdotldcbxRemETSConfiguration 4 }

1 1dpXdotldcbxRemETSConTrafficSelectionAlgorithmEntry OBJECT-TYPE
SYNTAX LldpXdotldcbxRemETSConTrafficSelectionAlgorithmEntry
MAX-ACCESS not-accessible
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STATUS current
DESCRIPTION
“Indicates a traffic class to traffic selection
algorithm assignment.”
INDEX {
11dpV2RemTimeMark,
11dpV2RemLocal 1 fIndex,
11dpV2RemLocalDestMACAddress,
11dpV2RemIndex,
11dpXdotldcbxRemETSConTSATrafficClass
}
::= { lldpXdotldcbxRemETSConTrafficSelectionAlgorithmTable 1 }

LIdpXdotldcbxRemETSConTrafficSelectionAlgorithmEntry ::= SEQUENCE {
1 1dpXdotldcbxRemETSConTSATrafficClass
LIdpXdotldcbxTrafficClassValue,
1 1dpXdotldcbxRemETSConTrafficSelectionAlgorithm
LldpXdotldcbxTrafficSelectionAlgorithm

}

1 1dpXdotldcbxRemETSConTSATrafficClass OBJECT-TYPE
SYNTAX LldpXdotldcbxTrafficClassValue
MAX-ACCESS not-accessible
STATUS current

DESCRIPTION
“Indicates the traffic class that is assigned to a traffic
selection algorithm.”

REFERENCE
“D.2.9.8”

::= { lldpXdotldcbxRemETSConTrafficSelectionAlgorithmEntry 1 }

1 1dpXdotldcbxRemETSConTrafficSelectionAlgorithm OBJECT-TYPE

SYNTAX LldpXdotldcbxTrafficSelectionAlgorithm
MAX-ACCESS read-only
STATUS current

DESCRIPTION
“Indicates the Traffic Selection Algorithm to which this
traffic class is to be assigned.”

REFERENCE
“D.2.9.8”

::= { lldpXdotldcbxRemETSConTrafficSelectionAlgorithmEntry 2 }

-- lldpXdotldcbxRemETSRecommendationTable - Contains the information for
-- the remote system ETS Recommendation TLV.
1 1dpXdotldcbxRemETSReco OBJECT IDENTIFIER ::=

{ 1ldpXdotldcbhxRemoteData 2 }

1 1dpXdotldcbxRemETSRecoTrafficClassBandwidthTable OBJECT-TYPE

SYNTAX SEQUENCE OF
L1dpXdotldcbxRemETSRecoTrafficClassBandwidthEntry

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
“This table contains one row per traffic class. The
entry in each row indicates the traffic class to
which the bandwidth is assigned.”

::= { IldpXdotldcbxRemETSReco 1 }
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1 1dpXdotldcbxRemETSRecoTrafficClassBandwidthEntry OBJECT-TYPE
SYNTAX LldpXdotldcbxRemETSRecoTrafficClassBandwidthEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION

“Indicates a traffic class to Bandwidth assignment.”
INDEX {
11dpV2RemTimeMark,
11dpV2RemLocal 1 fIndex,
11dpV2RemLocalDestMACAddress,
11dpV2RemIndex,
1 1dpXdotldcbxRemETSRecoTrafficClass
}
::= { lldpXdotldcbxRemETSRecoTrafficClassBandwidthTable 1 }

LIdpXdotldcbxRemETSRecoTrafficClassBandwidthEntry ::= SEQUENCE {
1 1dpXdotldcbxRemETSRecoTrafficClass
LldpXdotldcbxTrafficClassValue,
1 1dpXdotldcbxRemETSRecoTrafficClassBandwidth
LIdpXdotldcbxTrafficClassBandwidthValue

}

1 1dpXdotldcbxRemETSRecoTrafficClass OBJECT-TYPE
SYNTAX LldpXdotldcbxTrafficClassValue
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“Indicates the traffic class to
which this bandwidth applies”
REFERENCE
“D.2.10.4~
::= { IldpXdotldcbxRemETSRecoTrafficClassBandwidthEntry 1 }

1 ldpXdotldcbxRemETSRecoTrafficClassBandwidth OBJECT-TYPE
SYNTAX LldpXdotldcbxTrafficClassBandwidthValue
MAX-ACCESS read-only
STATUS current
DESCRIPTION
“Indicates the bandwidth assigned to this traffic class.”
REFERENCE
“D.2.10.4~
::= { lldpXdotldcbxRemETSRecoTrafficClassBandwidthEntry 2 }

1 1dpXdotldcbxRemETSRecoTrafficSelectionAlgorithmTable OBJECT-TYPE

SYNTAX SEQUENCE OF
LIdpXdotldcbxRemETSRecoTrafficSelectionAlgorithmEntry

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
“This table contains one row per traffic class. The
entry in each row indicates the traffic selction
algorithm to be used by the priority.”

::= { 1ldpXdotldcbxRemETSReco 2 }

1 1dpXdotldcbxRemETSRecoTrafficSelectionAlgorithmEntry OBJECT-TYPE
SYNTAX LldpXdotldcbxRemETSRecoTrafficSelectionAlgorithmEntry
MAX-ACCESS not-accessible
STATUS current
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DESCRIPTION
“Indicates a priority to traffic selection algorithm
assignment.”
INDEX {
11dpV2RemTimeMark,
11dpV2RemLocal 1 fIndex,
11dpV2RemLocalDestMACAddress,
11dpV2RemIndex,
11dpXdotldcbxRemETSRecoTSATrafficClass
}
::= { lldpXdotldcbxRemETSRecoTrafficSelectionAlgorithmTable 1 }

LIdpXdotldcbxRemETSRecoTrafficSelectionAlgorithmEntry ::= SEQUENCE {
1 1dpXdotldcbxRemETSRecoTSATrafficClass
LIdpXdotldcbxTrafficClassValue,
1 ldpXdotldcbxRemETSRecoTrafficSelectionAlgorithm
LIdpXdotldcbxTrafficSelectionAlgorithm

}

1 1dpXdotldcbxRemETSRecoTSATrafficClass OBJECT-TYPE

SYNTAX LldpXdotldcbxTrafficClassValue

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
“Indicates the traffic class that is assigned to a traffic
selection algorithm.”

REFERENCE
“D.2.10.5~”

:= { lldpXdotldcbxRemETSRecoTrafficSelectionAlgorithmEntry 1 }

11dpXdotldcbxRemETSRecoTrafficSelectionAlgorithm OBJECT-TYPE

SYNTAX LldpXdotldcbxTrafficSelectionAlgorithm

MAX-ACCESS read-only

STATUS current

DESCRIPTION
“Indicates the Traffic Selection Algorithm to which this
traffic class is to be assigned.”

REFERENCE
“D.2.10.5~”

::= { lldpXdotldcbxRemETSRecoTrafficSelectionAlgorithmEntry 2 }

-- lldpXdotldcbxRemPFCTable - Contains the information for the remote
-- system PFC TLV.

1 1dpXdotldcbxRemPFC OBJECT IDENTIFIER ::= { lldpXdotldcbxRemoteData 3 }

1 1dpXdotldcbxRemPFCBasicTable OBJECT-TYPE

SYNTAX SEQUENCE OF LIldpXdotldcbxRemPFCBasicEntry

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
“This table contains one row per port for the IEEE 802.1
organizationally defined LLDP PFC TLV on the local
system known to this agent”

::= { IldpXdotldcbxRemPFC 1 }

1 1dpXdotldcbxRemPFCBasicEntry OBJECT-TYPE
SYNTAX LldpXdotldcbxRemPFCBasicEntry
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MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“Information about the IEEE 802.1 organizational defined
PFC TLV LLDP extension.”
INDEX {
11dpV2RemTimeMark,
11dpV2RemLocal I fIndex,
11dpV2RemLocalDestMACAddress,
11dpV2RemIndex
}
::= { 1ldpXdotldcbxRemPFCBasicTable 1 }

LIdpXdotldcbxRemPFCBasicEntry ::= SEQUENCE {
1 1dpXdotldcbxRemPFCWilling TruthValue,
1 1dpXdotldcbxRemPFCMBC Truthvalue,
1 1dpXdotldcbxRemPFCCap LIdpXdotldcbxSupportedCapacity

}

11dpXdotldcbxRemPFCWilling OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-only

STATUS current

DESCRIPTION
“Indicates if the remote system is willing to accept the
PFC configuration of the local system.”

REFERENCE
“D.2.11.3”

::= { lldpXdotldcbxRemPFCBasicEntry 1}

11dpXdotldcbxRemPFCMBC OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-only

STATUS current

DESCRIPTION
“Indicates if the remote system is capable of bypassing
MACsec processing when MACsec is disabled.”

REFERENCE
“D.2.11.4~

::= { lldpXdotldcbxRemPFCBasicEntry 2}

1 1dpXdotldcbxRemPFCCap OBJECT-TYPE

SYNTAX LIdpXdotldcbxSupportedCapacity

MAX-ACCESS read-only

STATUS current

DESCRIPTION
“Indicates the number of traffic classes on the remote device
that may simultaneously have PFC enabled.”

REFERENCE
“D.2.11.5”

::= { lldpXdotldcbxRemPFCBasicEntry 3}

1 1dpXdotldcbxRemPFCEnableTable OBJECT-TYPE
SYNTAX SEQUENCE OF LIldpXdotldcbxRemPFCEnableEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“This table contains eight entries, one entry per priority,
indicating if PFC is enabled on the corresponding priority.”
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::= { lldpXdotldcbxRemPFC 2 }

1 1dpXdotldcbxRemPFCEnableEntry OBJECT-TYPE
SYNTAX LldpXdotldcbxRemPFCEnableEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION

“Each entry indicates if PFC is enabled on the
correponding priority”
INDEX {
11dpV2RemTimeMark,
11dpV2RemLocal 1 fIndex,
11dpV2RemLocalDestMACAddress,
11dpV2RemIndex,
11dpXdotldcbxRemPFCEnablePriority
}
::= { IldpXdotldcbxRemPFCEnableTable 1 }

LIdpXdotldcbxRemPFCEnableEntry ::= SEQUENCE {
11dpXdotldcbxRemPFCEnablePriority IEEE8021PriorityVvalue,
1 1dpXdotldcbxRemPFCEnableEnabled TruthValue

}

1 1dpXdotldcbxRemPFCEnablePriority OBJECT-TYPE
SYNTAX IEEE8021PriorityValue
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION

“Prioity for which PFC is enabled / disabled”
::= { lldpXdotldcbxRemPFCEnableEntry 1 }
1 1dpXdotldcbxRemPFCEnableEnabled OBJECT-TYPE
SYNTAX TruthValue
MAX-ACCESS read-only
STATUS current
DESCRIPTION
“Indicates if PFC is enabled on the corresponding priority”
REFERENCE
“D.2.11.6~
::= { lldpXdotldcbxRemPFCEnableEntry 2 }
-- lldpXdotldcbxRemApplicationPriorityTable - Contains the information
-- for the remote system Application Priority TLV.
1 1dpXdotldcbxRemApplicationPriorityAppTable OBJECT-TYPE
SYNTAX SEQUENCE OF
LIdpXdotldcbxRemApplicationPriorityAppEntry

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
“Table containing entries indicating the priorty to be used
for a given application”

::= { lldpXdotldcbxRemoteData 4 }

1 1dpXdotldcbxRemApplicationPriorityAppEntry OBJECT-TYPE
SYNTAX LldpXdotldcbxRemApplicationPriorityAppEntry
MAX-ACCESS not-accessible
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DESCRIPTION
“Entry that indicates the priority to be used for a
given application.”
INDEX {
11dpV2RemTimeMark,
11dpV2RemLocal 1 fIndex,
11dpV2RemLocalDestMACAddress,
11dpV2RemIndex,
11dpXdotldcbxRemApplicationPriorityAESelector,
11dpXdotldcbxRemApplicationPriorityAEProtocol

}
:= { lldpXdotldcbxRemApplicationPriorityAppTable 1 }

LIdpXdotldcbxRemApplicationPriorityAppEntry ::= SEQUENCE {
1 1dpXdotldcbxRemApplicationPriorityAESelector
LIdpXdotldcbxAppSelector,
11dpXdotldcbxRemApplicationPriorityAEProtocol
LIdpXdotldcbxAppProtocol,
11dpXdotldcbxRemApplicationPriorityAEPriority
IEEE8021PriorityValue

}

1 1dpXdotldcbxRemApplicationPriorityAESelector OBJECT-TYPE
SYNTAX LldpXdotldcbxAppSelector
MAX-ACCESS not-accessible
STATUS current

DESCRIPTION
“Indicates the contents of the protocol object
(11dpXdotldcbxRemApplicationPriorityAEProtocol)
1: Ethertype
2: Well Known Port number over TCP, or SCTP
3: Well Known Port number over UDP, or DCCP
4: Well Known Port number over TCP, SCTP, UDP, and DCCP”
REFERENCE
“D.2.12.3”
::= { IldpXdotldcbxRemApplicationPriorityAppEntry 1 }

1 1dpXdotldcbxRemApplicationPriorityAEProtocol OBJECT-TYPE

SYNTAX LIldpXdotldchbxAppProtocol
MAX-ACCESS not-accessible
STATUS current

DESCRIPTION
“The protocol indicator of the type indicated by
1 1dpXdotldcbxRemApplicationPriorityAESelector.”
REFERENCE
“D.2.12.3~”
::= { IldpXdotldcbxRemApplicationPriorityAppEntry 2 }

1 1dpXdotldcbxRemApplicationPriorityAEPriority OBJECT-TYPE

SYNTAX IEEE8021PriorityValue
MAX-ACCESS read-only
STATUS current

DESCRIPTION
“The priority code point that should be used in
frames transporting the protocol indicated by
1 1dpXdotldcbxRemApplicationPriorityAESelector and
1 1dpXdotldcbxRemApplicationPriorityAEProtocol”
REFERENCE
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“D.2.12.3~”
::= { lldpXdotldcbxRemApplicationPriorityAppEntry 3 }
-- IEEE 802.1 - DCBX Administrative Information
-- I1ldpXdotldcbxAdminETSConfigurationTable - Contains the information
-- for the ETS Configuration TLV.
1 1dpXdotldcbxAdminETSConfiguration OBJECT IDENTIFIER
::= { lldpXdotldcbxAdminData 1 }
1 1dpXdotldcbxAdminETSBasicConfigurationTable OBJECT-TYPE
SYNTAX SEQUENCE OF
LIdpXdotldcbxAdminETSBasicConfigurationEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“This table contains one row per port for the IEEE 802.1
organizationally defined LLDP ETS Configuration TLV
on the local system known to this agent”
:= { 1ldpXdotldcbxAdminETSConfiguration 1 }
1 1dpXdotldcbxAdminETSBasicConfigurationEntry OBJECT-TYPE
SYNTAX LldpXdotldcbxAdminETSBasicConfigurationEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“Information about the IEEE 802.1 organizational defined
ETS Configuration TLV LLDP extension.”
INDEX { 1ldpV2LocPortlfindex }
::= { lldpXdotldcbxAdminETSBasicConfigurationTable 1 }
LIdpXdotldcbxAdminETSBasicConfigurationEntry ::= SEQUENCE {
1 1dpXdotldcbxAdminETSConCreditBasedShaperSupport Truthvalue,
1 1dpXdotldcbxAdminETSConTrafficClassesSupported
LIdpXdotldcbxSupportedCapacity,
11dpXdotldcbxAdminETSConWilling TruthValue
1 1dpXdotldcbxAdminETSConCreditBasedShaperSupport OBJECT-TYPE
SYNTAX TruthValue
MAX-ACCESS read-only
STATUS current
DESCRIPTION
“Indicates support for the credit-based shaper Traffic
Selection Algorithm.”
REFERENCE
“D.2.9.4”
::= { lldpXdotldcbxAdminETSBasicConfigurationEntry 1 }
1 1dpXdotldcbxAdminETSConTrafficClassesSupported OBJECT-TYPE
SYNTAX LldpXdotldcbxSupportedCapacity
MAX-ACCESS read-only
STATUS current
DESCRIPTION
“Indicates the number of traffic classes supported.”
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REFERENCE
“D.2.9.5”
::= { lldpXdotldcbxAdminETSBasicConfigurationEntry 2 }

1 1dpXdotldcbxAdminETSConWilling OBJECT-TYPE

SYNTAX TruthValue

MAX-ACCESS read-write

STATUS current

DESCRIPTION
“Indicates if the local system is willing to accept the
ETS configuration recommended by the remote system.”

REFERENCE
“D.2.9.3”

DEFVAL { false }

::= { lldpXdotldcbxAdminETSBasicConfigurationEntry 3 }

1 1dpXdotldcbxAdminETSConPriorityAssignmentTable OBJECT-TYPE

SYNTAX SEQUENCE OF
LIdpXdotldcbxAdminETSConPriorityAssignmentEntry

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
“This table contains one row per priority. The entry iIn each
row indicates the traffic class to which the priority is
assigned.”

::= { IldpXdotldcbxAdminETSConfiguration 2 }

1 1dpXdotldcbxAdminETSConPriorityAssignmentEntry OBJECT-TYPE
SYNTAX LldpXdotldcbxAdminETSConPriorityAssignmentEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION

“Indicates a priority to traffic class assignment.”
INDEX {
11dpV2LocPortiflndex,
1 1dpXdotldcbxAdminETSConPriority

}
::= { IldpXdotldcbxAdminETSConPriorityAssignmentTable 1 }

LIdpXdotldcbxAdminETSConPriorityAssignmentEntry ::= SEQUENCE {
11dpXdotldcbxAdminETSConPriority IEEE8021Priorityvalue,
11dpXdotldcbxAdminETSConPriTrafficClass

LIdpXdotldcbxTrafficClassValue

}

1 1dpXdotldcbxAdminETSConPriority OBJECT-TYPE

SYNTAX IEEE8021PriorityValue

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
“Indicates the priority that is assigned to a traffic
class.”

REFERENCE
“D.2.9.6”

::= { lldpXdotldcbxAdminETSConPriorityAssignmentEntry 1 }

1 1dpXdotldcbxAdminETSConPriTrafficClass OBJECT-TYPE
SYNTAX LldpXdotldcbxTrafficClassValue
MAX-ACCESS read-write
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STATUS current

DESCRIPTION
“Indicates the traffic class to which this priority is
to be assigned.”

REFERENCE
“D.2.9.6”

DEFVAL {0}

:= { lldpXdotldcbxAdminETSConPriorityAssignmentEntry 2 }

1 1dpXdotldcbxAdminETSConTrafficClassBandwidthTable OBJECT-TYPE

SYNTAX SEQUENCE OF
LIdpXdotldcbxAdminETSConTrafficClassBandwidthEntry

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
“This table contains one row per traffic class. The
entry in each row indicates the traffic class to
which the bandwidth is assigned.”

::= { IldpXdotldcbxAdminETSConfiguration 3 }

1 1dpXdotldcbxAdminETSConTrafficClassBandwidthEntry OBJECT-TYPE

SYNTAX LIdpXdotldcbxAdminETSConTrafficClassBandwidthEntry

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION

“Indicates a traffic class to Bandwidth assignment.”

INDEX {
11dpV2LocPortifindex,
11dpXdotldcbxAdminETSConTrafficClass

}
:= { lldpXdotldcbxAdminETSConTrafficClassBandwidthTable 1 }

LIdpXdotldcbxAdminETSConTrafficClassBandwidthEntry ::= SEQUENCE {

1 1dpXdotldcbxAdminETSConTrafficClass
LIdpXdotldcbxTrafficClassValue,

1 1dpXdotldcbxAdminETSConTrafficClassBandwidth
LIdpXdotldcbxTrafficClassBandwidthValue

1 1dpXdotldcbxAdminETSConTrafficClass OBJECT-TYPE

SYNTAX LIldpXdotldcbxTrafficClassValue
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“Indicates the traffic class to
which this bandwidth applies”
REFERENCE
“D.2.9.7”
::= { IldpXdotldcbxAdminETSConTrafficClassBandwidthEntry 1 }

1 1dpXdotldcbxAdminETSConTrafficClassBandwidth OBJECT-TYPE

SYNTAX LIldpXdotldcbxTrafficClassBandwidthValue

MAX-ACCESS read-write

STATUS current

DESCRIPTION
“Indicates the bandwidth assigned to this traffic class.
The sum of the bandwidths assigned to a given port is
required at all times to eqaul 100. An operation that
attempts to change this table such that the bandwidth

132

This contribution is subject to change.



O©CoOoO~NOoO O~ WN P

PBB-TE Port Extender
July 4, 2011

entires do not total 100 shall be rejected. An implication
of this is that modification of this table requires that
multiple set operations be included in a single SNMP PDU,
commonly referred to as an MSET operation, to perform
simultaneous set operations to keep the sum at 100. Any
attempt to change a single entry in this table will result
in the operation being rejected since entries in the
table referring to the given port will no longer
sum to 100.”

REFERENCE
“D.2.9.7”

::= { lldpXdotldcbxAdminETSConTrafficClassBandwidthEntry 2 }

1 1dpXdotldcbxAdminETSConTrafficSelectionAlgorithmTable OBJECT-TYPE
SYNTAX SEQUENCE OF
LIdpXdotldcbxAdminETSConTrafficSelectionAlgorithmEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“This table contains one row per traffic class. The entry
in each row indicates the traffic selction algorithm to
be used by the priority.”
::= { lldpXdotldcbxAdminETSConfiguration 4 }

1 1dpXdotldcbxAdminETSConTrafficSelectionAlgorithmEntry OBJECT-TYPE
SYNTAX LldpXdotldcbxAdminETSConTrafficSelectionAlgorithmEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION

“Indicates a traffic class to traffic selection
algorithm assignment.”
INDEX {
11dpV2LocPortiflndex,
1 1dpXdotldcbxAdminETSConTSATrafficClass
}
:= { lldpXdotldcbxAdminETSConTrafficSelectionAlgorithmTable 1 }

LIdpXdotldcbxAdminETSConTrafficSelectionAlgorithmEntry ::= SEQUENCE {
1 1dpXdotldcbxAdminETSConTSATrafficClass
LldpXdotldcbxTrafficClassValue,
11dpXdotldcbxAdminETSConTrafficSelectionAlgorithm
LldpXdotldcbxTrafficSelectionAlgorithm

}

1 1dpXdotldcbxAdminETSConTSATrafficClass OBJECT-TYPE
SYNTAX LldpXdotldcbxTrafficClassValue
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“Indicates the traffic class that is assigned
to a traffic selection algorithm.”
REFERENCE
“D.2.9.8”
:= { lldpXdotldcbxAdminETSConTrafficSelectionAlgorithmEntry 1 }

1 1dpXdotldcbxAdminETSConTrafficSelectionAlgorithm OBJECT-TYPE
SYNTAX LldpXdotldcbxTrafficSelectionAlgorithm
MAX-ACCESS read-write
STATUS current
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DESCRIPTION
“Indicates the Traffic Selection Algorithm to which this
traffic class is to be assigned.”

REFERENCE
“D.2.9.8”

::= { IldpXdotldcbxAdminETSConTrafficSelectionAlgorithmEntry 2 }

-- lldpXdotldcbxAdminETSRecommendationTable - Contains the information
-- for the ETS Recommendation TLV.
1 1dpXdotldcbxAdminETSReco OBJECT IDENTIFIER ::=

{ 1ldpXdotldcbxAdminData 2 }

1 1dpXdotldcbxAdminETSRecoTrafficClassBandwidthTable OBJECT-TYPE
SYNTAX SEQUENCE OF
LldpXdotldcbxAdminETSRecoTrafficClassBandwidthEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“This table contains one row per traffic class. The
entry in each row indicates the traffic class to
which the bandwidth is assigned.”
:= { IldpXdotldcbxAdminETSReco 1 }

1 1dpXdotldcbxAdminETSRecoTrafficClassBandwidthEntry OBJECT-TYPE
SYNTAX LIdpXdotldcbxAdminETSRecoTrafficClassBandwidthEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION

“Indicates a traffic class to Bandwidth assignment.”
INDEX {
11dpV2LocPortiflndex,
1 1dpXdotldcbxAdminETSRecoTrafficClass

}
::= { IldpXdotldcbxAdminETSRecoTrafficClassBandwidthTable 1 }

LIdpXdotldcbxAdminETSRecoTrafficClassBandwidthEntry ::= SEQUENCE {
11dpXdotldcbxAdminETSRecoTrafficClass
LldpXdotldcbxTrafficClassValue,
1 1dpXdotldcbxAdminETSRecoTrafficClassBandwidth
LIdpXdotldcbxTrafficClassBandwidthValue

}

1 1dpXdotldcbxAdminETSRecoTrafficClass OBJECT-TYPE
SYNTAX LldpXdotldcbxTrafficClassValue
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“Indicates the traffic class to
which this bandwidth applies”
REFERENCE
“D.2.10.4~
::= { lldpXdotldcbxAdminETSRecoTrafficClassBandwidthEntry 1 }

1 1dpXdotldcbxAdminETSRecoTrafficClassBandwidth OBJECT-TYPE
SYNTAX LldpXdotldcbxTrafficClassBandwidthValue
MAX-ACCESS read-write
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STATUS current

DESCRIPTION
“Indicates the bandwidth assigned to this traffic class.
The sum of the bandwidths assigned to a given port is
required at all times to eqaul 100. An operation that
attempts to change this table such that the bandwidth
entires do not total 100 shall be rejected. An implication
of this is that modification of this table requires that
multiple set operations be included in a single SNMP PDU,
commonly referred to as an MSET operation, to perform
simultaneous set operations to keep the sum at 100. Any
attempt to change a single entry in this table will result
in the operation being rejected since entries in the
table referring to the given port will no longer
sum to 100.”

REFERENCE
“D.2.10.4”
:= { lldpXdotldcbxAdminETSRecoTrafficClassBandwidthEntry 2 }

1 1dpXdotldcbxAdminETSRecoTrafficSelectionAlgorithmTable OBJECT-TYPE
SYNTAX SEQUENCE OF
LIdpXdotldcbxAdminETSRecoTrafficSelectionAlgorithmEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“This table contains one row per traffic class. The entry
in each row indicates the traffic selction algorithm to
be used by the traffic class.”
:= { lldpXdotldcbxAdminETSReco 2 }

1 1dpXdotldcbxAdminETSRecoTrafficSelectionAlgorithmEntry OBJECT-TYPE
SYNTAX LIdpXdotldcbxAdminETSRecoTrafficSelectionAlgorithmEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION

“Indicates a traffic class to traffic selection
algorithm assignment.”
INDEX {
11dpV2LocPortiflndex,
1 1dpXdotldcbxAdminETSRecoTSATrafficClass
}
::= { 1ldpXdotldcbxAdminETSRecoTrafficSelectionAlgorithmTable 1 }

LIdpXdotldcbxAdminETSRecoTrafficSelectionAlgorithmEntry ::= SEQUENCE {
1 1dpXdotldcbxAdminETSRecoTSATrafficClass
LIdpXdotldcbxTrafficClassValue,
1 ldpXdotldcbxAdminETSRecoTrafficSelectionAlgorithm
LIdpXdotldcbxTrafficSelectionAlgorithm

}

1 1dpXdotldcbxAdminETSRecoTSATrafficClass OBJECT-TYPE

SYNTAX LldpXdotldcbxTrafficClassValue

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION
“Indicates the traffic class that is assigned to a traffic
selection algorithm.”

REFERENCE
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“D.2.10.5”
::= { 1ldpXdotldcbxAdminETSRecoTrafficSelectionAlgorithmEntry 1 }
1 1dpXdotldcbxAdminETSRecoTrafficSelectionAlgorithm OBJECT-TYPE
SYNTAX LldpXdotldcbxTrafficSelectionAlgorithm
MAX-ACCESS read-write
STATUS current
DESCRIPTION
“Indicates the Traffic Selection Algorithm to which this
traffic class is to be assigned.”
REFERENCE
“D.2.10.5”
::= { lldpXdotldcbxAdminETSRecoTrafficSelectionAlgorithmEntry 2 }
-- lldpXdotldcbxAdminPFCTable - Contains the information for the PFC
-- Configuration TLV.
1 1dpXdotldcbxAdminPFC OBJECT IDENTIFIER ::= { IldpXdotldcbxAdminData 3 }
1 1dpXdotldcbxAdminPFCBasicTable OBJECT-TYPE
SYNTAX SEQUENCE OF LldpXdotldcbxAdminPFCBasicEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“This table contains one row per port for the IEEE 802.1
organizationally defined LLDP PFC TLV on the local
system known to this agent”
::= { lldpXdotldcbxAdminPFC 1 }
11dpXdotldcbxAdminPFCBasicEntry OBJECT-TYPE
SYNTAX LldpXdotldcbxAdminPFCBasicEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“Information about the IEEE 802.1 organizational defined
PFC TLV LLDP extension.”
INDEX { 1ldpV2LocPortifindex }
::= { IldpXdotldcbxAdminPFCBasicTable 1 }
LIdpXdotldcbxAdminPFCBasicEntry ::= SEQUENCE {
1 1dpXdotldcbxAdminPFCWilling TruthValue,
1 1dpXdotldcbxAdminPFCMBC TruthValue,
1 1dpXdotldcbxAdminPFCCap LIdpXdotldcbxSupportedCapacity
}
1 1dpXdotldcbxAdminPFCWilling OBJECT-TYPE
SYNTAX TruthValue
MAX-ACCESS read-write
STATUS current
DESCRIPTION
“Indicates if the local system is willing to accept the
PFC configuration of the remote system.”
REFERENCE
“D.2.11.3”
DEFVAL { false }
::= { lldpXdotldcbxAdminPFCBasicEntry 1}
11dpXdotldcbxAdminPFCMBC OBJECT-TYPE
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SYNTAX TruthValue
MAX-ACCESS read-only
STATUS current

DESCRIPTION
“Indicates if the local system is capable of bypassing
MACsec processing when MACsec is disabled.”

REFERENCE
“D.2.11.4~

c:= { lldpXdotldcbxAdminPFCBasicEntry 2}

1 1dpXdotldcbxAdminPFCCap OBJECT-TYPE
SYNTAX LIdpXdotldcbxSupportedCapacity
MAX-ACCESS read-only
STATUS current
DESCRIPTION
“Indicates the number of traffic classes on the local device
that may simultaneously have PFC enabled.

Note that this typically indicates a physical limitation of the
device. However, some devices may allow this parameter to be
administratively configured, in which case the MAX-ACCESS
should be changed to read-write with and an appropriate
DEFVAL added.”

REFERENCE
“D.2.11.5~

::= { IldpXdotldcbxAdminPFCBasicEntry 3}

1 1dpXdotldcbxAdminPFCEnableTable OBJECT-TYPE

SYNTAX SEQUENCE OF LIldpXdotldcbxAdminPFCEnableEntry
MAX-ACCESS not-accessible
STATUS current

DESCRIPTION
“This table contains eight entries, one entry per priority,
indicating if PFC is enabled on the corresponding priority.”
::= { lldpXdotldcbxAdminPFC 2 }

1 1dpXdotldcbxAdminPFCEnableEntry OBJECT-TYPE

SYNTAX LldpXdotldcbxAdminPFCEnableEntry
MAX-ACCESS not-accessible
STATUS current

DESCRIPTION
“Each entry indicates if PFC is enabled on the
correponding priority”
INDEX {
11dpV2LocPortlfindex,
1 1dpXdotldcbxAdminPFCEnablePriority

}
::= { IldpXdotldcbxAdminPFCEnableTable 1 }

LIdpXdotldcbxAdminPFCEnableEntry ::= SEQUENCE {
1 1dpXdotldcbxAdminPFCEnablePriority IEEE8021PriorityVvalue,
11dpXdotldcbxAdminPFCEnableEnabled TruthValue
}
1 1dpXdotldcbxAdminPFCEnablePriority OBJECT-TYPE
SYNTAX IEEE8021PriorityValue
MAX-ACCESS not-accessible
STATUS current

DESCRIPTION
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“Prioity for which PFC is enabled / disabled”
:= { 1ldpXdotldcbxAdminPFCEnableEntry 1 }
1 1dpXdotldcbxAdminPFCEnableEnabled OBJECT-TYPE
SYNTAX TruthValue
MAX-ACCESS read-write
STATUS current
DESCRIPTION
“Indicates if PFC is enabled on the corresponding priority”
REFERENCE
“D.2.11.6~
DEFVAL { false }
::= { 1ldpXdotldcbxAdminPFCEnableEntry 2 }
-- lldpXdotldcbxAdminApplicationPriorityTable - Contains the
-- information for the Application Priority TLV.
11dpXdotldcbxAdminApplicationPriorityAppTable OBJECT-TYPE
SYNTAX SEQUENCE OF
LIdpXdotldcbxAdminApplicationPriorityAppEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“Table containing entries indicating the priorty to be used
for a given application”
::= { IldpXdotldcbxAdminData 4 }
11dpXdotldcbxAdminApplicationPriorityAppEntry OBJECT-TYPE
SYNTAX LildpXdotldcbxAdminApplicationPriorityAppEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“Entry that indicates the priority to be used for a
given application.”
INDEX {
11dpV2LocPortifindex,
11dpXdotldcbxAdminApplicationPriorityAESelector,
11dpXdotldcbxAdminApplicationPriorityAEProtocol
::= { lldpXdotldcbxAdminApplicationPriorityAppTable 1 }
LIdpXdotldcbxAdminApplicationPriorityAppEntry ::= SEQUENCE {
1 1dpXdotldcbxAdminApplicationPriorityAESelector
LIdpXdotldcbxAppSelector,
1 1dpXdotldcbxAdminApplicationPriorityAEProtocol
LIdpXdotldcbxAppProtocol,
1 1dpXdotldcbxAdminApplicationPriorityAEPriority
IEEE8021PriorityVvalue
1 1dpXdotldcbxAdminApplicationPriorityAESelector OBJECT-TYPE
SYNTAX LldpXdotldcbxAppSelector
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“Indicates the contents of the protocol object
(11dpXdotldcbxAdminApplicationPriorityAEProtocol)
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Ethertype
: Well Known Port number over TCP, or SCTP
: Well Known Port number over UDP, or DCCP
4: Well Known Port number over TCP, SCTP, UDP, and DCCP”
REFERENCE
“D.2.11.6"
::= { lldpXdotldcbxAdminApplicationPriorityAppEntry 1 }

WN P

11dpXdotldcbxAdminApplicationPriorityAEProtocol OBJECT-TYPE
SYNTAX L1dpXdotldcbxAppProtocol
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“The protocol indicator of the type indicated by
1 1dpXdotldcbxAdminApplicationPriorityAESelector.”
REFERENCE
“D.2.11.6~
::= { lldpXdotldcbxAdminApplicationPriorityAppEntry 2 }

11dpXdotldcbxAdminApplicationPriorityAEPriority OBJECT-TYPE
SYNTAX IEEE8021PriorityValue
MAX-ACCESS read-create
STATUS current
DESCRIPTION
“The priority code point that should be used in
frames transporting the protocol indicated by
1 1dpXdotldcbxAdminApplicationPriorityAESelector and
1 1dpXdotldcbxAdminApplicationPriorityAEProtocol™
REFERENCE
“D.2.11.6~
::= { lldpXdotldcbxAdminApplicationPriorityAppEntry 3 }

1 1dpXdotldcbxConformance OBJECT IDENTIFIER ::= { 11dpV2XdotiMIB 6 }
1 1dpXdotldcbxCompliances

OBJECT IDENTIFIER ::= { lldpXdotldcbhxConformance 1 }
1 1dpXdotldcbxGroups

OBJECT IDENTIFIER ::= { IldpXdotldcbxConformance 2 }

-- Compliance Statements

1 1dpXdotldcbxCompliance MODULE-COMPLIANCE
STATUS current
DESCRIPTION
“A compliance statement for SNMP entities that implement
the IEEE 802.1 organizationally defined DCBX LLDP
extension MIB.

This group is mandatory for agents which implement Enhanced
Transmission Selection.”
MODULE -- this module
MANDATORY-GROUPS { 11dpXdotldcbxETSGroup,
1 1dpXdotldcbxPFCGroup,
1 1dpXdotldcbxApplicationPriorityGroup,
ifGeneral InformationGroup
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}
{ 1ldpXdotldcbxCompliances 1 }

-- MIB Groupings

11dpXdotldcbxETSGroup OBJECT-GROUP
OBJECTS {

}

11dpXdotldcbxConfigETSConfigurationTxEnable,

1 1dpXdotldcbxConfigETSRecommendationTxEnable,

1 1dpXdotldcbxLocETSConCreditBasedShaperSupport,

1 1dpXdotldcbxLocETSConTrafficClassesSupported,

1 1dpXdotldcbxLocETSConWilling,

1 1dpXdotldcbxLocETSConPriTrafficClass,

1 1dpXdotldcbxLocETSConTrafficClassBandwidth,

1 1dpXdotldcbxLocETSConTrafficSelectionAlgorithm,
1 1dpXdotldcbxLocETSRecoTrafficClassBandwidth,

1 1dpXdotldcbxLocETSRecoTrafficSelectionAlgorithm,
1 1dpXdotldcbxRemETSConCreditBasedShaperSupport,

1 1dpXdotldcbxRemETSConTrafficClassesSupported,
11dpXdotldcbxRemETSConWilling,
11dpXdotldcbxRemETSConPriTrafficClass,

1 1dpXdotldcbxRemETSConTrafficClassBandwidth,

1 1dpXdotldcbxRemETSConTrafficSelectionAlgorithm,
1 1dpXdotldcbxRemETSRecoTrafficClassBandwidth,

1 ldpXdotldcbxRemETSRecoTrafficSelectionAlgorithm,
1 1dpXdotldcbxAdminETSConCreditBasedShaperSupport,
1 1dpXdotldcbxAdminETSConTrafficClassesSupported,
11dpXdotldcbxAdminETSConWilling,

1 1dpXdotldcbxAdminETSConPriTrafficClass,

1 1dpXdotldcbxAdminETSConTrafficClassBandwidth,

1 1dpXdotldcbxAdminETSConTrafficSelectionAlgorithm,
1 1dpXdotldcbxAdminETSRecoTrafficClassBandwidth,

1 1dpXdotldcbxAdminETSRecoTrafficSelectionAlgorithm

STATUS current
DESCRIPTION

“The collection of objects used for Enhanced
Transmission Selection.”
{ 1ldpXdotldcbxGroups 1 }

1 1dpXdotldcbxPFCGroup OBJECT-GROUP
OBJECTS {

}

1 1dpXdotldcbxConfigPFCTxEnable,

1 1dpXdotldcbxLocPFCWilling,

1 1dpXdotldcbxLocPFCMBC,

1 1dpXdotldcbxLocPFCCap,

1 1dpXdotldcbxLocPFCEnableEnabled,
1 1dpXdotldcbxRemPFCWilling,

1 1dpXdotldcbxRemPFCMBC,

1 1dpXdotldcbxRemPFCCap,

1 1dpXdotldcbxRemPFCEnableEnabled,
11dpXdotldcbxAdminPFCWilling,

1 1dpXdotldcbxAdminPFCMBC,

1 1dpXdotldcbxAdminPFCCap,

1 1dpXdotldcbxAdminPFCEnableEnabled

STATUS current
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DESCRIPTION
“The collection of objects used for Priority-
base Flow Control.”
::= { lldpXdotldcbxGroups 2 }
1 1dpXdotldcbxApplicationPriorityGroup OBJECT-GROUP
OBJECTS {
I 1dpXdotldcbxConfigApplicationPriorityTxEnable,
11dpXdotldchbxLocApplicationPriorityAEPriority,
1 1dpXdotldcbxRemApplicationPriorityAEPriority,
1 1dpXdotldcbxAdminApplicationPriorityAEPriority
}
STATUS current
DESCRIPTION
“The collection of objects used for Application
priority.”
::= { IldpXdotldcbxGroups 3 }
-- Organizationally Defined Information Extension - I1EEE 802.1
-- Definitions to support Port Extension
-- peSet TLV set (Table D-1)
11dpXdotlPeMIB OBJECT IDENTIFIER ::= { 1ldpV2XdotiMIB 7 }
I1dpXdotlPeObjects OBJECT IDENTIFIER ::= { IldpXdotlPeMIB 1 }
-- Port Extension 802.1 MIB Extension groups
11dpXdotlPeConfig OBJECT IDENTIFIER ::= { lldpXdotlPeObjects 1 }
l1ldpXdotlPeLocalData OBJECT IDENTIFIER ::= { IldpXdotlPeObjects 2 }
1 ldpXdotlPeRemoteData OBJECT IDENTIFIER ::= { IldpXdotlPeObjects 3 }
-- IEEE 802.1 - Configuration for the peSet TLV set
-- I1ldpv2XdotlPeConfigPortExtensionTable : configure the transmission
-- of the Port Extension TLVs on a set of ports.
11dpXdotlPeConfigPortExtensionTable OBJECT-TYPE
SYNTAX SEQUENCE OF LldpXdotlPeConfigPortExtensionEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“A table that controls selection of LLDP Port Extension
TLVs to be transmitted on individual ports.”
::= { lldpXdotlPeConfig 1 }
11dpXdotlPeConfigPortExtensionEntry OBJECT-TYPE
SYNTAX LldpXdotlPeConfigPortExtensionEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“LLDP configuration information that specifies Port
Exension configuration.
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This configuration object augments the
11dpV2XdotlLocPortExtensionEntry, therefore it is
only present along with the associated
11dpV2XdotlLocPortExtensionEntry entry.
Each active IldpvV2XdotlConfigPortExensionEntry must be
restored from non-volatile storage (along with the
corresponding lldpV2XdotlLocPortExtensionEntry) after a
re-initialization of the management system.”

AUGMENTS { 1ldpV2PortConfigEntry }

{ 1ldpXdotlPeConfigPortExtensionTable 1 }

LIdpXdotlPeConfigPortExtensionEntry ::= SEQUENCE {

1 1dpXdotlPeConfigPortExtensionTxEnable TruthValue
}

1 1dpXdotlPeConfigPortExtensionTxEnable OBJECT-TYPE

SYNTAX Truthvalue

MAX-ACCESS read-write

STATUS current

DESCRIPTION
“The 1ldpXdotlPeConfigPortExtensionTxEnable, which is
defined as a truth value and configured by the network
management, determines whether the IEEE 802.1
organizationally defined Port Extension TLV transmission
is allowed on a given LLDP transmission capable port.
The value of this object must be restored from
non-volatile storage after a re-initialization of the
management system.”

REFERENCE
“D.8 of 802.1Q”

DEFVAL { false }

= { IldpXdotlPeConfigPortExtensionEntry 1 }

--— lldpXdotlPelLocPortExtensionTable: Port Extension Information Table

1 1dpXdotlPelLocPortExtensionTable OBJECT-TYPE

SYNTAX SEQUENCE OF LldpXdotlPelLocPortExtensionEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“This table contains one row per port of Port Extension
information (as a part of the LLDP 802.1 organizational
extension) on the local system known to this agent.”
::= { IldpXdotlPeLocalData 1 }

1 1dpXdotlPelLocPortExtensionEntry OBJECT-TYPE

SYNTAX LIdpXdotlPeLocPortExtensionEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“Port Extension information about a particular
Port Extender Port.”
INDEX  { IldpV2LocPortlfindex }
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::= { lldpXdotlPeLocPortExtensionTable 1 }

LIdpXdotlPeLocPortExtensionEntry ::= SEQUENCE {
I ldpXdotlPeLocPECascadePortPriority Unsigned32,
1 ldpXdotlPelLocPEAddress MacAddress,
1 1dpXdotlPelLocPECSPAddress MacAddress

}

1 1dpXdotlPeLocPECascadePortPriority OBJECT-TYPE
SYNTAX Unsigned32 (0..255)
MAX-ACCESS read-write
STATUS current
DESCRIPTION
“Contains the cascade port priority.”
REFERENCE
«p_g”
::= { IldpXdotlPelLocPortExtensionEntry 1 }

11dpXdotlPelLocPEAddress OBJECT-TYPE

SYNTAX MacAddress

MAX-ACCESS read-only

STATUS current

DESCRIPTION
“This object contains the MAC address that
uniquely identifies the Port Extender.”

REFERENCE
«p_g”

::= { IldpXdotlPelLocPortExtensionEntry 2 }

11dpXdotlPeLocPECSPAddress OBJECT-TYPE
SYNTAX MacAddress
MAX-ACCESS read-only
STATUS current
DESCRIPTION
“This object contains the MAC address to be used
for the Port Extension control and status protocol.”
REFERENCE
«p_g”
::= { IldpXdotlPelLocPortExtensionEntry 3 }

--— lldpXdotlPeRemPortExtensionTable: Port Extension Information Table

1 1dpXdotlPeRemPortExtensionTable OBJECT-TYPE
SYNTAX SEQUENCE OF LIldpXdotlPeRemPortExtensionEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
“This table contains Port Extension information
(as a part of the LLDP IEEE 802.1 organizational extension)
of the remote system.”
::= { lldpXdotlPeRemoteData 1 }

1 1dpXdotlPeRemPortExtensionEntry OBJECT-TYPE
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SYNTAX LIdpXdotlPeRemPortExtensionEntry

MAX-ACCESS not-accessible

STATUS current

DESCRIPTION

“Port Extension information about remote systems port
component.”

INDEX  { IldpV2RemTimeMark,
11dpV2RemLocal I fIndex,
11dpV2RemLocalDestMACAddress,
11dpV2RemIndex }

::= { lldpXdotlPeRemPortExtensionTable 1 }

LIdpXdotlPeRemPortExtensionEntry ::= SEQUENCE {
1 1dpXdotlPeRemPECascadePortPriority Unsigned32,
1 1dpXdotlPeRemPEAddress MacAddress,
1 1dpXdotlPeRemPECSPAddress MacAddress

}

1 1dpXdotlPeRemPECascadePortPriority OBJECT-TYPE
SYNTAX Unsigned32 (0..255)
MAX-ACCESS read-only
STATUS current
DESCRIPTION
“The cascade port priority.”
REFERENCE
«p.g”
::= { IldpXdotlPeRemPortExtensionEntry 1 }

1 1dpXdotlPeRemPEAddress OBJECT-TYPE

SYNTAX MacAddress

MAX-ACCESS read-only

STATUS current

DESCRIPTION
“This object contains the MAC address that
uniquely identifies the Port Extender.”

REFERENCE
«p_g”

::= { IldpXdotlPeRemPortExtensionEntry 2 }

1 1dpXdotlPeRemPECSPAddress OBJECT-TYPE
SYNTAX MacAddress
MAX-ACCESS read-only
STATUS current
DESCRIPTION
“This object contains the MAC address to be used
for the Port Extension Control and Status Protocol.”
REFERENCE
«p.g”
::= { IldpXdotlPeRemPortExtensionEntry 3 }

-- 1EEE 802.1 - Port Extension Conformance Information

1 1dpXdotlPeConformance OBJECT IDENTIFIER ::= { 1ldpv2XdotiMIB 8 }

11dpXdotlPeCompliances
OBJECT IDENTIFIER ::= { lldpXdotlPeConformance 1 }
1 1dpXdotlPeGroups OBJECT IDENTIFIER ::= { IlldpXdotlPeConformance 2 }
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-- Port Extension - Compliance Statements

1 1dpXdotlPeCompliance MODULE-COMPLIANCE
STATUS current
DESCRIPTION
“A compliance statement for SNMP entities that implement
the 1EEE 802.1 organizationally defined Port Extension
LLDP extension MIB.

This group is mandatory for agents that implement the
Port Extension peSet TLV set.”
MODULE -- this module
MANDATORY-GROUPS { 1ldpXdotlPeGroup,
ifGeneral InformationGroup }
:= { lldpXdotlPeCompliances 1 }

-- Port Extension - MIB groupings

11dpXdotlPeGroup OBJECT-GROUP

OBJECTS {
11dpXdotlPeConfigPortExtensionTxEnable,
1 ldpXdotlPelLocPECascadePortPriority,
1 1dpXdotlPelLocPEAddress,
1 1dpXdotlPeLocPECSPAddress,
1 1dpXdotlPeRemPECascadePortPriority,
1 1dpXdotlPeRemPEAddress,
1 1dpXdotlPeRemPECSPAddress

}

STATUS current

DESCRIPTION
“The collection of objects that support the
Port Extension peSet TLV set.”

::= { 1ldpXdotlPeGroups 1 }

END

D.5.3 Major capabilities and options

Insert the following TLV at the end of the table in D.5.3:

Item Feature Status References Support

dotlpeSet Is the IEEE 802.1 Organizationally 0.3 D.1, Table D.1 Yes []
Specific TLV peSet implemented?

dotlpetlv Is each TLV in the IEEE 802.1 Organi-
zationally specific TLV peSet imple-
mented?

Port Extension TLV peSet: M D.2.15 Yes [] No []
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Annex Z (informative)

Comments from 802.1Qbh and 802.1BR

The IEEE 802 committee agreed to carry the following 5 comments in annex Z of 802.1Qbh and 802.1BR
supporting the PBB-TE port extender as unresolved outstanding issues.

CIO00SCOPL #0997

Anoop Ghanwani

Comment Type TR

Adopt the proposal for reusing PBB-TE to solve this problem. This will get rid of the need
to define new tags and will also allow us to leverage other protocols such as CFM and CN
in a Port Extender environment.

SuggestedRemedy

Modify the document per the PBB-TE proposal.

See comment 934

Comment Status X

Response Status W

Cl01SC1P1L1#943

Paul Bottorff

Comment Type TR

Port Extenders should be built on the existing 802.1 standard for PBB-TE rather than
inventing and standardizing a new relay which is incompatible with 802.1Q Bridge
forwarding practices. Each E-channel is effectively a PBB-TE TESI, however implemented
with a new identifier.

SuggestedRemedy

Replace the PE network comprised of the internal Port Extender in the Controlling Bridge

and external Port Extenders with a PBB-TE network constructed as proposed in
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contribution bh-PE-PBB-TE. Since PBB-TE is an existing 802.1 standard the Controlling
Bridge and the Port Extender network can be standardized without standardizing a new
relay for Port Extenders.

We don't need a standard for a new relay as described in 802.1BR. Instead, delete all of
802.1BR except clauses 7.12-7.14 and 8 which describe the control protocol PE CSP.
Combine these clauses into a single 802.1Qbh clause 45 combining 7.12-7.14 and 8 as the
new clause 45.

Update 802.1Qbh to describe a PBB-TE based Controlling Bridge and a PBB-TE based
Port Extender. To do this:

Replace clauses 3 and 5 with the clauses in contribution bh-bottorff-cl3 and bh-bottorff-cl5.
Retain existing clause 6 changes and add changes for subclause 6.10 from bh-bottorff-cl6-
10.

Use the comment database for 802.1Qbh to update changes to clause 8.

Retain clause 12 and 17 as specified in 802.1Qbh.

Re-write clause 44 replacing the current Port Extender model with the PBB-TE based Port
Extender described in contribution bh-PE-PBB-TE. Specifically replace figure 44-1 with a
combined figure from slides 9-11 of bh-PE-PBB-TE and change text to describe this figure.
Add a subclause to describe constructed B-MAC address format and the relationship
between TESIIDs and E-CIDs. Replace figure 44-2 with the figure of slide 3 of bh-PE-PBBTE
and change text to describe the operation of this example network. Build a figure to

replace 44-3 based on the figure of slide 3. Retain table 44-1. Build a figure to replace 44-4
based on the figure of slide 3. Update subclause 44.7 to describe the placement and use of
TESIs in a PE BEB network. Retain subclause 44.8 as modified by comment resolution for
802.1Qbh. Subclause 44.7 describing the use of TESIs should cover all the material of
44.9. Update 44.10 based on Qbh comment resolution, changing 44.10.3 to "TESI
configuration™.

Add clause 45 describing PE CSP which is clauses 7.12-7.14 and 8 from 802.1BR.
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Update PICS based on new clause 5.

Comment Status X

Cl05SC5.9.1PI9L #1041

Mike Krause

Comment Type TR

If the PBB-TE proposal is accepted, then 802.1BR can be largely eliminated and all
relevant remaining material - primarily the PE CSP associated material - should be
incorporated into this specification. .

SuggestedRemedy

Move PE CSP into this specification.

See comment 934

Comment Status X

Response Status W

Cl44SC44.1P30L 5#991

Ben Mack-Crane

Comment Type TR

Adding a new tag and creating a new addressing and filtering scheme for port extension
replicates functionality already specified for MAC relay. This should only be done if
using/extending the existing MAC relay functions cannot provide an acceptable solution.
SuggestedRemedy

Either specify port extension using existing MAC relay functions, for example based on
PBB-TE, or provide the rationale that leads to the conclusion that a new mechanism is
required.

See comment 934.

Comment Status X

Response Status W
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Cl01SC1P1L#949

Panagiotis Saltsids

Comment Type TR

Already standardized functions can support Port Extension requirements without the need
to introduce new tagging schemes and forwarding.

SuggestedRemedy

Consider refraining from introducing a new Tag technology and use as a base of the
description already standardized technologies (like PBB(-TE)). See uploaded presentation
See comment 934

Comment Status X

Response Status W
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