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Introduction - History and goal of the contribution

June 2023: The Broadband Forum (BBF) sends a liaison to IEEE, IETF and ITU-T to inform them of their
new project WT-505

“For Information: New Project for Addressing ONU Management at Scale”
» “applicable portions of those [standard] modules are copied into new [BBF] modules”

July 2023: The IEEE responds to the BBF's liaison
“Liaison response to BBF liaison on New Project for Addressing ONU Management at Scale”
» “Taking the YANG modules from the standards documents and modifying them is not the model for cooperative
development that has been established in the YANG community.”

* “If the BBF has identified use cases, requirements, or architectures related to constrained environments, |IEEE 802.1
and IEEE 802.3 would like to understand that requirement so the working groups can consider how to satisfy those
needs in a standardized fashion.”

» “The permission statement in the IEEE 802.1 and IEEE 802.3 YANG modules does not provide the right to copy and
modify the YANG.”

We realize that insufficient context may have been provided about the BBF WT-505 project.
We also believe that there may be a misunderstanding about the intentions of the project.
The goal of this contribution is to clarify these aspects.
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Introduction — BBF context

The BBF’s focus
« To standardize solutions enabling the deployment of production/commercial telecom access networks
« To define YANG models to support such deployments

The BBF’s policy about YANG models for its deployment solutions
« Use existing standards from other SDOs (IEEE, IETF, ITU-T...) where appropriate
« The BBF also creates new YANG modules
» To “augment” existing standards modules to support additional functions or
« To cover domains not addressed by existing standards (e.g., PON transport) or
» When existing standards are not fully adaptable to networks targeted by BBF standards

The WT-505 project intends to define new YANG modules including data nodes from IEEE / IETF / ITU-T

standards.
« Why not reuse existing standards modules as is?

« What concrete YANG design is anticipated?
« ldentifying possible technical collaboration between BBF and IEEE / IETF / ITU-T towards a common objective.
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YANG: strong point and weak point

* One of the greatest assets of YANG is that it allows embedding semantic constraints in a model definition,
e.g., ‘'when’, ‘must’, etc.
 any off-the-shelf YANG tool can automatically impose or verify the consistency of a configuration: no dependency
on vendors software that are potentially prone to interpretation errors, jeopardizing interoperability

« Aweak point is that running YANG validation rules can however become very computationally intensive
» For very large data stores, performance collapses far below practical levels!
* YANG models must be specially designed when they are to be used for large-scale devices

 PON Access Networks targeted by BBF lead to huge YANG datastores (where greater than 10K interfaces
need to be managed).
« Many current standard models run into performance issues when scaled to that extreme
« To address this, model structure must be adapted, and other modeling techniques used, to
* Reduce the size of the datastore and
» More efficiently organize data nodes (rather than define new ones).
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PON Access Network: a matter of OLT and ONUSs

A PON Access Network is comprised of an OLT (Optical Line Termination) and ONUs (Optical Network Unit)
entities each with their own data nodes (interfaces, hardware, etc...).

« A popular management mode is to consider the OLT and ONUSs as a single large device.
[BBF TR-385 “OLT-ONUs Combined NE mode’]

» Defining a scalable YANG model for this Combined “OLT-ONUs device” is crucial for achieving a usable and
interoperable model that can be used by Northbound systems.

« The goal of the WT-505 project is to develop an ONU management model that scales efficiently for OLT-ONU
Combined NE mode

) OLT-ONUs as a single large device

_________

o = Dimension example:
iber_1

N « 3 VLAN interfaces per UNI
. « 4 UNIs per ONU
UpLink ! ! * 128 ONUs per PON

I
| * 10* PONSs per OLT

This results in 15K* interfaces, just on the ONU side.

[}
1
1
i
]
]
]
]
! |
]
oLT ! : 128
' i
]
' i
PON fiber 10 d
]
]
]
]

: E Moreover, each of these interfaces has a counterpart
—__ l T on the OLT side resulting in a grand total in the

---------

—————————————— combined model of 30K* interfaces related to ONUS.
Combined (OLT-ONUs) “device”
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Clustering ONUs in the datastore

« The typical YANG model for a combined (OLT-ONUSs) does not separate OLT data nodes from ONU data nodes
(e.g., in the case of interfaces, there is only one flat list randomly populated with OLT and ONUs interfaces).

* Moving to 30K* interfaces, this lack of structure is very inefficient, for instance when it comes to running validation
rules between interfaces or deleting an interface without leaving orphan interfaces behind, higher in the stack.

« The strong decoupling between OLT and ONUs in term of validation rules or deletion constraints is not exploited
nor the potential configuration similarity between ONUs that may have identical service models applied to them.

Analysis suggests that the best way to proceed would be to turn towards a model that clusters data nodes of
individual ONUs, alongside the OLT’s. Doing this scopes ONU validation rules to a much smaller number of data
nodes (e.g., think of interfaces).

This would be achieved by defining a list of ONUs (“onus/onu”) with each entry regrouping all data nodes of the
ONU.

» Applying the IETF Schema Mount method, although it appears an ideal solution, proved to be unsuitable, having more
drawbacks than benefits (see back-up slides for more details)

» A better way to proceed would be to modify the XPath of standard ONU data nodes to move them inside the ONU list entry.
For instance, the XPath of interfaces would change as illustrated on the next slide
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lllustrating the change of the XPath for interfaces

interfaces/interface

ST
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Reducing datastore size

* Once ONUs are “clustered”, additional techniques can be applied to dramatically reduce datastore size:
* ONU shared profiles
 ONU templates (see back-up slides for a bit more details):

« alist of ONU instances and a list of ONU templates
« same data nodes except for mandatory and default statements

Note that YANG models specifically designed for scalability are more complex than typical YANG models.
There would be no point to use them when scalability is not an issue.

In other words, they provide an alternative rather than overrule current standards.
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Practical realization
The big question is how to realize such scalable models in practice, while reusing as
much as possible from existing standards?

The next slides propose three possible alternative ways forward that differ by the
amount of direct involvement of IEEE / IETF / ITU-T O,

Initial situation (schematic view)

ieee.yang module:

augment ietf:interfaces/interface ({
a
b
c

}

The original IEEE module

(*) For the sake of conciseness, the few next slides only mention IEEE in the schematic examples, but same principles apply to IETF and ITU-T as well.
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Alternative 1- Step 1: IEEE defines groupings; both IEEE and BBF use them

(schematic view)

ieee-grouping.yang module:

grouping ieee-data {
// mandatories and defaults removed
a

b
c

}

The grouping can be used to rewrite the
original and be used in BBF modules to
define ‘the same’ data at a different

position in the tree

New IEEE module (contains identical
data nodes from original modules)

ieee.yang module:

Used by
IEEE

Used by
BBF (*) (*) Groupings available to anybody
willing to used them, actually
\ / bbf.yang module:

augment ietf:interfaces/interface {
uses ieee:ieee-data
// refined (mandatories & defaults)
// per original IEEE module

}

IEEE willing, the original IEEE module is rewritten.
This modified IEEE module remains fully backwards
compatible to the previous revision

\\

augment bbf:onus/onu/interfaces/interface {
uses ieee:ieee-data
// refined (mandatories & defaults) as appropriate
}
augment bbf:onus/template/interfaces/interface {
uses leee:ieee-data
// refined (mandatories & defaults) as appropriate

}

~
Intended for device management
when dimensioning is not an issue

a Proodbcnd
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Alternative 1 - Step 2 (& Done): Tune groupings, to contain only data nodes applicable to ONUs

(these are the ones supported by ITU-T G.988)

ieee-grouping.yang module:

grouping ieee-data ({
// mandatories and defaults removed
a

The grouping can be used to rewrite the
original and be used in BBF modules to
define ‘the same’ data at a different

b Assume data node ‘c’ has no
—— underlying ITU-T G.988 support

position in the tree

}

Include only the data nodes relevant

Used by
to ONUs ! \EEE

ieee.yang module:

augment ietf:interfaces/interface {
uses ieee:ieee-data
// refined (mandatories & defaults)
// per original IEEE module
c // augmented with “c¢”

}

IEEE willing, the original IEEE module is rewritten.
This modified IEEE module remains fully backwards
compatible to the previous revision
Y
Intended for device management
when dimensioning is not an issue
a broadband
forum

A

Used by
BBF (*) (*) Groupings available to anybody
willing to used them, actually
-\ / bbf.yang module:

augment bbf:onus/onu/interfaces/interface {
uses ieee:ieee-data

// refined (mandatories & defaults) as appropriate

}

augment bbf:onus/template/interfaces/interface {
uses ieee:ieee-data

// refined (mandatories & defaults) as appropriate
} //do not augment with “c¢”

Y

Intended for ONU Management
for which scalability is crucial
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Alternative 2: IEEE defines groupings but does not use them, BBF uses them (and anybody else willing)

ieee-grouping.yang module:

grouping ieee-data ({
// mandatories and defaults removed

a
b Assume data node ' has no The grouping is used in BBF modules
—— underlying ITU-T G.988 support
}
New IEEE module (contains ONU
relevant data nodes from original EOTEUESE? g;?:d Ey
modules) y ' ) (*) Groupings available to anybody
willing to used them, actuall
ieee.yang module: % bbf.yang module: J Y
augment ietf:interfaces/interface { augment bbf:onus/onu/interfaces/interface {
a uses leee:ieee-data
b // refined (mandatories & defaults) as appropriate
c

}

} augment bbf:onus/template/interfaces/interface {
. uses leee:ieee-data

No changes to the original module

// refined (mandatories & defaults) as appropriate
} //do not augment with “c¢”

“ ~ J 1\ ~ J
Intended for device management Intended for ONU Management
when dimensioning is not an issue for which scalability is crucial
a broadband 12
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Alternative 3: BBF defines and publishes groupings based on IEEE data nodes
(with agreed header, copyright, ...)

ieee.yang module: bbf-grouping.yang module:

augment ietf:interfaces/interface { grouping ieee-data {
a —p // mandatories and defaults removed
b a
c b
} }
No changes to the original module New (contains ONU relevant data Used by
nodes from original IEEE modules) BBF (%)

(*) groupings available to anybody
bbf.yang module: willing to used them, actually
augment bbf:onus/onu/interfaces/interface {

uses bbf:ieee-data
// refined (mandatories & defaults) as appropriate
}
augment bbf:onus/template/interfaces/interface {
uses bbf:ieee-data
// refined (mandatories & defaults) as appropriate
}
I\ J N J
' 2\
Intended for device management Intended for ONU Management
when dimensioning is not an issue for which scalability is crucial
a broadband
forum
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Some additional considerations

+ Leafrefs: absolute XPath references must become relative XPaths.

Options that can be considered, on a case by case whatever is most practical:
« Option 1: convert absolute XPath references into relative XPaths as functional equivalent
« Option 2: remove the absolute XPath data node from the grouping and
» when rewriting the original IEEE module, add the data node with the absolute XPath after the “uses” statement
 in the BBF module, add the data node with a relative XPath when using the grouping

Note, this issue is:
* Not applicable to ieee802-ethernet-interface
» Applicable to ietf-interfaces
* Not yet studied for other IEEE modules

14

a Proadband
orum





The way forward ?

 Alternative 1 and Alternative 2 would involve technical resources of the IEEE / IETF /ITU-T

« The IEEE/IETF /ITU-T may not have the need to invest technical resource in the requirements of a PON access
network

« Alternative 3 would only involve minimum involvement of the IEEE / IETF / ITU-T

« The IEEE/IETF /ITU-T do not publish new modules, this is left to others
» Make sure that the legal notice and copyright is satisfactory

« Because of existing scaling issues in the field, a timely solution is requested by the industry.
Alternative 3 might be an interesting candidate in this case.

a Proadband
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Takeaways

» To support BBF requirements on the management of access network equipment, there is a need for YANG modules that
efficiently scale to support large-scale systems.

» Unfortunately, current IEEE / IETF / ITU-T standard YANG modules are proving unpractical to deploy in such large-scale systems.

 Itis proposed to consider new YANG modules reusing data nodes defined in IEEE / IETF / ITU-T standards, with edited XPath
expressions, using relative rather than absolute XPath leaf references, having targeted application of default and mandatory
statements and with some other minor tunings.

» There is no intention of changing existing IEEE, IETF nor ITU-T standard YANG modules(*). Instead, complementary YANG
modules are proposed that extend the domain of IEEE / IETF / ITU-T data nodes to support deployments beyond what was
originally assumed.

« This contribution proposes several practical realization alternatives, with different levels of involvement by IEEE / IETF / ITU-T:
« |IEEE/IETF /ITU-T define “groupings” modules, on which sponsors of the contribution could collaborate, both usable:
* incurrent IEEE / IETF / ITU-T standard modules (optional and fully backward compatible) and
* in new BBF modules (possibly also other SDOs), without editing any IEEE / IETF / ITU-T files neither copying any part of.

« Another interesting possibility that would not require any IEEE / IETF / ITU-T work involvement besides copyright and legal
notice agreements would be that BBF defines the needed groupings itself, extracting the required data nodes from IEEE /
IETF / ITU-T modules.

(*) Editing existing IEEE / IETF / ITU-T module as per alternative 1 is left to IEEE / IETF / ITU-T discretion.

z Proadband
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Back-up slide, 1/3: Why IETF Schema-mount (RFC 8528) has proved unsuitable

* It has been long hoped that IETF Schema Mount (RFC 8528) would be ideal for scaling ONU YANG models
+ It allows to deal with much fewer data nodes when managing a specific ONU
It gives the promise to recursively use unmodified YANG modules.

But this is not sufficient !

« With Schema Mount, each ONU datastore must be self-consistent hence a lot of data, although identical for
many ONUs (e.g., profiles), must be repeated per ONU, leading to an increase of the datastore size.

+ RFC 8528 foresees the possibility that a mounted device refers to a parent data node, but after analysis, it has been
anticipated that it will fall short due to conditions and limitations expressed in the RFC.

* Most significant problem: Schema Mount is incompatible with the ONU template technique, the key for
scaling YANG models, without editing the YANG modules, hence defeating the very advantage of Schema
Mount

« An ONU template contains the data nodes of a typical ONU configuration (the YANG model of an ONU template has the
same data nodes as the YANG model of an actual ONU).

« Configuring an actual ONU instance is done by reference to an ONU template (to make a copy of the template) and only
modifying the value of data nodes unique for a given ONU (e.qg., TC layer identifiers)

 The YANG model of an ONU instance may not contain default statements (would otherwise overrule specific values
coming from the ONU template)

+ The YANG model of the ONU instance may not contain mandatory data nodes (might already come from the template)
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Back-up slide, 2/3: Principles of using ONU templates

Running datastore Intended datastore
onus/template
-
St 2. Copy_as
- baseline
Schema mounted
YANG modules ]
1. Select —
template /
(explained with single onus/onu
template reference
for simplification)
ONU name
Template reference Instantiated
ONU Gt Intended
onfig : :
| No defaults ) Configuration

I No mandatories Schema mounted 3. Merge

. YANG modules (=merge operation as
(see next slide) defined in NETCONF)
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Back-up slide, 3/3: The problem with mandatories / defaults and templates

lllustrated with ietf-interfaces: ‘type’ is mandatory, ‘enabled’ has default ‘true’

Data node Running DS Running DS Intended DS Issue
characteristic | > ONU > ONU (with source of
the data)

Mandatory Configure Configure (same as template) ONU instance Unintended redundant configuration (memory)
Configure Configure (# from template) ONU instance Intended overrule
default Configure Configure ONU instance Intended overrule The data from
Configure Default ONU instance Unintended overrule (silent side effects only B \t,\r/]iﬁ LeeTglagg
known by YANG specialists) Ve
Default Configure ONU instance Intended overrule
Default Default ONU instance Unintended redundant configuration (memory)
optional Configure Configure ONU instance Intended overrule B
Configure Not configured Template Intended
Not configured Configure ONU instance Intended overrule
Not configured Not configured Not existing Intended not existing

We cannot modify IEEE / IETF / ITU-T modules.
Even if the module would be a BBF module we would not be able to remove defaults.

Solving the issues requires new modules for different handling of mandatories and defaults.

As said previously, this defeats the very advantage of RFC 8528 Schema Mount !
abroadbdnd
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image3.emf
Modified IEEE YANG 

Models.zip


Modified IEEE YANG Models.zip


Modified IEEE YANG Models/bbf-ethernet-interfaces-common.yang

module bbf-ethernet-interfaces-common {

  yang-version 1.1;

  namespace "urn:bbf:yang:bbf-ethernet-interfaces-common";

  prefix bbf-eth-ifc;



  import ietf-yang-types {

    prefix yang;

  }



  organization

    "Broadband Forum <https://www.broadband-forum.org>

     Common YANG Work Area";

  contact

    "Comments or questions about this Broadband Forum YANG module

     should be directed to <mailto:help@broadband-forum.org>.



     Editor:      Joey Boyd, Adtran



     Editor:      Robert Peschi, Nokia



     PS Leader:   Joey Boyd, Adtran



     WA Director: Marta Seda, Calix";

  description

    "This module contains a collection of YANG definitions for

     supporting the Broadband Forum requirements on the management of

     Optical Network Units (ONUs).



     Specifically, this module contains type definitions and groupings

     for use when defining data nodes for managing Ethernet 

     interfaces. In this YANG module, 'Ethernet interface' is to be 

     understood as referring to a 'IEEE Std 802.3 compliant Ethernet

     interface'.

     

     This module is based on definitions provided in:

     - ieee802-ethernet-interface.yang,revision 2019-06-21.



     Copyright (c) 2023, Broadband Forum



     Redistribution and use in source and binary forms, with or

     without modification, are permitted provided that the following

     conditions are met:



     1. Redistributions of source code must retain the above copyright

        notice, this list of conditions and the following disclaimer.



     2. Redistributions in binary form must reproduce the above

        copyright notice, this list of conditions and the following

        disclaimer in the documentation and/or other materials

        provided with the distribution.



     3. Neither the name of the copyright holder nor the names of its

        contributors may be used to endorse or promote products

        derived from this software without specific prior written

        permission.



     THIS SOFTWARE IS PROVIDED BY THE COPYRIGHT HOLDERS AND

     CONTRIBUTORS \"AS IS\" AND ANY EXPRESS OR IMPLIED WARRANTIES,

     INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF

     MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE ARE

     DISCLAIMED. IN NO EVENT SHALL THE COPYRIGHT HOLDER OR

     CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL,

     SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, BUT

     NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES;

     LOSS OF USE, DATA, OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER

     CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER IN CONTRACT,

     STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE)

     ARISING IN ANY WAY OUT OF THE USE OF THIS SOFTWARE, EVEN IF

     ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.



     The above license is used as a license under copyright only.

     Please reference the Forum IPR Policy for patent licensing terms

     <https://www.broadband-forum.org/ipr-policy>.



     Any moral rights which are necessary to exercise under the above

     license grant are also deemed granted under this license.



     This version of this YANG module is part of WT-505; see the WT 

     itself for full legal notices.";



  revision 2023-09-22 {

    description

      "TBD

       * Approval Date:    TBD.

       * Publication Date: TBD.";

    reference

      "TBD";

  }



  typedef eth-if-speed-type {

    type decimal64 {

      fraction-digits 3;

    }

    units "Gb/s";

    description

      "Used to represent the configured, negotiated, or actual speed

       of an Ethernet interface in Gigabits per second (Gb/s),

       accurate to 3 decimal places (i.e., accurate to 1 Mb/s).";

  }



  typedef duplex-type {

    type enumeration {

      enum full {

        description 

          "Full duplex.";

      }

      enum half {

        description 

          "Half duplex.";

      }

      enum unknown {

        description 

          "Link is currently disconnected or initializing.";

      }

    }

    description

      "Used to represent the configured, negotiated, or actual 

       duplex mode of an Ethernet interface.";

    reference "IEEE Std 802.3, 30.3.1.1.32, aDuplexStatus";

  }



  typedef pause-fc-direction-type {

    type enumeration {

      enum "disabled" {

        description

          "Flow-control disabled in both ingress and egress

           directions, i.e., PAUSE frames are not transmitted and

           PAUSE frames received in the ingress direction are 

           discarded without processing.";

      }

      enum "ingress-only" {

        description

          "PAUSE frame based flow control is enabled in the ingress 

           direction only, i.e., PAUSE frames may be transmitted to 

           reduce the ingress traffic flow, but PAUSE frames received 

           in the ingress direction are discarded without reducing 

           the egress traffic rate.";

      }

      enum "egress-only" {

        description

          "PAUSE frame based flow control is enabled in the egress 

           direction only, i.e., PAUSE frames are not transmitted, 

           but PAUSE frames received in the ingress direction are 

           processed to reduce the egress traffic rate.";

      }

      enum "bi-directional" {

        description

          "PAUSE frame based flow control is enabled in both ingress 

           and egress directions, i.e., PAUSE frames may be 

           transmitted to reduce the ingress traffic flow, and 

           PAUSE frames received on ingress are processed to reduce 

           the egress traffic rate.";

      }

      enum "undefined" {

        description

          "Link is currently disconnected or initializing.";

      }

    }

    description

      "Used to represent the configured, negotiated, or actual 

       PAUSE frame-based flow control setting.";



    reference

      "IEEE Std 802.3.1, dot3PauseAdminMode and dot3PauseOperMode";

  }



  grouping flow-control-statistics {

    description

      "Contains the config false data node to report on flow control 

       statistics.";

    container statistics {

      config false;

      description

        "Contains the number of PAUSE frames received or

         transmitted.";

      leaf in-frames-pause {

        type yang:counter64;

        units frames;

        description

          "A count of PAUSE MAC Control frames transmitted on

           this Ethernet interface.



           Discontinuities in the values of counters in

           this container can occur at re-initialization of the

           management system, and at other times as indicated

           by the value of the 'discontinuity-time' leaf

           defined in the ietf-interfaces YANG module 

           (IETF RFC 8343).";

        reference

          "IEEE Std 802.3, 30.3.4.3 aPAUSEMACCtrlFramesReceived";

      }

      leaf out-frames-pause {

        type yang:counter64;

        units frames;

        description

          "A count of PAUSE MAC Control frames transmitted on

           this Ethernet interface.



           Discontinuities in the values of counters in

           this container can occur at re-initialization of the

           management system, and at other times as indicated

           by the value of the 'discontinuity-time' leaf

           defined in the ietf-interfaces YANG module 

           (IETF RFC 8343).";

        reference

          "IEEE Std 802.3, 30.3.4.2

           aPAUSEMACCtrlFramesTransmitted";

      }

    }

  }

  

  grouping pfc-statistics {

    description

      "Contains the config false data node to report on Priority-based

       flow control (PFC) statistics.";

    container statistics {

      config false;

      description 

        "This container collects all statistics for 

         Ethernet interfaces.";



      leaf in-frames-pfc {

        type yang:counter64;

        units frames;

        description

          "A count of PFC MAC Control frames received on this

           Ethernet interface.



           Discontinuities in the values of counters in

           this container can occur at re-initialization of the

           management system, and at other times as indicated

           by the value of the 'discontinuity-time' leaf

           defined in the ietf-interfaces YANG module 

           (IETF RFC 8343).";

        reference 

          "IEEE Std 802.3.1, dot3HCInPFCFrames";

      }



      leaf out-frames-pfc {

        type yang:counter64;

        units frames;

        description

          "A count of PFC MAC Control frames transmitted on

           this interface.



           Discontinuities in the values of counters in

           this container can occur at re-initialization of the

           management system, and at other times as indicated

           by the value of the 'discontinuity-time' leaf

           defined in the ietf-interfaces YANG module 

           (IETF RFC 8343).";

        reference 

          "IEEE Std 802.3.1, dot3HCInPFCFrames";

      }

    }

  }



  grouping capabilities {

    description

      "Contains the config false data node to report on Ethernet 

       interface capabilities.";

    leaf max-frame-length {

      type uint16;

      units octets;

      config false;

      description

        "This indicates the MAC frame length (including FCS bytes)

         at which frames are dropped for being too long.";

      reference 

        "IEEE Std 802.3, 30.3.1.1.37 aMaxFrameLength";

    }



    leaf mac-control-extension-control {

      type boolean;

      config false;

      description

        "A value that identifies the current EXTENSION MAC Control

         function, as specified in IEEE Std 802.3, Annex 31C.";

      reference

        "IEEE Std 802.3, 30.3.8.3 aEXTENSIONMACCtrlStatus

         IEEE Std 802.3.1, dot3ExtensionMacCtrlStatus ";

    }



    leaf frame-limit-slow-protocol {

      type uint64;

      units f/s;

      default 10;

      config false;

      description

        "The maximum number of Slow Protocol frames of a given

         subtype that can be transmitted in a one second interval.

         The default value is 10.";

      reference

        "IEEE Std 802.3, 30.3.1.1.38 aSlowProtocolFrameLimit";

    }



    container capabilities {

      config false;

      description

        "Container all Ethernet interface specific capabilities.";



      leaf auto-negotiation {

        type boolean;

        description

          "Indicates whether auto-negotiation may be configured on

           this interface.";

      }

    }

  }



  grouping ethernet {

    description

      "Contains the config true data node to configure an Ethernet 

       interface.";

    container ethernet {

      description

        "Contains all Ethernet interface related configuration.";



      container auto-negotiation {

        presence

          "The presence of this container indicates that 

           auto-negotiation is supported on this Ethernet 

           interface.";

        description

          "Contains auto-negotiation transmission parameters



           This container contains a data node that allows the 

           advertised duplex value in the negotiation to be 

           restricted. 



           If not specified then the default behavior for the duplex 

           data node is to negotiate all available values for the 

           particular type of Ethernet PHY associated with the

           interface.



           If auto-negotiation is enabled, and PAUSE frame based flow 

           control has not been explicitly configured, then the 

           default PAUSE frame based flow control capabilities that 

           are negotiated allow for bi-directional or egress-only 

           PAUSE frame based flow control.



           If auto-negotiation is enabled, and PAUSE frame based flow 

           control has been explicitly configured, then the 

           configuration settings restrict the values that may be 

           negotiated. However, it should be noted that the protocol 

           does not allow only egress PAUSE frame based flow control 

           to be negotiated without also allowing bi-directional 

           PAUSE frame based flow control.";

        reference 

          "IEEE Std 802.3, Clause 28 and Annexes 28A-D";



        leaf enable {

          type boolean;



          description

            "Controls whether auto-negotiation is enabled or

             disabled.

             For interface types that support auto-negotiation then

             it defaults to being enabled.



             For interface types that do not support auto-negotiation,

             the related configuration data is ignored.";

        }

      }



      leaf duplex {

        type duplex-type;

        description

          "Operational duplex mode of the Ethernet interface.";

        reference 

          "IEEE Std 802.3, 30.3.1.1.32 aDuplexStatus";

      }



      leaf speed {

        type eth-if-speed-type;

        units "Gb/s";

        description 

          "Operational speed (data rate) of the Ethernet interface.

           The default value is implementation-dependent.";

      }



      container flow-control {

        description

          "Holds the different types of Ethernet PAUSE frame based 

           flow control that can be enabled.";

        container pause {

          description

            "IEEE Std 802.3 PAUSE frame based PAUSE frame based flow

             control.";

          reference 

            "IEEE Std 802.3, Annex 31B";

          leaf direction {

            type pause-fc-direction-type;

            description

              "Indicates which direction PAUSE frame based flow 

               control is enabled in, or whether it is disabled.

               The default flow-control settings are vendor specific.

               If auto-negotiation is enabled, then PAUSE based

               flow-control is negotiated by default.

               The default value is implementation-dependent.";

          }

        }



        container pfc {

          description

            "IEEE Std 802.3 Priority-based flow control.";

          reference 

            "IEEE Std 802.3, Annex 31D";



          leaf enable {

            type boolean;



            description

              "True indicates that IEEE Std 802.3 priority-based 

               flow control is enabled, false indicates that 

               IEEE Std 802.3 priority-based flow control is disabled.

               For interfaces that have auto-negotiation,

               the priority-based flow control is enabled by 

               default.";

          }

        }



        leaf force-flow-control {

          type boolean;

          description

            "Explicitly forces the local PAUSE frame based flow 

             control settings regardless of what has been negotiated.



             Since the auto-negotiation of flow-control settings

             does not allow all sane combinations to be negotiated

             (e.g., consider a device that is only capable of sending

             PAUSE frames connected to a peer device that is only

             capable of receiving and acting on PAUSE frames) and

             failing to agree on the flow-control settings does not

             cause the auto-negotiation to fail completely, then it is

             sometimes useful to be able to explicitly enable

             particular PAUSE frame based flow control settings on 

             the local device regardless of what is being advertised 

             or negotiated.";

          reference

            "IEEE Std 802.3, Table 28B-3";

        }

      }

    }

  }

  

  grouping ethernet-statistics {

    description

      "Contains the Ethernet interface specific statistics.";

    container statistics {

      config false;

      description

        "Contains statistics specific to Ethernet interfaces.



         Discontinuities in the values of counters in the

         container can occur at re-initialization of the management

         system, and at other times as indicated by the value of

         the 'discontinuity-time' leaf defined in the

         ietf-interfaces YANG module (IETF RFC 8343).";



      container frame {

        description

          "Contains frame statistics specific to Ethernet

           interfaces.



           All octet frame lengths include the 4 byte FCS.



           Error counters are only reported once ... The count

           represented by an instance of this object is incremented

           when the frameCheckError status is returned by the MAC

           service to the LLC (or other MAC user). Received frames

           for which multiple error conditions pertain are,

           according to the conventions of IEEE Std 802.3 Layer

           Management, counted exclusively according to the error

           status presented to the LLC.



           A frame that is counted by an instance of this object is 

           also counted by the corresponding instance of 'in-errors'

           leaf defined in the ietf-interfaces YANG module 

           (IETF RFC 8343).



           Discontinuities in the values of counters in the

           container can occur at re-initialization of the

           management system, and at other times as indicated by

           the value of the 'discontinuity-time' leaf defined in

           the ietf-interfaces YANG module (IETF RFC 8343).";



        leaf in-total-frames {

          type yang:counter64;

          units frames;

          description

            "The total number of frames (including bad frames)

             received on the Ethernet interface.



             This counter is calculated by summing the following

             IEEE Std 802.3, Clause 30 counters:

             aFramesReceivedOK +

             aFrameCheckSequenceErrors +

             aAlignmentErrors +

             aFrameTooLongErrors +

             aFramesLostDueToIntMACRcvError



             Also see the 'description' statement associated with

             the parent 'statistics' container for additional

             common semantics related to this counter.";



          reference

            "IEEE Std 802.3, Clause 30 counters, as specified

             in the description above.";

        }



        leaf in-total-octets {

          type yang:counter64;

          units octets;

          description

            "The total number of octets of data (including those in

             bad frames) received on the Ethernet interface.



             Includes the 4-octet FCS.



             Also see the 'description' statement associated with

             the parent 'statistics' container for additional

             common semantics related to this counter.";



          reference

            "IETF RFC 2819, etherStatsOctets";

        }



        leaf in-frames {

          type yang:counter64;

          units frames;

          description

            "A count of frames (including unicast, multicast and

             broadcast) that have been successfully received on the

             Ethernet interface.



             This count does not include frames received with

             frame-too-long, FCS, length or alignment errors, or

             frames lost due to internal MAC sublayer error.



             Also see the 'description' statement associated with

             the parent 'statistics' container for additional

             common semantics related to this counter.";



          reference

            "IEEE Std 802.3, 30.3.1.1.5 aFramesReceivedOK";

        }



        leaf in-multicast-frames {

          type yang:counter64;

          units frames;

          description

            "A count of multicast frames that have been

             successfully received on the Ethernet interface.



             This counter represents a subset of the frames counted

             by in-frames.



             This count does not include frames received with

             frame-too-long, FCS, length or alignment errors, or

             frames lost due to internal MAC sublayer error.



             Also see the 'description' statement associated with

             the parent 'statistics' container for additional

             common semantics related to this counter.";



          reference

            "IEEE Std 802.3, 30.3.1.1.21 aMulticastFramesReceivedOK";

        }



        leaf in-broadcast-frames {

          type yang:counter64;

          units frames;

          description

            "A count of broadcast frames that have been

             successfully received on the Ethernet interface.



             This counter represents a subset of the frames counted

             by in-frames.



             This count does not include frames received with

             frame-too-long, FCS, length or alignment errors, or

             frames lost due to internal MAC sublayer error.



             Also see the 'description' statement associated with

             the parent 'statistics' container for additional

             common semantics related to this counter.";



          reference

            "IEEE Std 802.3, 30.3.1.1.22 aBroadcastFramesReceivedOK";

        }



        leaf in-error-fcs-frames {

          type yang:counter64;

          units frames;

          description

            "A count of receive frames that are of valid length,

             but do not pass the FCS check, regardless of whether

             or not the frames are an integral number of octets in

             length.



             This count effectively comprises

             aFrameCheckSequenceErrors and aAlignmentErrors added

             together.



             Also see the 'description' statement associated with

             the parent 'statistics' container for additional

             common semantics related to this counter.";



          reference

            "IEEE Std 802.3, 30.3.1.1.6 aFrameCheckSequenceErrors;

             IEEE Std 802.3, 30.3.1.1.7 aAlignmentErrors";

        }



        leaf in-error-undersize-frames {

          type yang:counter64;

          units frames;

          description

            "A count of frames received on a particular Ethernet

             interface that are less than 64 bytes in length, and

             are discarded.



             This counter is incremented regardless of whether the

             frame passes the FCS check.



             Also see the 'description' statement associated with

             the parent 'statistics' container for additional

             common semantics related to this counter.";



          reference 

            "IETF RFC 2819, etherStatsUndersizePkts and 

             etherStatsFragments";

        }



        leaf in-error-oversize-frames {

          type yang:counter64;

          units frames;

          description

            "A count of frames received on a particular Ethernet

             interface that exceed the maximum permitted frame

             size, that is specified in max-frame-length, and are

             discarded.



             This counter is incremented regardless of whether the

             frame passes the FCS check.



             Also see the 'description' statement associated with

             the parent 'statistics' container for additional

             common semantics related to this counter.";



          reference "IEEE Std 802.3, 30.3.1.1.25 aFrameTooLongErrors";

        }



        leaf in-error-mac-internal-frames {

          type yang:counter64;

          units frames;

          description

            "A count of frames for which reception on a particular

             Ethernet interface fails due to an internal MAC

             sublayer receive error.



             A frame is only counted by an instance of this object if

             it is not counted by the corresponding instance of either

             the in-error-fcs-frames, in-error-undersize-frames,

             or in-error-oversize-frames.  The precise meaning of the

             count represented by an instance of this object is

             implementation-specific.



             In particular, an instance of this object may

             represent a count of receive errors on a particular

             Ethernet interface that are not otherwise counted.



             Also see the 'description' statement associated with

             the parent 'statistics' container for additional

             common semantics related to this counter.";



          reference

            "IEEE Std 802.3, 30.3.1.1.15

             aFramesLostDueToIntMACRcvError";

        }



        leaf out-frames {

          type yang:counter64;

          units frames;

          description

            "A count of frames (including unicast, multicast and

             broadcast) that have been successfully transmitted on

             the Ethernet interface.



             Also see the 'description' statement associated with

             the parent 'statistics' container for additional

             common semantics related to this counter.";



          reference

            "IEEE Std 802.3, 30.3.1.1.2 aFramesTransmittedOK";

        }



        leaf out-multicast-frames {

          type yang:counter64;

          units frames;

          description

            "A count of multicast frames that have been

             successfully transmitted on the Ethernet interface.



             This counter represents a subset of the frames counted

             by out-frames.



             Also see the 'description' statement associated with

             the parent 'statistics' container for additional

             common semantics related to this counter.";



          reference

            "IEEE Std 802.3, 30.3.1.1.18 aMulticastFramesXmittedOK";

        }



        leaf out-broadcast-frames {

          type yang:counter64;

          units frames;

          description

            "A count of broadcast frames that have been

             successfully transmitted on the Ethernet interface.



             This counter represents a subset of the frames counted

             by out-frames.



             Also see the 'description' statement associated with

             the parent 'statistics' container for additional

             common semantics related to this counter.";



          reference

            "IEEE Std 802.3, 30.3.1.1.19 aBroadcastFramesXmittedOK";

        }



        leaf out-error-mac-internal-frames {

          type yang:counter64;

          units frames;

          description

            "A count of frames for which transmission on a

             particular Ethernet interface fails due to an internal

             MAC sublayer transmit error.



             The precise meaning of the count represented by an

             instance of this object is implementation-specific. In

             particular, an instance of this object may represent a

             count of transmission errors on a particular Ethernet

             interface that are not otherwise counted.



             Also see the 'description' statement associated with

             the parent 'statistics' container for additional

             common semantics related to this counter.";



          reference

            "IEEE Std 802.3, 30.3.1.1.12

             aFramesLostDueToIntMACXmitError";

        }

      }



      container phy {

        description

          "Ethernet statistics related to the PHY layer.



           Discontinuities in the values of counters in the

           container can occur at re-initialization of the

           management system, and at other times as indicated by

           the value of the 'discontinuity-time' leaf defined in

           the ietf-interfaces YANG module (IETF RFC 8343).";



        leaf in-error-symbol {

          type yang:counter64;

          units errors;

          description

            "A count of the number of symbol errors that have

             occurred.



             For the precise definition of when the symbol error

             counter is incremented, please see the 'description'

             text associated with aSymbolErrorDuringCarrier,

             specified in IEEE Std 802.3, 30.3.2.1.5.



             Also see the 'description' statement associated with

             the parent 'phy-statistics' container for additional

             common semantics related to this counter.";

          reference

            "IEEE Std 802.3, 30.3.2.1.5 aSymbolErrorDuringCarrier";

        }



        container lpi {

          description

            "Physical Ethernet statistics for the energy efficiency

             related low power idle indications.";



          leaf in-lpi-transitions {

            type yang:counter64;

            units transitions;

            description

              "A count of occurrences of the transition from

               DEASSERT to ASSERT of the LPI_INDICATE

               parameter. The indication reflects the state of the

               PHY according to the requirements of the RS (see

               IEEE Std 802.3, 22.7, 35.4, and 46.4).



               Also see the 'description' statement associated with

               the parent 'phy-statistics' container for additional

               common semantics related to this counter.";



            reference

              "IEEE Std 802.3, 30.3.2.1.11 aReceiveLPITransitions";

          }



          leaf in-lpi-time {

            type decimal64 {

              fraction-digits 6;

            }

            units seconds;

            description

              "A count reflecting the total amount of time (in

               seconds) that the LPI_REQUEST parameter has the

               value ASSERT.  The request is indicated to the PHY

               according to the requirements of the RS (see IEEE Std

               802.3, 22.7, 35.4, and 46.4).



               Also see the 'description' statement associated with

               the parent 'phy-statistics' container for additional

               common semantics related to this counter.";



            reference

              "IEEE Std 802.3, 30.3.2.1.9 aReceiveLPIMicroseconds";

          }



          leaf out-lpi-transitions {

            type yang:counter64;

            units transitions;

            description

              "A count of occurrences of the transition from state

               LPI_DEASSERTED to state LPI_ASSERTED in the LPI

               transmit state diagram of the RS. The state

               transition corresponds to the assertion of the

               LPI_REQUEST parameter. The request is indicated to

               the PHY according to the requirements of the RS (see

               IEEE Std 802.3, 22.7, 35.4, 46.4.)



               Also see the 'description' statement associated with

               the parent 'phy-statistics' container for additional

               common semantics related to this counter.";



            reference

              "IEEE Std 802.3, 30.3.2.1.10 aTransmitLPITransitions";

          }



          leaf out-lpi-time {

            type decimal64 {

              fraction-digits 6;

            }

            units seconds;

            description

              "A count reflecting the total amount of time (in

               seconds) that the LPI_INDICATION parameter has the

               value ASSERT.  The request is indicated to the PHY

               according to the requirements of the RS (see IEEE

               802.3, 22.7, 35.4, and 46.4).



               Also see the 'description' statement associated with

               the parent 'phy-statistics' container for additional

               common semantics related to this counter.";



            reference

              "IEEE Std 802.3, 30.3.2.1.8 aTransmitLPIMicroseconds";

          }

        }

      }



      container mac-control {

        description

          "A group of statistics specific to MAC Control operation

           of selected Ethernet interfaces.



           Discontinuities in the values of counters in the

           container can occur at re-initialization of the

           management system, and at other times as indicated by

           the value of the 'discontinuity-time' leaf defined in

           the ietf-interfaces YANG module (IETF RFC 8343).";



        reference

          "IEEE Std 802.3.1, dot3ExtensionTable";



        leaf in-frames-mac-control-unknown {

          type yang:counter64;

          units frames;

          description

            "A count of MAC Control frames with an unsupported

             opcode received on this Ethernet interface.



             Frames counted against this counter are also counted

             against in-discards defined in the ietf-interfaces

             YANG module (IETF RFC 8343).



             Also see the 'description' statement associated with

             the parent 'mac-control-statistics' container for

             additional semantics.";

          reference

            "IEEE Std 802.3, 30.3.3.5 aUnsupportedOpcodesReceived";

        }



        leaf in-frames-mac-control-extension {

          type yang:counter64;

          units frames;

          description

            "The count of Extension MAC Control frames received on

             this Ethernet interface.



             Also see the 'description' statement associated with

             the parent 'mac-control-statistics' container for

             additional semantics.";

          reference

            "IEEE Std 802.3, 30.3.8.2

             aEXTENSIONMACCtrlFramesReceived";

        }



        leaf out-frames-mac-control-extension {

          type yang:counter64;

          units frames;

          description

            "The count of Extension MAC Control frames transmitted

             on this Ethernet interface.



             Also see the 'description' statement associated with

             the parent 'mac-control-statistics' container for

             additional semantics.";

          reference

            "IEEE Std 802.3, 30.3.8.1

             aEXTENSIONMACCtrlFramesTransmitted";

        }

      }

    }

  }

}








Modified IEEE YANG Models/iana-if-type.yang

module iana-if-type {
  namespace "urn:ietf:params:xml:ns:yang:iana-if-type";
  prefix ianaift;

  import ietf-interfaces {
    prefix if;
  }

  organization "IANA";
  contact
    "        Internet Assigned Numbers Authority

     Postal: ICANN
             12025 Waterfront Drive, Suite 300
             Los Angeles, CA 90094-2536
             United States

     Tel:    +1 310 301 5800
     <mailto:iana&iana.org>";
  description
    "This YANG module defines YANG identities for IANA-registered
     interface types.

     This YANG module is maintained by IANA and reflects the
     'ifType definitions' registry.

     The latest revision of this YANG module can be obtained from
     the IANA web site.

     Requests for new values should be made to IANA via
     email (iana&iana.org).

     Copyright (c) 2014 IETF Trust and the persons identified as
     authors of the code.  All rights reserved.

     Redistribution and use in source and binary forms, with or
     without modification, is permitted pursuant to, and subject
     to the license terms contained in, the Simplified BSD License
     set forth in Section 4.c of the IETF Trust's Legal Provisions
     Relating to IETF Documents
     (http://trustee.ietf.org/license-info).

     The initial version of this YANG module is part of RFC 7224;
     see the RFC itself for full legal notices.";
  reference
    "IANA 'ifType definitions' registry.
     <http://www.iana.org/assignments/smi-numbers>";

  revision 2017-03-30 {
    description
      "Registered ifType 290.";
  }

  revision 2017-01-19 {
    description
      "Registered ifType 289.";
  }

  revision 2016-11-23 {
    description
      "Registered ifTypes 283-288.";
  }

  revision 2016-06-09 {
    description
      "Registered ifType 282.";
  }
  revision 2016-05-03 {
    description
      "Registered ifType 281.";
  }
  revision 2015-06-12 {
    description
      "Corrected formatting issue.";
  }  
  revision 2014-09-24 {
    description
      "Registered ifType 280.";
  }
  revision 2014-09-19 {
    description
      "Registered ifType 279.";
  }
  revision 2014-07-03 {
    description
      "Registered ifTypes 277-278.";
  }
  revision 2014-05-19 {
    description
      "Updated the contact address.";
  }
  revision 2014-05-08 {
    description
      "Initial revision.";
    reference
      "RFC 7224: IANA Interface Type YANG Module";
  }

  identity iana-interface-type {
    base if:interface-type;
    description
      "This identity is used as a base for all interface types
       defined in the 'ifType definitions' registry.";
  }

  identity other {
    base iana-interface-type;
  }
  identity regular1822 {
    base iana-interface-type;
  }
  identity hdh1822 {
    base iana-interface-type;
  }
  identity ddnX25 {
    base iana-interface-type;
  }
  identity rfc877x25 {
    base iana-interface-type;
    reference
      "RFC 1382 - SNMP MIB Extension for the X.25 Packet Layer";
  }
  identity ethernetCsmacd {
    base iana-interface-type;
    description
      "For all Ethernet-like interfaces, regardless of speed,
       as per RFC 3635.";
    reference
      "RFC 3635 - Definitions of Managed Objects for the
                  Ethernet-like Interface Types";
  }
  identity iso88023Csmacd {
    base iana-interface-type;
    status deprecated;
    description
      "Deprecated via RFC 3635.
       Use ethernetCsmacd(6) instead.";
    reference
      "RFC 3635 - Definitions of Managed Objects for the
                  Ethernet-like Interface Types";
  }
  identity iso88024TokenBus {
    base iana-interface-type;
  }
  identity iso88025TokenRing {
    base iana-interface-type;
  }
  identity iso88026Man {
    base iana-interface-type;
  }
  identity starLan {
    base iana-interface-type;
    status deprecated;
    description
      "Deprecated via RFC 3635.
       Use ethernetCsmacd(6) instead.";
    reference
      "RFC 3635 - Definitions of Managed Objects for the
                  Ethernet-like Interface Types";
  }
  identity proteon10Mbit {
    base iana-interface-type;
  }
  identity proteon80Mbit {
    base iana-interface-type;
  }
  identity hyperchannel {
    base iana-interface-type;
  }
  identity fddi {
    base iana-interface-type;
    reference
      "RFC 1512 - FDDI Management Information Base";
  }
  identity lapb {
    base iana-interface-type;
    reference
      "RFC 1381 - SNMP MIB Extension for X.25 LAPB";
  }
  identity sdlc {
    base iana-interface-type;
  }
  identity ds1 {
    base iana-interface-type;
    description
      "DS1-MIB.";
    reference
      "RFC 4805 - Definitions of Managed Objects for the
                  DS1, J1, E1, DS2, and E2 Interface Types";
  }
  identity e1 {
    base iana-interface-type;
    status obsolete;
    description
      "Obsolete; see DS1-MIB.";
    reference
      "RFC 4805 - Definitions of Managed Objects for the
                  DS1, J1, E1, DS2, and E2 Interface Types";
  }
  identity basicISDN {
    base iana-interface-type;
    description
      "No longer used.  See also RFC 2127.";
  }
  identity primaryISDN {
    base iana-interface-type;
    description
      "No longer used.  See also RFC 2127.";
  }
  identity propPointToPointSerial {
    base iana-interface-type;
    description
      "Proprietary serial.";
  }
  identity ppp {
    base iana-interface-type;
  }
  identity softwareLoopback {
    base iana-interface-type;
  }
  identity eon {
    base iana-interface-type;
    description
      "CLNP over IP.";
  }
  identity ethernet3Mbit {
    base iana-interface-type;
  }
  identity nsip {
    base iana-interface-type;
    description
      "XNS over IP.";
  }
  identity slip {
    base iana-interface-type;
    description
      "Generic SLIP.";
  }
  identity ultra {
    base iana-interface-type;
    description
      "Ultra Technologies.";
  }
  identity ds3 {
    base iana-interface-type;
    description
      "DS3-MIB.";
    reference
      "RFC 3896 - Definitions of Managed Objects for the
                  DS3/E3 Interface Type";
  }
  identity sip {
    base iana-interface-type;
    description
      "SMDS, coffee.";
    reference
      "RFC 1694 - Definitions of Managed Objects for SMDS
                  Interfaces using SMIv2";
  }
  identity frameRelay {
    base iana-interface-type;
    description
      "DTE only.";
    reference
      "RFC 2115 - Management Information Base for Frame Relay
                  DTEs Using SMIv2";
  }
  identity rs232 {
    base iana-interface-type;
    reference
      "RFC 1659 - Definitions of Managed Objects for RS-232-like
                  Hardware Devices using SMIv2";
  }
  identity para {
    base iana-interface-type;
    description
      "Parallel-port.";
    reference
      "RFC 1660 - Definitions of Managed Objects for
                  Parallel-printer-like Hardware Devices using
                  SMIv2";
  }
  identity arcnet {
    base iana-interface-type;
    description
      "ARCnet.";
  }
  identity arcnetPlus {
    base iana-interface-type;
    description
      "ARCnet Plus.";
  }
  identity atm {
    base iana-interface-type;
    description
      "ATM cells.";
  }
  identity miox25 {
    base iana-interface-type;
    reference
      "RFC 1461 - SNMP MIB extension for Multiprotocol
                  Interconnect over X.25";
  }
  identity sonet {
    base iana-interface-type;
    description
      "SONET or SDH.";
  }
  identity x25ple {
    base iana-interface-type;
    reference
      "RFC 2127 - ISDN Management Information Base using SMIv2";
  }
  identity iso88022llc {
    base iana-interface-type;
  }
  identity localTalk {
    base iana-interface-type;
  }
  identity smdsDxi {
    base iana-interface-type;
  }
  identity frameRelayService {
    base iana-interface-type;
    description
      "FRNETSERV-MIB.";
    reference
      "RFC 2954 - Definitions of Managed Objects for Frame
                  Relay Service";
  }
  identity v35 {
    base iana-interface-type;
  }
  identity hssi {
    base iana-interface-type;
  }
  identity hippi {
    base iana-interface-type;
  }
  identity modem {
    base iana-interface-type;
    description
      "Generic modem.";
  }
  identity aal5 {
    base iana-interface-type;
    description
      "AAL5 over ATM.";
  }
  identity sonetPath {
    base iana-interface-type;
  }
  identity sonetVT {
    base iana-interface-type;
  }
  identity smdsIcip {
    base iana-interface-type;
    description
      "SMDS InterCarrier Interface.";
  }
  identity propVirtual {
    base iana-interface-type;
    description
      "Proprietary virtual/internal.";
    reference
      "RFC 2863 - The Interfaces Group MIB";
  }
  identity propMultiplexor {
    base iana-interface-type;
    description
      "Proprietary multiplexing.";
    reference
      "RFC 2863 - The Interfaces Group MIB";
  }
  identity ieee80212 {
    base iana-interface-type;
    description
      "100BaseVG.";
  }
  identity fibreChannel {
    base iana-interface-type;
    description
      "Fibre Channel.";
  }
  identity hippiInterface {
    base iana-interface-type;
    description
      "HIPPI interfaces.";
  }
  identity frameRelayInterconnect {
    base iana-interface-type;
    status obsolete;
    description
      "Obsolete; use either
       frameRelay(32) or frameRelayService(44).";
  }
  identity aflane8023 {
    base iana-interface-type;
    description
      "ATM Emulated LAN for 802.3.";
  }
  identity aflane8025 {
    base iana-interface-type;
    description
      "ATM Emulated LAN for 802.5.";
  }
  identity cctEmul {
    base iana-interface-type;
    description
      "ATM Emulated circuit.";
  }
  identity fastEther {
    base iana-interface-type;
    status deprecated;
    description
      "Obsoleted via RFC 3635.
       ethernetCsmacd(6) should be used instead.";
    reference
      "RFC 3635 - Definitions of Managed Objects for the
                  Ethernet-like Interface Types";
  }
  identity isdn {
    base iana-interface-type;
    description
      "ISDN and X.25.";
    reference
      "RFC 1356 - Multiprotocol Interconnect on X.25 and ISDN
                  in the Packet Mode";
  }
  identity v11 {
    base iana-interface-type;
    description
      "CCITT V.11/X.21.";
  }
  identity v36 {
    base iana-interface-type;
    description
      "CCITT V.36.";
  }
  identity g703at64k {
    base iana-interface-type;
    description
      "CCITT G703 at 64Kbps.";
  }
  identity g703at2mb {
    base iana-interface-type;
    status obsolete;
    description
      "Obsolete; see DS1-MIB.";
  }
  identity qllc {
    base iana-interface-type;
    description
      "SNA QLLC.";
  }
  identity fastEtherFX {
    base iana-interface-type;
    status deprecated;
    description
      "Obsoleted via RFC 3635.
       ethernetCsmacd(6) should be used instead.";
    reference
      "RFC 3635 - Definitions of Managed Objects for the
                  Ethernet-like Interface Types";
  }
  identity channel {
    base iana-interface-type;
    description
      "Channel.";
  }
  identity ieee80211 {
    base iana-interface-type;
    description
      "Radio spread spectrum.";
  }
  identity ibm370parChan {
    base iana-interface-type;
    description
      "IBM System 360/370 OEMI Channel.";
  }
  identity escon {
    base iana-interface-type;
    description
      "IBM Enterprise Systems Connection.";
  }
  identity dlsw {
    base iana-interface-type;
    description
      "Data Link Switching.";
  }
  identity isdns {
    base iana-interface-type;
    description
      "ISDN S/T interface.";
  }
  identity isdnu {
    base iana-interface-type;
    description
      "ISDN U interface.";
  }
  identity lapd {
    base iana-interface-type;
    description
      "Link Access Protocol D.";
  }
  identity ipSwitch {
    base iana-interface-type;
    description
      "IP Switching Objects.";
  }
  identity rsrb {
    base iana-interface-type;
    description
      "Remote Source Route Bridging.";
  }
  identity atmLogical {
    base iana-interface-type;
    description
      "ATM Logical Port.";
    reference
      "RFC 3606 - Definitions of Supplemental Managed Objects
                  for ATM Interface";
  }
  identity ds0 {
    base iana-interface-type;
    description
      "Digital Signal Level 0.";
    reference
      "RFC 2494 - Definitions of Managed Objects for the DS0
                  and DS0 Bundle Interface Type";
  }
  identity ds0Bundle {
    base iana-interface-type;
    description
      "Group of ds0s on the same ds1.";
    reference
      "RFC 2494 - Definitions of Managed Objects for the DS0
                  and DS0 Bundle Interface Type";
  }
  identity bsc {
    base iana-interface-type;
    description
      "Bisynchronous Protocol.";
  }
  identity async {
    base iana-interface-type;
    description
      "Asynchronous Protocol.";
  }
  identity cnr {
    base iana-interface-type;
    description
      "Combat Net Radio.";
  }
  identity iso88025Dtr {
    base iana-interface-type;
    description
      "ISO 802.5r DTR.";
  }
  identity eplrs {
    base iana-interface-type;
    description
      "Ext Pos Loc Report Sys.";
  }
  identity arap {
    base iana-interface-type;
    description
      "Appletalk Remote Access Protocol.";
  }
  identity propCnls {
    base iana-interface-type;
    description
      "Proprietary Connectionless Protocol.";
  }
  identity hostPad {
    base iana-interface-type;
    description
      "CCITT-ITU X.29 PAD Protocol.";
  }
  identity termPad {
    base iana-interface-type;
    description
      "CCITT-ITU X.3 PAD Facility.";
  }
  identity frameRelayMPI {
    base iana-interface-type;
    description
      "Multiproto Interconnect over FR.";
  }
  identity x213 {
    base iana-interface-type;
    description
      "CCITT-ITU X213.";
  }
  identity adsl {
    base iana-interface-type;
    description
      "Asymmetric Digital Subscriber Loop.";
  }
  identity radsl {
    base iana-interface-type;
    description
      "Rate-Adapt. Digital Subscriber Loop.";
  }
  identity sdsl {
    base iana-interface-type;
    description
      "Symmetric Digital Subscriber Loop.";
  }
  identity vdsl {
    base iana-interface-type;
    description
      "Very H-Speed Digital Subscrib. Loop.";
  }
  identity iso88025CRFPInt {
    base iana-interface-type;
    description
      "ISO 802.5 CRFP.";
  }
  identity myrinet {
    base iana-interface-type;
    description
      "Myricom Myrinet.";
  }
  identity voiceEM {
    base iana-interface-type;
    description
      "Voice recEive and transMit.";
  }
  identity voiceFXO {
    base iana-interface-type;
    description
      "Voice Foreign Exchange Office.";
  }
  identity voiceFXS {
    base iana-interface-type;
    description
      "Voice Foreign Exchange Station.";
  }
  identity voiceEncap {
    base iana-interface-type;
    description
      "Voice encapsulation.";
  }
  identity voiceOverIp {
    base iana-interface-type;
    description
      "Voice over IP encapsulation.";
  }
  identity atmDxi {
    base iana-interface-type;
    description
      "ATM DXI.";
  }
  identity atmFuni {
    base iana-interface-type;
    description
      "ATM FUNI.";
  }
  identity atmIma {
    base iana-interface-type;
    description
      "ATM IMA.";
  }
  identity pppMultilinkBundle {
    base iana-interface-type;
    description
      "PPP Multilink Bundle.";
  }
  identity ipOverCdlc {
    base iana-interface-type;
    description
      "IBM ipOverCdlc.";
  }
  identity ipOverClaw {
    base iana-interface-type;
    description
      "IBM Common Link Access to Workstn.";
  }
  identity stackToStack {
    base iana-interface-type;
    description
      "IBM stackToStack.";
  }
  identity virtualIpAddress {
    base iana-interface-type;
    description
      "IBM VIPA.";
  }
  identity mpc {
    base iana-interface-type;
    description
      "IBM multi-protocol channel support.";
  }
  identity ipOverAtm {
    base iana-interface-type;
    description
      "IBM ipOverAtm.";
    reference
      "RFC 2320 - Definitions of Managed Objects for Classical IP
                  and ARP Over ATM Using SMIv2 (IPOA-MIB)";
  }
  identity iso88025Fiber {
    base iana-interface-type;
    description
      "ISO 802.5j Fiber Token Ring.";
  }
  identity tdlc {
    base iana-interface-type;
    description
      "IBM twinaxial data link control.";
  }
  identity gigabitEthernet {
    base iana-interface-type;
    status deprecated;
    description
      "Obsoleted via RFC 3635.
       ethernetCsmacd(6) should be used instead.";
    reference
      "RFC 3635 - Definitions of Managed Objects for the
                  Ethernet-like Interface Types";
  }
  identity hdlc {
    base iana-interface-type;
    description
      "HDLC.";
  }
  identity lapf {
    base iana-interface-type;
    description
      "LAP F.";
  }
  identity v37 {
    base iana-interface-type;
    description
      "V.37.";
  }
  identity x25mlp {
    base iana-interface-type;
    description
      "Multi-Link Protocol.";
  }
  identity x25huntGroup {
    base iana-interface-type;
    description
      "X25 Hunt Group.";
  }
  identity transpHdlc {
    base iana-interface-type;
    description
      "Transp HDLC.";
  }
  identity interleave {
    base iana-interface-type;
    description
      "Interleave channel.";
  }
  identity fast {
    base iana-interface-type;
    description
      "Fast channel.";
  }
  identity ip {
    base iana-interface-type;
    description
      "IP (for APPN HPR in IP networks).";
  }
  identity docsCableMaclayer {
    base iana-interface-type;
    description
      "CATV Mac Layer.";
  }
  identity docsCableDownstream {
    base iana-interface-type;
    description
      "CATV Downstream interface.";
  }
  identity docsCableUpstream {
    base iana-interface-type;
    description
      "CATV Upstream interface.";
  }
  identity a12MppSwitch {
    base iana-interface-type;
    description
      "Avalon Parallel Processor.";
  }
  identity tunnel {
    base iana-interface-type;
    description
      "Encapsulation interface.";
  }
  identity coffee {
    base iana-interface-type;
    description
      "Coffee pot.";
    reference
      "RFC 2325 - Coffee MIB";
  }
  identity ces {
    base iana-interface-type;
    description
      "Circuit Emulation Service.";
  }
  identity atmSubInterface {
    base iana-interface-type;
    description
      "ATM Sub Interface.";
  }
  identity l2vlan {
    base iana-interface-type;
    description
      "Layer 2 Virtual LAN using 802.1Q.";
  }
  identity l3ipvlan {
    base iana-interface-type;
    description
      "Layer 3 Virtual LAN using IP.";
  }
  identity l3ipxvlan {
    base iana-interface-type;
    description
      "Layer 3 Virtual LAN using IPX.";
  }
  identity digitalPowerline {
    base iana-interface-type;
    description
      "IP over Power Lines.";
  }
  identity mediaMailOverIp {
    base iana-interface-type;
    description
      "Multimedia Mail over IP.";
  }
  identity dtm {
    base iana-interface-type;
    description
      "Dynamic synchronous Transfer Mode.";
  }
  identity dcn {
    base iana-interface-type;
    description
      "Data Communications Network.";
  }
  identity ipForward {
    base iana-interface-type;
    description
      "IP Forwarding Interface.";
  }
  identity msdsl {
    base iana-interface-type;
    description
      "Multi-rate Symmetric DSL.";
  }
  identity ieee1394 {
    base iana-interface-type;

    description
      "IEEE1394 High Performance Serial Bus.";
  }
  identity if-gsn {
    base iana-interface-type;
    description
      "HIPPI-6400.";
  }
  identity dvbRccMacLayer {
    base iana-interface-type;
    description
      "DVB-RCC MAC Layer.";
  }
  identity dvbRccDownstream {
    base iana-interface-type;
    description
      "DVB-RCC Downstream Channel.";
  }
  identity dvbRccUpstream {
    base iana-interface-type;
    description
      "DVB-RCC Upstream Channel.";
  }
  identity atmVirtual {
    base iana-interface-type;
    description
      "ATM Virtual Interface.";
  }
  identity mplsTunnel {
    base iana-interface-type;
    description
      "MPLS Tunnel Virtual Interface.";
  }
  identity srp {
    base iana-interface-type;
    description
      "Spatial Reuse Protocol.";
  }
  identity voiceOverAtm {
    base iana-interface-type;
    description
      "Voice over ATM.";
  }
  identity voiceOverFrameRelay {
    base iana-interface-type;
    description
      "Voice Over Frame Relay.";
  }
  identity idsl {
    base iana-interface-type;
    description
      "Digital Subscriber Loop over ISDN.";
  }
  identity compositeLink {
    base iana-interface-type;
    description
      "Avici Composite Link Interface.";
  }
  identity ss7SigLink {
    base iana-interface-type;
    description
      "SS7 Signaling Link.";
  }
  identity propWirelessP2P {
    base iana-interface-type;
    description
      "Prop. P2P wireless interface.";
  }
  identity frForward {
    base iana-interface-type;
    description
      "Frame Forward Interface.";
  }
  identity rfc1483 {
    base iana-interface-type;
    description
      "Multiprotocol over ATM AAL5.";
    reference
      "RFC 1483 - Multiprotocol Encapsulation over ATM
                  Adaptation Layer 5";
  }
  identity usb {
    base iana-interface-type;
    description
      "USB Interface.";
  }
  identity ieee8023adLag {
    base iana-interface-type;
    description
      "IEEE 802.3ad Link Aggregate.";
  }
  identity bgppolicyaccounting {
    base iana-interface-type;
    description
      "BGP Policy Accounting.";
  }
  identity frf16MfrBundle {
    base iana-interface-type;
    description
      "FRF.16 Multilink Frame Relay.";
  }
  identity h323Gatekeeper {
    base iana-interface-type;
    description
      "H323 Gatekeeper.";
  }
  identity h323Proxy {
    base iana-interface-type;
    description
      "H323 Voice and Video Proxy.";
  }
  identity mpls {
    base iana-interface-type;
    description
      "MPLS.";
  }
  identity mfSigLink {
    base iana-interface-type;
    description
      "Multi-frequency signaling link.";
  }
  identity hdsl2 {
    base iana-interface-type;
    description
      "High Bit-Rate DSL - 2nd generation.";
  }
  identity shdsl {
    base iana-interface-type;
    description
      "Multirate HDSL2.";
  }
  identity ds1FDL {
    base iana-interface-type;
    description
      "Facility Data Link (4Kbps) on a DS1.";
  }
  identity pos {
    base iana-interface-type;
    description
      "Packet over SONET/SDH Interface.";
  }
  identity dvbAsiIn {
    base iana-interface-type;
    description
      "DVB-ASI Input.";
  }
  identity dvbAsiOut {
    base iana-interface-type;
    description
      "DVB-ASI Output.";
  }
  identity plc {
    base iana-interface-type;
    description
      "Power Line Communications.";
  }
  identity nfas {
    base iana-interface-type;
    description
      "Non-Facility Associated Signaling.";
  }
  identity tr008 {
    base iana-interface-type;
    description
      "TR008.";
  }
  identity gr303RDT {
    base iana-interface-type;
    description
      "Remote Digital Terminal.";
  }
  identity gr303IDT {
    base iana-interface-type;
    description
      "Integrated Digital Terminal.";
  }
  identity isup {
    base iana-interface-type;
    description
      "ISUP.";
  }
  identity propDocsWirelessMaclayer {
    base iana-interface-type;
    description
      "Cisco proprietary Maclayer.";
  }
  identity propDocsWirelessDownstream {
    base iana-interface-type;
    description
      "Cisco proprietary Downstream.";
  }
  identity propDocsWirelessUpstream {
    base iana-interface-type;
    description
      "Cisco proprietary Upstream.";
  }
  identity hiperlan2 {
    base iana-interface-type;
    description
      "HIPERLAN Type 2 Radio Interface.";
  }
  identity propBWAp2Mp {
    base iana-interface-type;
    description
      "PropBroadbandWirelessAccesspt2Multipt (use of this value
       for IEEE 802.16 WMAN interfaces as per IEEE Std 802.16f
       is deprecated, and ieee80216WMAN(237) should be used
       instead).";
  }
  identity sonetOverheadChannel {
    base iana-interface-type;
    description
      "SONET Overhead Channel.";
  }
  identity digitalWrapperOverheadChannel {
    base iana-interface-type;
    description
      "Digital Wrapper.";
  }
  identity aal2 {
    base iana-interface-type;
    description
      "ATM adaptation layer 2.";
  }
  identity radioMAC {
    base iana-interface-type;
    description
      "MAC layer over radio links.";
  }
  identity atmRadio {
    base iana-interface-type;
    description
      "ATM over radio links.";
  }
  identity imt {
    base iana-interface-type;
    description
      "Inter-Machine Trunks.";
  }
  identity mvl {
    base iana-interface-type;
    description
      "Multiple Virtual Lines DSL.";
  }
  identity reachDSL {
    base iana-interface-type;
    description
      "Long Reach DSL.";
  }
  identity frDlciEndPt {
    base iana-interface-type;
    description
      "Frame Relay DLCI End Point.";
  }
  identity atmVciEndPt {
    base iana-interface-type;
    description
      "ATM VCI End Point.";
  }
  identity opticalChannel {
    base iana-interface-type;
    description
      "Optical Channel.";
  }
  identity opticalTransport {
    base iana-interface-type;
    description
      "Optical Transport.";
  }
  identity propAtm {
    base iana-interface-type;
    description
      "Proprietary ATM.";
  }
  identity voiceOverCable {
    base iana-interface-type;
    description
      "Voice Over Cable Interface.";
  }
  identity infiniband {
    base iana-interface-type;
    description
      "Infiniband.";
  }
  identity teLink {
    base iana-interface-type;
    description
      "TE Link.";
  }
  identity q2931 {
    base iana-interface-type;
    description
      "Q.2931.";
  }
  identity virtualTg {
    base iana-interface-type;
    description
      "Virtual Trunk Group.";
  }
  identity sipTg {
    base iana-interface-type;
    description
      "SIP Trunk Group.";
  }
  identity sipSig {
    base iana-interface-type;
    description
      "SIP Signaling.";
  }
  identity docsCableUpstreamChannel {
    base iana-interface-type;
    description
      "CATV Upstream Channel.";
  }
  identity econet {
    base iana-interface-type;
    description
      "Acorn Econet.";
  }
  identity pon155 {
    base iana-interface-type;
    description
      "FSAN 155Mb Symetrical PON interface.";
  }
  identity pon622 {
    base iana-interface-type;
    description
      "FSAN 622Mb Symetrical PON interface.";
  }
  identity bridge {
    base iana-interface-type;
    description
      "Transparent bridge interface.";
  }
  identity linegroup {
    base iana-interface-type;
    description
      "Interface common to multiple lines.";
  }
  identity voiceEMFGD {
    base iana-interface-type;
    description
      "Voice E&M Feature Group D.";
  }
  identity voiceFGDEANA {
    base iana-interface-type;
    description
      "Voice FGD Exchange Access North American.";
  }
  identity voiceDID {
    base iana-interface-type;
    description
      "Voice Direct Inward Dialing.";
  }
  identity mpegTransport {
    base iana-interface-type;
    description
      "MPEG transport interface.";
  }
  identity sixToFour {
    base iana-interface-type;
    status deprecated;
    description
      "6to4 interface (DEPRECATED).";
    reference
      "RFC 4087 - IP Tunnel MIB";
  }
  identity gtp {
    base iana-interface-type;
    description
      "GTP (GPRS Tunneling Protocol).";
  }
  identity pdnEtherLoop1 {
    base iana-interface-type;
    description
      "Paradyne EtherLoop 1.";
  }
  identity pdnEtherLoop2 {
    base iana-interface-type;
    description
      "Paradyne EtherLoop 2.";
  }
  identity opticalChannelGroup {
    base iana-interface-type;
    description
      "Optical Channel Group.";
  }
  identity homepna {
    base iana-interface-type;
    description
      "HomePNA ITU-T G.989.";
  }
  identity gfp {
    base iana-interface-type;
    description
      "Generic Framing Procedure (GFP).";
  }
  identity ciscoISLvlan {
    base iana-interface-type;
    description
      "Layer 2 Virtual LAN using Cisco ISL.";
  }
  identity actelisMetaLOOP {
    base iana-interface-type;
    description
      "Acteleis proprietary MetaLOOP High Speed Link.";
  }
  identity fcipLink {
    base iana-interface-type;
    description
      "FCIP Link.";
  }
  identity rpr {
    base iana-interface-type;
    description
      "Resilient Packet Ring Interface Type.";
  }
  identity qam {
    base iana-interface-type;
    description
      "RF Qam Interface.";
  }
  identity lmp {
    base iana-interface-type;
    description
      "Link Management Protocol.";
    reference
      "RFC 4327 - Link Management Protocol (LMP) Management
                  Information Base (MIB)";
  }
  identity cblVectaStar {
    base iana-interface-type;
    description
      "Cambridge Broadband Networks Limited VectaStar.";
  }
  identity docsCableMCmtsDownstream {
    base iana-interface-type;
    description
      "CATV Modular CMTS Downstream Interface.";
  }
  identity adsl2 {
    base iana-interface-type;
    status deprecated;
    description
      "Asymmetric Digital Subscriber Loop Version 2
       (DEPRECATED/OBSOLETED - please use adsl2plus(238)
       instead).";
    reference
      "RFC 4706 - Definitions of Managed Objects for Asymmetric
                  Digital Subscriber Line 2 (ADSL2)";
  }
  identity macSecControlledIF {
    base iana-interface-type;
    description
      "MACSecControlled.";
  }
  identity macSecUncontrolledIF {
    base iana-interface-type;
    description
      "MACSecUncontrolled.";
  }
  identity aviciOpticalEther {
    base iana-interface-type;
    description
      "Avici Optical Ethernet Aggregate.";
  }
  identity atmbond {
    base iana-interface-type;
    description
      "atmbond.";
  }
  identity voiceFGDOS {
    base iana-interface-type;
    description
      "Voice FGD Operator Services.";
  }
  identity mocaVersion1 {
    base iana-interface-type;
    description
      "MultiMedia over Coax Alliance (MoCA) Interface
       as documented in information provided privately to IANA.";
  }
  identity ieee80216WMAN {
    base iana-interface-type;
    description
      "IEEE 802.16 WMAN interface.";
  }
  identity adsl2plus {
    base iana-interface-type;
    description
      "Asymmetric Digital Subscriber Loop Version 2 -
       Version 2 Plus and all variants.";
  }
  identity dvbRcsMacLayer {
    base iana-interface-type;
    description
      "DVB-RCS MAC Layer.";
    reference
      "RFC 5728 - The SatLabs Group DVB-RCS MIB";
  }
  identity dvbTdm {
    base iana-interface-type;
    description
      "DVB Satellite TDM.";
    reference
      "RFC 5728 - The SatLabs Group DVB-RCS MIB";
  }
  identity dvbRcsTdma {
    base iana-interface-type;
    description
      "DVB-RCS TDMA.";
    reference
      "RFC 5728 - The SatLabs Group DVB-RCS MIB";
  }
  identity x86Laps {
    base iana-interface-type;
    description
      "LAPS based on ITU-T X.86/Y.1323.";
  }
  identity wwanPP {
    base iana-interface-type;
    description
      "3GPP WWAN.";
  }
  identity wwanPP2 {
    base iana-interface-type;
    description
      "3GPP2 WWAN.";
  }
  identity voiceEBS {
    base iana-interface-type;
    description
      "Voice P-phone EBS physical interface.";
  }
  identity ifPwType {
    base iana-interface-type;
    description
      "Pseudowire interface type.";
    reference
      "RFC 5601 - Pseudowire (PW) Management Information Base (MIB)";
  }
  identity ilan {
    base iana-interface-type;
    description
      "Internal LAN on a bridge per IEEE 802.1ap.";
  }
  identity pip {
    base iana-interface-type;
    description
      "Provider Instance Port on a bridge per IEEE 802.1ah PBB.";
  }
  identity aluELP {
    base iana-interface-type;
    description
      "Alcatel-Lucent Ethernet Link Protection.";
  }
  identity gpon {
    base iana-interface-type;
    description
      "Gigabit-capable passive optical networks (G-PON) as per
       ITU-T G.948.";
  }
  identity vdsl2 {
    base iana-interface-type;
    description
      "Very high speed digital subscriber line Version 2
       (as per ITU-T Recommendation G.993.2).";
    reference
      "RFC 5650 - Definitions of Managed Objects for Very High
                  Speed Digital Subscriber Line 2 (VDSL2)";
  }
  identity capwapDot11Profile {
    base iana-interface-type;
    description
      "WLAN Profile Interface.";
    reference
      "RFC 5834 - Control and Provisioning of Wireless Access
                  Points (CAPWAP) Protocol Binding MIB for
                  IEEE 802.11";
  }
  identity capwapDot11Bss {
    base iana-interface-type;
    description
      "WLAN BSS Interface.";
    reference
      "RFC 5834 - Control and Provisioning of Wireless Access
                  Points (CAPWAP) Protocol Binding MIB for
                  IEEE 802.11";
  }
  identity capwapWtpVirtualRadio {
    base iana-interface-type;
    description
      "WTP Virtual Radio Interface.";
    reference
      "RFC 5833 - Control and Provisioning of Wireless Access
                  Points (CAPWAP) Protocol Base MIB";
  }
  identity bits {
    base iana-interface-type;
    description
      "bitsport.";
  }
  identity docsCableUpstreamRfPort {
    base iana-interface-type;
    description
      "DOCSIS CATV Upstream RF Port.";
  }
  identity cableDownstreamRfPort {
    base iana-interface-type;
    description
      "CATV downstream RF Port.";
  }
  identity vmwareVirtualNic {
    base iana-interface-type;
    description
      "VMware Virtual Network Interface.";
  }
  identity ieee802154 {
    base iana-interface-type;
    description
      "IEEE 802.15.4 WPAN interface.";
    reference
      "IEEE 802.15.4-2006";
  }
  identity otnOdu {
    base iana-interface-type;
    description
      "OTN Optical Data Unit.";
  }
  identity otnOtu {
    base iana-interface-type;
    description
      "OTN Optical channel Transport Unit.";
  }
  identity ifVfiType {
    base iana-interface-type;
    description
      "VPLS Forwarding Instance Interface Type.";
  }
  identity g9981 {
    base iana-interface-type;
    description
      "G.998.1 bonded interface.";
  }
  identity g9982 {
    base iana-interface-type;
    description
      "G.998.2 bonded interface.";
  }
  identity g9983 {
    base iana-interface-type;
    description
      "G.998.3 bonded interface.";
  }

  identity aluEpon {
    base iana-interface-type;
    description
      "Ethernet Passive Optical Networks (E-PON).";
  }
  identity aluEponOnu {
    base iana-interface-type;
    description
      "EPON Optical Network Unit.";
  }
  identity aluEponPhysicalUni {
    base iana-interface-type;
    description
      "EPON physical User to Network interface.";
  }
  identity aluEponLogicalLink {
    base iana-interface-type;
    description
      "The emulation of a point-to-point link over the EPON
       layer.";
  }
  identity aluGponOnu {
    base iana-interface-type;
    description
      "GPON Optical Network Unit.";
    reference
      "ITU-T G.984.2";
  }
  identity aluGponPhysicalUni {
    base iana-interface-type;
    description
      "GPON physical User to Network interface.";
    reference
      "ITU-T G.984.2";
  }
  identity vmwareNicTeam {
    base iana-interface-type;
    description
      "VMware NIC Team.";
  }
  identity docsOfdmDownstream {
    base iana-interface-type;
    description
      "CATV Downstream OFDM interface.";
  }
  identity docsOfdmaUpstream {
    base iana-interface-type;
    description
      "CATV Upstream OFDMA interface.";
  }
  identity gfast {
    base iana-interface-type;
    description
      "G.fast port.";
    reference
      "ITU-T G.9701";
  }
  identity sdci {
    base iana-interface-type;
    description
      "SDCI (IO-Link).";
    reference
      "IEC 61131-9 Edition 1.0 2013-09";
  }
  identity xboxWireless {
    base iana-interface-type;
    description
      "Xbox wireless.";
  }
  identity fastdsl {
    base iana-interface-type;
    description
      "FastDSL.";
    reference
      "BBF TR-355";
  }
  identity docsCableScte55d1FwdOob {
    base iana-interface-type;
    description
      "Cable SCTE 55-1 OOB Forward Channel.";
  }
  identity docsCableScte55d1RetOob {
    base iana-interface-type;
    description
      "Cable SCTE 55-1 OOB Return Channel.";
  }
  identity docsCableScte55d2DsOob {
    base iana-interface-type;
    description
      "Cable SCTE 55-2 OOB Downstream Channel.";
  }
  identity docsCableScte55d2UsOob {
    base iana-interface-type;
    description
      "Cable SCTE 55-2 OOB Upstream Channel.";
  }
  identity docsCableNdf {
    base iana-interface-type;
    description
      "Cable Narrowband Digital Forward.";
  }
  identity docsCableNdr {
    base iana-interface-type;
    description
      "Cable Narrowband Digital Return.";
  }
  identity ptm {
    base iana-interface-type;
    description
      "Packet Transfer Mode.";
  }
  identity ghn {
    base iana-interface-type;
    description
      "G.hn port.";
  }
}







Modified IEEE YANG Models/ieee802-ethernet-interface.yang

module ieee802-ethernet-interface {

  yang-version 1.1;



  namespace

    "urn:ieee:std:802.3:yang:ieee802-ethernet-interface";



  prefix ieee802-eth-if;



  import ietf-interfaces { 

    prefix if; 

    reference "IETF RFC 8343";

  }



  import iana-if-type {

    prefix ianaift;

    reference "http://www.iana.org/assignments/yang-parameters/

      iana-if-type@2018-07-03.yang";

  }

  

  import bbf-ethernet-interfaces-common {

    prefix bbf-eth-ifc;

  }



  organization

    "IEEE Std 802.3 Ethernet Working Group

     Web URL: http://www.ieee802.org/3/";



  contact

    "Web URL: http://www.ieee802.org/3/";



  description

    "This module contains YANG definitions for configuring IEEE Std 

     802.3 Ethernet Interfaces.

     In this YANG module, 'Ethernet interface' can be interpreted

     as referring to 'IEEE Std 802.3 compliant Ethernet

     interfaces'.";



  revision 2023-09-23 {

    description

      "TBD

       * Approval Date:    TBD.

       * Publication Date: TBD.";

    reference

      "TBD";

  }



  feature ethernet-pfc {

    description

      "This device supports Ethernet priority flow-control.";

  }



  feature ethernet-pause {

    description

      "This device supports Ethernet PAUSE.";

  }



  augment "/if:interfaces/if:interface" {

    when "derived-from-or-self(if:type, 'ianaift:ethernetCsmacd')" {

      description 

        "Applies to all P2P Ethernet interfaces.";

    }

    description

      "Augment interface model with Ethernet interface

       specific configuration nodes.";



    uses  bbf-eth-ifc:ethernet {

      description

        "Contains all Ethernet interface related configuration.";



      refine "ethernet/flow-control/pause" {

        if-feature "ethernet-pause";

      }

      refine "ethernet/flow-control/pfc" {

        if-feature "ethernet-pfc";

      }



      augment "ethernet/flow-control/pause" {

        description

          "Augments the ethernet interface flow control with state 

           data.";

        uses bbf-eth-ifc:flow-control-statistics;

      }

      augment "ethernet/auto-negotiation" {

        description

          "Augments the ethernet interface auto-negotation with state 

           data.";

        leaf negotiation-status {

          when "../enable = 'true'" {

            description

              "Status data node available when negotiation is 

               enabled.";

          }

          type enumeration {

            enum in-progress {

              description

                "The auto-negotiation protocol is running and

                 negotiation is currently in-progress.";

            }

            enum complete {

              description

                "The auto-negotiation protocol has completed

                 successfully.";

            }

            enum failed {

              description

                "The auto-negotiation protocol has failed.";

            }

            enum unknown {

              description

                "The auto-negotiation status is not currently known,

                 this could be because it is still negotiating or the

                 protocol cannot run (e.g., if no medium is 

                 present).";

            }

            enum no-negotiation {

              description 

                "No auto-negotiation is executed. 

                 The auto-negotation function is either not supported 

                 on this interface or has not been enabled.";

            }

          }

          config false;

          description

            "The status of the auto-negotiation protocol.";

          reference 

            "IEEE 802.3, 30.6.1.1.4, aAutoNegAutoConfig";

        }

      }

      augment "ethernet/flow-control/pfc" {

        description

          "Augments the ethernet interface's priority based flow 

           control with state data.";

        uses bbf-eth-ifc:pfc-statistics;

      }

      augment "ethernet" {

        description

          "Augments the ethernet interface with state data.";

        uses bbf-eth-ifc:capabilities;

        uses bbf-eth-ifc:ethernet-statistics;

      }

    }

  }

}








Modified IEEE YANG Models/ietf-interfaces.yang

module ietf-interfaces {
  yang-version 1.1;
  namespace "urn:ietf:params:xml:ns:yang:ietf-interfaces";
  prefix if;

  import ietf-yang-types {
    prefix yang;
  }

  organization
    "IETF NETMOD (Network Modeling) Working Group";

  contact
    "WG Web:   <https://datatracker.ietf.org/wg/netmod/>
     WG List:  <mailto:netmod@ietf.org>

     Editor:   Martin Bjorklund
               <mailto:mbj@tail-f.com>";

  description
    "This module contains a collection of YANG definitions for
     managing network interfaces.

     Copyright (c) 2018 IETF Trust and the persons identified as
     authors of the code.  All rights reserved.

     Redistribution and use in source and binary forms, with or
     without modification, is permitted pursuant to, and subject
     to the license terms contained in, the Simplified BSD License
     set forth in Section 4.c of the IETF Trust's Legal Provisions
     Relating to IETF Documents
     (https://trustee.ietf.org/license-info).

     This version of this YANG module is part of RFC 8343; see
     the RFC itself for full legal notices.";

  revision 2018-02-20 {
    description
      "Updated to support NMDA.";
    reference
      "RFC 8343: A YANG Data Model for Interface Management";
  }

  revision 2014-05-08 {
    description
      "Initial revision.";
    reference
      "RFC 7223: A YANG Data Model for Interface Management";
  }

  /*
   * Typedefs
   */

  typedef interface-ref {
    type leafref {
      path "/if:interfaces/if:interface/if:name";
    }
    description
      "This type is used by data models that need to reference
       interfaces.";
  }

  /*
   * Identities
   */

  identity interface-type {
    description
      "Base identity from which specific interface types are
       derived.";
  }

  /*
   * Features
   */

  feature arbitrary-names {
    description
      "This feature indicates that the device allows user-controlled
       interfaces to be named arbitrarily.";
  }
  feature pre-provisioning {
    description
      "This feature indicates that the device supports
       pre-provisioning of interface configuration, i.e., it is
       possible to configure an interface whose physical interface
       hardware is not present on the device.";
  }
  feature if-mib {
    description
      "This feature indicates that the device implements
       the IF-MIB.";
    reference
      "RFC 2863: The Interfaces Group MIB";
  }

  /*
   * Data nodes
   */

  container interfaces {
    description
      "Interface parameters.";

    list interface {
      key "name";

      description
        "The list of interfaces on the device.

         The status of an interface is available in this list in the
         operational state.  If the configuration of a
         system-controlled interface cannot be used by the system
         (e.g., the interface hardware present does not match the
         interface type), then the configuration is not applied to
         the system-controlled interface shown in the operational
         state.  If the configuration of a user-controlled interface
         cannot be used by the system, the configured interface is
         not instantiated in the operational state.

         System-controlled interfaces created by the system are
         always present in this list in the operational state,
         whether or not they are configured.";

     leaf name {
        type string;
        description
          "The name of the interface.

           A device MAY restrict the allowed values for this leaf,
           possibly depending on the type of the interface.
           For system-controlled interfaces, this leaf is the
           device-specific name of the interface.

           If a client tries to create configuration for a
           system-controlled interface that is not present in the
           operational state, the server MAY reject the request if
           the implementation does not support pre-provisioning of
           interfaces or if the name refers to an interface that can
           never exist in the system.  A Network Configuration
           Protocol (NETCONF) server MUST reply with an rpc-error
           with the error-tag 'invalid-value' in this case.

           If the device supports pre-provisioning of interface
           configuration, the 'pre-provisioning' feature is
           advertised.

           If the device allows arbitrarily named user-controlled
           interfaces, the 'arbitrary-names' feature is advertised.

           When a configured user-controlled interface is created by
           the system, it is instantiated with the same name in the
           operational state.

           A server implementation MAY map this leaf to the ifName
           MIB object.  Such an implementation needs to use some
           mechanism to handle the differences in size and characters
           allowed between this leaf and ifName.  The definition of
           such a mechanism is outside the scope of this document.";
        reference
          "RFC 2863: The Interfaces Group MIB - ifName";
      }

      leaf description {
        type string;
        description
          "A textual description of the interface.

           A server implementation MAY map this leaf to the ifAlias
           MIB object.  Such an implementation needs to use some
           mechanism to handle the differences in size and characters
           allowed between this leaf and ifAlias.  The definition of
           such a mechanism is outside the scope of this document.

           Since ifAlias is defined to be stored in non-volatile
           storage, the MIB implementation MUST map ifAlias to the
           value of 'description' in the persistently stored
           configuration.";
        reference
          "RFC 2863: The Interfaces Group MIB - ifAlias";
      }

      leaf type {
        type identityref {
          base interface-type;
        }
        mandatory true;
        description
          "The type of the interface.

           When an interface entry is created, a server MAY
           initialize the type leaf with a valid value, e.g., if it
           is possible to derive the type from the name of the
           interface.

           If a client tries to set the type of an interface to a
           value that can never be used by the system, e.g., if the
           type is not supported or if the type does not match the
           name of the interface, the server MUST reject the request.
           A NETCONF server MUST reply with an rpc-error with the
           error-tag 'invalid-value' in this case.";
        reference
          "RFC 2863: The Interfaces Group MIB - ifType";
      }

      leaf enabled {
        type boolean;
        default "true";
        description
          "This leaf contains the configured, desired state of the
           interface.

           Systems that implement the IF-MIB use the value of this
           leaf in the intended configuration to set
           IF-MIB.ifAdminStatus to 'up' or 'down' after an ifEntry
           has been initialized, as described in RFC 2863.

           Changes in this leaf in the intended configuration are
           reflected in ifAdminStatus.";
        reference
          "RFC 2863: The Interfaces Group MIB - ifAdminStatus";
      }

      leaf link-up-down-trap-enable {
        if-feature if-mib;
        type enumeration {
          enum enabled {
            value 1;
            description
              "The device will generate linkUp/linkDown SNMP
               notifications for this interface.";
          }
          enum disabled {
            value 2;
            description
              "The device will not generate linkUp/linkDown SNMP
               notifications for this interface.";
          }
        }
        description
          "Controls whether linkUp/linkDown SNMP notifications
           should be generated for this interface.

           If this node is not configured, the value 'enabled' is
           operationally used by the server for interfaces that do
           not operate on top of any other interface (i.e., there are
           no 'lower-layer-if' entries), and 'disabled' otherwise.";
        reference
          "RFC 2863: The Interfaces Group MIB -
                     ifLinkUpDownTrapEnable";
      }

      leaf admin-status {
        if-feature if-mib;
        type enumeration {
          enum up {
            value 1;
            description
              "Ready to pass packets.";
          }
          enum down {
            value 2;
            description
              "Not ready to pass packets and not in some test mode.";
          }
          enum testing {
            value 3;
            description
              "In some test mode.";
          }
        }
        config false;
        mandatory true;
        description
          "The desired state of the interface.

           This leaf has the same read semantics as ifAdminStatus.";
        reference
          "RFC 2863: The Interfaces Group MIB - ifAdminStatus";
      }

      leaf oper-status {
        type enumeration {
          enum up {
            value 1;
            description
              "Ready to pass packets.";
          }
          enum down {
            value 2;

            description
              "The interface does not pass any packets.";
          }
          enum testing {
            value 3;
            description
              "In some test mode.  No operational packets can
               be passed.";
          }
          enum unknown {
            value 4;
            description
              "Status cannot be determined for some reason.";
          }
          enum dormant {
            value 5;
            description
              "Waiting for some external event.";
          }
          enum not-present {
            value 6;
            description
              "Some component (typically hardware) is missing.";
          }
          enum lower-layer-down {
            value 7;
            description
              "Down due to state of lower-layer interface(s).";
          }
        }
        config false;
        mandatory true;
        description
          "The current operational state of the interface.

           This leaf has the same semantics as ifOperStatus.";
        reference
          "RFC 2863: The Interfaces Group MIB - ifOperStatus";
      }

      leaf last-change {
        type yang:date-and-time;
        config false;
        description
          "The time the interface entered its current operational
           state.  If the current state was entered prior to the
           last re-initialization of the local network management
           subsystem, then this node is not present.";
        reference
          "RFC 2863: The Interfaces Group MIB - ifLastChange";
      }

      leaf if-index {
        if-feature if-mib;
        type int32 {
          range "1..2147483647";
        }
        config false;
        mandatory true;
        description
          "The ifIndex value for the ifEntry represented by this
           interface.";
        reference
          "RFC 2863: The Interfaces Group MIB - ifIndex";
      }

      leaf phys-address {
        type yang:phys-address;
        config false;
        description
          "The interface's address at its protocol sub-layer.  For
           example, for an 802.x interface, this object normally
           contains a Media Access Control (MAC) address.  The
           interface's media-specific modules must define the bit
           and byte ordering and the format of the value of this
           object.  For interfaces that do not have such an address
           (e.g., a serial line), this node is not present.";
        reference
          "RFC 2863: The Interfaces Group MIB - ifPhysAddress";
      }

      leaf-list higher-layer-if {
        type interface-ref;
        config false;
        description
          "A list of references to interfaces layered on top of this
           interface.";
        reference
          "RFC 2863: The Interfaces Group MIB - ifStackTable";
      }

      leaf-list lower-layer-if {
        type interface-ref;
        config false;

        description
          "A list of references to interfaces layered underneath this
           interface.";
        reference
          "RFC 2863: The Interfaces Group MIB - ifStackTable";
      }

      leaf speed {
        type yang:gauge64;
        units "bits/second";
        config false;
        description
            "An estimate of the interface's current bandwidth in bits
             per second.  For interfaces that do not vary in
             bandwidth or for those where no accurate estimation can
             be made, this node should contain the nominal bandwidth.
             For interfaces that have no concept of bandwidth, this
             node is not present.";
        reference
          "RFC 2863: The Interfaces Group MIB -
                     ifSpeed, ifHighSpeed";
      }

      container statistics {
        config false;
        description
          "A collection of interface-related statistics objects.";

        leaf discontinuity-time {
          type yang:date-and-time;
          mandatory true;
          description
            "The time on the most recent occasion at which any one or
             more of this interface's counters suffered a
             discontinuity.  If no such discontinuities have occurred
             since the last re-initialization of the local management
             subsystem, then this node contains the time the local
             management subsystem re-initialized itself.";
        }

        leaf in-octets {
          type yang:counter64;
          description
            "The total number of octets received on the interface,
             including framing characters.

             Discontinuities in the value of this counter can occur
             at re-initialization of the management system and at
             other times as indicated by the value of
             'discontinuity-time'.";
          reference
            "RFC 2863: The Interfaces Group MIB - ifHCInOctets";
        }

        leaf in-unicast-pkts {
          type yang:counter64;
          description
            "The number of packets, delivered by this sub-layer to a
             higher (sub-)layer, that were not addressed to a
             multicast or broadcast address at this sub-layer.

             Discontinuities in the value of this counter can occur
             at re-initialization of the management system and at
             other times as indicated by the value of
             'discontinuity-time'.";
          reference
            "RFC 2863: The Interfaces Group MIB - ifHCInUcastPkts";
        }

        leaf in-broadcast-pkts {
          type yang:counter64;
          description
            "The number of packets, delivered by this sub-layer to a
             higher (sub-)layer, that were addressed to a broadcast
             address at this sub-layer.

             Discontinuities in the value of this counter can occur
             at re-initialization of the management system and at
             other times as indicated by the value of
             'discontinuity-time'.";
          reference
            "RFC 2863: The Interfaces Group MIB -
                       ifHCInBroadcastPkts";
        }

        leaf in-multicast-pkts {
          type yang:counter64;
          description
            "The number of packets, delivered by this sub-layer to a
             higher (sub-)layer, that were addressed to a multicast
             address at this sub-layer.  For a MAC-layer protocol,
             this includes both Group and Functional addresses.

             Discontinuities in the value of this counter can occur
             at re-initialization of the management system and at
             other times as indicated by the value of
             'discontinuity-time'.";
          reference
            "RFC 2863: The Interfaces Group MIB -
                       ifHCInMulticastPkts";
        }

        leaf in-discards {
          type yang:counter32;
          description
            "The number of inbound packets that were chosen to be
             discarded even though no errors had been detected to
             prevent their being deliverable to a higher-layer
             protocol.  One possible reason for discarding such a
             packet could be to free up buffer space.

             Discontinuities in the value of this counter can occur
             at re-initialization of the management system and at
             other times as indicated by the value of
             'discontinuity-time'.";
          reference
            "RFC 2863: The Interfaces Group MIB - ifInDiscards";
        }

        leaf in-errors {
          type yang:counter32;
          description
            "For packet-oriented interfaces, the number of inbound
             packets that contained errors preventing them from being
             deliverable to a higher-layer protocol.  For character-
             oriented or fixed-length interfaces, the number of
             inbound transmission units that contained errors
             preventing them from being deliverable to a higher-layer
             protocol.

             Discontinuities in the value of this counter can occur
             at re-initialization of the management system and at
             other times as indicated by the value of
             'discontinuity-time'.";
          reference
            "RFC 2863: The Interfaces Group MIB - ifInErrors";
        }

        leaf in-unknown-protos {
          type yang:counter32;

          description
            "For packet-oriented interfaces, the number of packets
             received via the interface that were discarded because
             of an unknown or unsupported protocol.  For
             character-oriented or fixed-length interfaces that
             support protocol multiplexing, the number of
             transmission units received via the interface that were
             discarded because of an unknown or unsupported protocol.
             For any interface that does not support protocol
             multiplexing, this counter is not present.

             Discontinuities in the value of this counter can occur
             at re-initialization of the management system and at
             other times as indicated by the value of
             'discontinuity-time'.";
          reference
            "RFC 2863: The Interfaces Group MIB - ifInUnknownProtos";
        }

        leaf out-octets {
          type yang:counter64;
          description
            "The total number of octets transmitted out of the
             interface, including framing characters.

             Discontinuities in the value of this counter can occur
             at re-initialization of the management system and at
             other times as indicated by the value of
             'discontinuity-time'.";
          reference
            "RFC 2863: The Interfaces Group MIB - ifHCOutOctets";
        }

        leaf out-unicast-pkts {
          type yang:counter64;
          description
            "The total number of packets that higher-level protocols
             requested be transmitted and that were not addressed
             to a multicast or broadcast address at this sub-layer,
             including those that were discarded or not sent.

             Discontinuities in the value of this counter can occur
             at re-initialization of the management system and at
             other times as indicated by the value of
             'discontinuity-time'.";
          reference
            "RFC 2863: The Interfaces Group MIB - ifHCOutUcastPkts";
        }

        leaf out-broadcast-pkts {
          type yang:counter64;
          description
            "The total number of packets that higher-level protocols
             requested be transmitted and that were addressed to a
             broadcast address at this sub-layer, including those
             that were discarded or not sent.

             Discontinuities in the value of this counter can occur
             at re-initialization of the management system and at
             other times as indicated by the value of
             'discontinuity-time'.";
          reference
            "RFC 2863: The Interfaces Group MIB -
                       ifHCOutBroadcastPkts";
        }

        leaf out-multicast-pkts {
          type yang:counter64;
          description
            "The total number of packets that higher-level protocols
             requested be transmitted and that were addressed to a
             multicast address at this sub-layer, including those
             that were discarded or not sent.  For a MAC-layer
             protocol, this includes both Group and Functional
             addresses.

             Discontinuities in the value of this counter can occur
             at re-initialization of the management system and at
             other times as indicated by the value of
             'discontinuity-time'.";
          reference
            "RFC 2863: The Interfaces Group MIB -
                       ifHCOutMulticastPkts";
        }

        leaf out-discards {
          type yang:counter32;
          description
            "The number of outbound packets that were chosen to be
             discarded even though no errors had been detected to
             prevent their being transmitted.  One possible reason
             for discarding such a packet could be to free up buffer
             space.

             Discontinuities in the value of this counter can occur
             at re-initialization of the management system and at
             other times as indicated by the value of
             'discontinuity-time'.";
          reference
            "RFC 2863: The Interfaces Group MIB - ifOutDiscards";
        }

        leaf out-errors {
          type yang:counter32;
          description
            "For packet-oriented interfaces, the number of outbound
             packets that could not be transmitted because of errors.
             For character-oriented or fixed-length interfaces, the
             number of outbound transmission units that could not be
             transmitted because of errors.

             Discontinuities in the value of this counter can occur
             at re-initialization of the management system and at
             other times as indicated by the value of
             'discontinuity-time'.";
          reference
            "RFC 2863: The Interfaces Group MIB - ifOutErrors";
        }
      }

    }
  }

  /*
   * Legacy typedefs
   */

  typedef interface-state-ref {
    type leafref {
      path "/if:interfaces-state/if:interface/if:name";
    }
    status deprecated;
    description
      "This type is used by data models that need to reference
       the operationally present interfaces.";
  }

  /*
   * Legacy operational state data nodes
   */

  container interfaces-state {
    config false;
    status deprecated;
    description
      "Data nodes for the operational state of interfaces.";

    list interface {
      key "name";
      status deprecated;

      description
        "The list of interfaces on the device.

         System-controlled interfaces created by the system are
         always present in this list, whether or not they are
         configured.";

      leaf name {
        type string;
        status deprecated;
        description
          "The name of the interface.

           A server implementation MAY map this leaf to the ifName
           MIB object.  Such an implementation needs to use some
           mechanism to handle the differences in size and characters
           allowed between this leaf and ifName.  The definition of
           such a mechanism is outside the scope of this document.";
        reference
          "RFC 2863: The Interfaces Group MIB - ifName";
      }

      leaf type {
        type identityref {
          base interface-type;
        }
        mandatory true;
        status deprecated;
        description
          "The type of the interface.";
        reference
          "RFC 2863: The Interfaces Group MIB - ifType";
      }

      leaf admin-status {
        if-feature if-mib;
        type enumeration {
          enum up {
            value 1;
            description
              "Ready to pass packets.";
          }
          enum down {
            value 2;
            description
              "Not ready to pass packets and not in some test mode.";
          }
          enum testing {
            value 3;
            description
              "In some test mode.";
          }
        }
        mandatory true;
        status deprecated;
        description
          "The desired state of the interface.

           This leaf has the same read semantics as ifAdminStatus.";
        reference
          "RFC 2863: The Interfaces Group MIB - ifAdminStatus";
      }

      leaf oper-status {
        type enumeration {
          enum up {
            value 1;
            description
              "Ready to pass packets.";
          }
          enum down {
            value 2;
            description
              "The interface does not pass any packets.";
          }
          enum testing {
            value 3;
            description
              "In some test mode.  No operational packets can
               be passed.";
          }
          enum unknown {
            value 4;
            description
              "Status cannot be determined for some reason.";
          }
          enum dormant {
            value 5;
            description
              "Waiting for some external event.";
          }
          enum not-present {
            value 6;
            description
              "Some component (typically hardware) is missing.";
          }
          enum lower-layer-down {
            value 7;
            description
              "Down due to state of lower-layer interface(s).";
          }
        }
        mandatory true;
        status deprecated;
        description
          "The current operational state of the interface.

           This leaf has the same semantics as ifOperStatus.";
        reference
          "RFC 2863: The Interfaces Group MIB - ifOperStatus";
      }

      leaf last-change {
        type yang:date-and-time;
        status deprecated;
        description
          "The time the interface entered its current operational
           state.  If the current state was entered prior to the
           last re-initialization of the local network management
           subsystem, then this node is not present.";
        reference
          "RFC 2863: The Interfaces Group MIB - ifLastChange";
      }

      leaf if-index {
        if-feature if-mib;
        type int32 {
          range "1..2147483647";
        }
        mandatory true;
        status deprecated;
        description
          "The ifIndex value for the ifEntry represented by this
           interface.";

        reference
          "RFC 2863: The Interfaces Group MIB - ifIndex";
      }

      leaf phys-address {
        type yang:phys-address;
        status deprecated;
        description
          "The interface's address at its protocol sub-layer.  For
           example, for an 802.x interface, this object normally
           contains a Media Access Control (MAC) address.  The
           interface's media-specific modules must define the bit
           and byte ordering and the format of the value of this
           object.  For interfaces that do not have such an address
           (e.g., a serial line), this node is not present.";
        reference
          "RFC 2863: The Interfaces Group MIB - ifPhysAddress";
      }

      leaf-list higher-layer-if {
        type interface-state-ref;
        status deprecated;
        description
          "A list of references to interfaces layered on top of this
           interface.";
        reference
          "RFC 2863: The Interfaces Group MIB - ifStackTable";
      }

      leaf-list lower-layer-if {
        type interface-state-ref;
        status deprecated;
        description
          "A list of references to interfaces layered underneath this
           interface.";
        reference
          "RFC 2863: The Interfaces Group MIB - ifStackTable";
      }

      leaf speed {
        type yang:gauge64;
        units "bits/second";
        status deprecated;
        description
            "An estimate of the interface's current bandwidth in bits
             per second.  For interfaces that do not vary in
             bandwidth or for those where no accurate estimation can

             be made, this node should contain the nominal bandwidth.
             For interfaces that have no concept of bandwidth, this
             node is not present.";
        reference
          "RFC 2863: The Interfaces Group MIB -
                     ifSpeed, ifHighSpeed";
      }

      container statistics {
        status deprecated;
        description
          "A collection of interface-related statistics objects.";

        leaf discontinuity-time {
          type yang:date-and-time;
          mandatory true;
          status deprecated;
          description
            "The time on the most recent occasion at which any one or
             more of this interface's counters suffered a
             discontinuity.  If no such discontinuities have occurred
             since the last re-initialization of the local management
             subsystem, then this node contains the time the local
             management subsystem re-initialized itself.";
        }

        leaf in-octets {
          type yang:counter64;
          status deprecated;
          description
            "The total number of octets received on the interface,
             including framing characters.

             Discontinuities in the value of this counter can occur
             at re-initialization of the management system and at
             other times as indicated by the value of
             'discontinuity-time'.";
          reference
            "RFC 2863: The Interfaces Group MIB - ifHCInOctets";
        }

        leaf in-unicast-pkts {
          type yang:counter64;
          status deprecated;
          description
            "The number of packets, delivered by this sub-layer to a
             higher (sub-)layer, that were not addressed to a
             multicast or broadcast address at this sub-layer.
             Discontinuities in the value of this counter can occur
             at re-initialization of the management system and at
             other times as indicated by the value of
             'discontinuity-time'.";
          reference
            "RFC 2863: The Interfaces Group MIB - ifHCInUcastPkts";
        }

        leaf in-broadcast-pkts {
          type yang:counter64;
          status deprecated;
          description
            "The number of packets, delivered by this sub-layer to a
             higher (sub-)layer, that were addressed to a broadcast
             address at this sub-layer.

             Discontinuities in the value of this counter can occur
             at re-initialization of the management system and at
             other times as indicated by the value of
             'discontinuity-time'.";
          reference
            "RFC 2863: The Interfaces Group MIB -
                       ifHCInBroadcastPkts";
        }

        leaf in-multicast-pkts {
          type yang:counter64;
          status deprecated;
          description
            "The number of packets, delivered by this sub-layer to a
             higher (sub-)layer, that were addressed to a multicast
             address at this sub-layer.  For a MAC-layer protocol,
             this includes both Group and Functional addresses.

             Discontinuities in the value of this counter can occur
             at re-initialization of the management system and at
             other times as indicated by the value of
             'discontinuity-time'.";
          reference
            "RFC 2863: The Interfaces Group MIB -
                       ifHCInMulticastPkts";
        }

        leaf in-discards {
          type yang:counter32;
          status deprecated;

          description
            "The number of inbound packets that were chosen to be
             discarded even though no errors had been detected to
             prevent their being deliverable to a higher-layer
             protocol.  One possible reason for discarding such a
             packet could be to free up buffer space.

             Discontinuities in the value of this counter can occur
             at re-initialization of the management system and at
             other times as indicated by the value of
             'discontinuity-time'.";
          reference
            "RFC 2863: The Interfaces Group MIB - ifInDiscards";
        }

        leaf in-errors {
          type yang:counter32;
          status deprecated;
          description
            "For packet-oriented interfaces, the number of inbound
             packets that contained errors preventing them from being
             deliverable to a higher-layer protocol.  For character-
             oriented or fixed-length interfaces, the number of
             inbound transmission units that contained errors
             preventing them from being deliverable to a higher-layer
             protocol.

             Discontinuities in the value of this counter can occur
             at re-initialization of the management system and at
             other times as indicated by the value of
             'discontinuity-time'.";
          reference
            "RFC 2863: The Interfaces Group MIB - ifInErrors";
        }

        leaf in-unknown-protos {
          type yang:counter32;
          status deprecated;
          description
            "For packet-oriented interfaces, the number of packets
             received via the interface that were discarded because
             of an unknown or unsupported protocol.  For
             character-oriented or fixed-length interfaces that
             support protocol multiplexing, the number of
             transmission units received via the interface that were
             discarded because of an unknown or unsupported protocol.
             For any interface that does not support protocol
             multiplexing, this counter is not present.
             Discontinuities in the value of this counter can occur
             at re-initialization of the management system and at
             other times as indicated by the value of
             'discontinuity-time'.";
          reference
            "RFC 2863: The Interfaces Group MIB - ifInUnknownProtos";
        }

        leaf out-octets {
          type yang:counter64;
          status deprecated;
          description
            "The total number of octets transmitted out of the
             interface, including framing characters.

             Discontinuities in the value of this counter can occur
             at re-initialization of the management system and at
             other times as indicated by the value of
             'discontinuity-time'.";
          reference
            "RFC 2863: The Interfaces Group MIB - ifHCOutOctets";
        }

        leaf out-unicast-pkts {
          type yang:counter64;
          status deprecated;
          description
            "The total number of packets that higher-level protocols
             requested be transmitted and that were not addressed
             to a multicast or broadcast address at this sub-layer,
             including those that were discarded or not sent.

             Discontinuities in the value of this counter can occur
             at re-initialization of the management system and at
             other times as indicated by the value of
             'discontinuity-time'.";
          reference
            "RFC 2863: The Interfaces Group MIB - ifHCOutUcastPkts";
        }

        leaf out-broadcast-pkts {
          type yang:counter64;
          status deprecated;

          description
            "The total number of packets that higher-level protocols
             requested be transmitted and that were addressed to a
             broadcast address at this sub-layer, including those
             that were discarded or not sent.

             Discontinuities in the value of this counter can occur
             at re-initialization of the management system and at
             other times as indicated by the value of
             'discontinuity-time'.";
          reference
            "RFC 2863: The Interfaces Group MIB -
                       ifHCOutBroadcastPkts";
        }

        leaf out-multicast-pkts {
          type yang:counter64;
          status deprecated;
          description
            "The total number of packets that higher-level protocols
             requested be transmitted and that were addressed to a
             multicast address at this sub-layer, including those
             that were discarded or not sent.  For a MAC-layer
             protocol, this includes both Group and Functional
             addresses.

             Discontinuities in the value of this counter can occur
             at re-initialization of the management system and at
             other times as indicated by the value of
             'discontinuity-time'.";
          reference
            "RFC 2863: The Interfaces Group MIB -
                       ifHCOutMulticastPkts";
        }

        leaf out-discards {
          type yang:counter32;
          status deprecated;
          description
            "The number of outbound packets that were chosen to be
             discarded even though no errors had been detected to
             prevent their being transmitted.  One possible reason
             for discarding such a packet could be to free up buffer
             space.

             Discontinuities in the value of this counter can occur
             at re-initialization of the management system and at
             other times as indicated by the value of
             'discontinuity-time'.";
          reference
            "RFC 2863: The Interfaces Group MIB - ifOutDiscards";
        }

        leaf out-errors {
          type yang:counter32;
          status deprecated;
          description
            "For packet-oriented interfaces, the number of outbound
             packets that could not be transmitted because of errors.
             For character-oriented or fixed-length interfaces, the
             number of outbound transmission units that could not be
             transmitted because of errors.

             Discontinuities in the value of this counter can occur
             at re-initialization of the management system and at
             other times as indicated by the value of
             'discontinuity-time'.";
          reference
            "RFC 2863: The Interfaces Group MIB - ifOutErrors";
        }
      }
    }
  }
}







Modified IEEE YANG Models/ietf-yang-types.yang

module ietf-yang-types {

  namespace "urn:ietf:params:xml:ns:yang:ietf-yang-types";
  prefix "yang";

  organization
   "IETF NETMOD (NETCONF Data Modeling Language) Working Group";

  contact
   "WG Web:   <http://tools.ietf.org/wg/netmod/>
    WG List:  <mailto:netmod@ietf.org>

    WG Chair: David Kessens
              <mailto:david.kessens@nsn.com>

    WG Chair: Juergen Schoenwaelder
              <mailto:j.schoenwaelder@jacobs-university.de>

    Editor:   Juergen Schoenwaelder
              <mailto:j.schoenwaelder@jacobs-university.de>";

  description
   "This module contains a collection of generally useful derived
    YANG data types.

    Copyright (c) 2013 IETF Trust and the persons identified as
    authors of the code.  All rights reserved.

    Redistribution and use in source and binary forms, with or
    without modification, is permitted pursuant to, and subject
    to the license terms contained in, the Simplified BSD License
    set forth in Section 4.c of the IETF Trust's Legal Provisions
    Relating to IETF Documents
    (http://trustee.ietf.org/license-info).

    This version of this YANG module is part of RFC 6991; see
    the RFC itself for full legal notices.";

  revision 2013-07-15 {
    description
     "This revision adds the following new data types:
      - yang-identifier
      - hex-string
      - uuid
      - dotted-quad";
    reference
     "RFC 6991: Common YANG Data Types";
  }

  revision 2010-09-24 {
    description
     "Initial revision.";
    reference
     "RFC 6021: Common YANG Data Types";
  }

  /*** collection of counter and gauge types ***/

  typedef counter32 {
    type uint32;
    description
     "The counter32 type represents a non-negative integer
      that monotonically increases until it reaches a
      maximum value of 2^32-1 (4294967295 decimal), when it
      wraps around and starts increasing again from zero.

      Counters have no defined 'initial' value, and thus, a
      single value of a counter has (in general) no information
      content.  Discontinuities in the monotonically increasing
      value normally occur at re-initialization of the
      management system, and at other times as specified in the
      description of a schema node using this type.  If such
      other times can occur, for example, the creation of
      a schema node of type counter32 at times other than
      re-initialization, then a corresponding schema node
      should be defined, with an appropriate type, to indicate
      the last discontinuity.

      The counter32 type should not be used for configuration
      schema nodes.  A default statement SHOULD NOT be used in
      combination with the type counter32.

      In the value set and its semantics, this type is equivalent
      to the Counter32 type of the SMIv2.";
    reference
     "RFC 2578: Structure of Management Information Version 2
                (SMIv2)";
  }

  typedef zero-based-counter32 {
    type yang:counter32;
    default "0";
    description
     "The zero-based-counter32 type represents a counter32
      that has the defined 'initial' value zero.

      A schema node of this type will be set to zero (0) on creation
      and will thereafter increase monotonically until it reaches
      a maximum value of 2^32-1 (4294967295 decimal), when it
      wraps around and starts increasing again from zero.

      Provided that an application discovers a new schema node
      of this type within the minimum time to wrap, it can use the
      'initial' value as a delta.  It is important for a management
      station to be aware of this minimum time and the actual time
      between polls, and to discard data if the actual time is too
      long or there is no defined minimum time.

      In the value set and its semantics, this type is equivalent
      to the ZeroBasedCounter32 textual convention of the SMIv2.";
    reference
      "RFC 4502: Remote Network Monitoring Management Information
                 Base Version 2";
  }

  typedef counter64 {
    type uint64;
    description
     "The counter64 type represents a non-negative integer
      that monotonically increases until it reaches a
      maximum value of 2^64-1 (18446744073709551615 decimal),
      when it wraps around and starts increasing again from zero.

      Counters have no defined 'initial' value, and thus, a
      single value of a counter has (in general) no information
      content.  Discontinuities in the monotonically increasing
      value normally occur at re-initialization of the
      management system, and at other times as specified in the
      description of a schema node using this type.  If such
      other times can occur, for example, the creation of
      a schema node of type counter64 at times other than
      re-initialization, then a corresponding schema node
      should be defined, with an appropriate type, to indicate
      the last discontinuity.

      The counter64 type should not be used for configuration
      schema nodes.  A default statement SHOULD NOT be used in
      combination with the type counter64.

      In the value set and its semantics, this type is equivalent
      to the Counter64 type of the SMIv2.";
    reference
     "RFC 2578: Structure of Management Information Version 2
                (SMIv2)";
  }

  typedef zero-based-counter64 {
    type yang:counter64;
    default "0";
    description
     "The zero-based-counter64 type represents a counter64 that
      has the defined 'initial' value zero.




      A schema node of this type will be set to zero (0) on creation
      and will thereafter increase monotonically until it reaches
      a maximum value of 2^64-1 (18446744073709551615 decimal),
      when it wraps around and starts increasing again from zero.

      Provided that an application discovers a new schema node
      of this type within the minimum time to wrap, it can use the
      'initial' value as a delta.  It is important for a management
      station to be aware of this minimum time and the actual time
      between polls, and to discard data if the actual time is too
      long or there is no defined minimum time.

      In the value set and its semantics, this type is equivalent
      to the ZeroBasedCounter64 textual convention of the SMIv2.";
    reference
     "RFC 2856: Textual Conventions for Additional High Capacity
                Data Types";
  }

  typedef gauge32 {
    type uint32;
    description
     "The gauge32 type represents a non-negative integer, which
      may increase or decrease, but shall never exceed a maximum
      value, nor fall below a minimum value.  The maximum value
      cannot be greater than 2^32-1 (4294967295 decimal), and
      the minimum value cannot be smaller than 0.  The value of
      a gauge32 has its maximum value whenever the information
      being modeled is greater than or equal to its maximum
      value, and has its minimum value whenever the information
      being modeled is smaller than or equal to its minimum value.
      If the information being modeled subsequently decreases
      below (increases above) the maximum (minimum) value, the
      gauge32 also decreases (increases).

      In the value set and its semantics, this type is equivalent
      to the Gauge32 type of the SMIv2.";
    reference
     "RFC 2578: Structure of Management Information Version 2
                (SMIv2)";
  }

  typedef gauge64 {
    type uint64;
    description
     "The gauge64 type represents a non-negative integer, which
      may increase or decrease, but shall never exceed a maximum
      value, nor fall below a minimum value.  The maximum value
      cannot be greater than 2^64-1 (18446744073709551615), and
      the minimum value cannot be smaller than 0.  The value of
      a gauge64 has its maximum value whenever the information
      being modeled is greater than or equal to its maximum
      value, and has its minimum value whenever the information
      being modeled is smaller than or equal to its minimum value.
      If the information being modeled subsequently decreases
      below (increases above) the maximum (minimum) value, the
      gauge64 also decreases (increases).

      In the value set and its semantics, this type is equivalent
      to the CounterBasedGauge64 SMIv2 textual convention defined
      in RFC 2856";
    reference
     "RFC 2856: Textual Conventions for Additional High Capacity
                Data Types";
  }

  /*** collection of identifier-related types ***/

  typedef object-identifier {
    type string {
      pattern '(([0-1](\.[1-3]?[0-9]))|(2\.(0|([1-9]\d*))))'
            + '(\.(0|([1-9]\d*)))*';
    }
    description
     "The object-identifier type represents administratively
      assigned names in a registration-hierarchical-name tree.

      Values of this type are denoted as a sequence of numerical
      non-negative sub-identifier values.  Each sub-identifier
      value MUST NOT exceed 2^32-1 (4294967295).  Sub-identifiers
      are separated by single dots and without any intermediate
      whitespace.

      The ASN.1 standard restricts the value space of the first
      sub-identifier to 0, 1, or 2.  Furthermore, the value space
      of the second sub-identifier is restricted to the range
      0 to 39 if the first sub-identifier is 0 or 1.  Finally,
      the ASN.1 standard requires that an object identifier
      has always at least two sub-identifiers.  The pattern
      captures these restrictions.

      Although the number of sub-identifiers is not limited,
      module designers should realize that there may be
      implementations that stick with the SMIv2 limit of 128
      sub-identifiers.

      This type is a superset of the SMIv2 OBJECT IDENTIFIER type
      since it is not restricted to 128 sub-identifiers.  Hence,
      this type SHOULD NOT be used to represent the SMIv2 OBJECT
      IDENTIFIER type; the object-identifier-128 type SHOULD be
      used instead.";
    reference
     "ISO9834-1: Information technology -- Open Systems
      Interconnection -- Procedures for the operation of OSI
      Registration Authorities: General procedures and top
      arcs of the ASN.1 Object Identifier tree";
  }

  typedef object-identifier-128 {
    type object-identifier {
      pattern '\d*(\.\d*){1,127}';
    }
    description
     "This type represents object-identifiers restricted to 128
      sub-identifiers.

      In the value set and its semantics, this type is equivalent
      to the OBJECT IDENTIFIER type of the SMIv2.";
    reference
     "RFC 2578: Structure of Management Information Version 2
                (SMIv2)";
  }

  typedef yang-identifier {
    type string {
      length "1..max";
      pattern '[a-zA-Z_][a-zA-Z0-9\-_.]*';
      pattern '.|..|[^xX].*|.[^mM].*|..[^lL].*';
    }
    description
      "A YANG identifier string as defined by the 'identifier'
       rule in Section 12 of RFC 6020.  An identifier must
       start with an alphabetic character or an underscore
       followed by an arbitrary sequence of alphabetic or
       numeric characters, underscores, hyphens, or dots.

       A YANG identifier MUST NOT start with any possible
       combination of the lowercase or uppercase character
       sequence 'xml'.";
    reference
      "RFC 6020: YANG - A Data Modeling Language for the Network
                 Configuration Protocol (NETCONF)";
  }

  /*** collection of types related to date and time***/

  typedef date-and-time {
    type string {
      pattern '\d{4}-\d{2}-\d{2}T\d{2}:\d{2}:\d{2}(\.\d+)?'
            + '(Z|[\+\-]\d{2}:\d{2})';
    }
    description
     "The date-and-time type is a profile of the ISO 8601
      standard for representation of dates and times using the
      Gregorian calendar.  The profile is defined by the
      date-time production in Section 5.6 of RFC 3339.

      The date-and-time type is compatible with the dateTime XML
      schema type with the following notable exceptions:

      (a) The date-and-time type does not allow negative years.

      (b) The date-and-time time-offset -00:00 indicates an unknown
          time zone (see RFC 3339) while -00:00 and +00:00 and Z
          all represent the same time zone in dateTime.

      (c) The canonical format (see below) of data-and-time values
          differs from the canonical format used by the dateTime XML
          schema type, which requires all times to be in UTC using
          the time-offset 'Z'.

      This type is not equivalent to the DateAndTime textual
      convention of the SMIv2 since RFC 3339 uses a different
      separator between full-date and full-time and provides
      higher resolution of time-secfrac.

      The canonical format for date-and-time values with a known time
      zone uses a numeric time zone offset that is calculated using
      the device's configured known offset to UTC time.  A change of
      the device's offset to UTC time will cause date-and-time values
      to change accordingly.  Such changes might happen periodically
      in case a server follows automatically daylight saving time
      (DST) time zone offset changes.  The canonical format for
      date-and-time values with an unknown time zone (usually
      referring to the notion of local time) uses the time-offset
      -00:00.";
    reference
     "RFC 3339: Date and Time on the Internet: Timestamps
      RFC 2579: Textual Conventions for SMIv2
      XSD-TYPES: XML Schema Part 2: Datatypes Second Edition";
  }

  typedef timeticks {
    type uint32;
    description
     "The timeticks type represents a non-negative integer that
      represents the time, modulo 2^32 (4294967296 decimal), in
      hundredths of a second between two epochs.  When a schema
      node is defined that uses this type, the description of
      the schema node identifies both of the reference epochs.

      In the value set and its semantics, this type is equivalent
      to the TimeTicks type of the SMIv2.";
    reference
     "RFC 2578: Structure of Management Information Version 2
                (SMIv2)";
  }

  typedef timestamp {
    type yang:timeticks;
    description
     "The timestamp type represents the value of an associated
      timeticks schema node at which a specific occurrence
      happened.  The specific occurrence must be defined in the
      description of any schema node defined using this type.  When
      the specific occurrence occurred prior to the last time the
      associated timeticks attribute was zero, then the timestamp
      value is zero.  Note that this requires all timestamp values
      to be reset to zero when the value of the associated timeticks
      attribute reaches 497+ days and wraps around to zero.

      The associated timeticks schema node must be specified
      in the description of any schema node using this type.

      In the value set and its semantics, this type is equivalent
      to the TimeStamp textual convention of the SMIv2.";
    reference
     "RFC 2579: Textual Conventions for SMIv2";
  }

  /*** collection of generic address types ***/

  typedef phys-address {
    type string {
      pattern '([0-9a-fA-F]{2}(:[0-9a-fA-F]{2})*)?';
    }




    description
     "Represents media- or physical-level addresses represented
      as a sequence octets, each octet represented by two hexadecimal
      numbers.  Octets are separated by colons.  The canonical
      representation uses lowercase characters.

      In the value set and its semantics, this type is equivalent
      to the PhysAddress textual convention of the SMIv2.";
    reference
     "RFC 2579: Textual Conventions for SMIv2";
  }

  typedef mac-address {
    type string {
      pattern '[0-9a-fA-F]{2}(:[0-9a-fA-F]{2}){5}';
    }
    description
     "The mac-address type represents an IEEE 802 MAC address.
      The canonical representation uses lowercase characters.

      In the value set and its semantics, this type is equivalent
      to the MacAddress textual convention of the SMIv2.";
    reference
     "IEEE 802: IEEE Standard for Local and Metropolitan Area
                Networks: Overview and Architecture
      RFC 2579: Textual Conventions for SMIv2";
  }

  /*** collection of XML-specific types ***/

  typedef xpath1.0 {
    type string;
    description
     "This type represents an XPATH 1.0 expression.

      When a schema node is defined that uses this type, the
      description of the schema node MUST specify the XPath
      context in which the XPath expression is evaluated.";
    reference
     "XPATH: XML Path Language (XPath) Version 1.0";
  }

  /*** collection of string types ***/

  typedef hex-string {
    type string {
      pattern '([0-9a-fA-F]{2}(:[0-9a-fA-F]{2})*)?';
    }
    description
     "A hexadecimal string with octets represented as hex digits
      separated by colons.  The canonical representation uses
      lowercase characters.";
  }

  typedef uuid {
    type string {
      pattern '[0-9a-fA-F]{8}-[0-9a-fA-F]{4}-[0-9a-fA-F]{4}-'
            + '[0-9a-fA-F]{4}-[0-9a-fA-F]{12}';
    }
    description
     "A Universally Unique IDentifier in the string representation
      defined in RFC 4122.  The canonical representation uses
      lowercase characters.

      The following is an example of a UUID in string representation:
      f81d4fae-7dec-11d0-a765-00a0c91e6bf6
      ";
    reference
     "RFC 4122: A Universally Unique IDentifier (UUID) URN
                Namespace";
  }

  typedef dotted-quad {
    type string {
      pattern
        '(([0-9]|[1-9][0-9]|1[0-9][0-9]|2[0-4][0-9]|25[0-5])\.){3}'
      + '([0-9]|[1-9][0-9]|1[0-9][0-9]|2[0-4][0-9]|25[0-5])';
    }
    description
      "An unsigned 32-bit number expressed in the dotted-quad
       notation, i.e., four octets written as decimal numbers
       and separated with the '.' (full stop) character.";
  }
}
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