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7.0 Layer management

7.1 Overview of management model

Both MAC and PHY layers conceptually include management entities, called MAC sublayer management and PHY layer management entities (MLME and PLME, respectively). These entities provide the layer management service interfaces through which layer management functions may be invoked.

In order to provide correct MAC operation, a station management entity (SME) shall be present within each STA. The SME is a layer-independent entity that may be viewed as residing in a separate management plane or as residing “off to the side.” The exact functions of the SME are not specified in this standard, but in general this entity may be viewed as being responsible for such functions as the gathering of layer-dependent status from the various layer management entities, and similarly setting the value of layer-specific parameters.  SME would typically perform such functions on behalf of general system management entities and would implement standard management protocols. Figure 7.1 depicts the relationship among management entities.

The various entities within this model interact in various ways. Certain of these interactions are defined explicitly within this standard, via a service access point (SAP) across which defined primitives are exchanged. Other interactions are not defined explicitly within this standard, such as the interface between the MAC and the MLME, the interface between the PLCP and the PLME, and the interface between the PMD and the PLCP. The specific manner in which these MAC and PHY interfaces are integrated into the overall MAC and PHY layers are not specified within this standard.

The management SAPs within this model are the following:

— SME-MLME SAP

— SME-PLME SAP

— MLME-PLME SAP

The latter two SAPs support identical primitives, and in fact may be viewed as a single SAP (called the PLME SAP) that may be used either directly by the MLME or by the SME. In this fashion, the model reflects what is anticipated to be a common implementation approach in which the PLME functions are controlled by the MLME (on behalf of the SME). In particular, PHY implementations are not required to have separate interfaces defined other than their interfaces with the MAC and the MLME.



Figure 7.1 – The reference model used in this standard

7.2 Generic management primitives

The management information specific to each layer is represented as a management information base (MIB) for that layer. The MAC and PHY layer management entities are viewed as “containing” the MIB for that layer. The generic model of MIB-related management primitives exchanged across the management SAPs is to allow the SAP user-entity to either GET the value of a MIB attribute, or to SET the value of a MIB attribute. The invocation of a SET.request primitive may require that the layer entity perform certain defined actions.

The GET and SET primitives are represented as REQUESTs with associated CONFIRM primitives. These primitives are prefixed by MLME or PLME depending upon whether the MAC or PHY layer management SAP is involved. In the following, XX denotes MLME or PLME:

XX-GET.request (MIBattribute)

Requests the value of the given MIBattribute.

XX-GET.confirm (status, MIBattribute, MIBattributevalue)

Returns the appropriate MIB attribute value if status = “success,” otherwise returns an error indication in the Status field. Possible error status values include “invalid MIB attribute” and “attempt to get write-only MIB attribute.”

XX-SET.request (MIBattribute, MIBattributevalue)

Requests that the indicated MIBattribute be set to the given value. If this MIB attribute implies a specific action, then this requests that the action be performed.

XX-SET.confirm (status, MIBattribute)

If status = “success,” this confirms that the indicated MIB attribute was set to the requested value, otherwise it returns an error condition in status field. If this MIBattribute implies a specific action, then this confirms that the action was performed. Possible error status values include “invalid MIB attribute” and “attempt to set read-only MIB attribute.”

Additionally, there are certain requests (with associated confirms) that may be invoked across a given SAP that do not involve the setting or getting of a specific MIB attribute.  An example is shown belo7.

— XX-RESET.request: where XX is MLME or PLME as appropriate

— XX-RESET.confirm

This service is used to initialize the management entities, the MIBs, and the datapath entities. It may include a list of attributes for items to be initialized to non-default values. The corresponding “.confirm” primitive indicates success or failure of the request.

Other SAP-specific primitives are identified in sections 7.3 and 7.4.

7.3 MLME SAP interface


Section 7.3 is extraction of text from IEEE802.11 with some modification to fit IEEE802.15.3 terminology.  This section is incomplete and needs considerable modifications to represent the needs of IEEE802.15.3.

The services provided by the MLME to the SME are specified in this subclause. These services are described in an abstract way and do not imply any particular implementation or exposed interface. MLME SAP primitives are of the general form ACTION.request followed by ACTION.confirm. The SME uses the services

provided by the MLME through the MLME SAP.

7.3.1 Power management

This mechanism supports the process of establishment and maintenance of the power management mode of a STA.

7.3.1.1 MLME-POWERMGT.request

7.3.1.1.1 Function

This primitive requests a change in the power management mode.

7.3.1.1.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-POWERMGT.request (

PowerManagementMode,

WakeUp,

ReceiveDTIMs

)

	Name
	Type
	Valid Range
	Description

	PowerManagementMode
	Enumeration
	ACTIVE, POWER_SAVE
	An enumerated type that describes the desired power management mode of the STA.

	Wakeup
	Boolean
	True, false
	When true, the MAC is forced immediately into the Awake state.  This parameter has no effect if the current power management mode is ACTIVE.

	ReceiveDTIMs
	Boolean
	Ture, false
	When true, this parameter causes the STA to awaken to receive all DTIM frames.  When false, the STA is not required to awaken for every DTIM frame.


7.3.1.1.3 When generated

This primitive is generated by the SME to implement the power-saving strategy of an implementation.

7.3.1.1.4 Effect of receipt

This request sets the STA’s power management parameters. The MLME subsequently issues a MLME-POWERMGT.confirm that reflects the results of the power management change request.

7.3.1.2 MLME-POWERMGT.confirm

7.3.1.2.1 Function

This primitive confirms the change in power management mode.

7.3.1.2.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-POWERMGT.confirm (

ResultCode

)

	Name
	Type
	Valid Range
	Description

	ResultCode
	Enumeration
	SUCCESS, INVALID_PARAMETERS, NOT_SUPPORTED
	Indicates the result of the MLME-POWERMGT.request


7.3.1.2.3 When generated

This primitive is generated by the MLME as a result of an MLME-POWERMGT.request to establish a new power management mode. It is not generated until the change has completed.

7.3.1.2.4 Effect of receipt

The SME is notified of the change of power management mode.

7.3.2 Scan

This mechanism supports the process of determining the characteristics of the available piconets.

7.3.2.1 MLME-SCAN.request

7.3.2.1.1 Function

This primitive requests a survey of potential piconets that the STA may later elect to try to join.

7.3.2.1.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-SCAN.request (

PiconetType,

PiconetID,

SSID,

ScanType,

ProbeDelay,

ChannelList,

MinChannelTime,

MaxChannelTime

)

	Name
	Type
	Valid Range
	Description

	PicoType
	Enumeration
	INFRASTRUCTURE, INDEPENDENT, ANY_BSS
	Determines whether Infrastructure BSS, Independent BSS, or both, are included in the scan.

	PiconetID
	MACAddress
	Any valid individual or broadcast MAC address
	Identifies a specific or broadcast PiconetID

	SSID
	Octet String
	0 – 32 octets
	Specifies the desired SSID or the broadcast SSID

	ScanType
	Enumeration
	ACTIVE, PASSIVE
	Indicates either active or passive scanning

	ProbeDelay
	Integer
	N/A
	Delay (in us) to be used prior to transmitting a Probe frame during active scanning

	ChannelList
	Ordered set of integers
	Each channel will be selected from the valid channel range for the appropriate PHY and carrier set.
	Specifies a list of channels that are examined when scanning for a Piconet

	MinChannelTime
	Integer
	( Probe Delay
	The minimum time (in TU) to spend on each channel when scanning

	MaxChannelTime
	Integer
	( MinChannelTime
	The maximum time (in TU) to spend on each channel when scanning


7.3.2.1.3 When generated

This primitive is generated by the SME for a STA to determine if there are other piconets that it may join.

7.3.2.1.4 Effect of receipt

This request initiates the scan process when the current frame exchange sequence is completed.

7.3.2.2 MLME-SCAN.confirm

7.3.2.2.1 Function

This primitive returns the descriptions of the set of piconets detected by the scan process.

7.3.2.2.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-SCAN.confirm (

PiconetDescriptionSet,

ResultCode

)

	Name
	Type
	Valid Range
	Description

	PiconetDescriptionSet
	Set of piconet Descriptions 
	N/A
	The PiconetDescriptionSet is returned to indicate the results of the scan request.  It is a set containing zero or more instances of a PiconetDescription.

	ResultCode
	Enumeration
	SUCCESS, INVALID_PARAMETERS
	Indicates the result of the MLME-SCAN.confirm


Each PiconetDescription consists of the following elements:

	Name
	Type
	Valid Range
	Description

	PiconetID
	MACAddress
	N/A
	The PiconetID of the found piconet

	SSID
	Octet string
	1 – 32 octets
	The SSID of the found BSS

	PiconetType
	Enumeration
	INFRASTRUCTURE, INDEPENDENT
	The type of the found piconet

	Beacon Period
	Integer
	N/A
	The Beacon period of the found piconet (in TU)

	DTIM Period
	Integer
	As defined in frame format
	The DTIM period of the BSS (in beacon periods)

	Timestamp
	Integer
	N/A
	The timestamp of the received frame (probe response/beacon) from the found piconet

	Local Time
	Integer
	N/A
	The value of the STA’s TSF timer at the start of reception of the first octet of the timestamp field of the received frame (probe response or beacon) from the found piconet.

	PHY parameter set
	As defined in frame format
	As defined in frame format
	The parameter set relevant to the PHY

	CF parameter set
	As defined in frame format
	As defined in frame format
	The parameter set for the CF periods, if found BSS supports CF mode

	IBSS parameter set
	As defined in frame format
	As defined in frame format
	The parameter set for the IBSS, if found BSS is an IBSS

	CapabilityInformation
	As defined in frame format
	As defined in frame format
	The advertised capabilities of the piconet

	PiconetBasicRateSet
	Set of integers
	2 –127 inclusive (for each integer in the set)
	The set of data rates (in units of 500 kb/s) that must be supported by all STAs that desire to join this BSS.  The STAs must be able to receive at each of the data rates listed in the set.


7.3.2.2.3 When generated

This primitive is generated by the MLME as a result of an MLME-SCAN.request to ascertain the operating environment of the STA.

7.3.2.2.4 Effect of receipt

The SME is notified of the results of the scan procedure.

7.3.3 Synchronization

This mechanism supports the process of selection of a peer in the authentication process.

7.3.3.1 MLME-JOIN.request

7.3.3.1.1 Function

This primitive requests synchronization with a piconet.

7.3.3.1.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-JOIN.request (

BSSDescription,

JoinFailureTimeout,

ProbeDelay.

OperationalRateSet

)

	Name
	Type
	Valid Range
	Description

	PiconetDescription
	PiconetDescription
	N/A
	The PiconetDescription of the piconet to join.  The PiconetDescription is a member of the set of descriptions that was returned as a result of a MLME-SCAN.request

	JoinFailureTimeout
	Integer
	( 1
	The time limit, in units of beacon intervals, after which the join procedure will be terminated

	ProbeDelay
	Integer
	N/A
	Delay (in us) to be used prior to transmitting a Probe frame during active scanning

	OperationalRateSet
	Set of integers
	2 – 127 inclusive (for each integer in the set)
	The set of data rates (in units of 500 kbit/s) that the STA may use for communication within the BSS.  The STA must be able to receive at each of the data rates listed in the set.  The OperationalRateSet is a superset of the BSSBasicRateSet advertised by the BSS.


7.3.3.1.3 When generated

This primitive is generated by the SME for a STA to establish synchronization with a piconet.

7.3.3.1.4 Effect of receipt

This primitive initiates a synchronization procedure once the current frame exchange sequence is complete.  The MLME synchronizes its timing with the specified piconet based on the elements provided in the PiconetDescription parameter. The MLME subsequently issues a MLME-JOIN.confirm that reflects the results.

7.3.3.2 MLME-JOIN.confirm

7.3.3.2.1 Function

This primitive confirms synchronization with a piconet.

7.3.3.2.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-JOIN.confirm (

ResultCode

)

	Name
	Type
	Valid Range
	Description

	PeerSTAAddress
	MACAddress
	Any valid individual MAC address
	Specifies the address of the peer MAC entity with which to perform the authentication process

	AuthenticationType
	Enumeration
	OPEN_SYSTEM, SHARED_KEY
	Specifies the type of authentication algorithm to use during the authentication process

	AuthenticationFailureTimeout
	Integer
	( 1
	Specifies a time limit (in TU) after which the authentication procedure will be terminated


7.3.3.2.3 When generated

This primitive is generated by the MLME as a result of an MLME-JOIN.request to establish synchronization with a piconet.

7.3.3.2.4 Effect of receipt

The SME is notified of the results of the synchronization procedure.

7.3.4 Authenticate

This mechanism supports the process of establishing an authentication relationship with a peer MAC entity.

7.3.4.1 MLME-AUTHENTICATE.request

7.3.4.1.1 Function

This primitive requests authentication with a specified peer MAC entity.

7.3.4.1.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-AUTHENTICATE.request (

PeerSTAAddress,

AuthenticationType,

AuthenticateFailureTimeout

)

	Name
	Type
	Valid Range
	Description

	PeerSTAAddress
	MACAddress
	Any valid individual MAC address
	Specifies the address of the peer MAC entity with which to perform the authentication process

	AuthenticationType
	Enumeration
	OPEN_SYSTEM, SHARED_KEY
	Specifies the type of authentication algorithm to use during the authentication process

	AuthenticationFailureTimeout
	Integer
	( 1
	Specifies a time limit (in TU) after which the authentication procedure will be terminated


7.3.4.1.3 When generated

This primitive is generated by the SME for a STA to establish authentication with a specified peer MAC entity in order to permit Class 2 frames to be exchanged between the two STAs. During the authentication procedure, the SME may generate additional MLME-AUTHENTICATE.request primitives.

7.3.4.1.4 Effect of receipt

This primitive initiates an authentication procedure. The MLME subsequently issues a MLME-AUTHENTICATE.confirm that reflects the results.

7.3.4.2 MLME-AUTHENTICATE.confirm

7.3.4.2.1 Function

This primitive reports the results of an authentication attempt with a specified peer MAC entity.

7.3.4.2.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-AUTHENTICATE.confirm (

PeerSTAAddress,

AuthenticationType,

ResultCode

)

	Name
	Type
	Valid Range
	Description

	PeerSTAAddress
	MACAddress
	Any valid individual MAC address
	Specifies the address of the peer MAC entity with which the authentication process was attempted.  This value must match the peerSTAAddress parameter specified in the corresponding MLME-AUTHENTICATE.request

	AuthenticationType
	Enumeration
	OPEN_SYSTEM, SHARED_KEY
	Specifies the type of authentication algorithm that was used during the authentication process.  This value must match the authentication Type parameter specified in the corresponding MLME-AUTHENTICATE.request.

	ResultCode
	Enumeration
	SUCCESS, INVALID_PARAMETERS, TIMEOUT, TOO_MANY_SIMULTANEOUS_REQUESTS, REFUSED
	Indicates the result of the MLME-AUTHENTICATE.request


7.3.4.2.3 When generated

This primitive is generated by the MLME as a result of an MLME-AUTHENTICATE.request to authenticate with a specified peer MAC entity.

7.3.4.2.4 Effect of receipt

The SME is notified of the results of the authentication procedure.

7.3.4.3 MLME-AUTHENTICATE.indication

7.3.4.3.1 Function

This primitive reports the establishment of an authentication relationship with a specific peer MAC entity.

7.3.4.3.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-AUTHENTICATE.indication (

PeerSTAAddress,

AuthenticationType

)

	Name
	Type
	Valid Range
	Description

	PeerSTAAddress
	MACAddress
	Any valid individual MAC address
	Specifies the address of the peer MAC entity with which the authentication relationship was established

	AuthenticationType
	Enumeration
	OPEN_SYSTEM,

SHARED_KEY
	Specifies the type of authentication algorithm that was used during the authentication process


7.3.4.3.3 When generated

This primitive is generated by the MLME as a result of the establishment of an authentication relationship with a specific peer MAC entity that resulted from an authentication procedure that was initiated by that specific peer MAC entity.

7.3.4.3.4 Effect of receipt

The SME is notified of the establishment of the authentication relationship.

7.3.5 De-authenticate

This mechanism supports the process of invalidating an authentication relationship with a peer MAC entity.

7.3.5.1 MLME-DEAUTHENTICATE.request

7.3.5.1.1 Function

This primitive requests that the authentication relationship with a specified peer MAC entity be invalidated.

7.3.5.1.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-DEAUTHENTICATE.request (

PeerSTAAddress,

ReasonCode

)

	Name
	Type
	Valid Range
	Description

	PeerSTAAddress
	MACAddress
	Any valid individual MAC address
	Specifies the address of the peer MAC entity with which to perform the deauthentication process

	ReasonCode
	As defined in frame format
	As defined in frame format
	Specifies the reason for initiating the deauthentication procedure


7.3.5.1.3 When generated

This primitive is generated by the SME for a STA to invalidate authentication with a specified peer MAC entity in order to prevent the exchange of Class 2 frames between the two STAs. During the deauthentication procedure, the SME may generate additional MLME-DEAUTHENTICATE.request primitives.

7.3.5.1.4 Effect of receipt

This primitive initiates a deauthentication procedure. The MLME subsequently issues a MLME-DE-AUTHENTICATE.confirm that reflects the results.

7.3.5.2 MLME-DEAUTHENTICATE.confirm

7.3.5.2.1 Function

This primitive reports the results of a deauthentication attempt with a specified peer MAC entity.

7.3.5.2.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-DEAUTHENTICATE.confirm (

PeerSTAAddress,

ResultCode

)

	Name
	Type
	Valid Range
	Description

	PeerSTAAddress
	MACAddress
	Any valid individual MAC address
	Specifies the address of the peer MAC entity with which the deauthentication process was attempted

	ResultCode
	Enumeration
	SUCCESS, INVALID_PARAMETERS, TOO_MANY_SIMULTANEOUS_REQUESTS
	Indicates the result of the MLME-DEAUTHENTICATE.request


7.3.5.2.3 When generated

This primitive is generated by the MLME as a result of an MLME-DEAUTHENTICATE.request to invalidate the authentication relationship with a specified peer MAC entity.

7.3.5.2.4 Effect of receipt

The SME is notified of the results of the deauthentication procedure.

7.3.5.3 MLME-DEAUTHENTICATE.indication

7.3.5.3.1 Function

This primitive reports the invalidation of an authentication relationship with a specific peer MAC entity.

7.3.5.3.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-DEAUTHENTICATE.indication (

PeerSTAAddress,

ReasonCode

)

	Name
	Type
	Valid Range
	Description

	PeerSTAAddress
	MACAddress
	Any valid individual MAC address
	Specifies the address of the peer MAC entity with whichthe authentication relationship was invalidated

	ReasonCode
	As defined in frame format
	As defined in frame format
	Spcifies the reason the deauthentication procedure was initiated


7.3.5.3.3 When generated

This primitive is generated by the MLME as a result of the invalidation of an authentication relationship with a specific peer MAC entity.

7.3.5.3.4 Effect of receipt

The SME is notified of the invalidation of the specific authentication relationship.

7.3.6 Associate

The following primitives describe how a STA becomes associated with an access point (AP).
7.3.6.1 MLME-ASSOCIATE.request

7.3.6.1.1 Function

This primitive requests association with a specified peer MAC entity that is acting as an AP.

7.3.6.1.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-ASSOCIATE.request (

PeerSTAAddress,

AssociateFailureTimeout,

CapabilityInformation,

ListenInterval

)

	Name
	Type
	Valid Range
	Description

	PeerSTAAddress
	MACAddress
	Any valid individual MAC address
	Specifies the address of the peer MAC entity with which to perform the association process

	AssociateFailureTimeout
	Integer
	( 1
	Specifies a time limit (in TU) after which the associate procedure will be terminated

	CapabilityInformation
	As defined in frame format
	As defined in frame format
	Specifies the operational capability definitions to be used by the MAC entity

	ListenInterval
	Integer
	( 0
	Specifies the number of beacon intervals that may pass before the STA awakens and listens for the next beacon


7.3.6.1.3 When generated

This primitive is generated by the SME when a STA wishes to establish association with an AP.

7.3.6.1.4 Effect of receipt

This primitive initiates an association procedure. The MLME subsequently issues an MLME-ASSOCIATE.confirm that reflects the results.

7.3.6.2 MLME-ASSOCIATE.confirm

7.3.6.2.1 Function

This primitive reports the results of an association attempt with a specified peer MAC entity that is acting as an AP.

7.3.6.2.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-ASSOCIATE.confirm (

ResultCode

)

	Name
	Type
	Valid Range
	Description

	ResultCode
	Enumeration
	SUCCESS, INVALID_PARAMETERS, TIMEOUT, REFUSED
	Indicates the result of the MLME-ASSOCIATE.request


7.3.6.2.3 When generated

This primitive is generated by the MLME as a result of an MLME-ASSOCIATE.request to associate with a specified peer MAC entity that is acting as an AP.

7.3.6.2.4 Effect of receipt

The SME is notified of the results of the association procedure.

7.3.6.3 MLME-ASSOCIATE.indication

7.3.6.3.1 Function

This primitive reports the establishment of an association with a specific peer MAC entity.

7.3.6.3.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-ASSOCIATE.indication (

PeerSTAAddress

)

	Name
	Type
	Valid Range
	Description

	PeerSTAAddress
	MACAddress
	Any valid individual MAC address
	Specifies the address of the peer MAC entity with which the association was established


7.3.6.3.3 When generated

This primitive is generated by the MLME as a result of the establishment of an association with a specific peer MAC entity that resulted from an association procedure that was initiated by that specific peer MAC

entity.

7.3.6.3.4 Effect of receipt

The SME is notified of the establishment of the association.

7.3.7 Reassociate

The following primitives describe how a STA becomes associated with another AP.

7.3.7.1 MLME-REASSOCIATE.request

7.3.7.1.1 Function

This primitive requests a change in association to a specified new peer MAC entity that is acting as an AP.

7.3.7.1.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-REASSOCIATE.request (

NewAPAddress,

ReassociateFailureTimeout,

CapabilityInformation,

ListenInterval

)

	Name
	Type
	Valid Range
	Description

	NewAPAddress
	MACAddress
	Any valid individual MAC address
	Specifies the address of the peer MAC entity with which to perform the reassociation process

	ReassociateFailureTimeout
	Integer
	( 1
	Specifies a time limit (in TU) after which the reassociate procedure will be terminated

	CapabilityInformation
	As defined in frame format
	As defined in frame format
	

	ListenInterval
	Integer
	( 0
	Specifies the number of beacon intervals that may pass before the STA awakens and listens for the next beacon.


7.3.7.1.3 When generated

This primitive is generated by the SME for a STA to change association to a specified new peer MAC entity that is acting as an AP.

7.3.7.1.4 Effect of receipt

This primitive initiates a reassociation procedure. The MLME subsequently issues a MLME-REASSOCIATE.confirm that reflects the results.

7.3.7.2 MLME-REASSOCIATE.confirm

7.3.7.2.1 Function

This primitive reports the results of a reassociation attempt with a specified peer MAC entity that is acting as an AP.

7.3.7.2.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-REASSOCIATE.confirm (

ResultCode

)

	Name
	Type
	Valid Range
	Description

	ResultCode
	Enumeration
	SUCCESS, INVALID_PARAMETERS, TIMEOUT, REFUSED
	Indicates the result of the MLME-REASSOCIATE.request


7.3.7.2.3 When generated

This primitive is generated by the MLME as a result of an MLME-REASSOCIATE.request to reassociate with a specified peer MAC entity that is acting as an AP.

7.3.7.2.4 Effect of receipt

The SME is notified of the results of the reassociation procedure.

7.3.7.3 MLME-REASSOCIATE.indication

7.3.7.3.1 Function

This primitive reports the establishment of a reassociation with a specified peer MAC entity.

7.3.7.3.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-REASSOCIATE.indication (

PeerSTAAddress

)

	Name
	Type
	Valid Range
	Description

	PeerSTAAddress
	MACAddress
	Any valid individual MAC address
	Specifies the address of the peer MAC entity with which the reassociation was established


7.3.7.3.3 When generated

This primitive is generated by the MLME as a result of the establishment of a reassociation with a specific peer MAC entity that resulted from a reassociation procedure that was initiated by that specific peer MAC entity.

7.3.7.3.4 Effect of receipt

The SME is notified of the establishment of the reassociation.

7.3.8 Disassociate

7.3.8.1 MLME-DISASSOCIATE.request

7.3.8.1.1 Function

This primitive requests disassociation with a specified peer MAC entity that is acting as an AP.

7.3.8.1.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-DISASSOCIATE.request (

PeerSTAAddress,

ReasonCode

)

	Name
	Type
	Valid Range
	Description

	PeerSTAAddress
	MACAddress
	Any valid individual MAC address
	Specifies the addresses of the peer MAC entity with which to perform the disassociation process

	ReasonCode
	As defined in frame format
	As defined in frame format
	Specifies the reason for initiating the disassociation procedure


7.3.8.1.3 When generated

This primitive is generated by the SME for a STA to establish disassociation with an AP.

7.3.8.1.4 Effect of receipt

This primitive initiates a disassociation procedure. The MLME subsequently issues an MLME-DISASSOCIATE.confirm that reflects the results.

7.3.8.2 MLME-DISASSOCIATE.confirm

7.3.8.2.1 Function

This primitive reports the results of a disassociation procedure with a specific peer MAC entity that is acting as an AP.

7.3.8.2.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-DISASSOCIATE.confirm (

ResultCode

)

	Name
	Type
	Valid Range
	Description

	ResultCode
	Enumeration
	SUCCESS, INVALID_PARAMETERS, TIMEOUT, REFUSED
	Indicates the result of the MLME-DISASSOCIATE.request


7.3.8.2.3 When generated

This primitive is generated by the MLME as a result of an MLME-DISASSOCIATE.request to disassociate with a specified peer MAC entity that is acting as an AP.

7.3.8.2.4 Effect of receipt

The SME is notified of the results of the disassociation procedure.

7.3.8.3 MLME-DISASSOCIATE.indication

7.3.8.3.1 Function

This primitive reports disassociation with a specific peer MAC entity.

7.3.8.3.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-DISASSOCIATE.indication (

PeerSTAAddress,

ReasonCode

)

	Name
	Type
	Valid Range
	Description

	PeerSTAAddress
	MACAddress
	Any valid individual MAC address
	Specifies the address of the peer MAC entity with which the association relationship was invalidated

	ReasonCode
	As defined in frame format
	As defined in frame format
	Specifies the reason the disassociation procedure was initiated


7.3.8.3.3 When generated

This primitive is generated by the MLME as a result of the invalidation of an association relationship with a specific peer MAC entity.

7.3.8.3.4 Effect of receipt

The SME is notified of the invalidation of the specific association relationship.

7.3.9 Reset

This mechanism supports the process of resetting the MAC.

7.3.9.1 MLME-RESET.request

7.3.9.1.1 Function

This primitive requests that the MAC entity be reset.

7.3.9.1.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-RESET.request (

STAAddress,

SetDefaultMIB

)

	Name
	Type
	Valid Range
	Description

	STAAddress
	MACAddress
	Any valid MAC address
	Specifies the MAC address that is to be used by the MAC entity that is being reset.  This value may be used to provide a locally administered STA address.

	SetDefaultMIB
	Boolean
	True, false
	If true, all MIB attributes are set to their default values.  The default values are implementation dependent.  If false, the MAC is reset, but all MIB attributes retain the values that were in place prior to the generation of the MLME-RESET.request primitive.


7.3.9.1.3 When generated

This primitive is generated by the SME to reset the MAC to initial conditions. The MLME-RESET.request primitive must be used prior to use of the MLME-START.request primitive.

7.3.9.1.4 Effect of receipt

This primitive sets the MAC to initial conditions, clearing all internal variables to the default values. MIB attributes may be reset to their implementation-dependent default values by setting the SetDefaultMIB flag to true. The MLME subsequently issues a MLME-RESET.confirm that reflects the results.

7.3.9.2 MLME-RESET.confirm

7.3.9.2.1 Function

This primitive reports the results of a reset procedure.

7.3.9.2.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-RESET.confirm (

ResultCode

)

	Name
	Type
	Valid Range
	Description

	ResultCode
	Enumeration
	SUCCESS
	Indicates the result of the MLME-RESET.request


7.3.9.2.3 When generated

This primitive is generated by the MLME as a result of an MLME-RESET.request to reset the MAC entity.

7.3.9.2.4 Effect of receipt

The SME is notified of the results of the reset procedure.

7.3.10 Start

This mechanism supports the process of creating a new piconet.

7.3.10.1 MLME-START.request

7.3.10.1.1 Function

This primitive requests that the MAC entity start a new piconet.

7.3.10.1.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-START.request (

SSID,

PiconetType,

BeaconPeriod,

DTIMPeriod,

CF parameter set,

PHY parameter set,

IBSS parameter set,

ProbeDelay.

CapabilityInformation,

PiconetBasicRateSet,

OperationalRateSet

)

	Name
	Type
	Valid Range
	Description

	SSID
	Octet string
	1 – 32 octets
	The SSID of the BSS

	PiconetType
	Enumeration
	INFRASTRUCTURE, INDEPENDENT
	The type of the Piconet

	Beacon Period
	Integer
	( 1
	The Beacon period of the piconet (in TU)

	DTIM Period
	Integer
	As defined in the frame format
	The DTIM Period of the BSS (in beacon periods)

	CF parameter set
	As defined in frame format
	As defined in frame format
	The parameter set for CF periods, if the BSS supports CF mode.  ACFPPPeriod is modified as a side effect of the issuance of an MLME-START.request primitive.

	PHY parameter set
	As defined in frame format
	As defined in frame format
	The parameter set relevant to the PHY

	IBSS parameter set
	As defined in frame format
	As defined in frame format
	The parameter set for the IBSS, if BSS is an IBSS

	ProbeDelay
	Integer
	N/A
	Delay (in us) to be used prior to transmitting a Probe frame during active scanning

	CapabilityInformation
	As defined in frame format
	As defined in frame format
	The capabilities to be advertised for the BSS

	BSSBasicRateSet
	Set of integers
	2 – 127 inclusive (for each integer in the set)
	The set of data rate (in units of 500 kbit/s) that must be supported by all STAs to join this BSS.  The STA that is creating the BSS must be able to receive and transmit at each of the data rates listed in the set.

	OperationalRateSet
	Set of integers
	2 – 127 inclusive (for each integer in the set)
	The set of data rate (in units of 500 kbit/s) that the STA may use for communication within the BSS.  The STA must be able to receive at each of the data rates listed in the set.  The OperationalRateSet is a superset of the BSSBasicRateSet advertised by the BSS.


7.3.10.1.3 When generated

This primitive is generated by the SME to start either an infrastructure piconet (with the MAC entity acting as an AP), or to start an independent BSS (with the MAC entity acting as the first STA in the IBSS).  The MLME-START.request primitive must be generated after an MLME-RESET.request primitive has been used to reset the MAC entity and before an MLME-JOIN.request primitive has been used to successfully join an existing infrastructure piconet or independent BSS.  The MLME-START.request primitive must not be used after successful use of the MLME-START.request primitive or successful use of the MLME-JOIN.request without generating an intervening MLME-RESET.request primitive.

7.3.10.1.4 Effect of receipt

This primitive initiates the piconet initialization procedure once the current frame exchange sequence is complete.  The MLME subsequently issues an MLME-START.confirm that reflects the results of the creation procedure.

7.3.10.2 MLME-START.confirm

7.3.10.2.1 Function

This primitive reports the results of a piconet creation procedure.

7.3.10.2.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-START.confirm (

ResultCode

)

	Name
	Type
	Valid Range
	Description

	ResultCode
	Enumeration
	SUCCESS, INVALID_PARAMETERS, BSS_ALREADY_STARTED_OR_JOINED
	Indicates the result of the MLME-START.request


7.3.10.2.3 When generated

This primitive is generated by the MLME as a result of an MLME-START.request to create a new piconet.

7.3.10.2.4 Effect of receipt

The SME is notified of the results of the piconet creation procedure.

7.4 PLME SAP interface

The PHY management service interface consists of the generic PLMEGET and PLMESET primitives on PHY MIB attributes, as described previously, together with the PLME-RESET primitive and the following specific primitives.

7.4.1 PLME-RESET.request

7.4.1.1 Function

This primitive shall be a request by the LME to reset the PHY. The PHY shall be always reset to the receive state to avoid accidental data transmission.

7.4.1.2 Semantics of the service primitive

The semantics of the primitive are as follows:

PLME-RESET.request ( )

There are no parameters associated with this primitive.

7.4.1.3 When generated

This primitive shall be generated at any time to reset the PHY.

7.4.1.4 Effect of receipt

Receipt of this primitive by the PHY sublayer shall cause the PHY entity to reset both the transmit and the receive state machines and place the PHY into the receive state.

7.4.2 PLME-TESTMODE.request

7.4.2.1 Function

This primitive requests that the PHY entity enter a test mode operation. The parameters associated with this primitive are considered as recommendations and are optional in any particular implementation.

7.4.2.2 Semantics of the service primitive

The primitive parameters are as follows:

PLME-TESTMODE.request (

TEST_ENABLE,

TEST_MODE,

DATA_RATE;

)

	Name
	Type
	Valid Range
	Description

	TEST_ENABLE
	Boolean
	True, false 
	If true, enables the PHY test mode according to the

remaining parameters

	TEST_MODE
	integer
	1, 2, 3
	selects one of three operational

states:

01 = transparent receive

02 = continuous transmit

03 = 50% duty cycle

	DATA_TYPE
	integer
	1, 2, 3
	Selects one of three data patterns to be used for the

transmit portions of the tests

	DATA_RATE
	integer
	22, 33, 44, 55
	Data Rate in Mbps




7.4.2.3 When generated

This primitive shall be generated at any time to enter the PHY test mode.

7.4.2.4 Effect of receipt

Receipt of this primitive by the PHY sublayer shall cause the PHY entity to enter the test mode of operation.

7.4.3 PLME-TESTOUTPUT.request

7.4.3.1 Function

This optional primitive shall be a request by the LME to enable selected test signals from the PHY. The parameters associated with this primitive are considered as recommendations and are optional in any particular implementation.

7.4.3.2 Semantics of the service primitive

The primitive parameters are as follows:

PLME-TESTOUTPUT.request (TEST_OUTPUT,)

	Name
	Type
	Valid Range
	Description

	TEST_OUTPUT
	Boolean 
	True, false
	If true, enables the selected test signals for testing the PHY


TEST_OUTPUT enables and disables selected signals for debugging and testing the PHY.  Some signals that may be available for output are PHY-TXSTART.request, PHY-RXSTART.indicate(RXVECTOR), PHY-CCA.indicate, the data clock, the symbol clock, TX data, and RX data.

7.4.3.3 When generated

This primitive shall be generated at any time to enable the test outputs when in the PHY test mode.

7.4.3.4 Effect of receipt

Receipt of this primitive by the PHY sublayer shall cause the PHY entity to enable the test outputs using the modes set by the most recent PLME-TESTMODE.request primitive.

7.5 MAC management 

TBD

7.6  PHY management

The MIB comprises the managed objects, attributes, actions, and notifications required to manage a station.  The definition of these managed objects, attributes, actions, and notifications, as well as their structure, are presented in Annex TDB.  A summary of the Generic IEEE802.15.2 PHY MIB is presented belo7.  Each PHY option will have PHY MIB values unique to that application.

Table Y.1 – Generic 802.15.3 PHY MIB

	Managed Object
	Default Value/Range
	Static or Dynamic

	PhyMib Regulatory Group
	
	

	PhyMib_Type
	Phy Dependent
	Static

	PhyMib_RegDomainsSupported
	Phy Dependent
	Static

	PhyMib_CurrentRegDomain
	Phy Dependent
	Dynamic

	PhyMib Rate Group
	
	

	PhyMib_MaxDataRate
	Phy Dependent
	Static

	PhyMib_MinDateRate
	Phy Dependent
	Static

	PhyMib_DataRateStepSize
	Phy Dependent
	Static

	PhyMib_CurrentDataRate
	Phy Dependent
	Dynamic

	PhyMib Antenna Group
	
	

	PhyMib_DiversitySupported
	Phy Dependent
	Static

	PhyMib_CurrentTXAntenna
	Phy Dependent
	Dynamic

	PhyMib_CurrentRXAntenna
	Phy Dependent
	Dynamic

	PhyMib TX Power Group
	
	

	PhyMib_MaxPowerLevel
	Phy Dependent
	Static

	PhyMib_MinPowerLevel
	Phy Dependent
	Static

	PhyMib_PowerLevelStepSize
	Phy Dependent
	Static

	PhyMib_CurrentPowerLevel
	Phy Dependent
	Dynamic


	Managed Object
	Default Value/Range
	Static or Dynamic

	PhyMib Channelization Group
	
	

	PhyMib_NumChannelsSupported
	Phy Dependent
	Static

	PhyMib_CurrentChannel
	Phy Dependent
	Dynamic

	PhyMib RX RSSI Group
	
	

	PhyMib_RSSI_max
	Phy Dependent
	Static

	PhyMib_RSSI_min
	Phy Dependent
	Static

	PhyMib_RSSI_StepSize
	Phy Dependent
	Static

	PhyMib MPDU Length Group
	
	

	PhyMib_MPDU_LengthMax
	Phy Dependent
	Static

	PHYMib CCA Compliance Group
	
	

	PhyMib_CCAModesSupported 
	Phy Dependent
	Static

	PhyMib_CurrentCCAMode
	Phy Dependent
	Static

	PhyMib_CCA_Threshold
	Phy Dependent
	Static

	PhyMib Short Turnaround Group
	
	

	PhyMib_ShortTurnaroundSupported
	Phy Dependent
	Static

	PhyMib IEEE802.15.1 Support Group
	
	

	PhyMib_IEEE802.15.1_PhySupported
	Phy Dependent
	Static


12.1 Physical layer (PHY) service specification

12.1.1 Scope

The PHY services provided to the IEEE 802.15.3 wireless LAN MAC are described in this clause. The PHY can consist of two protocol functions as follows:

a) A physical layer convergence function, which adapts the capabilities of the physical medium dependent (PMD) system to the PHY service. This function is supported by the physical layer convergence procedure (PLCP), which defines a method of mapping the IEEE 802.15.3 MAC sublayer protocol data units (MPDUs) into a framing format suitable for sending and receiving user data and management information between two or more STAs using the associated PMD system.

b) A PMD system, whose function defines the characteristics of, and method of transmitting and receiving data through, a wireless medium (WM) between two or more STAs.

The PMD sublayer may require the definition of a unique PLCP. If the PMD sublayer already provides the defined PHY services, the physical layer convergence function might be null.

12.1.2 PHY functions

The protocol reference model for the IEEE 802.15.3 architecture is shown in Figure 1. Most PHY definitions contain three functional entities: the PMD function, the physical layer convergence function, and the layer management function.

The PHY service is provided to the MAC entity at the STA through a service access point (SAP), called the PHY-SAP, as shown in Figure 12.1.1. A set of primitives might also be defined to describe the interface between the physical layer convergence protocol sublayer and the PMD sublayer, called the PMD-SAP; however, the PMD-SAP is not specified in this standard.








Figure 12.1.1 — Portion of the ISO/IEC basic reference model

12.1.3 Detailed PHY service specifications

12.1.3.1 Scope and field of application

The services provided by the PHY to the IEEE 802.15.3 MAC are specified in this subclause. These services are described in an abstract way and do not imply any particular implementation or exposed interface.

12.1.3.2 Overview of the service

The PHY function as shown in Figure 12.1.1 is separated into two sublayers: the PLCP sublayer and the PMD sublayer. The function of the PLCP sublayer is to provide a mechanism for transferring MPDUs between two or more STAs over the PMD sublayer.

12.1.3.3 Overview of interactions

The primitives associated with communication between the IEEE 802.15.3 MAC sublayer and the IEEE 802.15.3 PHY fall into two basic categories:

a) Service primitives that support MAC peer-to-peer interactions;

b) Service primitives that have local significance and support sublayer-to-sublayer interactions.

12.1.3.4 Basic service and options

All of the service primitives described here are considered mandatory unless otherwise specified.

12.1.3.4.1 PHY-SAP peer-to-peer service primitives

Table 12.1.24 indicates the primitives for peer-to-peer interactions.

Table 12.1.24—PHY-SAP peer-to-peer service primitives

	Primitive
	Request
	Indicate
	Confirm

	PHY-Data
	X
	X
	X


12.1.3.4.2 PHY-SAP sublayer-to-sublayer service primitives

Table 12.1.25 indicates the primitives for sublayer-to-sublayer interactions.

Table 12.1.25—PHY-SAP sublayer-to-sublayer service primitives
	Primitive
	Request
	Indicate
	Confirm

	PHY-TXSTART
	X
	
	X

	PHY-TXEND
	X
	
	X

	PHY- CCARESET
	X
	
	X

	PHY-CCA
	
	X
	

	PHY-RXSTART
	
	X
	

	PHY-RXEND
	
	 X
	


12.1.3.4.3 PHY-SAP service primitives parameters

Table 12.1.26 shows the parameters used by one or more of the PHY-SAP service primitives.

Table 12.1.26—PHY-SAP service primitive parameters Parameter Associated primitive Value

	Parameter
	Associated primitive
	Value

	DATA
	PHY-DATA.request 

PHY-DATA.indication
	Octet values

	TXVECTOR
	PHY-TXSTART.request
	A set of parameters

	STATUS
	PHY-CCA.indication
	BUSY, IDLE

	RXVECTOR
	PHY-RXSTART.indication
	A set of parameters

	RXERROR
	PHY-RXEND.indication
	NoError, FormatViolation, Carrier-Lost, UnsupportedRate


12.1.3.4.4 Vector descriptions

Several service primitives include a parameter vector. This vector is a list of parameters that may vary depending on the PHY type. Table 12.1.27 lists the parameter values required by the MAC or PHY in each of the parameter vectors. 

Table 12.1.27—TX and RX Vector descriptions

TXVECTOR

	Parameter
	Associate Primitive
	Value

	DataRate
	TXVECTOR
	PhyMib_CurrentDataRate

	Length
	TXVECTOR
	Number of Octets with max of PhyMib_LengthMax

	TxPowerLevel
	TXVECTOR
	PhyMib_CurrentPowerLevel


RXVECTOR

	Parameter
	Associate Primitive
	Value

	DataRate
	RXVECTOR
	PhyMib_DataRates

	Length
	RXVECTOR
	MPDU Number of Octets with max of PhyMib_MPDU_LengthMax

	RSSI
	RXVECTOR
	PhyMib_RSSI_max


12.1.3.5 PHY-SAP detailed service specification

The following subclause describes the services provided by each PHY sublayer primitive.

12.1.3.5.1 PHY-DATA.request

12.1.3.5.1.1 Function

This primitive defines the transfer of an octet of data from the MAC sublayer to the local PHY entity.

12.1.3.5.1.2 Semantics of the service primitive

The primitive provides the following parameters:

PHY-DATA.request (DATA)

The DATA parameter is an octet value.

12.1.3.5.1.3 When generated

This primitive is generated by the MAC sublayer to transfer an octet of data to the PHY entity. This primitive can only be issued following a transmit initialization response (PHY-TXSTART.confirm) from the PHY layer.

12.1.3.5.1.4 Effect of receipt

The receipt of this primitive by the PHY entity causes the PLCP transmit state machine to transmit an octet of data. When the PHY entity receives the octet, it will issue a PHY-DATA.confirm to the MAC sublayer.

12.1.3.5.2 PHY-DATA.indication

12.1.3.5.2.1 Function

This primitive indicates the transfer of data from the PHY sublayer to the local MAC entity.

12.1.3.5.2.2 Semantics of the service primitive

The primitive provides the following parameters:

PHY-DATA.indication (DATA)

The DATA parameter is an octet value.

12.1.3.5.2.3 When generated

The PHY-DATA.indication is generated by a receiving PHY entity to transfer the received octet of data to the local MAC entity. 

12.1.3.5.2.4 Effect of receipt

The effect of receipt of this primitive by the MAC is unspecified.

12.1.3.5.3 PHY-DATA.confirm

12.1.3.5.3.1 Function

This primitive is issued by the PHY sublayer to the local MAC entity to confirm the transfer of data from the MAC entity to the PHY sublayer.

12.1.3.5.3.2 Semantics of the service primitive

The semantics of the primitive are as follows:

PHY-DATA.confirm

This primitive has no parameters.

12.1.3.5.3.3 When generated

This primitive will be issued by the PHY sublayer to the MAC entity whenever the PLCP has completed the transfer of data from the MAC entity to the PHY sublayer. The PHY sublayer will issue this primitive in response to every PHY-DATA.request primitive issued by the MAC sublayer.

12.1.3.5.3.4 Effect of receipt

The receipt of this primitive by the MAC will cause the MAC to start the next MAC entity request.

12.1.3.5.4 PHY-TXSTART.request

12.1.3.5.4.1 Function

This primitive is a request by the MAC sublayer to the local PHY entity to start the transmission of an MPDU.

12.1.3.5.4.2 Semantics of the service primitive

The primitive provides the following parameters:

PHY-TXSTART.request (TXVECTOR)

The TXVECTOR represents a list of parameters that the MAC sublayer provides to the local PHY entity in order to transmit an MPDU. This vector contains both PLCP and PHY management parameters. The required PHY parameters are listed in 12.1.3.4.4.

12.1.3.5.4.3 When generated

This primitive will be issued by the MAC sublayer to the PHY entity whenever the MAC sublayer needs to begin the transmission of an MPDU.

12.1.3.5.4.4 Effect of receipt

The effect of receipt of this primitive by the PHY entity will be to start the local transmit state machine.

12.1.3.5.5 PHY-TXSTART.confirm

12.1.3.5.5.1 Function

This primitive is issued by the PHY sublayer to the local MAC entity to confirm the start of a transmission.  The PHY sublayer will issue this primitive in response to every PHY-TXSTART.request primitive issued by the MAC sublayer.

12.1.3.5.5.2 Semantics of the service primitive

The semantics of the primitive are as follows:

PHY-TXSTART.confirm

There are no parameters associated with this primitive.

12.1.3.5.5.3 When generated

This primitive will be issued by the PHY sublayer to the MAC entity whenever the PHY has received a PHY-TXSTART.request from the MAC entity and is ready to begin receiving data octets.

12.1.3.5.5.4 Effect of receipt

The receipt of this primitive by the MAC entity will cause the MAC to start the transfer of data octets.

12.1.3.5.6 PHY-TXEND.request

12.1.3.5.6.1 Function

This primitive is a request by the MAC sublayer to the local PHY entity that the current transmission of the MPDU be completed.

12.1.3.5.6.2 Semantics of the service primitive

The semantics of the primitive are as follows:

PHY-TXEND.request

There are no parameters associated with this primitive.

12.1.3.5.6.3 When generated

This primitive will be generated whenever the MAC sublayer has received the last PHY-DATA.confirm from the local PHY entity for the current MPDU.

12.1.3.5.6.4 Effect of receipt

The effect of receipt of this primitive by the local PHY entity will be to stop the transmit state machine.

12.1.3.5.7 PHY-TXEND.confirm

12.1.3.5.7.1 Function

This primitive is issued by the PHY sublayer to the local MAC entity to confirm the completion of a transmission.  The PHY sublayer issues this primitive in response to every PHY-TXEND.request primitive issued by the MAC sublayer.

12.1.3.5.7.2 Semantics of the service primitive

The semantics of the primitive are as follows:

PHY-TXEND.confirm

There are no parameters associated with this primitive.

12.1.3.5.7.3 When generated

This primitive will be issued by the PHY sublayer to the MAC entity whenever the PHY has received a PHY-TXEND.request immediately after transmitting the end of the last bit of the last data octet indicating that the last data octet has been transferred.

12.1.3.5.7.4 Effect of receipt

The receipt of this primitive by the MAC entity provides the time reference for the contention backoff protocol.

12.1.3.5.8 PHY-CCARESET.request

12.1.3.5.8.1 Function

This primitive is a request by the MAC sublayer to the local PHY entity to reset the clear channel assessment (CCA) state machine.

12.1.3.5.8.2 Semantics of the service primitive

The semantics of the primitives are as follows:

PHY-CCARESET.request

There are no parameters associated with this primitive.

12.1.3.5.8.3 When generated

This primitive is generated by the MAC sublayer for the local PHY entity when it desired to reset the CCA state machine.

12.1.3.5.8.4 Effect of receipt

The effect of receipt of this primitive by the PHY entity is to reset the PLCP CS/CCA assessment timers to the state appropriate for the end of a received frame.

12.1.3.5.9 PHY-CCARESET.confirm

12.1.3.5.9.1 Function

This primitive is issued by the PHY sublayer to the local MAC entity to confirm that the PHY has reset the CCA state machine.

12.1.3.5.9.2 Semantics of the service primitive

The semantics of the primitives are as follows:

PHY-CCARESET.request

There are no parameters associated with this primitive.

12.1.3.5.9.3 When generated

This primitive is issued by the PHY sublayer to the MAC entity whenever the PHY has received a PHY-CCARESET.request.

12.1.3.5.9.4 Effect of receipt

The effect of receipt of this primitive by the MAC is unspecified.

12.1.3.5.10 PHY-CCA.indication

12.1.3.5.10.1 Function

This primitive is an indication by the PHY sublayer to the local MAC entity of the current state of the medium.

12.1.3.5.10.2 Semantics of the service primitive

The primitive provides the following parameter:

PHY-CCA.indication (STATE)

The STATE parameter can be one of two values: BUSY or IDLE. The parameter value is BUSY if the channel assessment by the PHY sublayer determines that the channel is not available. Otherwise, the value of the parameter is IDLE.

12.1.3.5.10.3 When generated

This primitive is generated every time the status of the channel changes from channel idle to channel busy or from channel busy to channel idle. This includes the period of time when the PHY sublayer is receiving data.  The PHY sublayer maintains the channel busy indication until the period indicated by the length field in a valid PLCP Header has expired.

12.1.3.5.10.4 Effect of receipt

The effect of receipt of this primitive by the MAC is unspecified.

12.1.3.5.11 PHY-RXSTART.indication

12.1.3.5.11.1 Function

This primitive is an indication by the PHY sublayer to the local MAC entity that the PLCP has received a valid start frame delimiter (SFD) and PLCP Header.

12.1.3.5.11.2 Semantics of the service primitive

The primitive provides the following parameter:

PHY-RXSTART.indication (RXVECTOR)

The RXVECTOR represents a list of parameters that the PHY sublayer provides the local MAC entity upon receipt of a valid PLCP Header. This vector may contain both MAC and MAC management parameters. The required parameters are listed in 12.1.3.4.4.

12.1.3.5.11.3 When generated

This primitive is generated by the local PHY entity to the MAC sublayer whenever the PHY has successfully validated the PLCP header error check (HEC) CRC at the start of a new PLCP PDU.

12.1.3.5.11.4 Effect of receipt

The effect of receipt of this primitive by the MAC is unspecified.

12.1.3.5.12 PHY-RXEND.indication

12.1.3.5.12.1 Function

This primitive is an indication by the PHY sublayer to the local MAC entity that the MPDU currently being received is complete.

12.1.3.5.12.2 Semantics of the service primitive

The primitive provides the following parameter:

PHY-RXEND.indication (RXERROR)

The RXERROR parameter can convey one or more of the following values: NoError, FormatViolation, CarrierLost, or UnsupportedRate. A number of error conditions may occur after the PLCP’s receive state machine has detected what appears to be a valid preamble and SFD. The following describes the parameter returned for each of those error conditions.

— NoError. This value is used to indicate that no error occurred during the receive process in the PLCP.

— FormatViolation. This value is used to indicate that the format of the received PLCPPDU was in error.

— CarrierLost. This value is used to indicate that during the reception of the incoming MPDU, the carrier was lost and no further processing of the MPDU can be accomplished.

— UnsupportedRate. This value is used to indicate that during the reception of the incoming PLCP-PDU, a nonsupported date rate was detected.

12.1.3.5.12.3 When generated

This primitive is generated by the PHY sublayer for the local MAC entity to indicate that the receive state machine has completed a reception with or without errors.

12.1.3.5.12.4 Effect of receipt

The effect of receipt of this primitive by the MAC is unspecified.
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