March, 1994
      DOC: IEEE P802.11-94/xxx

June, 2001
 IEEE P802.15-01/303

IEEE P802.15

Wireless Personal Area Networks

	Project
	IEEE P802.15 Working Group for Wireless Personal Area Networks (WPANs)

	Title
	Merger Proposal Tracking Document

	Date Submitted
	[19 June, 2001]

	Source
	[Monique Bourgeois]
[Motorola]
[8000 W. Sunrise Blvd., M.S. 2141

Plantation, FL 33322 USA]
	Voice:
[ +1-954-723-8098 ]
Fax:
[ +1-954-723-3712 ]
E-mail:
[ m.bourgeois@motorola.com  ]

	Re:
	[01260r0P802-15_TG4-Combined-MAC-Proposal.ppt]

	Abstract
	[This document adds detail to the combined MAC proposal made at the Orlando meeting and describes a unified DLC = MAC + LLC layer.]

	Purpose
	[To help TG4 achieve consensus agreement on a MAC proposal in Portland.]

	Notice
	This document has been prepared to assist the IEEE P802.15.  It is offered as a basis for discussion and is not binding on the contributing individual(s) or organization(s). The material in this document is subject to change in form and content after further study. The contributor(s) reserve(s) the right to add, amend or withdraw material contained herein.

	Release
	The contributor acknowledges and accepts that this contribution becomes the property of IEEE and may be made publicly available by P802.15.


Merger Proposal Tracking Document

This document will track the development of the merged star/cluster tree IEEE 802.15.4 MAC/LLC, proposed by Carl Stevenson (Agere), Pat Kinney (Invensys), Ed Callaway (Motorola), and Phil Jamieson (Philips).  The star portion of the proposal is largely based on the PURL network, which is included now by reference.  

The PURL protocol identifies three types of MAC packets (beacon, data, and handshake), which are identified by the choice of one of three Start Of Packet fields.  Further definition of packet types is made in flag fields within each packet.  The proposed merged protocol would employ this architecture.

The following is a rough first pass at what packet types would be added (by flag fields).  Note that organization of packet types into the three PURL categories has yet to be made; also, the flags themselves are yet to be defined.

Packet types for cluster tree network portion of merged MAC proposal:

1. The Query message is sent periodically from each node to announce its presence in the network and inquire about pending messages.

	Parameters
	Description

	Src_NetID
	Network identifier (12 bits) of the device sending the query.

	Src_CID
	Cluster identifier (8 bits) of the device sending the query.

	Src_NodeID
	Node identifier (8 bits) of the device sending the query.

	CollapseValue
	Contains device query timing information.

	SrcHops
	The number of hops from the source node to the cluster head.

	SrcNumChild
	The number of nodes below the source node in the tree structure.


Table 1 Query Message Parameters

Table 2 shows the high data rate beacon packet structure, and Table 3 shows what is needed for the cluster tree network query message. The shaded fields in Table 2 are the same for both structures. The Beacon Flags and Zones Pending fields are unnecessary for a cluster tree network and are replaced by SrcHops and SrcNumChild, respectively. Src_CID and Src_NodeID are added in place of the optional Addresses Pending field. The one real difference is in the Net ID field. The Net ID field is composed of the highest 13 bits representing the Network Address and the lowest 3 bits being reserved. The new frame structure suggests using the highest 12 bits for the Network Address and the 4 remaining bits for the Collapse Value. The network type (star or cluster tree) can be encoded into the Network Address (e.g., even addressing for stars and odd for cluster tree) and will determine how each field is interpreted.
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Table 2 Beacon Packet Structure (at 250 Kbps)
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Table 3 Query Message Structure

2. The Query Response message is sent as a reply to a Query message. It is sent from a Mediation Device (MD) to a node, notifying the node of any pending messages.

	Parameters
	Description

	Dst_NetID
	Network identifier (12 bits) of the destination node (initiator of the query).

	Dst_CID
	Cluster identifier (8 bits) of the destination node (initiator of the query).

	Dst_NodeID
	Node identifier (8 bits) of the destination node (initiator of the query).

	Src_CID
	Cluster identifier (8 bits) of the MD.

	Src_NodeID
	Node identifier (8 bits) of the MD.

	NumMsgs
	Number of pending messages for the destination device.

	Req_CID
	Cluster identifier (8 bits) of the node requesting the data transfer.

	Req_NodeID
	Node identifier (8 bits) of the node requesting the data transfer.

	ReqTiming
	Timing information of the node(s) requesting communication with the destination node. The destination node will use this information to synchronize with the requesting node(s).

	ReqCollapseValue
	Collapse value of the node(s) requesting communication with the destination node.


Table 4 Query Response Message Parameters

3. The Request To Send (RTS) message is sent by a node that has data pending for a second node. The MD intercepts this message in order to coordinate the data transfer between the two nodes.

	Parameters
	Description

	Dst_NetID
	Network identifier (12 bits) of the intended recipient of the data.

	Dst_CID
	Cluster identifier (8 bits) of the intended recipient of the data.

	Dst_NodeID
	Node identifier (8 bits) of the intended recipient of the data.

	Src_CID
	Cluster identifier (8 bits) of the node having data to send.

	Src_NodeID
	Node identifier (8 bits) of the node having data to send.

	NumPackets
	Number of packet the source wants to send to the destination.

	CollapseValue
	Contains the source node timing.


Table 5 RTS Message Parameters

4. The RTS Reply (RTSR) message is sent by the MD in response to an RTS message. The MD may either agree or refuse to schedule the data transfer.

	Parameters
	Description

	Dst_NetID
	Network identifier (12 bits) of the node having data to send.

	Dst_CID
	Cluster identifier (8 bits) of the node having data to send.

	Dst_NodeID
	Node identifier (8 bits) of the node having data to send.

	Src_CID
	Cluster identifier (8 bits) of the MD (enabler of data transfer).

	Src_NodeID
	Node identifier (8 bits) of the MD (enabler of data transfer).

	RTSRFlag
	If 1, the MD has agreed to schedule the data transfer.

If 0, the MD has refused to schedule the data transfer.


Table 6 RTSR Message Parameters

5. The Clear to Send (CTS) message is sent once a node learns from the MD that a second node wishes to send it data. The CTS is sent by the intended recipient of the data to the node wanting to transfer the data, telling the second node that they are synchronized.

	Parameters
	Description

	Dst_CID
	Cluster identifier (8 bits) of the node having data to send.

	Dst_NodeID
	Node identifier (8 bits) of the node having data to send.

	Src_NetID
	Network identifier (12 bits) of the intended recipient of the data.

	Src_CID
	Cluster identifier (8 bits) of the intended recipient of the data.

	Src_NodeID
	Node identifier (8 bits) of the intended recipient of the data.


Table 7 CTS Message Parameters

6. The Acknowledge (ACK) message is sent in response to a correctly received data packet.

	Parameters
	Description

	Dst_CID
	Cluster identifier (8 bits) of the node that sent the data.

	Dst_NodeID
	Node identifier (8 bits) of the node that sent the data.

	Src_NetID
	Network identifier (12 bits) of the node that received the data.

	Src_CID
	Cluster identifier (8 bits) of the node that received the data.

	Src_NodeID
	Node identifier (8 bits) of the node that received the data.


Table 8 Acknowledge (ACK) Message Parameters

7. The Alarm message is sent when a node enters MD mode to inform other potential MDs in the area that they should return to normal operation. This prevents having two MDs operating within listening range of each other.

	Parameters
	Description

	MD_NetID
	Network identifier (12 bits) of the MD.

	MD_CID
	Cluster identifier (8 bits) of the MD.

	MD_NodeID
	Node identifier (8 bits) of the MD.


Table 9 Alarm Message Parameters

Notes: 

1. Multicast transmissions are not allowed.  

2. Broadcast transmissions do not require an ACK.
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