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1.  Introduction

Task Group 4 Low rate WPAN (TG4) of the IEEE 802.15 has defined the criteria for the eventual selection of a Draft Standard from a set of Draft Proposals.  In order to accurately and consistently judge the proposals submitted, a common set to terms with definitions is needed.  

This paper is a working document that will become the repository for the terms and definitions to be used in the selection process for a Draft Standard for TG4.  It may also contain more general Marketing Requirements on which the proposals are asked to comment.

The document is divided into four sections: General Solution Criteria, MAC Protocol Criteria, PHY Protocol Criteria and Evaluation Matrix.  Since some proposals can be submitted as only a MAC or PHY, these proposals will be expected to also address the general solution criteria.  The evaluation matrix provides the summary of criteria assessments expected with each proposal.

2. General Solution Criteria

This section defines the system level concerns of the solution, both technical and marketing related.  These criteria address issues that effect both the MAC and PHY protocol layers.  This section should allow us to reduce redundancy of issues.

2.1. Unit Manufacturing Cost (UMC)

2.1.1. Definition

It is important for cost to be as small as possible for this type of consumer oriented device.    The UMC will be dependent on the complexity of the PHY and MAC.  The systems cost should be optimized.  Since some proposals can be submitted as only a MAC or PHY, the proposals should estimate as much systems cost, typical MAC functions are shown in Figure 1.  Block Diagram of MAC and while typical PHY functions are shown in Figure 2.  Logical blocks in the transceiver PHY layer
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Figure 1.  Block Diagram of MAC

· PduInd stands for Protocol Data Unit Indicate.

· PduReq stands for the Request.

· Physical Layer Convergence Protocol (PLCP) – Preambles, control headers, data whitening.

· Physical Media Dependent (PMD) – Where it actually writes to the hardware.

· Media Access Control (MAC) – Segmentation, fragmentation, creates data units and controls access to the medium based on its rules.

· Mac Layer Management Entity (MLME) – Control interface between the application and the MAC and PHY.

Not all blocks in Figure 2.  Logical blocks in the transceiver PHY layer are required to implement a communications system.  However, if the functionality is used (even optionally) in the specification, then the cost for implementing the functionality must be included in the cost estimate.  The blocks may occur in different orders in the chain, for example, the frequency spreading may be a part of the modulate/demodulate portion or the encryption may precede the source encoding and the decryption follow the source decoding.
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Figure 2.  Logical blocks in the transceiver PHY layer

· Source Encode/Decode – packet formation including headers, data interleaving, error correction/detection (FEC, CRC, etc), compression/decompression. This function is optional, include if it applies to the proposed system.

· Encrypt/Decrypt – bit level operations to protect data. This function is optional, include if it applies to the proposed system.

· Channel encode/decode – bias suppression, symbol spreading/de-spreading (e.g. DSSS), data whitening/de-whitening (or scrambling).  This function is optional, include if it applies to the proposed system.

· Modulate/Demodulate – convert digital data to analog format, can include symbol filtering, frequency conversion, frequency filtering.  

· Frequency Spreading/De-spreading – can include frequency hopping or other techniques to decrease or increase, respectively, the bits/Hz of the analog signal in the channel. This function is optional, include if it applies to the proposed system.

· Transmit/Receive – transition the signal to/from the channel.  

2.1.2. Values 

Cost should be specified in US dollar amounts.  It is important to indicate cost as a function of volume or time.  Reasonable and conservative values are important to present, and will be challenged by competing proposals.  The cost estimates should reflect the proposed configuration, i.e. MAC only, PHY only or MAC/PHY combination. At the very least, a complexity estimate should be given.

2.2. Signal Robustness

2.2.1. General Definitions

The error rate criterion is either the maximum bit error ratio (BER) or the maximum packet error ratio (PER) for a specified packet length or a combination of the two. The proposal will be asked to indicate both the PER, and the corresponding BER used in the determination of this value when indicating the sensitivity of the proposed system in section 4.6.  Payload size (user data) for the PER test should be 10 bytes which is intended to be a value between the minimum and maximum packet size potentially chosen in the final specification.

The minimum required sensitivity is the power level of a signal, in dBm, present at the input of the receiver modulated by the proposed method with a pseudo-random data for which the error rate criterion is met.  The power level shall be specified at the antenna to receiver connection (i.e. it shall not include any antenna gain).  The error ratio shall be determined after any error correction methods required in the proposed system have been applied.   Systems may exceed the minimum required sensitivity, but the following measurements are taken relative to the minimum value specified in the proposal.

The net throughput of the system is the net amount of bi-directional data, measured in bits that are transferred from the MAC to/from higher layers divided by the elapsed time.  The elapsed time shall be at least 1 second.  The connection shall already have been established and in progress prior to the 1 second interval.  The units of the net throughput are Kb/s.

2.2.2. Interference and Susceptibility

2.2.2.1. Definition

System interference from other RF energy sources including both intentional and unintentional radiators.  This includes RF energy in band and out of band.  The performance shall be measured as follows: with the desired signal 3dB above the minimum required sensitivity, the system shall meet the error rate criterion with the interferer at a level of x dBm, x to be specified by proposer.  These levels shall be specified for frequency ranges between 30MHz and 13GHz.  In-band interferers shall be signals modulated by the proposed method with pseudo-random data that is uncorrelated in time to the desired signal.  Out of band signals shall be single tone (sine wave) interferers.

2.2.2.2. Values

Proposals shall provide the frequency ranges and the corresponding power level of the interfering signal for which the error ratio criterion is met.

2.2.3. Intermodulation Resistance

2.2.3.1. Definition

The intermodulation resistance is the ability of the system to withstand multiple in-band, but off-channel, interferers whose frequency products may be converted into on-channel signals by non-linearities in the receiver.  One measurement will be with the desired signal 3dB above the minimum specified sensitivity and the two interfering signals at a signal power x dBm, x to be specified by proposer, located in frequency at fc+foffset and fc+n*foffset where fc is the center frequency of the desired signal and foffset is specified by the proposers.  In general, the interfering signals shall be located in the desired frequency band of operation.  Both signals should be static CW carriers at equal levels.

2.2.3.2. Values

The result is the maximum value, in dBm, of the intermodulating signals that can be withstood while retaining the desired error ratio performance.

2.2.4. Jamming Resistance

2.2.4.1. Definition

Jamming resistance is the ability of the system to maintain performance in the presence of other uncoordinated in-band systems or interferers.  A typical environment is shown in Figure 3, which shows a proposed piconet in the presence of a potential jamming system.  It is measured by the jamming power (Pj) that causes a factor of 2 reduction in the net throughput of the proposed system if its available, and otherwise a reduction of BER from 10^-9 without jamming, to 10^-3 with jamming, given the test geometry defined below. The jamming power may be computed from measurements scaled in range and/or power using the standard free-space link budget and antenna equations:
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as long as far-field conditions are maintained.  Antenna pattern effects (such as front to back ratio) shall be accounted for such that the resulting jamming power reflects results as if the measurements were taken with isotropic antennas on the interfering systems.  The proposed system shall be rotated for maximum degradation and that result reported.  The proposer shall provide the front-to-back ratio and effective-aperture area of its antenna at the interfering frequency and as measured by a matched filter receiver for its own signal.
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Figure 3.  A typical wireless network environment with interfering sources.

The physical test geometry for the proposed network and interfering network is shown in Figure 4.  It is intended to be simple to test derivative of the typical environment shown in Figure 3. As shown, the measurement geometry is along two parallel lines that are less than 0.5m apart, with a pair of proposed systems (A1 and A2) that are 6m apart on the first line, and an interleaved pair of interfering systems (B1 and B2) that are also 6m apart on the second line; (i.e. A1, 3m, B1, 3m, A2, 3m, B2).  The power of the interfering signals shall be scaled together, i.e. they shall be the same power, with the exception of the 802.11b case where the power of B2 in the setup shall be 20 dB less than the power in B1 in order to account for the longer ranges typical in a WLAN environment.  When the test is performed, the interfering systems must be operating with the specified traffic before the network connection of the proposed network is started.  The testing environment should conform to that specified in ANSI c63.4-1992 or comparable environments.
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Figure 4.  The physical layout of the desired network and the interfering sources used to model jamming resistance and coexistence.

2.2.4.2. Values

The value is the jamming power measured according to the definition, with the following interference sources, taken one at a time. 

1. A microwave oven at 3m with a power and time profile specified below:
The microwave oven is transmitting at a power of 100mW with an active period of 8ms, followed by a dormant period of 8 ms. That is, during the active period the transmit  power is 100mW and during the dormant period the transmit power is 0mW. During the active period, the microwave oven output can be modeled as a continuous wave interferer with a frequency that moves over a few MHz.  At the beginning of the active period, the frequency is 2452MHz, and a the end of the active period, the frequency is 2458 MHz.  There is a continuous sweep in frequency as the active period progresses in time.

2. Two 802.15.1 devices transmitting at 1mW.

3. Two 802.11 devices transmitting at 100mW.

4. Two devices of the proposed type transmitting as its specified power.

2.2.5. Multiple Channel Access

2.2.5.1. Definition

Multiple access is the ability of systems of the same type to simultaneously share the medium.  It is measured by the net throughput of one system in the presence of other systems. Depending on the intended application different traffic types may coexist, such as continuos, intermittent, or periodic traffic. (see definition of traffic types in section 3.4)
2.2.5.2. Values

Multiple access is measured by the net throughput of one of the proposed systems with two other systems co-located (in space) as compared to the net throughput of a single system with no other interferers or systems present.  All of the systems shall consist of two nodes and shall be operating under each of the following scenarios:
1. All proposed systems transmitting continuos type traffic.

2. Two systems transmitting continuos and one station transmitting periodic traffic. 

3. One system transmitting continuos and two systems transmitting periodic traffic.

2.2.6. Coexistence

2.2.6.1. Definition

Coexistence is the net throughput of an alternate system in the presence of the proposed system divided by the net throughput of the alternate system with no other interferers or systems present. The physical layout of the network is the same as specified in section 2.2.4.
Jamming Resistance.

2.2.6.2. Values

The value reported shall be the ratios of the net throughput of the following alternate systems in the presence of the proposed system.  The reference node of the proposed system is communicating with a desired node that is located at a distance of 3m.  Both nodes of the proposed system shall be operating at the nominal transmitting power required for the proposal.

1. IC1 - An 802.15.1 piconet with one HV1 voice transmission active.  Both devices in the piconet shall be transmitting at 1mW.  One device participating in the piconet shall be at a distance of 3m, the other at a distance of 13m.

2. IC2 - An 802.15.1 transferring data with DH5 packets bi-directionally.  Both devices in the piconet shall be transmitting at 1mW.  One participant of the piconet shall be at a distance of 3m, the other at a distance of 13m.

3. A condition with 802.15.3 to be specified.
4. IC4 - An 802.11b network transferring data with 500 byte packets bi-directionally.  Both devices shall be transmitting at 100mW.  One participant shall be at a distance of 3m, the other shall be at a distance of 100m.

5. IC5 - An 802.11b data connection transferring a DVD video stream compressed with MPEG2.  Both 802.11b devices shall be transmitting at 100mW.  One device shall be located at a distance of 3m, the other at a distance of 50m.

2.3. Interoperability

2.3.1. Definition

Can this system exchange information, over the air, with another device using another wireless standard or standard under development.  Some systems will have MACs or PHYs that are not compatible with other systems using different standards.  In these cases, dual mode (e.g. dual radio) designs are allowed.  The ultimate measure becomes final UMC in order to get interoperability.  Reuse of system components may be important to keep cost down.  Proposals are asked to describe their approach.  Actual measurements are preferred over models.

2.3.2. Values

TRUE - The proposed system is able to communicate.

FALSE - The proposed system is not able to communicate 
2.4. Technical Feasibility

This is intended to determine if the proposal is real or academic.  Any proposal may be submitted, but demonstrated feasibility, and manufactureability should receive favor over equal but untested proposals.  Proposals will be asked to comment on criteria listed in the following sections.

2.4.1. Manufactureability

2.4.1.1. Definition

Is the proposal manufactureable with proven technologies and IP?  Issues of UMC and the impact of yield on cost are listed in section 2.1.

2.4.1.2. Values

The proposals are asked to submit proof of the claims by way of expert opinion, models, experiments, pre-existence examples, or demonstrations.  Globally accepted concepts that will be quick to market, with little risk will be favored.

2.4.2. Time to Market

2.4.2.1. Definition 

When will the proposed system be is ready for deployment.

2.4.2.2. Values

The proposal shall indicate when it is ready for deployment.

2.4.3. Regulatory Impact

2.4.3.1. Definition 

Is this proposal in compliance with the current international intentional radiator regulatory standards?  If not, are actions in place to change the regulations and what is the current status?  

2.4.3.2. Values

TRUE – The proposed system is in compliance with the current international intentional radiator regulatory standards.

FALSE – The proposed system is not in compliance with the current international intentional radiator regulatory standards.

If false, the proposal should include indication of plans or actions to address this issue.

2.4.4. Maturity of Solution

2.4.4.1. Definition

How do we know the design will work?  Is it modeled, tested, similar to some other existing technology?  Is invention required to create this proposal?

2.4.4.2. Values

The proposals are asked to submit proof of the claims by way of expert opinion, models, experiments, pre-existence examples, or demonstrations.  Globally accepted concepts that will be quick to market, with little risk will be favored.

2.5. Scalability

2.5.1. Definition

When one parameter of a standard changes, such as its interface, data rate, frequency band of operation, cost, and function, it may be necessary to write a new standard.  Scalability refers to the ability to adjust important parameters such as those mentioned below (if they are required by the applications) without rewriting the standard.  Examples of scalability are listed in the following sections.

2.5.1.1. Power consumption

This could be controlled by variable transmit power, data rate, and similar parameters.

2.5.1.2.  Data Rate

There may be a trade off for number of channels, immunity, cost, power, or range.

2.5.1.3. Frequency Band of Operation

For example, if this device can be used at 2.4GHz, 5GHz and other frequency bands, there may be value in volumes.

2.5.1.4. Cost

Is there an opportunity to change a parameter, keep interoperability, but achieve a less expensive solution (i.e. range)?

2.5.1.5. Function

If the device can be implemented with or without certain functions such as interoperability, or certain complexity of protocol, it might result in an optimized solution.  Note, however, that this may result in an interoperability problem and needs to be carefully considered.

2.5.2. Values

The proposals should identify areas of scalability, which could be used by the applications. 

2.6. Location Awareness

2.6.1. Definition

Location awareness is the ability to determine information about the relative location of one transceiver with respect to another.  The purpose is to improve usability of portable devices.  This data can be used to locate, identify and discriminate amongst users in crowded environments and to simplify device registration in constantly changing network topology.  Provisions must be made to propagate location information to higher layers of the stack.

2.6.2. Values

Indicate if the proposal includes location awareness and state the resolution in centimeters [cm] of the proposed location method.

3. MAC Protocol Criteria 

3.1. Transparent to Upper Layer Protocols 
3.1.1. Definition 

The function of the proposed MAC has sufficient functionality to allow direct interface to the higher level stacks such as, IEEE 802.2 Logical Link Layer (LLC), in such a way as to enable incorporation into the higher level TCP/IP stack.

3.1.2. Values

TRUE – Allows interface to higher level stacks such as TCP/IP

FALSE – Proposal insufficient or unable to interface to higher level stacks such as TCP/IP

3.2. Ease of Use

Ease of use refers to the level of user intervention necessary to perform common networking tasks, such as identifying, joining and leaving networks. The proposed system should have the capability to automatically perform these common tasks.  The goal is for the user to turn on the device and have it work.

3.2.1. Optional unique 48 bit address

3.2.1.1. Definition 

The MAC shall have a unique address to identify each node. 

3.2.1.2. Values

TRUE – Has Address storage

FALSE – Does not have Address storage

3.2.2. Simple Network Join/Un-Join Procedures for RF enabled device

3.2.2.1. Definition 

The ability to quickly establish and remove ad hoc connections is important.  If the detect/link/negotiate/communicate cycle is too long, it could exceed the duration of the message or otherwise affect the total average throughput.   In addition, the process has to be simple for the User. 

3.2.2.2. Values

Identify network join/unjoin procedures proposed by this system.  Note:  Fast synchronization/ detect/link/communicate cycles with respect to a packet period are preferred.  Therefore, the proposal should indicate the min/max/average time frame.

3.2.3. Device Registration

3.2.3.1. Definition

Ease of use by typical customers implies that the devices register with each other without requiring the help of a system administrator, or special procedure by the user.  Authentication for the purpose of registration is covered in section 3.9.1.  The system should allow the user to configure which class of devices that can be registered without user intervention.  

3.2.3.2. Values

Identify device registration process proposed by this system.  Simpler registration processes are preferred.  

3.3. Delivered Data Throughput

3.3.1. Definition

Delivered data throughput is the rate at which the user’s data is passed through the system.  In a simple case, it is the data rate after the protocol overhead is subtracted.    The values presented here assume that a microwave oven or other channel impairment will not be in operation at the same time as the desired signals are transmitted.  If there is an operating microwave oven in the Personal Operating Space (POS) of this device, it is assume that the user has enough control of the POS environment to turn it off when desiring to transmit.  

In order to enable several various levels of functionality without setting the requirements too high or too low, it is best to bound the data throughput by a minimum value necessary to add value and determine a goal for achieving the desired high demand applications.  This does not preclude implementations that can achieve values beyond the guideline layout in this criteria document.

These throughput values are based on the needs of desired applications that have been considered in the criteria development.  The applications have been outlined below to allow clarifications of bandwidth needs based the desired functionality.  There are situations where more than one application would be desired on the same channel..

3.3.2. Delivered data throughput

3.3.2.1. Definition

The PAR suggests a data throughput in the range of 10 kbps to 200 kbps. The data throughput refers to the aggregate data transfer in both directions at the 802.2 SAP.  The partition between the two directions should be adaptive. 

3.3.2.2. Values

Specify the raw data rate and the maximum delivered data throughput possible reliably by the proposed system. Indicate whether the proposed system is capable of operating at various data rates.
3.3.3. Breakdown of Application Requirements 

This section lays out the data throughput required by different applications.  While this section may not contain all applications that can be handled with this standard, it does document the applications considered in determining the throughput requirement values.  This section is intended to allow CFAs to provide information.

3.3.3.1. Continuous Data Stream

In the case of TG4, continuos data is defined as traffic that requires low latencies. A continuos data stream might be generated by a keyboard, mouse or a joystick with a latency of around 15ms. These applications generate the following traffic:
Table 1: Applications with continuos data

Application
Payload per package
Average Data Rate (bps)
Maximum Data Rate (bps)

Keyboard
10 bits
800


Mouse
50 bits
1200


Joystick
50 bits
10000


3.3.3.2. Information Transfer

Transfer of information with a size of 100 to 500bytes or 2k bytes graphics for applications such as classroom calculator network, 

3.3.3.3. Data Transfer

Transfer of payload data with a typical size of 10 bytes, maximum data size is 64bytes for applications such as home automation, distributed sensor networks, security, industrial controls.

3.3.3.4. Voice-yes

Low quality voice requires 16Kbps, while high quality voice requires 64Kbps for home automation and interactive toy applications.

3.4. Traffic Types

3.4.1. Definition

Three different traffic types have been identified for this application space. These types are periodic (low data traffic occurring at regular intervals), intermittent (low data traffic occurring at irregular intervals), and continuous (data traffic with low latencies). 

The table below identifies applications for these traffic types.

Table 2: Application examples

Data Characteristics
Application

Periodic Data
Sensors and Actuators


Security and Alarm Systems

Intermittent
Class-Room Network


Cordless Switches

Repetitive Low Latency Data
Joystick, mouse, keyboard


Information Transfer

3.4.2. Value

Specify the supported traffic types with the requirements stated in 3.3.3.

3.5. Topology

3.5.1. General 

3.5.1.1. Definition

The topology of the network specifies the type of connections that are supported.  Examples of this are master-slave, peer-to-peer, etc.

3.5.1.2. Values

The proposal shall include information about the network topology supported by the proposed system.

3.5.2. Maximum Number of Devices

3.5.2.1. Definition

The maximum number of devices is defined as the number of active nodes on the network. 
3.5.2.2. Values

Please state the following (including any latency issues concerning the channel access if applicable).
1. Maximum number of devices on the network (address space).

2. Maximum number of devices operating at the 3 specified traffic types as defined in section 3.4. 

3. Elaborate on operating under any combination of the 3 traffic types.

3.5.3. Ad Hoc Network

3.5.3.1. Definition

An ad-hoc network is one where any two (or more) compliant devices can form a network for data exchange.  

3.5.3.2. Values
TRUE – The proposed system supports Formation of Ad Hoc Network (2 or more active nodes).

FALSE – The proposed system does not support Formation of Ad Hoc Network (2 or more active nodes).

3.5.4. Access to a Gateway

3.5.4.1. Definition

A gateway is a node in the network that supports the transfer of data from the WPAN to another network, either wired or wireless.

3.5.4.2. Values

TRUE – The proposed network supports access to a gateway.

FALSE – The proposed network does not support access to a gateway.

3.6. Reliability

3.6.1. General Definition

Reliability is the ability of the network to recover from either damage or interference to the network.

3.6.2. Master Redundancy

3.6.2.1. Definition

If a master/slave configuration is required in the proposed systems, there should be a method for recovering from the loss of a master. 

3.6.2.2. Values

TRUE – Proposed system can recover from the loss of a master. Describe impact on the Network.

FALSE – Proposed system can not recover from the loss of a master.

N/A – The proposed system does not support a master/slave mode.

3.6.3. Loss of connection

3.6.3.1. Definition

In a dynamic environment it is possible for a link to be dropped.  The proposed system should provide a method for detecting and recovering (when possible) from the loss of a link.

3.6.3.2. Values

TRUE – The proposed system does provide a method for detection and recovering from the loss of a link. If yes describe.

FALSE - The proposed system does not provide a method for detection and recovering from the loss of a link.

3.7. Power Management Types

3.7.1. Definition

It is important to be able to reduce power consumption for consumer electronic devices.    One method is to use power management and to include protocols that allow methods for sleeping, wakeup, polling, etc.

3.7.2. Values

The proposals should indicate what power management approaches they support and what the potential power savings are for that approach.

3.8. Power Consumption of MAC controller

3.8.1. Definition

The MAC controller can be an important contributor to the overall power consumption of the system.  The power consumption is defined as the DC power in mW required by the blocks that implement the MAC functionality in each of the power management states in the protocol.

3.8.1.1. Transmit

The MAC is actively sending data to a remote unit within a packet.
3.8.1.2. Receive

The MAC is actively receiving data from a remote unit within a packet.
3.8.1.3. Sleep

The sleep mode is a low power mode in which data is not being actively exchanged but the network connection is being maintained.  As such it may include periods of transmission and reception as well as low power standby states.

3.8.2. Value

The proposals shall estimate the power requirements of the MAC implementation.  Because this may be a DSP or a separate ASIC, a range may be given.  Those submitting combination MAC/PHY proposals should provide two sets of power estimates: a MAC layer only and MAC/PHY combined power estimate.  As a minimum the power estimates will include the peak and average power consumption for each of the following three states: transmit, receive and sleep.  Values shall for the MAC (or MAC/PHY) used to calculate the unit manufacturing cost figures in section 2.1.

The proposal shall elaborate on the implementation of power saving modes.

3.9. Security

It is the desire of P802.15.4 to have or to support security. 

3.9.1. Authentication

3.9.1.1. Definition

The service used to establish the identity of one station as a member of the set of stations authorized to associate with another station.

3.9.1.2. Values

The proposal should indicate support for authentication mechanisms.

3.9.2. Privacy

3.9.2.1. Definition

The service used to prevent the content of messages from being read by other than the intended recipients.

3.9.2.2. Values

The proposal should indicate support for privacy mechanisms.

4. PHY Layer Criteria 

4.1. Size and Form Factor

4.1.1. Definition

Size is important for consumer electronic systems such as peripherals and security systems.   The smaller the package, the easier it is to embed.   It is important that the final radio system be compatible with accessory formats as well.  Compact flash, type I is the current example of packaging requirement.   (It also indirectly sets a power and voltage limit).  Antennas are not considered in the size requirements.  The ability to create Radio modules will be an implementation requirement for regulatory approval and integration reasons.

4.1.2. Values

The proposal shall indicate the size (LxWxH in mm) of the preferred implementation of the PHY and MAC.  The preference is that the size of the PHY and MAC should not exceed the size of a compact flash card.  

4.2. Frequency Band

4.2.1. Definition

The frequency band is defined as the range of frequencies for which the proposed system can operate.

4.2.2. Values 

Indicate the range of operating frequencies to be used by the proposed system.

4.3. Number of Simultaneously Operating Full Throughput PAN’s

4.3.1. Definition
The proposed system shall provide for the capability for multiple independent, co-located networks to operate simultaneously at each of the 3 traffic types in section 3.4.  
4.3.2. Values

The proposal will indicate the number of simultaneously operating WPAN’s for each traffic type in their proposal.

4.4. Signal Acquisition Method 

4.4.1. Definition

The signal acquisition methods are the techniques by which the proposed receiver acquires and tracks the incoming signal in order to correctly receive the transmitted data.

4.4.2. Values 

The proposal should indicate how the physical layer will acquire and synchronize to the incoming packet.  Information may include AGC, AFC, timing, etc.

4.5. Range

4.5.1. Definition

Based on the 802.15.4 PAR, the proposed system shall be able to initiate a WPAN connection within a 10 meter radius 99.9% of the time.

4.5.2. Values

Proposals should indicate the range possible with the proposed system.  Provide references available in the open literature that provide the bases for the environment models.

4.6. Sensitivity

4.6.1. Definition

Sensitivity was defined in 2.2.1 as part of the Signal Robustness description.  It is important for the proposal to specify the sensitivity level used in the determination of the signal robustness criteria. 

4.6.2. Values

The proposal should indicate the power level at which the error criterion is met.  The proposal should also indicate both the PER, and the corresponding BER used in the determination of this value. 

4.7. Multi-Path Immunity

4.7.1. Environment model

The exponentially decaying Rayleigh fading channel model will be used for the comparison of proposed methods.  The model was originally proposed by Naftali Chayat in IEEE P802.11-97/96.  The channel is assumed static throughout the packet and generated independently for each packet.
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Figure 5.  Channel impulse response; black illustrates average magnitudes, gray illustrates magnitudes of a specific random realization of the channel; the time positions of black and gray samples are staggered for clarity only.

The impulse response of the channel, hi, is composed of complex samples with random uniformly distributed phase and Rayleigh distributed magnitude with average power decaying exponentially as shown in Figure 5.
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where 

 is a zero mean Gaussian random variable with variance 

, and 

is chosen so that the condition

is satisfied to ensure same average received power.

It is assumed that the sampling time Ts in the simulation is shorter than a symbol time (or chip time) by at least a factor of four (typically in simulations it is a sub-multiple of the symbol duration). The number of samples to be taken in the impulse response should ensure sufficient decay of the impulse response tail, e.g. kmax=10TRMS/Ts.

4.7.2. Delay Spread Tolerance 

4.7.2.1. Definition

The delay spread tolerance is the value of TRMS for which the error rate criterion is met with the input signal 3dB above the minimum required sensitivity using the channel model defined in section 4.7.1.  The system should have a delay spread tolerance of at least 25ns.

4.7.2.2. Values 

TRUE – The proposed system meets the minimum delay spread tolerance

FALSE – The proposed system does not meet the minimum delay spread tolerance
4.8. Power Consumption

4.8.1. Definition

The power consumption is defined as the total amount of DC power required by the proposed system to operate in either transmit or receive mode.  The power consumption includes all blocks that may be required for the operation of the radio (e.g. voltage regulators, reference oscillators, digital control logic and traditional analog blocks).

4.8.2. Values

Proposals should indicate the peak and average power in mW necessary to provide the minimum required MAC/PHY throughput.  Values shall be given for both transmit and receive modes for the transceiver used to calculate the unit manufacturing cost figures in section 2.1.

5. Evaluation Matrix 

These matrices are the summarization of the criteria defined in the previous sections.  As proposals are submitted for consideration, these matrices should be completed based on the proposed system parameters.  All proposals should include the general solution criteria matrix.  If the proposal is a MAC or PHY only submission use only the appropriate MAC or PHY matrix.  Comments can be added by the submitter for specified explains and clarity.

5.1. General Solution Criteria

CRITERIA
REF.
VALUE


Unit Manufacturing Cost ($)
2.1

 
        


Interference and Susceptibility
2.2.2



Intermodulation Resistance


2.2.3
 


Jamming Resistance
2.2.4
Source 1:

Source 2:

Source 3:

Source 4:


Multiple Access
2.2.5
Scenario 1:

Scenario 2:

Scenario 3:


Coexistence
2.2.6
Source 1:

Source 2:

Source 3:

Source 4:

Source 5:


Interoperability
2.3
TRUE

FALSE
 FORMCHECKBOX 

 FORMCHECKBOX 


Manufactureability
2.4.1



Time to Market
2.4.2



Regulatory Impact
2.4.3
TRUE

FALSE
 FORMCHECKBOX 

 FORMCHECKBOX 


Maturity of Solution
2.4.4



Scalability
2.5



Location Awareness
2.6
Resolution:


5.2. MAC Protocol Criteria

CRITERIA
REF.
VALUE


Transparent to Upper Layer Protocols (TCP/IP)
3.1
TRUE
FALSE
 FORMCHECKBOX 

 FORMCHECKBOX 


Unique 48-bit Address 
3.2.1
TRUE
FALSE
 FORMCHECKBOX 

 FORMCHECKBOX 


 FORMCHECKBOX 


Simple Network Join/UnJoin Procedures for RF enabled devices
3.2.2



Device Registration
3.2.3



Delivered data throughput
3.3.2



Traffic Types
3.4
(3.3.3)
Continuos Data

Periodic Data

Intermittent Data
 FORMCHECKBOX 

 FORMCHECKBOX 

 FORMCHECKBOX 


Topology
3.5.1



Max. # of devices
3.5.2
1. Address Space:
2a. Continuos Data:
2b. Periodic Data:
2c. Intermittent Data:
3. Combination:


 FORMCHECKBOX 


Ad-Hoc Network
3.5.3
TRUE
FALSE
 FORMCHECKBOX 

 FORMCHECKBOX 


 FORMCHECKBOX 


Access to a Gateway
3.5.4
TRUE
FALSE
 FORMCHECKBOX 

 FORMCHECKBOX 


 FORMCHECKBOX 


Master Redundancy
3.6.2
TRUE

FALSE

NOT APPLICABLE
 FORMCHECKBOX 

 FORMCHECKBOX 

 FORMCHECKBOX 


Loss of Connection
3.6.3
TRUE
FALSE
 FORMCHECKBOX 

 FORMCHECKBOX 


 FORMCHECKBOX 


Power Management Types
3.7



Power Consumption of MAC controller
3.8
TX:

RX:

Sleep:




Authentication
3.9.1



Privacy 
3.9.2



5.3. PHY Protocol Criteria

CRITERIA
REF.
VALUE


Size and Form Factor
4.1



Frequency Band
4.2



Number of Simultaneously Operating Full-Throughput PANs
4.3



Signal Acquisition Method
4.4



Range
4.5



Sensitivity
4.6
Power level:

PER:

BER:


Delay Spread Tolerance
4.7.2
TRUE

FALSE
 FORMCHECKBOX 

 FORMCHECKBOX 


Power Consumption
4.8



6. 1st Pass Pugh Matrix Comparison Value
To manage the evaluation process of proposals, each proposal will be compared against the following values..  Consensus has been reached with the people involved on these calls that these values are fair, meet the outlined criteria priories and adhere to the 802.15.4 PAR.  

Each proposal will be compared against the following Pugh Matrix comparison values.  To get a numerical ranking of all proposals, values can be assigned to the different value options.  A “-“ can be given a –1 value, “same” can be given a 0 value and “+” can be given a +1 value.

6.1. General Solution Criteria Comparison Values

CRITERIA
REF.

Comparison Values




-
Same
+

Unit Manufacturing Cost ($) as a function of time (when product delivers) and volume
2.1

> ¼ x equivalent Bluetooth 1
1/20- x equivalent Bluetooth 1 value as indicated in Note #1 

Notes:  

1.  Bluetooth 1 value is assumed to be $20 in 2H2000.

2.  PHY and MAC only proposals use ratios based on this comparison
 < 1/20 x equivalent Bluetooth 1

Interference and Susceptibility
2.2.2
Out of the proposed band:  Worse performance than same criteria

In band: -: Interference protection is less than 25dB (excluding co-channel and adjacent channel)
Out of the proposed band: based on Bluetooth 1.0b (section A.4.3)
In band: Interference protection is less than 30dB (excluding co-channel and adjacent and first channel)
Out of the proposed band:  Better performance than same criteria

In band:  Interference protection is less greater than 35dB (excluding co-channel and adjacent channel)

Intermodulation 

Resistance
2.2.3
< -45dBm
-35dBm to –45dBm
> -35dBm



Jamming Resistance
2.2.4
Any 3 or more sources listed jam
2 sources jam
No more than 1 sources jams

Multiple Access
2.2.5
No Scenarios work
Handles Scenario 2
One or more of the other 2 scenarios work

Coexistence

(Evaluation for each of the 5 sources and the create a total value using the formula shown in note #3)
2.2.6
Individual Sources:  less than 40% (IC = -1)

Total:  < 3
Individual Sources:  40% - 60% (IC = 0)

Total:  3
Individual Sources:  greater than 60% (IC = 1)

Total:  > 3

Interoperability
2.3
False
True
N/A

Manufactureability
2.4.1
Expert opinion, models
Experiments
Pre-existence examples, demo

Time to Market
2.4.2
Available after 1Q2002
Available in 1Q2002
Available earlier than 1Q2002

Regulatory Impact
2.4.3
False
True
N/A

Maturity of Solution
2.4.4
Expert opinion, models
Experiments
Pre-existence examples, demo

Scalability
2.5
Scalability in 1 or less than of the 5 areas listed
Scalability in 2 areas of the 5 listed
Scalability in 3 or more of the 5 areas listed

 Location Awareness
2.6
N/A
FALSE
TRUE

Note 3:  Total equation for coexistence value calculation.  Individual comparison values (-, same, +) are represented by the following numbers:  - equals –1, same equals 0, + equals +1.  The individual comparison values will be represented as IC in the equation below, with the subscript representing the source number referenced.

Total = 2 * IC1 + 2 * IC2 + IC3 + IC4 + IC5
6.2. MAC Protocol Criteria

CRITERIA
REF.

Comparison Values




-
Same
+

Transparent to Upper Layer Protocols (TCP/IP)
3.1
FALSE
TRUE
N/A

Unique 48-bit Address  
3.2.1
Not Qualified (required by 802)
Essential
N/A

Simple Network Join/UnJoin Procedures for RF enabled devices
3.2.2
Extended procedure for joining network
802.15.1 style join
Enhanced self-configuration of network

Device Registration
3.2.3
Requires manual configuration
802.15.1 style registration as specified in sections 8.10.7 and 11.6.5.1-4.
Auto registration based on profile

Delivered data throughput
3.3.2
Does not provide data throughput between 10kkbps and 200kbps
One data rate between 10kbps and  200kbps
Two or more data rates one between 10kbps and 100kbps and one between 100kbps and 200kbps

Traffic Types
3.4
Supports 1 or 2 traffic types
Support for all 3 traffic types


Topology
3.5.1
Point-to-Multipoint only
Point-to-Multipoint &

Point-to-Point (with no Peer-to-Peer)
Point-to-Multipoint,

Point-to-Point & 

Peer-to-Peer

Max. # Devices
3.5.2
< 7
7 
> 7

Ad-Hoc Network
3.5.3
FALSE
TRUE
N/A

Access to a Gateway
3.5.4
FALSE
TRUE
N/A

Master Redundancy
3.6.2
FALSE
TRUE
N/A

Loss of Connection
3.6.3
FALSE
TRUE
N/A

Power Management Types
3.7
Does not provide power management
Provides power savings mechanisms
Uses power harvesting

Power Consumption of MAC controller (the peak power of the MAC combined with an appropriate PHY)
3.8
> 30mW 
Between 5mW and 30mW
< 5mW

Authentication
3.9.1
N/A
No Authentication
Enhanced authentication at MAC layer

Privacy 
3.9.2
No encryption
No encryption
Packet encryption

6.3. PHY Protocol Criteria

CRITERIA
REF.

Comparison Values




-
Same
+

Size and Form Factor
4.1
Larger
Compact Flash
Smaller

Frequency Band
4.2
N/A (not supported by PAR)
Unlicensed
N/A (not supported by PAR)

Number of Simultaneously Operating Full-Throughput PANs

< 4
4
> 4

Signal Acquisition Method
4.4
N/A
N/A
N/A

Range
4.5
< 10 meters
> 10 meters
N/A

Sensitivity
4.6
N/A
N/A
N/A

Delay Spread Tolerance
4.7.2
< 25 ns
25 ns - 40 ns
> 40 ns

Power Consumption

(the peak power of the PHY combined with an appropriate MAC)
4.8
> 30mW 
Between 5mW and 30mW
< 5mW

7. Annex:  Criteria Definition Clarifications

This section provides more detailed definition and clarifications to the criteria in the previous sections. The PHY and MAC sub-committees of IEEE 802.15.3 developed these clarifications.

7.1. PHY Sub-Committee Contributions

7.1.1. Delay spread

(reference section 4.7.2)

7.1.1.1. Delay spread tolerance definition:

The delay spread tolerance is the value of T_RMS for which a maximum FER of 1% is met for 95% of the channels generated using the channel model defined in 4.7.1.  The power level at the transmitter is set 14 dB above the level required for a 1% FER in an AWGN channel.  At least 1000 channels should be generated. 512 byte data frames are assumed.  The delay spread tolerance shall be simulated without the use of advanced channel selection and/or diversity (space, frequency, etc.) techniques.  Detailed simulation requirements are defined in section 7.1.1.3.  Note that the channel model in 4.7.1 will generate channels with fading parameters, so at the receiver the signal level will vary from one channel realization to the next channel realization.  The system shall have a delay spread tolerance of at least 25ns.

To aid in evaluating the various proposals, the PHY subcommittee requested additional specific information for evaluating delay spread tolerance:

FER of the proposed system versus the RF signal level at the receiver input (in dB relative to the RF signal level required for a 1% FER in an AWGN channel) shall be provided.  The delay spread, T_RMS, should be set to 25ns. The FER must be met for at least 95% of the random channels. The data should be presented in two forms: 1) a graph where the FER is plotted against the RF signal level at the receiver input (in dB relative to the RF signal level required for a 1% FER in an AWGN channel) and 2) the minimum RF signal level (in dB relative to the RF signal level required for a 1% FER in an AWGN channel) required to achieve a 1% FER in a 25ns delay spread multipath channel.

7.1.1.2. Value:

TRUE - the T_RMS is greater than 25ns

FALSE - the T_RMS is less than 25ns

7.1.1.3. Delay spread tolerance simulation requirements:

1) Generate 1000 random channels according to 4.7.1, for the desired delay spread T_RMS. 

2) Apply a signal gain, such that the average RF signal level of the 1000 random channels is 14 dB higher than the RF signal level required to achieve a 1% FER in an AWGN channel. Because the channel model is Rayleigh faded, each instance of the channel may be either above or below the average power.

3) Simulate the FER for each of the 1000 random channels. The simulation should include AWGN arising from the RF circuit (thermal noise + noise figure). Perfect symbol and carrier synchronization may be assumed. Equalizers must perform frame-based coefficient adaptation. The simulation should not include advanced channel selection and/or diversity techniques that alter the distribution of the channel model. Use one of the two simulation methods defined below:

a. Direct measurement of FER: Simulate at least 1000 frames per random channel. Each frame should consist of the proposed preamble, header, tail, and 512 bytes of data. Directly calculate the FER for each random channel.

or

b. Measurement of FER by BER: Simulate the BER for each random channel. The measurement may be performed on continuously transmitted data, however equalizer adaptation must be performed on the proposed preamble/header. Convert the BER to a FER, assuming 512 bytes of data, preamble, header, and tail bits. 

4) Discard the results of the 50 channels (5%) with the highest FER. Find the maximum FER of the remaining channels.

5) Repeat steps 1 to 4, for different values of T_RMS. T_RMS values of 10, 25, and 40 ns must be simulated. Additional values of T_RMS may also be simulated to demonstrate the robustness of the system: 50, 75, 100 ns, etc. The delay spread tolerance is the maximum value of T_RMS in which the maximum FER over 95% of the channels is at most 1%. All lower values of T_RMS must also achieve 1% FER.

7.1.2. Size and Form Factor

(reference section 4.1)

To aid in evaluating the various proposals, the PHY subcommittee requested additional specific information for evaluating size and form factor:

1. Radio functionality/size:

· Transmit power, power amplifier back-off, and efficiency at the transmit power

· Chip area, process technology

2. Baseband functionality/size (PHY baseband only):

· A/D and D/A converter precision, speed

· Digital filter lengths for pulse shaping

· Equalizer length (i.e., number of coefficients)

· Decoder complexity (e.g. type of decoder like convolutional or block)

· CMOS chip area, gate count and process technology

3. Total number of chips and external components for the overall PHY solution

7.1.3. Interference and Susceptibility

(reference section 2.2.2)

The PHY subcommittee clarified that for the purposes of the same rating, the in-band interference protection is less than 30 dB (excluding co-channel and adjacent channel), i.e. the first channel is not excluded.
7.1.4. Intermodulation Resistance, additional information

(reference section 2.2.3)

The PHY subcommittee also requested that the proposers provide additional information regarding intermodulation resistance.  The request was that the proposers evaluate their systems with intermodulating signals that whose power levels were set relative to the receiver sensitivity.  The test parameters are the same as in section 2.2.3 where the term x is calculated as:

x = (minimum specified sensitivity in dBm)+3 dB + y

where y is the relative power of the interferer given in the Table 3.

Criteria
-
Same (0)
+

Intermodulation above (sensitivity +3 dB) for minimum required data rate 
< 25 dB
25-35 dB
> 35 dB

Table 3: Relative power of intermodulating signal for various scores.

7.1.5. Jamming Resistance

(reference section 2.2.4)

7.1.5.1. Model for microwave oven interference

 The microwave oven is transmitting at a power of 100 mW with an active period of 8 ms, followed by a dormant period of 8 ms. That is, during the active period the transmit  power is 100 mW and during the dormant period the transmit power is 0 mW. During the active period, the microwave oven output can be modeled as a continuous wave interferer with a frequency that moves over a few MHz.  At the beginning of the active period, the frequency is 2452 MHz, and a the end of the active period, the frequency is 2458 MHz.  There is a continuous sweep in frequency as the active period progresses in time.

7.1.6. Coexistence

(reference section 2.2.6)

The PHY subcommittee clarified that the distances referenced in IC1 through IC5 are measured relative to A1 in Figure 4 and that the separation of A1 and A2 is 6 m.

The PHY subcommittee also requested that the proposals perform the same evaluation of the coexistence criteria with the power levels of the 802.15.1 systems in IC1 and IC2 at 100 mW rather than 1 mW. 

7.2. MAC Sub-Committee Contributions

The TG4 MAC subcommittee found these MAC criteria to be either ill defined or incompletely defined:

1.  Ill defined

· Multiple Access

2.  Incompletely defined:

· Simple Network Join/Unjoin procedures for RF enabled devices

· Power Management Types

· Authentication

· Privacy

· Quality of Service

The TG4 MAC subcommittee found these MAC criteria to be dependent upon the particular MAC/PHY pairings:

· Multiple Access

· Location Awareness

· Minimum Delivered Data Throughput

· Maximum Delivered Data Throughput

Resolution of the identified criteria through the MAC sub-committee work will be identified in the sections below.

7.2.1. Multiple Access

(reference section 2.2.5)

7.2.1.1. Definition

Multiple Access is the ability of a MAC to efficiently manage each node’s access to a common RF channel allocation without performance degrading delays caused by simultaneous transmissions, when used in a pico-net composed of multiple active nodes.

7.2.1.2. Values

During our evaluation at the interim meeting in Scottsdale the MAC subcommittee agreed to assign a “0” value to the each of the MAC proposals until the MAC subcommittee could agree on  appropriate test cases for the comparison values included in clause 6.2. 

7.2.2. Simple Network Join/Unjoin procedures for RF enabled devices

(reference section 3.2.2)

The TG4 MAC subcommittee determined that the comparison values for this criterion are binary.  Consequently, these comparison values were agreed to:

“-“  Requires an extended procedure for joining the piconet.

“0”  Supports join/unjoin procedures.

7.2.3. Power Management Types

(reference section 3.7)

The TG4 MAC subcommittee determined that the comparison values associated with this criterion in section 6.2 required clarification.

7.2.3.1. Values

“-“:  does not support power savings modes

“0”:  supports a centralized power management scheme.

“+”:  supports a decentralized power management scheme and provides buffered storage for packet forwarding.

7.2.4. Authentication

(reference section 3.9.1)

The TG4 MAC subcommittee determined that the values indicated in the comparison values table in clause 6.2 needed clarification.

7.2.4.1. Values

“-“:  no authentication

“0”:  supports Authentication on a per link basis.

“+”:  this value was dropped.  Consequently, this criterion becomes a binary criterion.

7.2.5. Privacy

(reference section 3.9.2)

TG4 MAC subcommittee determined that the current definition for privacy is sufficient.  However, we determined that the Values indicated in the comparison values table in clause 6.2  needed clarification.

7.2.5.1. Values

“-“:  no encryption

“0”:  supports  Packet Encryption on a per link basis

“+”:  this value has been dropped.  Consequently, this criterion becomes a binary criterion.

7.2.6. Location Awareness

(reference section 2.6)

The TG4 subcommittee recognized that each of the currently submitted MACs do not provide this capability. However, we did agree that this capability could be incorporated into the proposed MACs if a PHY were available that could provide the necessary indications. 
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