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Clause 6 Collaborative Mechanism – IEEE 802.11b and 802.15.1 (Bluetooth)

6.1 Collaborative Mechanism – IEEE 802.11b and 802.15.1

6.1.1 Introduction (Informative)

The collaborative mechanism provides coexistence of IEEE 802.11b and 802.15.1 
 by sharing information between collocated 802.11b and 802.15.1 stacks and locally controlling transmissions to avoid interference. No new on-air signaling is required. This mechanism is interoperable with devices that do not include it.

Two techniques are defined:  TDMA and MEHTA.

In the TDMA technique, the 802.11b AP and 802.15.1 master are collocated. This device allows the 802.11b and 802.15.1 networks to transmit alternately, defining the time that each has access to the medium. The TDMA technique can support multiple 802.15.1 piconets.  It cannot support 802.15.1 SCO links.

In the MEHTA technique, the 802.11b STA and 802.15.1 node are collocated.  There is no need to be either the 802.11b AP or the 802.15.1 master.  Each attempt to transmit by either the 802.11b or the 802.15.2 stack is submitted to MEHTA for approval.   MEHTA can deny a transmit request that would result in collision. The MEHTA technique can support 802.15.1 SCO links.

6.1.2 Overall Structure

Figure 1 shows the overall structure of the mechanism.

The 802.11b MAC and 802.15.1 LM + LC entities provide status information to the TDMA control and MEHTA control entities.

The TDMA control entity provides a transmit enable (Tx Enable) signal to each stack.  This is a continuous signal that gates whether each stack can start a new packet transmission.

The MEHTA control entity receives a per-transmission transmit request (Tx Request) and issues a per-transmission transmit confirm (Tx Confirm) to each stack to indicate whether the transmission can proceed. The Tx Confirm carries a status value that is one of: allowed or denied.  The Tx Request and Tx Confirm are discreet signals exchanged for every packet transmission attempt.
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Figure 1 – Overall Structure of 802.11b / 802.15.1 Coexistence Mechanism

Support for either technique is optional.   [ed – need to discuss in committee what is optional or not]
6.1.3 TDMA Technique

[ed – to be provided by Symbol]

6.1.4 MEHTA Technique

6.1.4.1 Introduction to MEHTA (Informative)

The MEHTA control entity provides per-packet 
 authorization of all transmissions.  

MEHTA uses its knowledge of the duration of 802.11b activity and future 802.15.1 activity a number of slots into the future to predict collisions. When a collision would occur, MEHTA prioritizes transmissions based on simple rules that depend on packet types.

Note, this description is a logical model that executes in zero time.

6.1.4.2 Known Physical-Layer Characteristics

The 802.11b PHY operates on a known static channel.  The 802.15.1 PHY hops following a known hopping pattern.   At any time, the 802.15.1 signal can be inside or outside the pass-band
[add explanation of pass-band – reference David’s definitions]
 of the 802.11b PHY.  These are the in-band and out-of-band cases, and they affect the probability of a collision 
.

The different collision cases are summarized in Table 1.

Table 1 – Collision Cases as a Function of Local Activities

	Local 802.11b Activity
	Local 802.15.1 Activity

	
	Transmit
	Receive

	
	In-band
	Out-of-band
	In-band
	Out-of-band

	Transmit
	Transmit
	None
	Transmit-Receive or None
	Transmit-Receive or None

	Receive
	Transmit-Receive or None
	Transmit-Receive or None
	Receive
	None


The different collision types are defined in Table 2.

Table 2 - Definition of Collision Types

	Collision Type
	Definition

	Transmit
	Both stacks are transmitting in-band.  One or both of the packets will be received with errors.

	Receive
	Both stacks are receiving in-band.  One or both of the packets will be received with errors.

	Transmit-Receive
	One stack is transmitting and the other is simultaneously receiving. 

The received packet is received with errors.

	None
	Any co-incidence of activity in the two stacks does not increase the error rate.


In the case of “Transmit-Receive or None” collisions,  whether there is a collision or not depends on a number of PHY-related parameters that can include:  transmit power,  received signal strength and the difference between 802.11b and 802.15.1 center frequencies.

An implementation predicts the difference between these collision outcomes based on its knowledge of the operating parameters of its PHY.  This section does not attempt to standardize that decision.  So, based on PHY-layer parameters, an implementation predicts whether a collision occurs.

Implementation constraints can also introduce addition types of “collision” based on simultaneous conflicting demands for hardware resource. For example, a single-antenna system is unlikely to be able to transmit and receive simultaneously.

6.1.4.3 MEHTA Structure

Figure 2 shows the structure of the MEHTA Control Entity.  Each stack has a corresponding control entity to which it submits its transmit requests.  This control entity allows or denies the request based on the known state of both stacks.
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Figure 2 – Structure of the MEHTA Entity

6.1.4.4 Known 802.11b State

The MEHTA Control assumes that the following state defined in Table 3 is available from the 802.11b MAC.

Table 3 - Known 802.11b State

	802.11b State Item
	Description

	current802.11bState
	Describes the current activity of the 802.11b MAC in terms of current or expected receive and transmit activity.

The decision logic described in 14.1.4.7 requires that the state variable indicate if 802.11b stack is idle,  transmitting or receiving 
.
Additional states can be exposed through this interface to support local priority policy as described in section 14.1.4.8.

	Channel
	Channel number

	End Time
	Time of the end of the current activity based on the last duration value received in an MPDU header


When a transmit request is made from the 802.11b MAC, the following information described in Table 4 is known.

Table 4 - 802.11b Tx Request State

	802.11b Tx Request Parameter
	Description

	Packet Type
	Type of the MPDU

	Duration
	On-air duration of the MPDU


6.1.4.5 Known 802.15.1 State

The MEHTA Control assumes that the state described in Table 5 is available from the 802.15.1 MAC.

Table 5 - Known 802.15.1 State

	802.15.1 State Item
	Description

	current802.15.2State
	Describes the current activity of the 802.15.1 MAC in terms of current or expected receive and transmit activity.  

The decision logic described in 14.1.4.6 requires that the state variable indicate if 802.15.1 stack is idle,  transmitting or receiving.

	Channel List
	List of channels for the current and future slots 
.

	Packet Type
	Indicates the type of packet predicted for the current and future slots.

	Duration
	On-air duration of the current packet

	Time remaining
	Time remaining in the current slot


6.1.4.6 802.11b Control

The purpose of the 802.11b Control entity is to allow or deny transmit requests from the 802.11b MAC.  The Tx Request signal is sent when the 802.11b MAC has determined that it can transmit according to its own protocol – i.e. after any required backoff has completed.

On receipt of a Tx Request signal, the 802.11b Control immediately generates a Tx Confirm signal containing a status value that is either allowed or denied.  Figure 3 defines how the status value is selected.

The effect of a denied result on the 802.11b MAC protocol depends on the access mechanism currently in use.  This is defined in Table 6
Table 6 - Effect of Denied status on the 802.11b MAC

	Access Mechanism
	Effect of Tx Confirm (status=denied)

	DCF
	The denied  result appears to be a transient carrier-sense condition that requires a DIFS time to expire before a subsequent transmit request can be made.  The denied result has no effect on the contention window (CW) or retry variables because no transmission has occurred.

	PCF

(as CF-pollable STA)
	No transmission from the STA occurs, and the AP can resume transmission after a PIFS.

	PCF as PC
	No transmission from the AP occurs, and the AP can resume transmission after a PIFS.
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Figure 3 - Decision Logic for 802.11b Tx Request

Table 7 defines the conditions examined by the decision logic.

Table 7 - Conditions Examined by 802.11b Tx Request Decision Logic

	Condition
	Definition

	Current collision
	There is a transmit or transmit-receive collision between the current 802.15.1 activity and the 802.11b transmit request

	Future collision
	There is a transmit or transmit-receive collision between the 802.15.1 activity scheduled for a future slot and the current 802.11b Tx Request.  For a collision to occur in a slot, the requested 802.11b transmit activity must continue until at least the start of that slot.

	802.15.1 current slot priority >

802.11b packet priority
	The priority of the current 802.15.1 activity has greater priority than the 802.11b packet.  See section 14.1.4.8.

	802.15.1 future slot priority >

802.11b packet priority
	The priority of the colliding future 802.15.1 activity has greater priority than the 802.11b packet. 14.1.4.8.

	Is 802.15.1 currently transmitting?
	The current802.15.1State is in a transmitting state.


6.1.4.7 802.15.1 Control

In response to a Tx Request signal,  the 802.15.1 control immediately generates a Tx Confirm signal containing a status value that is either allowed or denied. Figure 4 defines how the status value is selected.

The effect of the denied result on the 802.15.1 stack is to prevent 802.15.1 transmission during the whole slot (or slot half in the case of scan sequences).
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Figure 4 - Decision Logic for 802.15.1 Tx Request

Table 8 defines the conditions examined in the execution of this decision logic.

Table 8- Conditions Examined by 802.15.1 Tx Request Decision Logic

	Condition
	Definition

	Response or SCO?
	True if the Tx Request packet type is Slave ACL, ID, FHS or SCO

	Collision?
	True if a transmit or transmit-receive collision between the 802.15.1 transmit request and the current state of the 802.11b stack

	Slave Slot Collision?
	True if a transmit-receive collision between the slave response to the 802.15.1 transmit request and the current state of the 802.11b stack

	current802.11bState priority >

802.15.1 packet priority ?
	The priority of the 802.11b current state is greater than the 802.15.1 Tx Request packet priority.  See section 14.1.4.8.


6.1.4.8 Priority Comparisons

The decision logic that allows or denies a packet transmit request uses a priority comparison between the state of the requested transmit packet and the known state of the other protocol stack.

An implementation defines priority values for each separate state value exposed by its protocol stack,  and for each transmit packet type.

6.1.4.8.1 Recommended Priority Comparisons

An 802.15.1 SCO packet should have a higher priority than 802.11b DATA MPDUs.

An 802.11b ACK MPDU should have a higher priority than all 802.15.1 packets.

Other priority comparisons are a implementation-specific.

6.1.4.8.2 Maintaining QoS

A device can optionally monitor QoS by defining metrics (such as PER and delay) per protocol stack.  It can use these metrics to bias its priorities in order to meet locally-defined fairness criteria.

In the case of an 802.11e stack,  the device can record these metrics per traffic class and bias its priorities in order to meet known per traffic class QoS commitments.

Note, an implementation may need additional communication not shown here to decide whether to admit a connection-setup with particular QoS requirements,  given knowledge of QoS commitments in the other protocol stack.

6.1.4.8.3 Maintaining SCO QoS

An implementation can optionally attempt to maintain SCO QoS so as not to exceed some level of SCO packet loss.  It does this by monitoring the SCO PER and comparing with a threshold.  The priority of the SCO packet is increased when the SCO PER is above the threshold. 

� Although this document consistently references 802.15.1, not Bluetooth ™, the mechanism is equally applicable to both 802.15.1 and Bluetooth.


� The word packet is used here to mean an 802.11 MPDU or an 802.15.1 baseband packet.


� A non-zero implementation execution time requires that the implementation perform the calculation in a timely fashion and also cope with any race conditions that arise.


� A collision occurs when packets from the 802.11 and 802.15.1 are transmitted simultaneously resulting in the loss of one or both packets.


� Note, the receiving states include waiting for expected responses such as a CTS or ACK MPDU.


� The Number of slots into the future is a local matter.
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