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Abstract
An improved and simplified packet format is presented in an attempt to clarify the TG4 packet structure and resolve some received comments.



Purpose
For discussion.
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Introduction

We have had many comments from LB13 indicating that the upper layer topologies are not described very well.  This is just as much of a problem for star as it is for cluster tree and we need a solution.  Scanning other 802 specifications shows that in general the MAC simply supports a single type of topology, i.e. point-point (peer-peer).  How you use that is up to the upper layers and hence not part of the MAC specification.  TG3 also specifies a piconet ID, which is a PAN concept and as we are PAN ourselves, perhaps we could use something similar too?

The question is then how do we structure the packets in order to favour our chosen topologies while at the same time make it look like a MAC which supports a normal peer-peer addressing scheme.  The big advantage, therefore, is that we do not need to mention topology in any of our normative sections regarding the packet format.

What follows is a proposal intended for discussion.  However, we must be aware that currently our draft mentions concepts that we do not intend to explain in the MAC.  The more we do to alleviate this situation the better it will be for TG4 in general.
General PHY Packet Format

octets: 4
1
1
variable

PRE
SPD
LEN
PSDU

Preamble (PRE) field – as defined already.

Start of Packet Delimiter (SPD) field – a single start of packet marker.

Length (LEN) field:

Bit
Description

0-6
Packet (PSDU) length.  If this is zero, the following PSDU is a sync burst.

7
Reserved.

PHY Service Data Unit (PSDU) – the PHY payload.

General MAC Packet Format

octets: 2
0/2
0/1/8
0/2
0/1/8
1
variable
2

PC
DPID
DA
SPID
SA
DSN
MSDU
PCS

Packet Control (PC) field:

Bit
Description

0-2
Packet type (0=beacon, 1=data, 2=acknowledgement, 3=MAC command, 4-7=reserved)

3
Destination field present flag (0=packet does not contain DPID/DA, 1=packet contains DPID/DA)

4
Source field present flag (0=packet does not contain SPID/SA, 1=packet contains SPID/SA)

5
Destination address mode flag (0=short, 1=extended)

6
Source address mode flag (0=short, 1=extended)

7-10
Reserved for future use.

11-12
Packet fragment specifier:

0=not fragmented, 1=first fragment, 2=mid fragment, 3=last fragment

13
Packet sequence bit.

14
Enable receiver for following packet flag (0=no following packet, 1=following packet)

15
Acknowledgement required flag (0=no acknowledgement, 1=acknowledgement)

Destination PAN Identifier (DPID) field – this would be used for network identifier in a star topology and the destination network identifier in a cluster tree topology.  The DPID field would only be present if bit 3 of PC is set.

Destination Address (DA) field – presence and size dependent on bits 3 and 5 of PC.

Source PAN Identifier (SPID) field – this would be used for network identifier in a star topology and the source network identifier in a cluster tree topology.  The SPID field would only be present if bit 4 of PC is set.

Source Address (SA) field – presence and size dependent on bits 4 and 6 of PC.

Data Sequence Number (DSN) field – sequence identifier.

MAC Service Data Unit (MSDU) field – the payload of the packet.

Packet Check Sequence (PCS) field – contains the CRC-16 for the packet.

Beacon Packet Format

octets: 2
2
1/8
1
2
1
(PAS)
variable
2

PC
SPID
SA
DSN
BSP
PAS
AL
Payload
PCS





MSDU


PC field – indicates only SPID/SA fields.

SPID field – the PAN identifier of the device transmitting the beacon.

SA field – the address of the device transmitting the beacon.

DSN field – a sequence number for the beacon.

Beacon Synchronization Parameters (BSP) field:

Bit
Description

0-3
Frame order

4
Association permit flag (0=devices are not permitted to associate, 1=devices can associate)

5
Addressing mode of the beacon address

6-10
Reserved for future use.

11-15
Contention access period (CAP) length (in slots)

Pending Address Specification (PAS) field:

Bit
Description

0
Addressing mode of the address list

1-3
Reserved for future use.

4-7
Number of addresses in the address list

Address List (AL) field – the list of addresses with pending messages (size dependent on PAS).

Payload field – an optional SDU transmitted with the beacon.  If a payload is present (after decoding, there is still some remaining bytes) the MAC sub-layer will send the MLME-BEACON-NOTIFY.indication primitive to the next higher layer.  If a payload is not present, the MAC sub-layer will check the beacon for pending messages and act accordingly.

Acknowledgement Packet Format

octets: 2
1
2

PC
DSN
PCS

PC field – indicates no DPID/DA or SPID/SA fields.

DSN field – sequence number matching the data packet.

Topology Specific Packet Formats

Beacon Packets in a Cluster Tree Topology

A cluster tree topology would specify the following payload for beacons as follows:

octets: 1
1

BCID
CTC

Beacon Cluster Identifier (BCID) field – the cluster identifier of the device transmitting the beacon.

Cluster Tree Control (CTC) field – defines cluster tree specific information (number of hops to the designated device, for example).

Data Packets in a Star Topology

A star topology would use the general packet format for data as follows:

octets: 2
2
1/8
1
variable
2

PC
D/SPID
D/SA
DSN
Payload
PCS

Where the use of DPID/DA or SPID/SA is dependent on whether the transmission originates from the network coordinator or not.

Data Packets in a Cluster Tree Topology

A cluster tree topology would use the general packet format for data as follows:

octets: 2
2
1/8
2
1/8
1
variable
2

PC
DPID
DA
SPID
SA
DSN
MSDU
PCS

Here, the MSDU would have the format:

octets: 1
1
variable

DCID
SCID
Payload

Where DCID and SCID are the destination and source cluster identifiers, respectively.  Placing these fields as the first two bytes of the MSDU allows an implementation (of a cluster tree-specific “upper” MAC) to check for validity quickly – it is just one more step in the address rejection process for the packet.

This “upper” MAC could quite easily be implemented in hardware for speed, if required.  The key here is that, like the convergence layer, we don’t have to define it explicitly.

Conclusions

Arranging the packets in this fashion makes the draft now not topology specific and looks more like other 802 standards.  The addressing mechanism is also now much simpler – only one type of address with two modes – making the draft much easier to understand.  Topology specific features are left to the upper layers and hence do not need to be specified in the specification.
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