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1 Introduction

This document is meant as a contribution to the joint 5GHz Globalization study group.

It contains a list of  functional and technical requirements for a high performance wireless (WL) network system needed for applications. Input to the list comes from different contributions. The list is made from functions coming from a set of likely applications and user requirements. then the list has been prioritized using different classes like

1
Must have requirement

2
Need to have requirement

3
Nice to have requirement

4 Other requirement

The One functionality—one tool principle shall be followed as far as possible. A tool is a technical function and shall be unique, a principle sometimes hard to enforce, but compliance to this principle gives substantial benefits in terms of interoperability and availability of technology thanks to the easier achievement of a critical mass because of a wider field of applicability of the technology. Sometimes tools can contain normative improvements to specifications that do not affect backwards compatibility
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User and market requirements

List of Functional requirements

List of Technical requirements

[ tools and rules ]

Profiles


Some general important requirements are :

· Connection to a server

· Peer to Peer Interconnection of  WL products

· Sub net WL bridging 

· Mobility and freedom of placement

· No wiring hassle

· Efficient delivery of audio and video streams

· Security and user-friendly security management

· Extendable and scaleable

· No network and frequency planning

· Re-configuration e.g. new product added is fully automatic - does not involve user

· Low cost 
2 Scope

The scope of this document is to support the creation of  one global (5GHz) WL system standard for at home, in the office and on the move. but only with the minimum of detail that is needed for interoperability shall be specified. The standard shall define the core technology for a realization of a local area network through which mobile/wireless terminals can establish connectivity to an infrastructure based radio access interface and an adhoc network without core network infrastructure. The home networking environment assumes that the WL system is operating in adhoc mode.

3 Definitions Terms and Characteristics

For the purposes of this document, the following definitions apply.

included table from BRAN21d129

Need to add from the IEEE committee work and MMAC committee work

	Term
	Clarification

	access control
	Provides means to access services and protection against the unauthorized interception of the services.

	access network
	a part of the data delivery system consisting of a Wireless network and connected sub network(s) that link one or more user terminals to the rest of the data delivery system through a single (or a limited number of) common port(s). A network of interconnected AP/CCs and their interfaces forming a continuos radio access coverage, and with an arbitrary number of associated MTs. The network is deployed at one distinct geographic location and under control by the one and the same administration. The access network operates in infrastructure base mode

	access point (AP)
	an interface between two service layers through which the higher layer may access services provided by the lower layer. The element of the Access Network containing centralized functions responsible for processing information flows in preparation for transport through the selected distribution network. The AP provides the radio access interface to a WL network, offering wireless connectivity to MTs. The AP handles routing and forwarding of traffic between MTs and the Corporate Intranet, radio resource management, association & security mechanisms (e.g. authentication), and MT mobility support. The AP is basically acting as a two-port Ethernet bridge where the radio access interface forms one Ethernet collision domain, and the interface towards the Corporate Intranet forms the other collision domain.

	adhoc network
	in an adhoc network, direct connections between User Terminals are established  without the need of a fixed base station, or access point.

	application programming interface (API)
	set of inter-layer service request and service response messages, message formats, and the rules for message exchange between hierarchical clients and servers. API messages may be executed locally by the server, or the server may rely on remote resources to provide a response to the client.

	authentication
	means of identifying the participants of the system in order to find all information about them, including namely billing and user profile.

	bridge
	an interconnection between two fixed (sub-)networks

	central controller (CC)
	The CC provides the radio access interface to an MT, as well as offering all WL control services required for the WL adhoc network WTs. It only uses uplink and downlink to communicate with an MT, but may use both direct connections and up/downlink connections to communicate with a WT. The CC is responsible for radio resource management, connection management, and association & security mechanisms (e.g. encryption).

	confidentiality
	the protection of information from unauthorized disclosure or the protection of content related to usage and user profile in the system against unauthorized participants.

	core network
	a portion of the Delivery System composed of networks, systems, equipment and infrastructures, connecting the Service Providers to the Access Networks.

	corporate network
	an IP-based network under the administration of one single company (i.e. an infrastructure consisting basically of LAN, WLAN and routers).

	direct link
	a direct connection terminal to terminal.

	encryption
	a mathematical technique used to ensure the confidentiality of security management information.

	end user
	a user, either human or machine, whose primary interaction with the system is through the User Terminal.

	function
	a feature that is realized through the system.

	home network
	a network comprising IEEE 1394 buses, one or more WL networks, zero or more Ethernet sub-networks, and one or more Network Terminators (NT). Connectivity is provided between IEEE 1394 buses using a H/2 network, and MTs and an NT using the same or another WL network and an optional Ethernet sub-network.

	interface
	a point of demarcation between two blocks through which information flows from one block to the other.

	key management
	the generation, storage, distribution archiving, deletion, revocation, registration, and de-registration of cryptographic keys.

	latency
	the perceived delay between an action and the corresponding reaction. Different elements of an overall system may contribute to the overall latency of an action. Latency is very much implementation specific, and may vary with system load. 

	logical interface
	an interface where the semantic, syntactic, and symbolic attributes of information flows is defined. Logical interfaces do not define the physical properties of signals used to represent the information. A logical interface can be an internal or external interface. It is defined by a set of information flows and associated protocol stacks.

	mobile terminal
	a mobile terminal is an end system equipment providing the interface towards human beings through a set of applications. The MT includes, among other things, the functions and protocols necessary to provide and handle the communication to the WL network, Corporate Intranet, as well as against other networks, services, and applications

	mobility
	mobility involves functions like : 
roaming, nomadic, mobile, stationary, session, access,,

	network types
	WL Ethernet, adhoc network, bridge, cellular,,

	network termination (NT)
	the element of the Access Network performing the connection between the infrastructure owned by the Access Network operator and the Consumer System (ownership de-coupling). The NT can be passive or active, transparent or not. The NT provides for termination of the interface towards the Service Provider (SP) network and for connection services for terminals (e.g. home devices such as TV sets and also MTs) in the Home Network to/from the SP network. NT's can be based on xDSL, cable TV, Ethernet, and satellite transmission technologies. The NT may provide with additional functionality besides pure connection services, and some examples on such functions are DHCP server, WWW proxy, TV channel multiplexing, and IP routing. 

	physical interface
	an interface where the physical characteristics of signals used to represent information and the physical characteristics of channels used to carry the signals are defined. A physical interface is an external interface. It is fully defined by its physical and electrical characteristics. Logical information flows map to signal flows that pass through physical interfaces.

	port
	an abstraction used by transport protocols to distinguish among multiple destinations associated with particular applications running on a host computer; an application can specify the ports it wants to use; some ports are reserved for standard applications/services such as e-mail (also known as well-known ports).

	privacy
	privacy protects authorized participants from illegal utilization or knowledge of information related to their components in the system

	protocol
	a set of message formats (semantic, syntactic, and symbolic rules) and the rules for message exchange between peer layer entities (which messages are valid when)

	Quality of Service (QoS)
	QoS classes: best-effort, interactive, streaming, broadcast,, (UMTS ?)

mapping between classes (this part needs to worked out more)

	reference point
	a set of interfaces between any two related blocks through which information flows from one block to the other. A reference point comprises one or more logical (non-physical) information-transfer interfaces, and one or more physical signal-transfer interfaces. 

	roaming
	the possibility of a mobile user to move between different locations and environments from where connectivity to a fixed network (e.g. corporate Intranet, ISP, etc) can be established and authorized.

	security
	This involves functions like: authentication, encryption, levels, Privacy, SIM card,,

	server
	any service providing system.

	service provider(SP)
	an entity that provides a service to a client. An operator of a network providing different types of network services, e.g. TV broadcasting, Internet connectivity, telephony etc. The network services actually provided depends both on the Service Provider as well as type of network used and deployed by the Service Provider.

	session
	an interval during which a logical, mutually agreed correspondence between two objects exists for the transfer of related information. A session defines a relationship between the participating users in a service instance.

	session control
	is responsible for establishing and terminating the environment in which an application will operate. This environment may include the quality of service requirements for both the application and product entities.

	session mobility
	The possibility of geographically move a terminal, from which different TCP sessions have been established, and maintain those sessions irrespective of the terminal move (or in other words, without the need for releasing those sessions due to the moving of the terminal).

	socket
	a communications transport API that provides applications inter-process communication services using the underlying services provided by TCP/IP; the API allows an application to open a socket, request delivery services, and bind the socket to the desired destination and then send or receive data.

	sub-network
	a …

	symbol
	a bit or a defined sequence of bits.

	system
	a collection of interacting objects that serves a useful purpose; typically, a primary subdivision of an object of any size or composition (including domains)

	transparent information
	information that is not significant semantically to an object used to transport the information

	user terminal (UT)
	a system that …

	wireless device types
	any of AP, MT, WT, CC; The devices may be connected to a sub-network

	wireless terminal (WT)
	The wireless terminal is a home environment device. It can be connected to a 1394 bus, an Ethernet, or be standalone. From the WL network perspective it implements the functionality of an MT. The WT includes, among other things, the functions and protocols necessary to handle the communication to the CC using both direct connections and up/downlink connections , the communication to another WT using direct connections, as well as optional IEEE 1394 bridging functionality


4 Acronyms and Abbreviations

The following acronyms and abbreviations are used in this document:

included table from BRAN21d129

Need to add from the IEEE committee work and MMAC committee work

	Term
	Meaning

	ATM
	Asynchronous Transfer Mode

	CC
	Central Controller (H2 term)

	FTP
	File Transfer Protocol

	ID
	Identification

	IETF
	Internet Engineering Task Force

	IP
	Internet Protocol

	LAN
	Local Area Network

	MAC
	Medium Access Control

	Mbps
	Megabits per second

	MIB
	Management Information Base

	MPEG-TS
	MPEG Transport Stream

	MT
	Mobile Terminal

	NT
	Network Termination

	OS
	Operating System

	PC
	Personal Computer

	PHY
	Physical Layer

	PPP
	Point-to-Point Protocol

	QoS
	Quality of Service

	RF
	Radio Frequency

	TBD
	To be defined (written)

	TCP
	Transmission Control Protocol

	UDP
	User Datagram Protocol

	WT
	Wireless Terminal


5 User Scenarios and Applications

5.1 Vision
The new wireless technology is expected to radically affect our everyday life in the future. Various types of devices will assist us in many activities and events. The goal is to offer extreme comfort, with the WL system to be very user friendly and reliable. Most products in the home lack the capability to communicate with services or with each other. This will require a level of intelligence in the network to be able to self configurate and detect changes in the environment. It should easily extend beyond PC networking, to empower more convenient devices with (WL) communication features.

Every home is going to be different, not only in size and location, but also the kind and number of devices / products at home. each family member will have their personal habits and individual needs. The wireless network allows freedom to move and use the devices within the home.

Domestic electronics like televisions, cameras, stereo equipment and computers can all be interconnected by a WL network using WL devices which automatically establish connectivity, as an ad-hoc network. Ad hoc networking is ideal where low cost, plug-and-play, and flexibility of the system architecture are essential requirements. Delivery (and control) of Audio/Video content can seamlessly be done either via a fixed network (e.g. IEEE1394) or a WL network. The WL network system may be used to create temporary networks, independent of an established wired local network. Such a network may be used semi-permanently, as an alternative for a wired network, and for ad-hoc purposes.

5.2 Corporate Scenarios and Applications [Amer]
Applications for corporate scenarios are similar to what is expected from a wired solution.  These include:

· video conferencing

· fast Internet access 

· Intranet access

· email and messaging (not mutually exclusive with the above)

· distributed database access 

· computing, and 

· possibly voice (including audio conferencing)

The specific scenarios where these applications surface are presented below (from a BRAN document that I found sufficient).

5.2.1 Infrastructure Replacement

WLANs can be used for wired infrastructure replacement in a number of scenarios including the replacement of wired premises networks. Typical cases could be temporary office installations or installations into spaces where building characteristics or protection prohibit the extensive use of cabling.  

Terminals typically connected to infrastructure networks are designed for fixed use. Such a terminal could, for example, be a workstation, a PC or any other purpose specific terminal. The applications are typically broadband applications. In this scenario the user device is mostly stationary and the main benefit derived from WLANs is the wireless dimension. Thus, WLANs must provide or approximate fixed network QoS to a stationary user. The user should not be able to notice the difference between using the wireless system and a wired system.  

	Attribute
	

	End-user equipment
	PC or work station

	Usage environment
	Office

	Range
	50 meters for indoors

	QoS expectation
	Similar to desktop

	Applications
	Similar to desktop

	Mobility
	Limited

	Coverage
	Continuous

	User density
	High

	Power consumption
	Medium to high


5.2.2 Portable Access

In this scenario, the WLAN user needs to perform his or her work at different locations at different times. The main end-user equipment would be a portable computer. Such a user would carry a portable computer to various places within the office and then use the computer while stationary. Typical places for using the WLAN system outside the office would be meeting rooms, dining facilities, patient wards, class rooms and auditoria as well as waiting rooms/halls. A user will also access the public network, through base stations installed in locations such as railway stations, airports and shopping centers. In some cases, connectivity has to be maintained while the user is in transit from one location to another.

A typical terminal could be built around a laptop computer and a WLAN card. The mobile node will in many cases be a battery driven device so that an economic consumption of power is required.

	Attribute
	

	End-user equipment
	Portable computer such as a Notebook or Palmpilot 

	Usage environment
	Office, schools, hospitals, airports, railway stations, shopping centers, etc.

	Range
	50 meters for indoors; 150 meters for outdoors

	QoS expectation
	Similar to desktop

	Applications
	Similar to desktop

	Mobility
	Limited

	Coverage
	Continuous

	User density
	High (such as in a meeting room)

	Power consumption
	Low


5.2.3 Specialized Portable

In this scenario a user has a small device like a PDA to access services. The applications are typical medium rates applications, which shall be supported for mobile users with an acceptable QoS by the mobility functions in the network, e.g. handover. The QoS expected from the WLAN system in this scenario could however be somewhat lower than the QoS of a fixed system. The user can be assumed to realize that a small loss in QoS is the price paid for the mobility gained. For example, the connection might tolerate a short interruption because of a handover (resulting in momentary disturbance in the video picture) etc.

The terminal in this scenario is a mobile handheld terminal e.g. a PDA with a wireless network card or a dedicated mobile node. The applications are mostly dedicated mobile applications that are capable of operating at a lower QoS, as they would use mobile specific features to compensate for some mobile related problems.  The mobile node will in many cases be a battery driven device so power management is required to extend battery life.

	Attribute
	

	End-user equipment
	Handheld portable unit, PDA 

	Usage environment
	Anywhere within or near private premises

	Range
	50 meters for indoors; 150 meters for outdoors

	QoS expectation
	Modest, but maintained during movement

	Applications
	Dedicated and can be mobile specific

	Mobility
	Walking speed or slow vehicle (such as a forklift)

	Coverage
	Continuous

	User density
	Low to medium

	Power consumption
	Very low


5.2.4 Industrial and Transportation

In manufacturing scenarios such as process automation, commissioning systems, baggage transfer, distribution systems, warehouse storage and retrieval services we have a large number of intelligent transportation elements which may move autonomously and automatically in a factory hall, a storage building, or in an airport. Such a system should cover approximately an area of 250 m × 250 m. Delay values and data losses are critical. The ability to support highly reliable real-time control and alarm data as well as other time-bounded services is mandatory. Power consumption and the physical size of the communication device are not as critical as in other scenarios.

	Attribute
	

	End-user equipment
	Intelligent transportation elements, autonomous, automatic vehicles, surveillance systems, monitors 

	Usage environment
	Factory halls, airports, storehouses, industrial environments

	Range
	50 meters for indoors; highly variable radio channel (including shadowing)

	QoS expectation
	Low delay, high error sensitivity, time bounded, real-time, short packets

	Applications
	Mobile, file transfer, control, alarms, surveillance, monitoring

	Mobility
	Walking speed or slow vehicle (< 10 meters/sec)

	Coverage
	Continuous

	User density
	High (large variation)

	Power consumption
	Not critical


5.2.5 Vertical Markets

For vertical markets like the Ford Motor Companies, the Coca-Colas, the J.C. Penneys, the Home Depots, and the Hertz Corporations of the world, deploying a WLAN brings increased productivity gains corporate wide. Equipped with WLAN-integrated handhelds, employees save time and avoid errors by scanning transaction information rather than inputting information manually. Having the WLAN appliance with them at all times enables employees to respond faster and more effectively to requests.  Nearly 63% of WLAN NICs are shipped to traditional WLAN verticals: retail, warehousing, manufacturing, and transportation.

WLAN successes in vertical markets have encouraged new and established networking and telecommunications suppliers to explore other market opportunities for WLANs. For markets such as healthcare, education, finance, and government, WLAN technology has proven to be a relatively easy sell because already a need is seen for mobile connectivity in those markets. For doctors and nurses accessing and recording patient information at the bedside, WLAN technology offers a cost-competitive alternative to installing PC terminals in every hospital room. In universities, WLANs allow for around-the-clock access to the school's intranet and the Internet anywhere an access point exists, allowing for more effective studying and saved downtime. At the U.S. stock exchanges, traders employ WLANs to conduct and record transactions anywhere on the floor over a secure wireless connection. WLANs also have proven to be an invaluable asset for the U.S. military because WLANs can be assembled and dissembled much more quickly than wired LANs.

5.3 Public Access Scenarios [Lars]
A public WLAN system will offer the similar services as in the home and corporate environment, i.e. demanding mobile multimedia applications with high bandwidth on demand and guaranteed Quality of Service (QoS). Some examples of services that can be supported are:

· high speed Internet/Intranet access (in the order of Mbit/s); 

· high quality multiparty video conferencing;

· information retrieval from multimedia databases;

· real time video and audio transmission;

· video-on-demand;

· interactive network games; 

· high resolution image transfer, e.g. X-ray images;

· telephony;

· high speed file transfer.

The requirements in this document are not alone enough for a public access scenario. They are only a complement to the requirements given in the baseline text provided by Philips.

5.3.1 Acronyms and abbreviations

	Term
	Meaning

	2G
	2nd generation cellular networks

	3G
	3rd generation cellular networks

	AAA
	Authentication, Authorisation and Accounting

	ATM
	Automatic Teller Machine

	FER
	Frame Error Rate

	HTML
	Hyper Text Markup Language

	NA
	Not Applicable

	PDA
	Personal Digital Assistant

	WLAN
	Wireless Local Area network

	WWW
	World Wide Web


5.3.2 Definitions

	Term
	Clarification

	Handover
	The changing of the path over which information flows between two communicating WLAN nodes without being disconnected.


5.3.3 Customers

Initially, the customers are expected to consist mainly of companies where employees need access to broadband services. This could be the case when an employee is in the office, on a public place or at home. Therefore it is important for a WLAN system to support roaming between different environments. In addition to business people, other early adopter environments could be hos​pitals, libraries and manufacturing companies.

5.3.4 Different types of public access

There are two types of possible public environments in which a WLAN could be used:

· The semi-public environment scenario allows not only access by those users who are long-term registered in the network, but also (restricted) access for visitors. 

· The public environment scenario allows access to all users provided that their home network operator/service provider has a roaming agreement with the desired access network.

5.3.4.1 Semi-public environment

Hospitals: Nurses and doctors will have immediate access to patient journals, X-ray images and medical databases through small PDAs. Visitors and patients can use their own or rented wireless terminals to seek information on both the hospital’s network and on external pub​lic/private networks for all kinds of communication.

University campus areas and student dormitories: Wherever you are on the campus area it will be possible to take part in distance tuition or access any information that is required for your work.

Airports: Passengers can use their own or rented terminals for work or pleasure. Technicians can access service databases or have visual con​tact with support personnel. Airplanes at the ground download infor​mation both of technical nature and for passengers’ entertainment.

Shopping centres: A WLAN system can be used e.g. for connecting video surveillance equipment, cash registers, price tags, video commer​cial monitors. Staff and suppliers working on the premises can access inventory databases etc. Customers may seek information about prod​ucts, prices, special offers etc. and order non-available goods.

5.3.4.2 Public environment

City centres: Access networks covering a city centre can be used for tourist and travel information, service technicians, business people, electronic publishing, emergency services etc.

Other interesting environments for WLAN coverage, public or semi-public: Official buildings (police, parliament, libraries, ...), conference centres, sporting arenas, harbours, railroad stations, trains, buses, ...

5.3.5 Public access scenario for early adopters

In this scenario, the WLAN user needs to perform his or her work at different locations at different times. The main end-user equipment would be a portable computer. Typically such a user would carry a portable computer to various places within the office and then use the computer while stationary. Typical places for using the WLAN system outside an office room would be meeting rooms, dining facilities, patient wards, class rooms and auditoria as well as waiting rooms/halls. A cordless user will also access the public network, through base stations installed in locations such as railway stations, airports and shopping centres. In some cases, connectivity has to be maintained while the user is in transit from one location to another.

The terminals in this scenario are movable. A typical terminal could be built around a laptop computer and a WLAN card. The mobile node will in many cases be a battery driven device so that an economic consumption of power is required.

Table 1: An example of a public access scenario for an early adopter

	Attribute 
	

	End-user equipment
	Portable computer, e.g. Notebook or Palmtop.

	Usage environment
	Offices, schools, hospitals, airports, railway stations, shopping centres, etc.

	Range
	Up to 50 meters for indoor systems;
Up to 150 meters for outdoor systems.

	QoS expectation
	Similar to desktop

	Applications
	Similar to desktop

	Mobility
	none during use

	Coverage
	Continuous

	User Density 
	High (e.g. in a meeting room)

	Power consumption
	Low


5.3.6 A scenario with global coverage and locally higher capacity

This service offers a combination between global coverage and high data transmission on certain places. It is suitable for professionals that move between a number of specific places where they need high capacity and who also need to be reachable while travelling between these places. Examples of these professionals are service mechanics and construction engineers. These services identified as very valuable as the customers and users can save a lot of time, and serve their customers faster and better, and thereby save / earn money in and have a rather quick pay off.

The global coverage could in this scenario be supported by 2G or 3G systems and the local higher capacity by WLAN systems. The WLAN system shall therefore be specified so that it is attractive to facilitate dual-mode terminals for cellular systems. Besides the different data rates supported, the customer should not be aware if she is within the coverage of a WLAN or a cellular system.

The WLAN system can either act as a normal access network connected directly to the cellular core network or interworking can be done using ordinary IP mechanisms like Mobile IP and AAA. If IP interworking is used it is possible for customers to have cheaper accounts for only WLAN coverage.

5.3.7 Application requirements

The figure and the first three tables below are from [1], and are therefore derived for 3G systems. This means that they are applicable for terminals with small windows and that the upper limit always is 2 Mbit/s. Especially the data rate for streaming video should therefore be scaled up.

The different applications are defined in [1].
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Table 2: End-user Performance Expectations - Conversational / Real-time Services

	Medium
	Application
	Degree of symmetry
	Data rate
	Key performance parameters and target values

	
	
	
	
	End-to-end One-way

Delay
	Delay

Variation
	Information loss

	Audio


	Conversational voice


	Two-way
	4-25 kb/s
	<150 msec

preferred

<400 msec limit 
	< 1 msec 
	< 3% FER 

	Video


	Videophone
	Two-way
	32-384 kb/s
	< 150 msec preferred

<400 msec limit

Lip-synch : < 100 msec 
	
	< 1% FER 



	Data 


	Telemetry

- two-way control
	Two-way
	<28.8 kb/s
	< 250 msec 
	N.A
	Zero

	Data
	Interactive games
	Two-way
	< 1 KB
	< 250 msec 
	N.A
	Zero

	Data
	Telnet
	Two-way

(asymmetric)
	< 1 KB
	< 250 msec 
	N.A
	Zero


Table 3: End-user Performance Expectations - Interactive Services

	Medium
	Application
	Degree of symmetry
	Data rate
	Key performance parameters and target values

	
	
	
	
	One-way

Delay
	Delay

Variation
	Information loss

	Audio


	Voice messaging


	Primarily

one-way
	4-13 kb/s
	< 1 sec for playback 

< 2 sec for record 


	< 1 msec 


	< 3% FER 

	Data
	Web-browsing

- HTML
	Primarily one-way
	
	< 4 sec /page 
	N.A
	Zero

	Data
	Transaction services – high priority e.g. e-commerce, ATM
	Two-way
	
	< 4 sec 
	N.A
	Zero

	Data


	E-mail

(server access)
	Primarily

One-way
	
	< 4 sec
	N.A
	Zero


Table 4: End-user Performance Expectations - Streaming Services

	Medium
	Application
	Degree of symmetry
	Data rate
	Key performance parameters and target values



	
	
	
	
	One-way

Delay
	Delay

Variation
	Information loss

	Audio


	High quality streaming audio


	Primarily one-way
	32-128 kb/s
	< 10 sec 


	< 1 msec 


	< 1% FER 



	Video


	One-way


	One-way
	32-384 kb/s
	< 10 sec
	
	< 1% FER 



	Data 


	Bulk data transfer/retrieval
	Primarily one-way
	
	< 10 sec 
	N.A
	Zero

	Data 


	Still image
	One-way
	
	< 10 sec 
	N.A
	Zero

	Data
	Telemetry

- monitoring
	One-way
	<28.8 kb/s
	< 10 sec 
	N.A
	Zero


Internal Telia trials have shown that the data rates given for each application in the table below were experienced by the user as “good QoS”. The data rates for video are applicable for a screen of a normal laptop size, where the viewing window covers approximately half of the screen.

Table 5: Implication of user expectations for different applications

	Application
	Data rate

	News, music, voice
	<100 kbit/s

	WWW, movie
	300 kbit/s

	Sports
	1 Mbit/s

	Download of programs

(on demand, “immediate”)
	3 Mbit/s


5.3.8 Mobility requirements

Roaming shall be supported in accordance with the corresponding roaming support for users connected directly via cellular access network to the cellular core network.

Roaming shall be supported between different public networks and cellular system.

Roaming shall be supported between network operators or between service providers.

User reconfiguration for the WLAN protocol stack shall not be necessary when a roaming capable terminal roams between different roaming capable environments.

The level of QoS for a mobile terminal shall equal the level of QoS that the user has subscribed to with the public network operator, i.e. other QoS classes than “best effort” shall be supported.

Handover between a network using WLAN and a cellular system shall be supported.

5.3.9 Management

The network management interface towards the network operator should be the same irrespective of radio access type.

5.3.10 Some additional services/applications

Some services not described in the baseline document (or some complementing information).

5.3.10.1 Speech

The speech service as defined in international standards should be supported. The international reference for the speech is ITU E.105 recommendation.

Audio transfer delay requirements depends on the level of interactivity of the end users. To preclude difficulties related to the dynamics of voice communications, ITU-T Recommendation G.114 recommends the following general limits for one-way transmission time (assuming echo control already taken care of):

0 to 150 ms
preferred range [<30ms, user does not notice any delay at all, <100ms, user does not notice delay if echo cancellation is provided and there are no distortions on the link]

150 to 400 ms
acceptable range (but with increasing degradation)

above 400 ms
unacceptable range

5.3.10.2 Telemetry (monitoring)

Monitoring covers a wide range of applications, but in this category it is taken to apply to relatively low priority activities, e.g. status updating, rather than control.

5.3.11 References

1. 3GPP TS 22.105 V4.0.0 (200-10) ”3rd Generation Partnership Project; Technical specification Group Services and System Aspects; Service Aspects; Services and Service Capabilities”

5.4 Home Scenarios and Applications [Erik]
5.4.1 In-home connectivity between different home consumer products:

· VCR to TV anywhere

· STB to TV / VCR anywhere

· Still / Moving picture camera to VCR / PC / TV anywhere

· Internet (modem) to PC / TV anywhere

· PC to PC / printer / scanner / storage anywhere

· Connection to home gateways delivering Internet services

5.4.2 Ease of installation and setup:

· No network or frequency planning needed, it is self configuring

· Auto re-configuration; adding a new product is fully automatic

· Mobility and freedom of placement within radio range (one or more cells/ channels)

· 2 devieces may not be within radio range.

· The CC shall be dynamically reallocateable.

5.4.3 Descriptions of example services and home applications

This section identifies functions that the WL system shall support from a set of possible applications for the HE. The applications given high priority are described in more detail. The order is not prioritized.

The functions needed by these applications are presented in the Functional requirement Table in section 6. 

There are many applications that together form the requirements for wired as well as wireless systems, but the multimedia application deserves special attention, as they demand wireless transport with a high quality of service. 

Multimedia covers anything from basic messaging through to audio, video or any combination thereof. 

5.4.3.1 RF links (network bridges)

There is a need for wireless connections between rooms inside the same house (or flat) or inside the same room to bridge network clusters. The WL bandwidth is typically less than the wired network, this will require special functions for management of bandwidth resources.

5.4.3.2 Gateway services

These are services offered via one or more gateways (devices). Several services may be provided simultaneously.

When using a service the user shall know: 

· where the service is available (inside or outside the home);

· who provides the service;

· with what quality, convenience and at to what price.

5.4.3.3 Broadcast 

Broadcasting is an application providing multiple users with immediate, real-time access to TV/Radio/Data type of programs. Broadcasting can provide interactivity between the user and processes running purely local on the processor of the User Terminal as well as between the user and the service/network/content provider. 

The first configuration, which is a subset of the second one, has no requirements for an upstream information flow from the user to the service/network/content provider. 

The second configuration providing interactivity between the user and the service/network/content provider requires an upstream information flow via a (narrow) back channel.

5.4.3.3.1 Characteristics

· Transport A/V/text/data/graphics/control data streams via a large unidirectional point to multipoint channel 

· Transport control data streams via a narrow bi-directional channel

· To perform seamless transition between broadcast and interactive services

· Large uni-directional channel and small (or no) return channel required

· Connection and access to servers via small bi-directional return channel

· Protocol for return channel required

· Conditional access system may be required

5.4.3.4 Interactive Play Control

The Interactive play control functions enable the end user to interact and control the delivery of time-based media such as audio or video media coming from a gateway or a storage device. The basic control functions of the audio-visual media presentation are through "VCR" playback commands (such as Play,  Pause, Fast Forward, Rewind etc.). These control functions can include video control, audio control as well as control of animation sequences.

5.4.3.4.1 Characteristics
· The response time associated with the Interactive Play Control has to be fast (comparable with VCR).

5.4.3.5 Multimedia Interactive Presentation

The user may have the ability to interact and select or modify media presentation elements. It presents to the end user multiple media components in a synchronized way. The synchronization applies in space (e.g. relative position of media elements on the screen) and in time (relative position of media elements on a time line). The synchronization of the media presentation must meet the specified requirements; (e.g. lip-synch)

5.4.3.5.1 Characteristics

· Ability to offer the media elements (video, audio, ....) at various levels of quality. This can include picture, audio, and control of latency;

· The response time between the user's action and the effective presentation has to be short.

5.4.3.6 Tele-shopping

Tele-Shopping allows the user to browse video catalogues or virtual shops to purchase products and services. The user may select items to get more information which may be presented using many different media, e.g. video, text, motion video with audio, audio or graphics (still or animated). After the user has selected a product, he may ‘order’ the product. Once the product has been ordered, the method of delivery depends on the service provider’s implementation & user agreements.

5.4.3.6.1 Characteristics

· Transport various data formats down to the user including: motion video, still pictures, audio, text and graphics. 

· Transport information from the content providers or service providers to the server, in order to have rapid updates on product information

· Allow for the dynamic addition / deletion of connections between the end user and additional servers (i.e., if the user "clicks" on an item that has a video clip, then a video "pipe" must be set-up to the user).

· All user actions (selections and movement through the shopping environment) shall be acknowledged immediately

· Many different multimedia objects with different data size must be sent dynamically downstream

· A single bi-directional, symmetric channel will remain during the entire session. This channel will have a burst traffic characteristics.

5.4.3.7 Games

Games applications will allow a user to play a game via the network. The game program is may be loaded into either the User Terminal, or into a "game machine" located at a service provider. Play will continue until the game is finished, or the user decides to end the game. Multiple user may access/control one game program to play the same game together. A multi-user game will function the same as a local game with the addition of more than one user inputs affecting the game.

The requirements following from this application depend greatly on the interactivity level. Some types of games have low interactivity and no critical delay requirements, such as chess and other 'intelligence games'. Other games, characterized by speed and reaction time, have very strict delay requirements and more often they require high speed graphics. To not pose too heavy and expensive requirements on server and network, the games may be downloaded and played locally.

5.4.3.7.1 Characteristics

· Session management - connect user to server

· Transport control channel (constrained latency)

· Transport data stream - reserve required bandwidth

· Multicast video / graphic streams (in case of distributed games)

· Connect multiple users to one game program (in case of distributed games)

· Exception procedures - recovery from network errors

· Low response time from user input to video display update. Highly interactive games need much lower marks for latency.

· Multi user connections to one game program

· High interactivity from user to game program

5.4.3.8 Work at home / Tele-working

Tele-working may mean working at home but being in contact with colleagues at work and with customers through video/voice/data sessions. It also means collaboration between geographically separated persons, possibly a group of them. It require delivery of high quality video and sound as well as real time data allows users to avoid costly and time consuming travel. Users may work together in real time on the same electronic documents while being in eye and ear contact. Much like the Net browsers opened up the demand for Internet services so these sharing tools will create a large demand for tele-working services. Multimedia collaboration, tele-cooperation, Multimedia conference, Computer Supported Co-operative Work. For Tele-work multipoint-to-multipoint then the connection shall be set to highest level commonly possible.

The user establishes a session via a service provider, activates and controls local and distant applications; communicates with an other user (through audio, video and data).

The application may provide for the user:


FTP service;


conferencing service in real time with two users;


distribution service of information one to one user -> joint viewing;


joint editing with control of application;


signature commutation.

5.4.3.8.1 Characteristics

· Establish connection links to requested User Terminals

· Negotiate connection parameters (bandwidth, protocol)

· Set connection

· Control connection during session

· Provide access to telecommunication services and on-line services

· Multipoint-to-multipoint connection management 

· Bi-directional AV channel at high speed

· Real time connection for AV and application channel

· Synchronization of shared application and pointers at low response time.

5.4.3.9 Video-telephony and conferencing

Involved are two or more users at separate locations, and optionally a service provider. The user initiates and controls the conversation, and additional information may be exchanged. During a conference several information types may be exchanged (like data, fax). Video conferencing provides a real time bi-directional exchange of audio, video, and data information between multiple users.
5.4.3.9.1 Characteristics

· Real time, bi-directional exchange of audio, video and other data.

5.4.3.10 Content Production

Users produce content that can be offered as an application to other end users. The production process involves recording, feeding in or entering several types of data and combining them into an application. The application is meant to be made available to end users. Content producers range from people who do this for a hobby, via small businesses to professional companies.

5.4.3.10.1 Characteristics

· creation and processing of several types of data and multimedia

· combining them into an application with synchronization

5.4.3.11 Internet Access

The Internet has become a very important application. Users  are "surfing" the web to find and exchange information. This information is typically not just text form but includes extensive graphics as well as, in some cases, video and audio sequences. Application that allows the user to get access to the Internet and similar public or private networks, and to run the applications that are offered on those networks.

High performance (QoS) applications are:

· Wireless Voice over IP 

· Audio/Video distribution 

· Wireless high-speed computing 

· Integrated wireless monitoring & security systems 

· Real-time wireless control systems 

· Personal communications devices 

· Portable electronic newspapers & books 

· Wireless media subscription services 

· Wireless internet telephony 

5.4.3.12 Home server (jukebox)

A multimedia database that offers users the possibility to individually retrieve, observe and interact with structured data of various types, that are located on a server. This application is not limited to the content type ‘movie’: any type of audio-visual data can be used.

5.4.3.12.1 Characteristics

· Point-to-point or broadcast application.

· Transports audio/video/data to or from user.

· Transports control signals to or from user.

· Large downstream channel relatively small control channel.

· A maximum time from ordering content to start viewing.

· A maximum time from entering action to visual feedback on screen .

· A maximum time from issuing VCR type command to execution.

5.4.4 User and Market related functional requirements

Functionalities required to support WL applications and services in the HE.

This section defines a set of functions which apply to all applications which may be deployed on a wireless network system, intended to facilitate interoperability across different environments, User terminals (platforms) and of a wide variety of applications and services. These applications and services will consume bandwidth resources and may require both common and specific functionality which may spread across a number subsystems. 

They may be subdivided into the following groups:

5.4.4.1 Marketability

· Product range from low-speed / low-price to high speed / high price products.

· Suitability for indoor and outdoor use.

5.4.4.2 Interoperability

An environment that ensures that the set of applications available at any user terminal is not dependent on the character of services used to deliver them.

There are different kinds of interoperability:

· Physical interoperability permits video, audio and data signals intended for delivery by a given medium to be easily transcoded for further delivery.

· Logical interoperability permits applications to exchange data and messages.

· Equipment interoperability ensures that any User Terminal can process signals from other User Terminal or Access Point.

5.4.4.3 Data transport

This group of functions provides physical and logical data transport of a given bandwidth, facilities to combine such connections, and switching information to achieve logical connections between points. Signal splitting and combination functions and facilities will enable point to point, point to multipoint, multipoint to point and multipoint to multipoint connections to be established.

At the transport layer multimedia consists of two types of information flow; firstly the delivery of fixed packages of information at best effort, and secondly the delivery of a stream of information which can be described by a certain data rate and delay tolerance.
5.4.4.3.1 Packetized (best effort) transport

The physical data delivery of fixed packages. IP has been designed to cater specifically for data packet traffic with no specific QoS guarantees, i.e. best effort. However, new applications and protocols have been and are being developed which demand or provide QoS guarantees over IP networks. Examples of this are integrated services using RSVP and differentiated services.

5.4.4.3.2 Streaming transport

The physical data stream, with a certain data rate and delay tolerance, provided by the bit-transport functions may be multiplexed between several services and/or applications so that each is given the logical connections it requires. 

5.4.4.3.3 Requirements

· Each application session must be able to negotiate the data rate of each logical connection established depending on requirements and current transmission resource occupancy.
· The WL network system shall support IP applications and QoS.

· The WL network system shall support interworking at the IP layer to provide a transparent service to the IP service users

· Mobility must be supported at the IP and the lower (radio) levels. It shall be possible to map IP QoS guarantees, whether it is RSVP, Differentiated Services or another alternative, to the radio layer QoS mechanisms.

5.4.4.4 Session and connectivity management

Session management is about connecting and disconnecting from one or more services. This group of functions controls the Data Transport functions, calling upon them to establish or change a logical connection. Such a connection may be point to point, point to multipoint, multipoint to point or multipoint to multipoint, and it may be at a predetermined or a variable data rate. The establishment of connection criteria such as data rate will be by the use of protocols mutually agreed between Session and Data Transport. The Session functions provide common facilities such as data encryption, file transfer and verification to all applications.

5.4.4.4.1 requirements

· The user shall be able to interrupt use of a service (e.g. viewing a movie) and

· return to the original service

· use another service, then return to the original service

· cancel and not view the remainder of the program

· There shall be a time-out limit whenever a session is temporarily inactive.

· Enhanced mechanisms shall be supported to transfer a session between terminals within a house, or between terminals in different houses.

5.4.5 Access Control

This group of functions provides facilities to authenticate a user, and to determine and verify access rights to the network.  They also control a user’s access to specific applications and related content, goods and services, and provide verification of credit and payment.

5.4.5.1 requirements

TBD

5.4.6 User data security and privacy requirements

Security serves to protect to the extent desired for the application, the interest of all authorized participants involved in the creation, delivery and use of the service. That implies: 

· protection of authorized participants 

· protection of data, content, contract, personal user data

· protection of resources (hardware and software)

· protection against unauthorized participants and unauthorized usage

· protection of their transmissions from being intercepted by other users operating possibly co-located WL sub-networks
· protection against misuse of their wireless networks by third parties
5.4.6.1.1 General Requirements

· Existing standards shall be used where possible, e.g. security interfaces shall be defined and used where possible to promote interoperability between techniques.

· Systems for security and different applications shall be interoperable.

· Security shall prevent unauthorized access to services.

· The level of protection provided shall be consistent with the protection provided by wired systems that do not implement a data confidentiality service.
· The cryptographic algorithm shall not be subject to export controls and therefore allow world-wide use.
5.4.6.1.2 End users requirements

· It shall be possible to protect the confidentiality of sensitive data the end user sends or receives.

· Security shall be as user-friendly as possible (simplified procedure).

· Security solutions shall allow the mobility of the individual user.

5.4.6.1.3 Service Providers Requirements

· Service Provider shall be able to identify and authenticate the end user (e.g. user identification, end user rights and entitlements, end user location, ...).

· It shall be possible to protect the confidentiality of the data the Service Provider sends to / receives from the end user.

· It shall be possible to protect the integrity of the data the Service Provider sends to / receives from the end user.

5.4.7 Network installation and configuration

The installation and network configuration shall be very easy and simple. The key word is “plug & play”.

5.4.7.1 requirements

· The WL system shall provide to the user the capability of having connection to each point of the house. This may require the network to be extendible with multiple links to reach hidden nodes of the network.

· Minimal or preferable no user intervention shall be  required. Automatic set-up shall be possible.

· Removing a device don’t prevent the system to continue to work (hot plugging/unplugging).

· The system shall allow for devices to be “software” upgradeable.

· Network Management functionality shall be offered to the user by the system.

· Start and stop of applications;

· Managing of resources;

· Configuration.

5.4.8 Operation and Maintenance

The operation and maintenance of the WL network system shall be very easy and simple

5.4.8.1 requirements

· The WL system shall be able to work without a PC. The PC shall be considered as a component of the network which may bring added value (i.e. ; storage, processing, printing,...)

· The WL system shall be safe to use and comply with any appropriate human safety standards.
· The WL system shall allow maintenance and supply information for failures to be located and system management information to be collected

· The WL system shall indicate and recover from failure conditions.

· delivery system or server failure

· delivery system or server congestion

· selected content not available

· user error (wrong PIN, after n retries, IPR violation)

· incompatibility between content and delivery (display) platform

· User Terminal failure / downloaded application or operating system corruption

5.5 Interworking and roaming [Hans]
5.5.1 Introduction

Interworking between WLAN systems is necessary when end user devices, which may be based on different air interfaces, need to exchange data. The communication can be made either directly, over a common access point or from one device to another, or indirectly over wired network. Typical situations where interworking may occur are in residential or public environments where various end user devices are deployed without  control of the used air interface. 

Interworking is needed at different layers of the protocol stack. Besides a common physical layer, interworking must be supported at link, network and application layers. In this document we limit the scope to the link layer for direct communication between devices. 

5.5.2 Scenarios

Different end user devices will be equipped with WLAN access. Typical devices and possible interworking scenarios between those are illustrated in the table below. This table is by no means covering all possible cases.
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Interworking will take place in different environments. Examples of environments are: 

· Office building - laptops with different air interfaces exchanging files

· Airport – wide area access to laptops, surfboards, cellular phones, etc.

· Home - streaming audio and video between consumer electronics and computers

· Public downtown – same as for airports

5.5.3 Interworking Levels

The interworking between end user devices is realized at different levels of service. A basic level is best-effort data transfer, whereas a higher level is real-time voice and video transfer between devices of different capabilities. Examples of interworking levels are:

· Best effort communication between terminals in a cellular network

· Best effort communication between terminals in an ad hoc network

· Guaranteed QoS communication between terminals with similar throughput and QoS support in a cellular network

· Guaranteed QoS communication between terminals with different throughput and QoS support in a cellular network

· Guaranteed QoS communication between terminals with different throughput and QoS support in an ad hoc network

In cases with different throughput and QoS support, services must be adapted and reshaped according to the capability of the receiving terminal. 

5.6 User Scenarios [Henry]
In cases with different throughput and QoS support, services must be adapted and reshaped according to the capability of the receiving terminal. 

	6 Device
	Scenario

	CE-based PDA
	Receive/view/forward Word and Excel documents via email

>Receive draft document via email from co-worker on PDA anywhere in the home, review and forward to home PC for revision.

	PDA / CE & Palm
	Use as traveling download station that can pick up files / videos while away from the home to use in the home.  

>Download video at kiosk and distribute to home Tivo, DVD/VCR.  

>Download music at kiosk and distribute to home stereo system / MP3.

>Bring Word and Excel files home from work. 

>Transport work contacts database to home PC.

>Synch work email and bring home to PC or other device.

	PDA / CE & Palm
	Browse Internet and download files from anywhere, anytime, on demand.

>Download soccer  team calendar while at game, send to web pad or PC for posting to family calendar.

>Download recipes while meeting with friends in backyard, send to web pad in kitchen.

	PDA / CE & Palm
	Chat/intercom functionality: communicate with others in house using wireless/wireline home-networked devices. 

>Send dental appointment reminders to child surfing Internet in bedroom.

>Remind husband working online in home office of dinner engagement.

	DVD/VCR
	Multi-task, watch downloaded videos while perusing email, or surfing the Internet.

>Waiting for email from co-worker in different time zone-wait.  Receive notification when it arrives. Forward to PC for action later.

	DVD/VCR
	Watch movies real-time from Internet via gateway.

>Virtual video store delivered to your family room / bedroom TV

	DVD/VCR/PVR
	Move source video from camcorder to DVD/VCR for viewing or capture onto storage medium.

>Send video of child’s birthday party in backyard directly to DVD for viewing real time, or to PVR for viewing  later.

	Web pad
	Download Internet content and distribute to other devices in the home anywhere, anytime.

>Download movies real-time for viewing on TV or DVD/VCR.

>Download games real-time for playing on game console, or save for playing later.

	Web pad
	Peruse Internet content anywhere, anytime, on demand.

>Read online children’s books in child’s room.

>Make grocery list and order online in kitchen.

>Download auto maintenance/repair tips online in garage.

	Web pad
	Play online games anywhere, anytime, on demand.

>Access games real-time on Internet and play anywhere in house

>Multiple simultaneous players in home using wireless / wireline devices

	Web pad
	Videoconference anywhere, anytime, on demand.

>Attend meeting at client office while working from home.

>Videoconference with remote family members during family event, ie grandmother on child’s birthday.

>Videoconference with sister to get cooking directions in kitchen.

	Web pad
	Online shopping / banking anywhere, anytime, on demand

>Hear about a book while talking to a friend on the phone in the kitchen, order it online immediately

>See child’s birthday gift idea on television advertisement while watching TV in  bedroom, order it online immediately.

>Balance checkbook / pay bills anywhere in the house .

	MP3/stereo
	Download music on gateway or PC for playing on MP3 or stereo real time, or  save for listening later.

	Camcorder
	Baby monitoring to any video-enabled device in the house, ie PC, Web pad, etc.

	Camcorder
	Set-up security system to monitor from anywhere in the house.

	Camcorder
	Videoconference anywhere in the house using any video-enabled device.

	PC
	Download anything from the Internet and send it to any device in the home, anytime, on demand.

>Download music to the MP3/stereo

>Download movies to the DVD/VCR in the bedroom.

>Download games to the gaming console in the children’s play room

>Download recipes / how to videos to the Web pad in the kitchen.

>Download email to PDA.

	PC
	Create “smart home” environment to control other household functions, ie lights, heater/air conditioner, oven, security system, etc.

	Set-top Box / GateWay
	Distribute multiple audio/video channels to different end devices simultaneously for playback.

>Download MP3 music for playing later.

>Download movies for viewing in any room at your convenience.

	Set-top Box / Gateway
	Distribute multiple Internet feeds to different devices simultaneously.

>Child uses Internet to do research for report in home office, while parents watch movie realtime on DVD in family room, while teenager listens to music realtime on MP3 player in bedroom.


	Term
	Clarification

	CE
	Refers to Windows-CE platform (Operating System), usually associated with a pocket PC or other small form factor devices

	Palm
	Refers to Palm platform (Operating System)

	PDA
	Personal Digital Assistant. Any small form factor digital devices used as organizers,  to carry databases or to carry digital media in general 

	PVR
	Personal Video Recorder. A unit with internal storage for recording and playback in digital video format. Examples are TiVo, ReplayTV and similar boxes. This function may also be built into set-top boxes.

	MP3
	Refers to MP3 music players, usually portable units with internal storage

	Web PAD
	A portable display-based device, usually with screen-based input used for remote control and/or audio/video playback functions. Could also run PC applications


	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	


7 Functional requirements table

The following table lists functionalities anticipated for a high performance WL network system.

In the table, a separate column indicates functions which are required to support applications.

Priority classes are: 

	1
	Must have requirement
	Is absolutely required for technical, economic, or marketing reasons

	2
	Need to have requirement
	Will significantly enhance the system solution for most applications

	3
	Nice to have requirement
	Will enhance or extend the technical, economic, or marketing value in some cases

	4
	Other requirement
	Will have no real impact on the technical, economic, or marketing success of the solution


There are two tables below – the first one is from the 5GWLIAG work, and the second one is from HE.  These need to merged during drafting team discussion.

	Requirement as Stated
	Aggregate Priority

	 
	 

	Security: Authentication 
	1

	Security: Privacy 
	1

	Marketability: Home/CE Usage: Reliable high-speed solutions 
	1

	Roaming: Between subnets on the same LAN 
	1

	Marketability: Suitability for home / CE usage 
	2

	Scalebility and Interoperability: Interoperability between home and office environments 
	2

	QoS Applications: Wireless high-speed computing 
	2

	Security: Support for Self-managed or unmanaged (e.g. Home, SOHO, Ad-hoc, public networks) 
	2

	RFSense: Efficient spectrum usage 
	2

	QoS Applications: Audio/Video distribution 
	2

	Manageability: Power management (efficient sleep mode support) 
	2

	Security: Protection in multiple subnets or LANs environment 
	2

	Performance: Low bandwidth to > 25MBps 
	2

	QoS Guarantees: Support for admission controlled traffic (Multiple simultaneous streams with differing priority and class requirements) 
	2

	RFSense: Support for dynamic frequency selection 
	2

	Performance: Delay requirements (Average delay, Maximum delay, Delay jitter )
	2

	Scalebility and Interoperability: Sharing of the airwaves with other wireless devices 
	2

	RFSense: Support for transmit power control (Uplink, Downlink & Direct Link)
	2

	QoS Guarantees: Support for low-latency traffic (e.g. voice) 
	2

	QoS Guarantees: Support for interactive data streams 
	2

	Manageability: Setup & changes in network topology (automated facilities)
	2

	Marketability: Safety (Will my brain fry?)
	2

	Performance: Range with LOS: 100 meters, no-LOS: 50 meters 
	2

	Scalebility and Interoperability: Scales from lower bandwidth devices to higher bandwidth devices 
	2

	RFSense: Mixed low-bandwidth / high bandwidth 
	2

	Performance: < 100 mW receive/standby power consumption 
	2

	RFSense: Link quality control 
	2

	Performance: Error rates (BER, CLR)
	2

	Security: No interference with security characteristics of payload (While at the same time preventing payload theft)
	2

	QoS Guarantees: Dynamic bandwidth allocation and reservation 
	2

	QoS Applications: Wireless VoIP 
	2

	Scalebility and Interoperability: Scales out efficiently in both ad-hoc and infrastructure modes 
	2

	Marketability: Home/CE Usage: Price sensitivity 
	2

	RFSense: Optimal Support for multiple applications 
	2

	RFSense: Dynamic-rate support (noise, changing app requirements, etc.) 
	2

	Marketability: Home/CE Usage: Power consumption 
	2

	RFSense: Each application is serviced at the appropriate power level 
	3

	Roaming: Between various LANs 
	3

	Marketability: Suitability for indoor and outdoor use 
	3

	Roaming: Support for multiple, close proximity LANs: wide area mobility 
	3

	QoS Applications: Wireless internet telephony 
	3

	Manageability: Diagnostics & configurability (Alerts, trouble ticketing, etc.)
	3

	Roaming: Between secure and non-secure environments 
	3

	QoS Applications: Personal communications devices 
	3

	QoS Guarantees: Support for classes of service where acknowledgement is not mandatory 
	3

	Marketability: Home/CE Usage: Low-speed / low-price solutions 
	3

	Performance: Native support of media standards 
	3

	QoS Applications: Wireless media subscription services 
	3

	QoS Applications: Portable electronic newspapers & books 
	4

	QoS Applications: Integrated wireless monitoring & security systems 
	4

	QoS Applications: Real-time wireless control systems 
	4

	 
	 


	Priority

level
	supported by Std
	Description
	Reference to Scenario or application

	
	
	DATA TRANSPORT FUNCTIONS
	

	1
	
	The WL network system shall provide logical connection (transport link) to the User Terminal.
	

	1
	
	The WL network system shall provide transmission means at a specified bit-rate.
	

	1
	
	The WL network system shall be fully bi-directional.
	

	1
	
	The WL network system shall enable synchronous  transmission of bit-stream with QoS
	

	1
	
	The WL network system shall enable multiple simultaneous transmission of bit-streams (Multicasting).
	

	1
	
	The WL network system shall enable simultaneous transmission of bit-stream from to all User Terminals (Broadcasting).
	

	1
	
	The WL network system shall provide a return channel from each User Terminal to the Access Point / Service Provider.
	

	1
	
	The WL network system shall provide a broadcast control channel to all User Terminals.
	

	1
	
	The WL network system shall be able to add address information to the user information to allow it to be delivered to a single user
	

	1
	
	The WL network system shall provide a dedicated control channel to each User Terminal.
	

	1
	
	The WL network system shall enable the (best effort) transportation of user data to the User Terminal.
	

	1
	
	The WL network system shall be able to transport between different devices on the network at least one of following options:

· two MPEG 2 TS streams of 9Mbits/s each

· Digital Video (DV)

· DVHS data at a rate of 25Mbits/s

· DVD video
	

	1
	
	The transport link shall provide error -resilience. 
	

	1
	
	The WL network system shall provide the means to load and link the content and data into a Server.
	

	1
	
	Synchronous data streams originating from a 1394 network shall not be degraded due to transmission across the radio interface.
	

	1
	
	The WL network system shall provide the capability for communication between two User Terminals.
	

	1
	
	The WL network system shall provide the capability for communication between three or more User Terminals.
	

	1
	
	The WL network system shall support applications which run on the User Terminal, the Service Provider, or both.
	

	1
	
	The WL network system shall provide the means to transfer data ( files etc) to subnets
	

	1
	
	The sub-net link access is based on IEEE1394 and Ethernet technology.

The 1394 and Ethernet traffic characteristics and flows shall be maintained
	

	1
	
	The WL network system shall be able to transport services as broadcast TV, broadband interactive video (including control functions), fast Internet and other data plus low latency services including telephony between devices.
	

	1
	
	The WL network system shall be able to support services provided over Ethernet, ATM or IEEE1394 protocols and must be compatible and interoperable with wired networks based on these protocols.
	

	
	
	
	

	
	
	NETWORK MANAGEMENT FUNCTIONS
	

	1
	
	The WL network system shall signal faults and failures and facilitate rapid recovery under such failure conditions. 
	

	1
	
	The WL network system shall not terminate any protocols above the link layer, except for traffic that terminates at network elements. However, implementations may process protocol information above layer 2 for specific purposes (Bridging 1394 network clusters).
	

	
	
	
	

	
	
	QoS FUNCTIONS
	

	1
	
	The WHN system shall be able of signaling the different application  bandwidth requirements to enable implementation of a priority mechanism.
	

	1
	
	QoS parameter negotiation shall be supported for both unicast and multicast connections
	

	1
	
	An application shall be able to dynamically change the quality of audio, video, text and graphics of an existing session during operation. (QoS)
	

	1
	
	A user shall be able to request an application to change the quality of audio, video, text and graphics of an existing session during operation. (QoS)
	

	1
	
	Support for low-latency traffic (e.g. voice) 

Support for admission controlled traffic (Multiple simultaneous streams with differing priority and class requirements) 

Support for interactive data streams 

Dynamic bandwidth allocation and reservation 

Support for classes of service where acknowledgment is not mandatory 
	

	1
	
	The user shall be able to (dynamically) choose between several Qualities of Service, such as different bit rates.
	

	
	
	
	

	
	
	SESSION FUNCTIONS
	

	1
	
	Each application shall be able to establish a communications session.
	

	1
	
	Each application shall be able to establish two or more simultaneous communications sessions.
	

	1
	
	The application shall be able to transfer a session (handover) to another User Terminal in the same location (for example to transfer a program to a unit in a different room in a  home).
	

	1
	
	The application shall be able to terminate a session in an orderly fashion.
	

	1
	
	The different addressing schemes defined at the IEEE1394, link access, and radio access layers shall be independent of each other
	

	1
	
	An application shall be able to establish new sessions during its operation.
	

	1
	
	The application shall be able to reserve a session in advance.
	

	1
	
	The application shall be able to cancel a communications session which has been reserved in advance.
	

	1
	
	The application shall be able to provide information to the user about the reserved session, and to provide control and warning signals when required.
	

	1
	
	A user shall be able to suspend an active session.
	

	1
	
	A user shall be able to resume a suspended session.
	

	1
	
	A user shall be able to cancel a suspended session.
	

	1
	
	It shall be possible for a suspended session to be canceled automatically after a timeout.
	

	1
	
	It shall be possible to dynamically add or remove users to a shared application.
	

	
	
	
	

	
	
	CONTENT RELATED FUNCTIONS
	

	1
	
	The User Terminal shall be able to decode content material.
	

	1
	
	The User Terminal shall be able to decrypt content material.
	

	1
	
	The WL network system shall be able to transfer (real time) streaming of motion audio-visual (TV/Movie/etc) material.
	

	1
	
	The WL network system shall be able to transfer data files.
	

	1
	
	The WL network system shall be able to transfer high quality audio
	

	1
	
	The WL network system shall be able to transfer voice
	

	
	
	
	

	
	
	SECURITY FUNCTIONS
	

	1
	
	It shall be possible to encrypt the user traffic that is transmitted over the radio interface using a shared key.
	

	1
	
	A means of encrypting the data transmitted over the wireless link shall be provided
	

	1
	
	The system shall provide effective, yet unobtrusive means to prevent unauthorized access to the WL network.
	

	1
	
	The system shall provide means to prevent unauthorized access to Service Provider or core network by User Terminals.
	

	1
	
	The WL network system shall provide means to prevent unauthorized access to the User Terminal.
	

	1
	
	The WL network system shall provide means to protect against viruses etc.
	

	1
	
	It must be possible for a mobile user terminal to be authenticated to be able to use the transmission resources of the WL network
	

	1
	
	A WL network system shall be able to dynamically authorize or deny access.
	

	1
	
	The WL network system shall be able to scramble user and control data.
	

	1
	
	The WL network system shall be transparent to any encryption/CA applied by the service provider.
	

	1
	
	The application needs means to authenticate the identity of Service Provider.
	

	1
	
	A Service Provider needs to be able to authenticate the identity of the user or User Terminal.
	

	1
	
	The WL network system shall provide the means to detect security violations.
	

	1
	
	The WL network system shall provide the means to notify security violation and generate appropriate alarms.
	

	1
	
	The WL network system shall support and control conditional access services.
	

	1
	
	The WL network system shall provide means to limit service usage according to amount of resources requested even if service is permitted.
	

	1
	
	The WL network system shall enable access control limits to be dynamic
	

	1
	
	The WL network system shall facilitate the non-repudiation of downloaded data.
	

	1
	
	Protection in multiple subnets or LANs environment with no interference with security characteristics of payload. (While at the same time preventing payload theft)
	

	
	
	Authorization
	

	1
	
	The WL network system shall provide means to enable the user to authorize the supply of Service Provider-delivered services .
	

	1
	
	The WL network system shall provide a secure validation system for financial transactions (such as the transmission, reception, validation and transfer to third-parties of electronic signatures).
	

	
	
	Authentication
	

	
	
	Privacy
	

	
	
	
	

	
	
	USER APPLICATION CONTROL FUNCTIONS
	

	1
	
	A user shall be able to be given feedback within 250ms whenever an application control function is utilized.
	

	
	
	User control Functions
	

	1
	
	The user shall be able to start, pause, resume and stop presentation of linear material. This will require a low latency
	

	
	
	
	

	
	
	USER OPERATION AND MAINTENANCE
	

	1
	
	Do-It-Yourself installation shall be possible
	

	1
	
	The WL network system shall provide to the user the capability of having connection to each point of the house This may require the WL network to be extendible with multiple links to reach hidden nodes of the network with  wireless connections between rooms inside the same house (or flat) or inside the same room
	

	1
	
	The WL network system shall be able to bridge network sub-networks.
	

	1
	
	Diagnostics & configurability (Alerts, trouble ticketing, etc.)
	

	1
	
	Setup & changes in network topology (automated facilities)
	

	
	
	
	

	
	
	SCALEBILITY
	

	1
	
	Scales out efficiently in both ad-hoc and infrastructure modes
	

	1
	
	Scales from lower bandwidth devices to higher bandwidth devices
	

	
	
	
	

	
	
	INTEROPERABILITY
	

	1
	
	Interoperability between home and office environments
Supports public, private, and home space is actual requirement.
	

	1
	
	Sharing of the frequency band with other wireless devices by co-existence
	

	
	
	
	

	
	
	ROAMING
	

	1
	x
	Between subnets on the same LAN 

Between secure and non-secure environments 

Between various LANs
	

	?
	
	Support for multiple, close proximity LANs: wide area mobility
	

	
	
	
	

	
	
	RF functions
	

	2
	
	Efficient spectrum usage 
	

	1
	
	Link quality control
	

	1
	
	Support for dynamic frequency selection
	

	1
	
	Support for transmit power control (Uplink, Downlink & Direct Link)
	

	1
	
	Optimal Support for multiple applications
	

	1
	
	Mixed low-bandwidth / high bandwidth
	

	1
	
	Each application is serviced at the appropriate power level
	

	1
	
	Dynamic-rate support (noise, changing app requirements, etc.)
	

	
	
	
	

	
	
	Power control and saving
	

	2
	
	The output power of the mobile terminal shall be minimized while still maintaining agreed transmission and reception quality
	

	2
	
	Power management (efficient sleep mode support) 
	

	
	
	
	


8 Technical requirements on the Radio sub-system

8.1 Automatic Frequency Assignment

Automatic frequency assignment shall be supported, i.e. the system shall adapt to the radio propagation environment and interference conditions and Dynamic allocation of radio link frequencies and/or capacity.
· Wireless Congestion Control (WCC) function shall be supported.

· Dynamic Frequency Selection (DFS) function shall be supported.

See ETSI EN 020002-2 V0.f (2000-11): Broadband Radio Access Networks (BRAN); HIPERLAN Type 2;
Part 2: Harmonized EN covering essential requirements of article 3.2 of the R&TTE Directive
"4.6 Dynamic Frequency Selection (DFS)
The equipment shall employ a Dynamic Frequency Selection (DFS) mechanism to detect interference from other systems and therefore is able to avoid co-channel operation with other systems, notably radar systems. Dynamic Frequency Selection associated with the channel selection mechanism shall be required to provide a uniform spread of the loading of the equipment across a minimum of 14 channels (or 330 MHz), or 255 MHz in the case of equipment used only in the band 5470 - 5725 MHz to further facilitate sharing with satellite services."

8.2 Handover

Handover is not required for ad-hoc mode.

8.3 Addressing

· The WL devices / terminals shall be addressable by their global address (so as to support world-wide and nomadic use). Internally, an access sub-network may use abbreviated addressing of some kind in order to reduce protocol overhead. Association of wireless terminals in a logically distinct access sub-network.
· ACF function shall be supported.

8.4 Power Control and saving

Maximum power consumption shall be less 100 mW for receive or standby.

8.5 Session

Connection set-up with parameter negotiation for QoS guarantees in conjunction with respective core network layers.

Outgoing and incoming connections shall be supported.

Device addressing shall be consistent with world-wide roaming.

2) Releasing incoming connections and outgoing connections.

3) Unit data transfer subject to QoS parameters.

For Ad hoc functionality, the WL network system shall be capable for communication without the presence of a fixed access point. The fixed access point mode shall have higher preference over ad hoc functionality.
· MT Alive function shall be supported

· Temporary MT Absence function shall be supported

· MT Absence function shall be supported

8.6 Radio range

The WL network shall provide a range of 30 m in a typical indoor environment and up to 150 m in a typical outdoor or large open indoor environment.

8.7 Data rate

The WL network shall provide a peak data rate of at least 25 Mbit/s on top of the PHY layer. The system shall be able to handle different interference and propagation environments, with the aim to maintain the QoS for a connection. E.g. for data rate scalability: The system shall be able to operate with multiple modulation alphabets and channel coding rates to enable adaptation to local propagation and interference conditions.
8.8 QoS

When operating in an environment that does not vary, The WL network system shall be able to maintain the data rate and QoS values of connections established at connection set up. 

8.9 Delay

The WL network shall support delay spreads up to 220 ns (RMS) in a range of different environments incorporating short range indoor, large open space indoor and outdoor environment.

The following values are provided as guidelines for the Transfer Delay and Delay Variance:

1) Transfer Delay: < 5 msec;

2) Delay Variance: < 1 msec.

8.10 Antennas

The WL network shall support different types of antennas, i.e. omni-directional, directional and smart antennas. The use of smart antennas shall not be precluded by the standard.
8.11 Mobility support

The WL network system shall support roaming between access networks (with connection release and (re) set-up).

The rate of movement to be supported is >10 m/s linear and 180 deg/sec rotation.

8.12 Regulatory constraints

Spectrum has been designated by the CEPT for the license exempt use of HIPERLAN systems in the 5,2 GHz band.

License exempt use implies the HIPERLAN systems should be able to co-exist with each other and with other radio services in the band and not cause undue interference. This will have implications for the design and specification of medium access methods and for type approval regimes for HIPERLAN equipment. Where different HIPERLAN types are required to share the same frequency band, equitable spectrum sharing rules are required as part of the type approval regime.
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