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1. Introduction

This document proposes a set of changes to the GTS management mechanism in the IEEE 802.15.4 Draft 17 specification.  This document includes ideas resulting from analysis of the GTS mechanism by both Motorola and Philips.

2. Reasons for change

There are many holes and reasons why the current GTS management is flawed, which can cause a variety of inconsistencies and wrong states in GTS tables.

3. New GTS management scheme

· The coordinator shall use the beacon to inform its slaves of changes in the GTS structure. The amount of GTS management data in the beacon must be kept to a minimum.

· Because successful allocation/reallocation/deallocation can never be fully guaranteed, there must be a mechanism to detect inconsistencies between the GTS table on the coordinator and the corresponding GTS tables on the slaves.

3.1. GTS Management messages

GTS allocation and deallocation can be initiated by a Slave device; GTS reallocation and deallocation can be initiated by the Coordinator.

3.1.1. Allocating a GTS
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Figure 1 Message sequence chart for GTS allocation initiated by a device 

The Slave sends a GTS request to the Coordinator. If an acknowledgement is not received after aMaxFrameRetries, an MLME-GTS.confirm with the status of NO_ACK is generated and the GTS procedure is finished.

If an acknowledgement is received, the Slave shall continue to track the beacon until the beacon contains a GTS descriptor for the Slave, a BEACON_LOST sync loss is reported, or a suitable timeout is reached:

· If a valid GTS descriptor is received describing the newly allocated GTS, the Slave shall confirm it has received it by sending a GTS confirm Command with status ACK. The Slave can then start using the GTS.

· If a valid GTS descriptor is received indicating that the GTS was not allocated due to lack of resources, the Slave shall issue an MLME-GTS.confirm with status DENIED. The slave shall send a GTS confirm Command with status ACK (this command tells the coordinator it can remove the descriptor from the beacon immediately, instead of waiting for a timeout).

· If the Slave doesn’t receive aMaxLostBeacons consecutive beacons, a SYNC-LOSS will occur which will cause the GTS table to be reset and any existing GTSs confirmed to the NWK layer as deallocated.

· If after a timeout no descriptor appears for the Slave on the beacon, a GTS.confirm with status NO_DATA shall be sent to the NWK layer. (This timeout is a safeguard against a Coordinator that fails to respond correctly to the GTS request).

The Coordinator responds to the Slave’s GTS allocation request by putting a GTS descriptor for that Slave on the Beacon, either allocating a GTS or denying the allocation because of lack of resources (maximum number of GTSs reached or unable to allocate the required length to the CFP). Any GTS change takes effect from the moment the descriptor appears on the beacon.

If the Slave is requesting a GTS it already has (e.g. it requests a TX GTS when it already has one allocated), the slave shall not make any changes to the GTS table, and put a GTS descriptor on the beacon describing the existing GTS.

The descriptor will remain on the beacon until a GTS confirm arrives from the Slave, or it has been visible for aMaxLostBeacons superframes:

· If a GTS confirm arrives with status ACK, the descriptor is removed from the beacon and the allocation procedure is complete. (Note: could state that data from the slave in the new GTS could act as confirmation too).

· If a GTS confirm arrives with status NACK and the Coordinator had allocated a GTS, it shall remove the GTS immediately (an inconsistency has occurred and the Slave must retry the allocation).

· If no confirmation is received after the descriptor has been available for aMaxLostBeacons superframes, the Coordinator shall assume that it cannot communicate with the slave. If a GTS had been allocated, it shall be removed.

3.1.2. Deallocating a GTS
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Figure 2 Message sequence chart for GTS deallocation initiated by a device

A Slave that wishes to deallocate one of its existing GTSs shall send a GTS request Command to the Coordinator with status Deallocate.

The Slave shall remove the GTS immediately without waiting for the acknowledgement.

If the Coordinator receives the GTS request, it shall remove the GTS without putting a GTS descriptor on the beacon, and send a GTS.indication to the higher layer.

If the Coordinator doesn’t receive the GTS request, it will detect that the Slave is no longer using the GTS as described in section 3.2.

3.1.3. GTS Reallocation initiated by the Coordinator
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Figure 3 Message sequence chart for GTS reallocation initiated by PAN coordinator

When the Coordinator wishes to reallocate a GTS to defragment the CFP, it puts a descriptor on the beacon with the new properties of the GTS. The change takes effect from the moment the descriptor appears on the beacon.

If a Slave receives a descriptor with a valid new state for one of its GTSs it must send a GTS confirm Command with status of ACK and change its GTS information accordingly. If the received descriptor information is inconsistent with the Slave’s GTS state, it must sent a GTS confirm with status NACK and remove its GTS if applicable.

If the Slave doesn’t receive an acknowledgement for the GTS confirm Command, it shall remove the GTS completely and inform the upper layer.

If the Coordinator receives a GTS confirm with status ACK for the change it has put on the beacon, it shall take the descriptor off the beacon and the reallocation process is complete.

If it receives a GTS confirm with status NACK, or no GTS confirm is received within aMaxLostBeaons superframes, the GTS shall be removed completely the descriptor shall be removed from the beacon.

An inconsistency can still occur if the GTS confirm Command is received by the Coordinator but the acknowledgement is lost. This will cause the Slave to have removed the GTS while the Coordinator thinks it’s still valid. This problem will be detected as described in section 3.2.

3.1.4. GTS Deallocation initiated by the Coordinator
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Figure 4 Message sequence chart for GTS deallocation initiated by PAN coordinator

When the Coordinator wishes to deallocate a GTS to free space in the CFP, it puts a descriptor on the beacon indicating that the GTS is no longer valid. The change takes effect from the moment the descriptor appears on the beacon.

If a Slave receives a descriptor deallocating one of its existing GTSs it must remove the GTS and send a GTS.indication to the upper layer. 

It shall then send a GTS confirm Command with status of ACK. If the received descriptor information is inconsistent with the Slave’s GTS state, it must sent a GTS confirm with status NACK.The GTS confirm Command allows the Coordinator to remove the descriptor from the beacon sooner.

The Coordinator shall remove the GTS descriptor from the beacon when it receives a GTS confirm (with any status), or no GTS confirm is received within aMaxLostBeaons superframes.

An inconsistency cannot occur because the Slave can only fail to see the GTS descriptor if it misses aMaxLostBeacons beacons, which would cause a SYNC-LOSS and remove the GTSs anyway. 

3.2. GTS inconsistency detection

3.2.1. Inconsistencies on the slave

If a Slave does not receive acknowledgement for a packet sent in the TX GTS after aMaxFrameRetries, it shall disable the TX GTS and send a GTS request with type “GTS confirmation”. The Slave shall amend its GTS table with the information received in the beacon GTS descriptor.

If a slave receives data not intended for itself in its RX GTS, or does not receive any data in its RX GTS for a number of superframes, it shall disable the RX GTS and send a GTS request with type “GTS confirmation”. The Slave shall amend its GTS table with the information received in the beacon GTS descriptor.

If at any time a Slave sees on the beacon a GTS descriptor that is inconsistent with its GTS table (e.g. indicating an allocation that it had not requested), it shall send a GTS confirm Command with status NACK.

If at any time a Slave sees on the beacon a GTS descriptor that with GTS information that matches its GTS table, it shall send a GTS confirm Command with status ACK.

3.2.2. Inconsistencies on the Coordinator

If the Coordinator does not receive acknowledgement for a packet sent in the TX GTS after aMaxFrameRetries, it shall put a GTS descriptor on the beacon reflecting the correct properties of that GTS. If an ACK GTS confirm is then received, it shall maintain the GTS. If a NACK or no confirm is received, it shall deallocate the GTS.

If the Coordinator does not receive any data in its RX GTS for a number of superframes, it shall put a GTS descriptor on the beacon reflecting the correct properties of that GTS. . If an ACK GTS confirm is then received, it shall maintain the GTS. If a NACK or no confirm is received, it shall deallocate the GTS.

If the Coordinator receives data from a Slave A in a slot allocated to a slave B, it shall put GTS descriptors on the beacon reflecting the TX GTSs for both slaves A and B.

3.2.3. Notes for applications that use GTSs

The inconsistency detection methods above will assume that an application that has requested a GTS will use the GTS periodically. If it does not it will cause unnecessary GTS confirmations between Coordinator and Slave.

The methods above cannot detect the following problem: 

· An application on the Coordinator sends unacknowledged-only data in the GTS to a Slave application.

· The Slave device goes out of range of the Coordinator.

· The Coordinator has no way of detecting that the Slave is no longer receiving the GTS data.

To avoid this problem, applications must ensure that they periodically send acknowledged data in the GTS. (Alternatively some keep-alive mechanism would have to be introduced at the MAC layer).

4. Changes to the beacon, primitives and MAC Commands

4.1. GTS information on the beacon

A 1 byte “GTS specification” field, a 1 byte “GTS directions” field and a variable size “GTS list” are added to the beacon and used to inform slaves of their GTS configuration.
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4.1.1. GTS specification byte

This one byte field is constantly present on the beacon. Its purpose is equivalent to the Pending Address Specification for pended data.
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· “GTS descriptor count”: the number of 3-byte GTS descriptors in the GTS list that follows (between 0 and 7). 

· allow GTS: 1 if slaves are allowed to request a GTS at this time, 0 otherwise

4.1.2. GTS directions byte

This byte is only present on the beacon when the value of the “GTS descriptor count” field in the GTS specification byte is larger than 0.
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The first bit indicates the direction of the first GTS described in the GTS list, the second indicates the direction of the second GTS, etc, up to the value of “GTS descriptor count”. the remaining bits shall be set to 0.

The direction of the GTS is defined as:

· 1, if the GTS is to be a Receive only GTS.

· 0, if the GTS is to be a Transmit only GTS.

GTS direction is defined relative to the direction of data transmission by the slave device.

4.1.3. GTS list

The list contains as many 3-byte GTS descriptors as specified in the “GTS descriptors count” field in the GTS specification byte.

Each descriptor defines a GTS as follows:
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· Device short address: the short address of the slave device this GTS corresponds to. If the device has an 8-bit address, the high byte (bits 8 – 15) of this field shall be 0.

· Start slot: A value between 1 and 15 to indicate the starting slot for the GTS, relative to the start of the superframe. The value of 0 is used to indicate that the Coordinator is refusing a request to allocate this GTS for the device, or is deallocating the existing GTS.

· Length: If the value of “Start slot” is larger than 0, this field contains the length in superframe slots of the GTS. If the value of “Start slot” is 0, this field contains the length in superframe slots available for GTS allocation. 

NOTE1: the GTSs are no longer referred to by their GTS ID.

NOTE2: this proposal allows multiple allocation/deallocation/reallocations to occur within the same superframe. It is possible that an allocation request may initially fail because of lack of space in the CAP, but later in the same CAP a deallocation may make the allocation possible again. Whenever a deallocation occurs, the Coordinator can check whether any failed allocations can now succeed, and change the GTS list entries accordingly before the beacon is due, if possible. If it still cannot succeed, it should correct the reported length available.

4.1.4. Final CAP slot

The Final CAP slot field in the beacon Superframe Specification is no longer needed.

4.2. Changes to the GTS MAC commands

4.2.1. GTS request command

The contents of the MAC command are changed as follows:
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The GTS characteristics previously contained the length and direction of the GTS, and the GTS control field contained the request type and GTS Id.

These fields are merged into the new GTS characteristics, which now contains:
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The “request type” field maintains the same values: 

· GTS allocation

· GTS deallocation

· GTS confirmation (to request that the current information for this Slave is put on the beacon.

4.2.2. GTS allocation command

The GTS allocation command from Coordinator to Slave is no longer needed, and is replaced with the Slave-to-Coordinator GTS confirm below

4.2.3. GTS confirm command

This new command is sent from Slave to Coordinator. It contains the source address of the Slave, and it requires acknowledgement.
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The GTS confirm status byte contains the following fields:
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· GTS direction: identifies which of the Slave’s 2 possible GTSs is being confirmed. (Because a slave device can only have one Transmit and one Receive GTS, the GTSDirection is enough to uniquely identify each GTS.)

· status: provides positive or negative confirmation 

· ACK: the GTS descriptor is correct and the slave has updated its GTS table accordingly.

· NACK: a GTS descriptor with incorrect/unknown data has been received and has been ignored.

4.3. Changes to the MLME GTS primitives

4.3.1. MLME-GTS.request

The NWK layer can only make an MLME-GTS.request if it is tracking the beacon (need a status code for in the GTS.confirm to indicate that the request failed because the beacon isn’t being tracked).

The GTS.request shall contain the following parameters:

· GTSCharacteristics: with new fields as defined in 4.2.1.

· SecurityEnable: (no change)

The GTSId parameter is removed. Instead of using the GTSId value 0 to indicate allocation and any other value to indicate deallocation, the RequestType field in GTSCharacteristics is used. (Note that the RequestType in the MAC Command packet can be Allocate, Deallocate or Confirm, but in the MLME-GTS.request the only valid values are Allocate and Deallocate).

4.3.2. MLME-GTS.confirm

The GTS.confirm shall contain the following parameters:

· GTS length: the length of the new GTS if successfully allocated, or the maximum length that can be requested at this time if it failed.

· GTS direction: confirmation of the direction of the GTS (Transmit or Receive).

· status: the status of the allocation. One of:

· ALLOCATED: GTS has been successfully allocated.

· DEALLOCATED: GTS has been successfully deallocated.

· DENIED: GTS could not be allocated (GTSLength will indicate the maximum length in slots that can be requested at this time).

· Any other standard error value (INVALID_PARAMETER, NO_ACK…). The error INVALID_GTS_ID is no longer applicable.

4.3.3. MLME-GTS.indication

The GTSId parameter which is no longer needed.

The ReasonCode of GTS_ALLOC or GTS_DEALLOC is now in the GTSCharacteristics.RequestType.
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