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Abstract
[This is a Call for Submissions on Coexistence Mechanisms to facilitate coexistence of WPAN and WLAN devices in the same location.]



Purpose
[To request submissions to the IEEE 802.15 Coexistence Task Group on the Coexistence Mechanisms for WPAN and WLAN devices.]

Notice
This document has been prepared to assist the IEEE P802.15.  It is offered as a basis for discussion and is not binding on the contributing individual(s) or organization(s). The material in this document is subject to change in form and content after further study. The contributor(s) reserve(s) the right to add, amend or withdraw material contained herein.

Release
The contributor acknowledges and accepts that this contribution becomes the property of IEEE and may be made publicly available by P802.15.

1. Introduction


The IEEE 802.15 Coexistence Task Group was established to address the issue of coexistence of Wireless Personal Area Network (WPAN) and Wireless Local Area Network (WLAN) devices.  The Project Authorization Request (PAR) [1] describes the charter and scope of the Coexistence Task Group.  The charter of the Task Group is twofold.  First, develop a Coexistence Model, which quantitatively models the effects of the mutual interference of WPAN and WLAN devices, on one another, in the same location.  Second, to develop Coexistence Mechanisms to facilitate coexistence of WPAN and WLAN devices in the same location.  This document is the official Call for Submissions of Coexistence Mechanisms.  Both the Coexistence Model and the Coexistence Mechanisms are to be documented in an IEEE Recommended Practice.

There are two classes of Coexistence Mechanisms: Collaborative and Non-Collaborative Mechanisms.  If it is possible for the WPAN and the WLAN to exchange information between one another then it is possible to develop a Collaborative Coexistence Mechanism where the two wireless networks negotiate to minimize mutual interference.  If there is no method to exchange information between the two wireless networks then you can use a Non-Collaborative Coexistence Mechanism.  Submissions of both types of mechanisms are encouraged.  Depending on the operating environment one technique may be preferred over the other.

2. Submission Deadlines

Presentations on Coexistence Mechanisms need to be made at either the November 2000 or the January 2001 IEEE 802.15 meetings. Information about future meetings can be found on the IEEE 802.15 web site [3].

If you wish to make a presentation at one of the meetings you need to send a letter of intent to Steve Shellhammer [4] by November 1, 2000.  Please state in the letter which IEEE 802.15 meeting you prefer to present at, either November 2000 or January 2001.


The submissions should be in the IEEE 802.15 format.  Templates for both PowerPoint and Word documents can be found on the IEEE web site [3].


All material submitted for incorporation into an IEEE Standard must meet the IEEE Patent Policy.  You can find out more about the IEEE Patent Policy on the web [5,6].

3. Evaluation Criteria for IEEE 802.15 TG2 Coexistence Mechanisms


The following is a list of evaluation criteria to be used to evaluate Coexistence Mechanisms submitted to IEEE 802.15 Task Group 2.


A Coexistence Mechanism is a technique to facilitate Coexistence of an IEEE 802.11 WLAN and a Bluetooth/IEEE 802.15.1 WPAN. The primary interest is 802.11b, which includes 11 and 5.5 Mbps CCK and 2 and 1 DSSS.


There will be no weightings associated with any of the criteria.  Each of the submitters will be asked to address each of the criteria and the voting members of TG2 will use that information to make a selection of a Coexistence Mechanism based upon their engineering judgment.

1. Collaborative or Non-collaborative.

· If the Coexistence Mechanism relies on a communication link of some sort between the 802.11 WLAN and the Bluetooth WPAN, which is used to allow the two systems to collaborate then this is a Collaborative Coexistence Mechanism.  If not it is a Non-collaborative Coexistence Mechanism.

· Please state if your proposal is a Collaborative or Non-collaborative Coexistence Mechanism.

· Please describe your collaborative or non-collaborative mechanism in detail.

2. Improved WLAN and WPAN Performance

You need to demonstrate the impact of your Coexistence Mechanism on performance for both IEEE 802.11 and Bluetooth. As a minimum you need to consider the scenarios listed in Appendix A. You can use any combination of analysis, simulation, and experiment to demonstrate the performance improvement. It is important to describe the details of the analysis, simulation, or experiment.  Enough detail must be disclosed to ensure reproducibility.

· What improvement in the IEEE 802.11 WLAN performance does your coexistence mechanism facilitate?  See [7] for information on performance metrics.

· What improvement in the Bluetooth WPAN performance does your coexistence mechanism facilitate?  See [7] for information on performance metrics.

3. Impact on Standards

· Does your Coexistence Mechanism require any changes or extensions to the IEEE 802.11 standard?  If so, what changes are required?

· Does your Coexistence Mechanism require any changes or extensions to the Bluetooth specification?  If so, what changes are required?

4. Regulatory Impact

· Does your Coexistence Mechanism require any changes to the FCC or any other regulatory rules?  What would be the required changes or extensions of the regulatory rules?

5. Complexity

· Characterize the complexity of the Coexistence Mechanism.  Use an appropriate measure of complexity for your approach (e.g. digital gates for a digital modification).

6. Interoperability with Systems that do not include the Coexistence Mechanism

· Will an IEEE 802.11 system, which incorporates this Coexistence Mechanism, interoperate with IEEE 802.11 systems that do not incorporate this Coexistence Mechanism?  Describe the extent of the interoperability with an 802.11 system without the Coexistence Mechanism.

· Will a Bluetooth system, which incorporates this Coexistence Mechanism, interoperate with Bluetooth systems that do not incorporate this Coexistence Mechanism? Describe the extent of the interoperability with a Bluetooth system without the Coexistence Mechanism.

7.  Impact on Interface to Higher Layers

· Does this Coexistence Mechanism change the interface of the IEEE 802.11 MAC to the Logical Link Control (LLC) sub-layer?  Explain any changes.

· Does this Coexistence Mechanism change any of the interfaces in the Bluetooth specification? Explain any changes.

8. Applicability to Classes of Operation

· Does this Coexistence Mechanism support all IEEE 802.11 mandatory Classes of operation? (e.g. Distributed Coordination Function (DCF) and Infrastructure Network support).

· Does this Coexistence Mechanism support all Bluetooth profiles? If the Coexistence Mechanism works with only some of Bluetooth profiles, then state which ones it supports.

9. Voice and Data Support in Bluetooth

· Does this Coexistence Mechanism support Bluetooth ACL data packets?

· Does this Coexistence Mechanism support Bluetooth SCO voice packets?

10. Impact on Power Management

· Does this Coexistence Mechanism impact the IEEE 802.11 power management functions?

· Does this Coexistence Mechanism impact the Bluetooth power management functions?

Appendix A

This appendix describes the scenarios that need to be modeled to demonstrate the performance improvement due to the incorporation of the Coexistence Mechanism into the WLAN/WPAN.  Give performance in each scenario first without the Coexistence Mechanism and then second with the Coexistence Mechanism.


Bluetooth Interference on IEEE 802.11b
IEEE 802.11b Interference on Bluetooth

Bluetooth Traffic Type
Deterministic Source
Deterministic Source

Baseband Packet generation


Case1

DM5 (Master to slave) DM1 (Slave to master)

Case2

HV1 
Case1

DM5 (Master to slave) DM1 (Slave to master)

Case2

HV1 

Offered Load
100% of capacity
100% of capacity





802.11 Traffic Type 
UDP Application
UDP Application

File Size (bytes)
2 Mbytes
2 Mbytes

UDP Message size (bytes)
1460
1460

Offered Load
100% of capacity
100% of capacity





Device Topology



Number of Bluetooth devices
2 (1 master, 1 slave)
2 (1 master, 1 slave)

Bluetooth device coordinates (x, y) in meters


Case 1

Master: (0, 1)

Slave: (1, 0)

Case 2

Master: (0, 0.1)

Slave: (1, 0)
Master: (7, 0)

Slave: (0, 0) (Receiver device under test)



Number of 802.11 devices
2 (AP , STA)
2 (AP , STA)

802.11 device coordinates (x, y) in meters
AP: (0, 15)  (source)

STA: (0, 0)  (sink) (Receiver device under test).
Case 1

AP: (0, 15)  (sink)

STA: (0, 1)  (source) 

Case 2

AP: (0, 15)  (sink)

STA: (0, 0.1)  (source)

Bluetooth (MAC) Parameters



Mode of Operation
Connection
Connection

802.11b (MAC) Parameters



Data Rate (Mbps)
11, 5.5, 2, 1                     (No rate scaling) 
11, 5.5, 2, 1                     (No rate scaling) 

Retry Limits
Short counter = 4

Long counter = 4
Short counter = 4

Long counter = 4

MAC Protocol Data Unit (bytes)
1500 
1500 

Fragmentation
None
None

Access Mode
Contention based (DCF)
Contention based (DCF)

RTS/CTS
Not used
Not used

Power Save
Off
Off

General Simulation Parameters



Processing delay (at transmitter and receiver including segmentation and reassembly)
0 ms
0 ms

Length of Simulation Run
100 seconds, 1000 seconds
100 seconds, 1000 seconds

Length of Run Prior to Gathering Statistics
5% of  simulated time
5% of  simulated time

PHY Layer Parameters


Bluetooth
802.11b

Path Loss Model
Kammerman Model               (IEEE 802.11 00/162)
Kammerman Model          (IEEE 802.11 00/162)

Transmit Power
0 dBm, 20 dBm (no power control)


14 dBm, 20 dBm

Compression point
-20 dBm for a 10-3 probability of bit error
-10 dBm for 0.08 probability of packet loss (for a 1024 byte packet)

Receiver sensitivity
-80 dBm 
-76 dBm (at 11 Mbps)

Co-channel interference (Capture Ratio)
 
11dB
10 dB

Adjacent Channel Sensitivity 

Adjacent 

First Alternate

Second Alternate
0 dB

-30 dB

-40 dB
-35 dB

-35 dB

-35 dB

Image Rejection
Effects need to be documented, if applicable.
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� Bluetooth Specific


� While we recognize that implementations can perform better, this is considered as a default value.
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