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Reliable and Efficient Transmission to M2M Device Groups
Hung-Yu Wei, Ching-Chun Chou
National Taiwan University
Introduction

In 802.16p [1][3], M2M devices will be deployed under various applications and situations, including smart metering, health-care devices, public facility monitoring, vehicles, etc [2]. Therefore, the message transmission to and from a group of devices is a critical task. Failure of data transmission and reception will result in severe problems. For example, reporting failure of health-care devices will cause vital problems. If the transmission of public warning devices malfunctions, the damage of the disaster will be much larger.
In order to address the system requirements, possible application cases are listed below:
(1) Simultaneous transmission of different traffic types and QoS requirements.
It is possible that multiple M2M services may be carried simultaneously by the same group of M2M devices. For example, a group of smart metering devices may be reporting the power consumption data back to the data center, and at the same time, exchanging electricity usage profile with other metering devices for better energy utility. Health monitoring devices may be sending how long you just walked and your health information to different destinations simultaneously. 
In these cases, these M2M services may contend for the network access or wireless resources. Nevertheless, it is obvious that some control signals or data should have higher priority over the others. For example, a power outage notification should precede a report on energy consumption, and health information should have higher priority over a record of how long you walked. In view of wireless transmission, the network access or wireless resources may be allocated to lower priority services when higher ones happen. If no pre-emption is allowed, higher priority services should wait for the lower ones, generating significant delay, and resulting in severe outcomes like large-area outage or vital problems. 
Observation ①: M2M devices may have distinct QoS requirements. These requirements include data reliability, delay, etc.
Observation ②: Different M2M traffic types may occur simultaneously on the same group of devices.

Thus it is suggested that pre-emptive resource allocation and network access should be provided in the M2M communications. The pre-emption should be taken if services with higher importance occur in the presence of low priority services. The importance should be determined based on the requirement of data reliability or delay.
Requirements ①: M2M traffics should be categorized and prioritized.

Requirements ②: Pre-emption should be allowed to enable access of high-priority traffic.

Requirements ③: Delay and data reliability should be considered for different classes of traffics.

(2) Devices with limited power
In case of M2M communication, it is likely that most devices will be powered by batteries. Therefore, energy efficient mechanism for data delivery should be provided. Power saving mechanism should be integrated with the data delivery mechanism to maximize the energy reservation. For example, delay tolerant traffic may be delayed and transmitted within one period to generate a longer sleeping period. However, the emergent information should still be transmitted regardless of the battery life, or vital problems will occur.


Requirements ④: Energy-efficient data delivery should be provided for delay tolerant traffic.
Requirements ⑤: Power saving mechanism may be integrated with data delivery.

(3) High reliability transmission
As M2M devices may be used for public monitoring or surveillance, the reliability of the data transmission will be emphasized in some cases. Reliability of critical messages or warning signal should be ensured. Besides, controlling signals are also sent through air interface. If critical controlling message fails, the operation of the M2M device groups will also be influenced.

Observation ③: There are cases that data reliability should be focused.
Thus mechanisms for enhancing robustness should be provided. There are many techniques that facilitate data reliability. For instances, HARQ schemes with ACK or NACK feedback signals, fountain codes or network coding, etc. If we wish to increase data reliability, which is the probability of the recipient receive the data successfully, an explicit or implicit feedback signal should be provided. This feedback signal is to inform the sender whether the transmission succeeds or not. Therefore, we also suggest to prioritized the transmission of groups of M2M devices, and provide feedback signals for M2M services with high reliability requirements.

Requirements ⑥: Feedback mechanism should be provided for data reliability.
As a result, we propose
(1) Pre-emptive access or resource allocation should be provided in M2M communications.
(2) Energy efficient data delivery should be provided for delay tolerant traffics. Power saving mechanism shall be integrated with the energy-efficient data delivery to minimize power consumption.
(3) The signal or data delivery of M2M device groups should be prioritized, and the feedback mechanism should be provided for M2M services with high reliability requirements.
Proposed Text to M2M SRD
The texts in black color are the initial working document of the IEEE 802.16p M2M SRD [3].
The texts in blue color are the proposed text.
The texts in red color are the notes for the proposed text.

=====================Insert the following text into the SRD sections=========================
6.2
 Large Numbers of Devices
…
6.2.4
The 802.16p system shall support optimized signaling for resource allocation for large numbers of M2M devices individually or by group.
6.2.4.1 Pre-emptive resource allocation should be provided if emergent signaling or data delivery is required.

NOTES: this is based on the observation ①② and the requirements ①②.
6.2.5 
The 802.16p system shall support efficient and reliable control and data delivery to and from groups of devices.
6.2.5.1 Control and data delivery to and from groups of devices shall be categorized, based on delay requirements and reliability requirement.
6.2.5.2 Delay-bounded group data delivery mechanism shall be provided to disseminate delay-sensitive information to/from a group of M2M devices. 

6.2.5.3 Feedback mechanism may be provided to ensure the reliability of critical control and data delivery to/from M2M devices for mission-critical M2M transmission.

NOTES: these proposed texts address requirement ①③⑥, based on the observation ①②③.
6.2.6 The 802.16p system shall support efficient mechanisms for network access from large numbers of M2M devices.

6.2.6.1 Energy-efficient group data delivery mechanism shall be provided to disseminate delay-tolerant information to/from a group of M2M devices. The energy-efficient group delivery mechanism shall be integrated with power saving mechanism of M2M devices.
NOTES: the problem of energy consumption is addressed, in view of requirements ④⑤.

6.2.7 The system shall have the ability to distinguish a power outage from a voluntary power down event.

6.2.8 The 802.16p system shall provide mechanisms for allowing access with different levels of priority for M2M devices across different classes of M2M services.

6.2.8.1 The access of different M2M services shall be pre-emptive. M2M transmission with higher priority level should be able to gain access from low level ones.
NOTES: pre-emption shall be also considered for prioritized access, based on requirements ①②.
============================End of the Proposed Text=============================
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