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1. Introduction
In the 802.16p system requirement for supporting very large number of devices, the 802.16p system shall be able to identify a large number of devices individually or by group. Although the degree of large number is not defined yet, other standard specification, such as 3GPP [1], can support more than 30000 Machine Type Communication (MTC) devices. In the WirelessMAN-OFDMA R1 Reference System, 16-bit CID is used to identify the connection and is sufficient for large number of devices. However, WirelessMAN-Advanced Air Interface system [2] can support up to only 4096 devices (12-bit STID), which are not sufficient for supporting very large number of devices. Therefore, the 12-bit STID of WirelessMAN-Advanced Air Interface shall be extended. 

When extending the length of STID, the followings need to be reconsidered. 
· 12-bit STID is carried in the control channels and the corresponding PHY structures. For example, the BR channel is designed to carry only 12-bit STID. 

· CRC scrambling with 12-bit STID in the A-MAP IEs. 

· 12-bit STID is carried in the BR header and MAC messages (e.g., AAI-RNG-RSP and AAI-REG-RSP.) 
· 12-bit STID is used for generating CMAC key.
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