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1 Introduction

It was agreed to use M2M group ID (MGID) to uniquely identify an M2M group. However, scope of the MGID and MGID assignment procedure are still ambiguous. In this contribution, we propose some texts to clarify MGID scope and assignment procedure.

Figure 1 and Figure 2 show M2M device communication scenarios included in M2M communication requirement document developed by WiMAX Forum [1]. WiMAX forum defines two different scenarios depending on the location of M2M server. In both scenarios, a WiMAX operator shall provide some services to support data transport between M2M devices and M2M server. For the operation of efficient data transport service, we think that MGID shall be mapped to a certain ID which are used for data transport and managed by WiMAX operator, which means that MGID shall be unique within ASN or CSN. In addition, if efficient multicast service across ASNs is considered, then we think MGID shall be unique within CSN.
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Figure 1 – Communications with M2M server within CSN       Figure 2 – Communications with M2M server outside CSN
Figure 3 shows an overview of high level M2M system which is included in M2M service requirement document developed by ETSI [2]. Conceptually, Figure 3 is not much different from the previous figures. In this case, M2M core resides in transport network which may correspond to CSN in Figure 1 and Figure 2. Considering this system overview, we also believe that MGID shall be unique within CSN as well for efficient support of data transport between M2M devices and M2M server.
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Figure 3 – M2M high level system overview
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3 Proposed Texts

----------------- Start of the text proposal ---------------------------------------------------------------------------------------
[Remedy 1: Add the following definition into Section 3]
3.155 M2M CSN: a core service network that supports M2M service capability.
[Remedy 2: Modify texts on page 2, line 12 as follows;]

M2M group ID (MGID) uniquely identifies an M2M group in the domain of M2M CSNthe network entity that assigns MGID, which one or more M2M devices belong to. This ID shall be used to identify a group of M2M devices (e.g., group paging).
An MGID is assigned to an M2M device by a network entity afterduring initial network entry through DSA procedure and released during an explicit net​work exit (e.g., power down location update). The assigned MGID shall be retained by an M2M device even in idle state unless the M2M device exits from the network. The MGID can be re-assigned during normal mode and idle mode. During normalcon​nected mode, the MGID may be added and changed by DSA and DSC procedure respectively. Re-assignment procedure during idle mode is TBD.
[Remedy 3: Modify texts on page 10, line 24 as follows;]

16.2.1.3 Address for machine to machine application

16.2.1.3.1 M2M Group Identifier (MGID)

A 15-bit value that uniquely identifies an M2M group in the domain of M2M CSNthe network entity that assigns MGID, which one or more M2M devices belong to. This ID is used to identify a group of M2M devices.

An MGID is assigned to an M2M device by a network entity afterduring initial network entry through DSA procedure and released dur​ing an explicit network exit (e.g., power down location update) or when the device enters DCR mode. The MGID assignment procedure and release procedure are TBD. The assigned MGID shall be retained by an M2M device even in idle state unless the M2M device exits from the network. The MGID can be re-assigned during connected state and idle state. During connected statemode, the MGID may be added and changed by DSA and DSC procedure respectively. Re-assignment procedure during idle state is TBD.
----------------- End of the text proposal ---------------------------------------------------------------------------------------
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