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Priority access for network entry/re-entry of a large number of M2M devices
Lei Zhou, Hai Wang, Xufeng Zheng, Hyunjeong Kang, Chiwoo Lim, Jaeweon Cho, Rakesh Taori
Samsung Electronics
Introduction
In the current IEEE 802.16p SRD (80216p-10_0004r2), there is requirement of priority access as follows:

“6.2.8 The 802.16p system shall provide mechanisms for allowing access with different levels of priority for M2M devices across different classes of M2M services.”
Based on requirement of priority access in SRD, we need consider two cases including prioritization between non-M2M device and M2M device and prioritization among M2M devices based on service.
But actually we needn’t distinguish prioritization between non-M2M device and M2M device because in 802.16m, there is no any limit to non-M2M device. So we need only consider prioritization among M2M devices based on services and at the same time we need also consider that M2M service can’t affect public service. 

For stage of ranging access, we need only define two levels of traffic type:

1. Normal traffic ( no real-time time -tolerance M2M service such as smart metering, vehicles)

2. Priority traffic ( healthcare, Emergency service/ event ( power outage alert))
We think for stage of ranging access, there is no any limit to priority traffic and this point is the same as non-M2M device.

In addition, in order to flexibly schedule ranging resource, we would like to propose to respectively set minimum access class for every frame in one superframe.
------------------------------------------------------ Start of Proposed Text -----------------------------------------------------
------------------------------------------------------ Start of Proposed Text1 ----------------------------------------------------
[Remedy1: Add proposed text from line 31 on Page 21 in 80216p-10_0018r2 with the followings:]
16.2.15. 7  priority class for ranging access of M2M devices
MIN Access Class elements of M2M devices for each frame in a superframe may be broadcasted in the AAI-SCD. This set of minimum access classes is maintained until another advertisement with the AAI-SCD. Based on the sequence of minimum access classes, the M2M devices can select the frame used for the contention-based random access. If no minimum access classes are advertised in the AAI-SCD, then all access classes are allowed. When an M2M device need perform initial ranging with the ABS, the M2M device shall check if its access class with priority higher than or equal to the minimum access class advertised in the AAI-SCD. If not, then the M2M device shall wait until the network access in the AAI-SCD advertises a sequence of minimum access classes, one of which is less than or equal to the access class of the M2M device. When the access class of M2M device is allowed, the M2M device shall randomly select a backoff value within the backoff window specified by S-SFH SP3. Mapping between access class and traffic types is shown in table xx.
As shown in table xx, normal traffic may correspond to no real-time and time -tolerance M2M service such as smart metering, vehicles etc. Priority traffic may correspond to healthcare, Emergency service/ event (power outage alert) etc.

	Access class
	Traffic types

	0
	Normal traffic

	1
	priority traffic


                   Table xx mapping between access class and traffic types
------------------------------------------------------ End of Proposed Text 1-----------------------------------------------------
------------------------------------------------------ Start of Proposed Text 2----------------------------------------------------
[Remedy 2: Add the followings to the Table 708 from line# 47 Page 18 in80216p-10_0018r2 with the followings:]
	Field
	Size (bits)
	Value/Description
	Condition

	...
	...
	...
	...

	Network access MIN access class of frame (i)
	1
	INTEGER (0..1)
	Optional

	Network access MIN access class of frame (i+1)
	1
	INTEGER (0..1)
	Optional

	Network access MIN access class of frame (i+2)
	1
	INTEGER (0..1)
	Optional

	Network access MIN access class of frame (i+3)
	1
	INTEGER (0..1)
	Optional

	...
	...
	...
	...


------------------------------------------------------ End of Proposed Text -----------------------------------------------------








  


