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M2M Group ID Assignment Scheme in IEEE802.16e System 
Rui Huang, Honggang Li, Shantidev Mohanty

Intel Corporation

1. Introduction
In [1], M2M group identifier (MGID) for IEEE 802.16p system is defined in [1] and the further detail discussion for its usages and design requirements are present in [2] also. But how to assign MGID in the practical systems,  e.g. 802.16m/16e,  has not been addressed yet.   

Therefore in this contribution, we propose a MGID assignment scheme based on reusing existing dynamic sever ice flow establishment mechanism for MBS, which will minimize the impaction to the current 802.16e [3] system. The other similar scheme for 802.16m is presented in [4] also.   
2. MGID Assignment in 16e
Firstly, we can briefly introduce some MGID design issues which are addressed in [2]. 

1. MGID should be valid in both Connect and Idle mode.

2. MGID length is same as the other IDs which will be included in the corresponding control signaling, e.g. DL/UL MAP IE.

At same time, in 802.16e Multicast group ID could be satisfied with the two requirements mentioned above. That means MGID could reuse Multicast group ID establishment and management mechanism. 

In Figure 1, the propose MGID establishment procedure in 802.16e is shown. In 802.16e, the service flow connection could be initiated by either MS or BS. Therefore, MGID establishment process should consider both BS initiated and M2M device initiated situations depending on the connection initiation entity.

2.1. M2M Devices initiate the connection  

· Step1. After M2M device’s entry into the network, it will notify its traffic characteristics, e.g. the traffic interval, traffic packet size, to the BS by “SDU-Size” and “SDU Inter-arrival Interval ” in DSA-REQ message as the grouping criteria.

· Step2. BS will aggregate the M2M devices with similar traffic pattern together as a M2M group. Then BS will assign a same CID to these M2M devices in the same M2M group in DSA-RSP message. M2M Group Indicator in DSA-RSP message should be enabled also. Actually the conveyed CID in this message served as “MGID” in 16e.
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a. M2M devices initiated process
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b. BS initiated process
Figure 1. MGID assignment and typical usages
2.2. BS initiate the connection  

· Step1. BS and upper layer will predefine some M2M groups.

· Step2. BS will assign a same CID to these M2M devices in the same M2M group in DSA-REQ . M2M Group Indicator in DSA- REQ message should be enabled also. Actually the conveyed CID in this message served as “MGID” in 16e.

· Step3. M2M devices will feedback DSA- RSP to BS as the confirmation. 

3. Text Proposal 
----------------- Start of the text proposal ---------------------------------------------------------------------------------------
Proposal #1 : Add the following sections in IEEE802.16p AWD
11.13 Service flow management encodings 
…
Table 606—Service flow encodings

	Type
	Parameter

	1
	SFID

	2
	CID

	3
	Service Class Name

	4
	MBS

	5
	QoS Parameter Set Type

	6
	Traffic Priority

	7
	Maximum Sustained Traffic Rate

	8
	Maximum Traffic Burst

	9
	Minimum Reserved Traffic Rate

	10
	M2M group ID indicator

	11
	Uplink Grant Scheduling Type

	12
	Request/Transmission Policy

	…
	

	32
	Paging Preference

	33
	MBS zone identifier assignment

	34
	Reserved

	35
	Global Service Class Name

	36
	Reserved

	37
	SN Feedback Enabled


11.13.x M2M group ID indicator 
The value of this field specifies the CID(11.13.2)  assigned by the BS to a service flow is used for a M2M group connection . The 1-bit value of this field is used in BRs and in MAC PDU headers. 
	Type
	Length
	Value
	Scope

	[145/146].10
	1
	Bit 0: non M2M group 1: M2M group CID 
Bit2-7: Reserved
	DSx-REQ DSx-RSP DSx-ACK


11.13.25 SDU Inter-Arrival Interval parameter 
This parameter specifies nominal interval between consequent SDU arrivals as measured at MAC SAP. If this parameter used to specify the M2M service SDU interval, its basic unit should be “1s”.
	Type
	Length
	Value
	Scope

	[145/146].30
	2
	SDU inter-arrival interval in the resolution of 0.5 ms
If M2M group CID indicator is true, its basic resolution unit should be 1s
	DSA-REQ,DSA-RSP DSC-REQ,DSC-RSP REG-REQ, REG-RSP


---------------------------End Text Proposal----------------------------------
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