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1. Introduction
The section 6.2.5.5 in AWD [1] defines security support for Multicast Traffic. The security association to be used for transport flows associated with multicast traffic is not defined.
2. Proposed text with change marks
Add on page 24, line 16

6.2.5.2.2 SA Management
Update the table 758 in this section as show below
Table 758.—SA mapping with protection level
	SAID 
	Name of

SA
	Characteristics
	Usage

	0x00 
	Null SA 
	Neither confidentiality nor integrity protection
	For non-protected transport flow.

	0x01 
	Primary SA
	Confidentiality & integrity protection(i.e., AES-CCM mode is applied)
	Encryption for unicast control/transport flow.

	0x02 
	
	Confidentiality protection only(i.e., AES-CTR mode is applied)
	Encryption for unicast transport flow

	0x03
	Multicast SA
	Confidentiality protection only(i.e., AES-CTR mode is applied using MGTEK)
	Encryption for multicast transport flow of an M2M group

	0x03 0x04-

0xFF
	
	Reserved
	


6.2.5.2.2.1 Mapping of flows to SAs
Change the paragraph as indicated

The following rules for mapping flows to SAs apply:

a) The unicast transport flows shall be mapped to an SA.

b) The multicast or broadcast transport flows shall be mapped to Null SA.

c) The encrypted unicast control flows shall be mapped to the Primary SA.

d) The non-encrypted unicast control flows shall not be mapped to any SA.

e) The broadcast control flows shall not be mapped to any SA.
f) The multicast transport flow for an M2M group shall be mapped to Null SA or Multicast SA.
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