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Comments and amendment on IEEE 802.16p Machine to Machine (M2M) System Requirements Document (SRD)
Giwon Park

LG Electronics
This document proposes to amend the current SRD of IEEE802.16p. Some requirements that were initially thought to be necessary seem to be unnecessary; hence those are proposed to be removed from the SRD.

---------------------------------------------------- Proposed Text Start ----------------------------------------------------
Machine to Machine (M2M) System Requirements Document

31
Overview


32
References


43
Definitions


44
Abbreviations and Acronyms


55
General Requirements


55.1
Compatibility with other 802.16 equipment


55.2
Complexity


55.3
M2M Services


55.4
802.16p M2M Reference System Architecture


66
Functional Requirements


66.1
Low Power Consumption


66.2
Large Numbers of Devices


76.3
Small Burst Transmissions


86.4
Security Support


87
Performance Requirements




1 Overview

The 802.16p amendment shall be developed in accordance with the Machine to Machine (M2M) communication project authorization request (PAR) form and five criteria in the approved version of IEEE 802.16ppc-10/0003r7 [1]. The scope of the resulting project shall be as follows:

“This amendment specifies IEEE Std 802.16 medium access control (MAC) enhancements and minimal orthogonal frequency division multiple access (OFDMA) Physical Layer (PHY) modifications in licensed bands to support lower power consumption at the device, support by the Base Station of significantly larger numbers of devices, efficient support for small burst transmissions, and improved device authentication.”
This document represents the high-level system architecture and requirements for the 802.16p amendment. Both functional and performance requirements are included. All content included in any draft of the 802.16p amendment shall meet these requirements. The purpose of this amendment is to enable M2M applications and services in which the device communications require wide area wireless coverage in licensed bands, and are automated rather than human-initiated or human-controlled. The current IEEE 802.16 standard and the amendments under development do not address the unique features and requirements of M2M applications, such as very low power consumption, large number of devices, short burst transmissions, and device integrity.  The current scope of 802.16p covers the above mentioned requirements. It is recognized that these are not all-encompassing to the Machine-to-Machine applications space. However, in order to meet the significant market potential of M2M applications in a timely fashion, and to maintain competiveness of the IEEE 802.16 family of standards, it is important to accelerate the completion and evaluation of the 802.16p standard.
The M2M Technical Report [12] provides an overview of important M2M use cases that can benefit from wide area network connectivity. Key examples of M2M use cases include Smart Grid, Vehicular, and Healthcare. The requirements arising from these applications are covered in the next section for reference. In some sense, Smart Grid applications have the most mature requirements, given the momentum of industry players and governments world-wide to automate grid operations. We intend for 802.16p to, at minimum, provide new features that improve efficiency of communications for the Smart Grid.
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3 Definitions

	Terms
	 Description

	Machine-to-Machine (M2M) communication
	This is information exchange between user devices through a Base Station, or between a device and a server in the core network through a Base Station that may be carried out without any human interaction.

	M2M ASN
	Access Service Network that supports M2M service

	M2M device 
	802.16p MS with M2M functionality

	M2M subscriber
	Consumer of M2M service

	M2M Server
	An entity to communicate with M2M devices. M2M server provides an interface which can be accessed by M2M subscriber.

	M2M feature
	Unique characteristic of M2M application that is supported by M2M ASN. One or more features may be needed to support an application

	M2M group
	A group of devices that share one or more features in common, and/or belong to same M2M subscriber 

	Device collaboration
	A technique where a certain device helps the other device’s transmission


4 Abbreviations and Acronyms

	M2M
	Machine to Machine

	MS
	Mobile Station

	BS
	Base Station

	ASN
	Access Service Network

	CSN
	Connectivity Service Network

	HAN
	Home Area Network

	PHY
	Physical layer

	MAC
	Medium Access Control

	OFDMA
	Orthogonal Frequency Division Multiple Access

	QoS
	Quality of Service

	RRM
	Radio Resource Management

	SRD
	System Requirements Document

	NIST
	National Institute of Standards and Technology


5 General Requirements
5.1 Compatibility with other 802.16 equipment
IEEE 802.16p BS provides continuing support for MSs compliant with WirelessMAN-Advanced Air Interface or WirelessMAN-OFDMA R1 Reference System.
5.2 Complexity
IEEE 802.16p provides IEEE Std 802.16 medium access control (MAC) enhancements and minimal OFDMA PHY modifications to provide functionalities for efficient Machine to Machine communication.

5.3 M2M Services
IEEE 802.16p shall support services required for M2M applications (e.g. smart grid, applications on consumer devices, vehicular tracking and healthcare). Detailed M2M services are specified in IEEE 802.16ppc-10/0002r7 Machine to Machine (M2M) Communication Study Report. 
5.4 802.16p M2M Reference System Architecture
Figure 1 captures the high level system architecture for IEEE 802.16p based M2M communications. The IEEE 802.16p M2M device is an IEEE 802.16 MS with M2M functionality. The M2M server is an entity that communicates to one or more IEEE 802.16p M2M devices. The M2M server also provides an interface which can be accessed by an M2M subscriber. The M2M subscriber is a user of M2M services (e.g. a utility company). The M2M Server may reside within or outside of the Connectivity Service Network (CSN) and can provide M2M specific services for one or more IEEE 802.16p M2M devices. The M2M application runs on the IEEE 802.16p M2M device and the M2M server.
The 802.16p M2M service system architecture supports following types of M2M communication:

a) Point-to-point communication between IEEE 802.16p M2M device and IEEE 802.16p M2M server
b) Point-to-multipoint communication between the IEEE 802.16p BS and IEEE 802.16p M2M devices
In the M2M service system architecture shown in Figure 1, an IEEE 802.16p M2M device can act as an aggregation point for non IEEE 802.16 M2M devices. The non IEEE 802.16 M2M devices use different radio interfaces such as IEEE 802.11, IEEE 802.15, Bluetooth, Power Line Communications, etc. This aggregation function is shown only to illustrate an applicable use case for an 802.16p M2M device, however air interface changes to 802.16p device to support aggregation function is out of scope of 802.16p project.
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Figure 1 802.16p M2M service reference system architecture

6 Functional Requirements
This section provides requirements related to M2M features that are included in the scope of 802.16p PAR[1].  It shall be possible to subscribe to different M2M features independently according to the application or network environment.

6.1 Low Power Consumption
The 802.16p system shall support mechanisms for low power consumption in M2M devices. 

6.1.1 The 802.16p system shall provide optimized operation for M2M devices with no/low mobility to conserve power.

6.1.2 The 802.16p system shall support optimized operation for time controlled, time tolerant and in-frequent traffic to conserve power.

6.1.2.1 The 802.16p system shall support efficient radio resource management for time-controlled and time-tolerant traffic.

6.1.3 The 802.16p system shall support longer inactive periods for increased power savings for M2M devices associated with certain M2M applications.
6.1.4 The 802.16p system may support device collaboration without defining a new 16p peer-to-peer connection (i.e. all MS transmissions must be terminated at the BS).

6.2 Large Numbers of Devices
The 802.16p system shall support very large numbers of devices.  

6.2.1 The 802.16p system shall be able to identify a large number of devices individually or by group.
6.2.2 An 802.16p M2M device shall be able to join one or more M2M groups.
6.2.3 The 802.16p system shall support efficient group management for large numbers of M2M devices.
6.2.4 The 802.16p system shall support optimized signaling for resource allocation for large numbers of M2M devices individually or by group.

6.2.5 The 802.16p system shall support efficient and reliable delivery of control and data to and from a large number of devices.
6.2.6 The 802.16p system shall support efficient mechanisms for network access from large numbers of M2M devices.

6.2.6.1 The 802.16p system shall provide mechanisms to reduce access network congestion or overload from large numbers of M2M Devices.

6.2.7 The 802.16p system shall have the ability to distinguish between “normal power down” (e.g. associated with a voluntary power outage event) and “abnormal power down” (associated with an involuntary power outage event).

6.2.8 The 802.16p system shall provide mechanisms for allowing access with different levels of priority for M2M devices across different classes of M2M services.

6.2.9 The 802.16p system shall support large numbers of M2M devices in connected state as well as in idle state. Signaling shall be optimized for transitions between the two states.
6.2.10 The 802.16p system shall support various QoS levels for M2M services.

6.3 Small Burst Transmissions

The 802.16p system shall support very small burst transmissions. 

6.3.1 The 802.16p system shall support efficient transmission of small burst sizes. The 802.16p system shall minimize protocol and signaling overhead to support small burst transmission (e.g. support short burst transmission in OFDMA networks without requiring full connection establishment).
6.4 Security Support
The 802.16p system shall support integrity and authentication of M2M devices, as well as integrity and privacy of M2M application traffic which requires a secure connection.

6.4.1 The 802.16p system shall support a device validity check between the device and the network.

6.4.2 The 802.16p system shall enable a flexible security suite that can be adjusted per the security requirements of the M2M application.

6.4.3 The 802.16p system shall support efficient security for small burst transmissions.

6.4.4 The 802.16p system shall support efficient security for M2M applications with infrequent/low traffic.

6.4.5 The 802.16p system shall support using the M2M device location information for different applications (e.g. security).

7 Performance Requirements

[Editor’s Note: To be added as result of call for contributions]

---------------------------------------------------- Proposed Text End ----------------------------------------------------
��Other than the priority usage for femtocells (CSG), we don’t see clear use cases for M2M. Suggest to remove this requirement.





There may be priority based network access for GD, which is under discussion.


�No particular use case for new QoS class specific for M2M. Suggest to remove this requirement.


��Currently, SMS was suggested not to be encrypted since it may be sent in the RNG-REQ message. Suggest to remove this requirement.


��This may be achieved at higher layers or by extending the maximum life time of security keys. I see no technical specifics to define them in the AWD. Suggest to remove this requirement.


��This seems out of scope (application layer). More of a LBS issue. Suggest to remove this requirement.
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