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Proposal for M2M initial backoff window scheme in 802.16m 
Rui Huang, Honggang Li, Shantidev Mohanty
Intel Corporation
1. Introduction
In the previous sessions, some ranging optimizations to reduce the ranging collision probability due to the large number of M2M devices are discussed [1][2]. In these contributions the ranging opportunities should be extended in the time domain. However, several key issues for such schemes are not addressed yet, for instance, how about the standard impaction due to these new mechanisms and how to adjust the appropriate ranging distribution window. 

In this contribution, we will propose an adaptive initial backoff window scheme which could improve the successful access probability for M2M device with the minimum standard impaction. The other similar scheme for 802.16e is presented in [3] also.   
2. Adaptive initial backoff window scheme for M2M
The mechanism which enlarges the access window is the most effective way to reduce the random access collision. Therefore, such similar mechanisms ,which extend the devices accessing window, were proposed in 802.16p to avoid congestion from large number of devices accessing the network in a short interval of time[1][2]. 
However, there are several critical issues for these schemes open.
· Is the new configuration parameters needed or not to be defined in the current spec, e.g. Minmum access window[1] and Ranging Waiting Timer[2]?
· How to specify an appropriate time window size without huge the access delay performance degradation?

In the following subsections, we will present our adaptive initial backoff window scheme regarding to these issues above.
2.1. Standard Impaction
According to [1][2], the new parameters should be added to the current spec to support the proposed mechanisms. But the backoff mechanism, which is most effective way to reduce the random access collision [4], could also be applied when there are too many M2M devices. 

In Fig1, we give the simulation results when the initial backoff window size increasing based on EMD[5]

· Number of devices = 12000 in 60s with poissson distribution,
· 1 ranging opportunity per frame

· Initial backoff window size = 2 to 2^16
· Max backoff window size = 65536

· Max number of retries = 8

· T3 timer set to 60 ms

· 0% misdetection and false alarm probability

The results shows that 

· when initial backoff window size S = 2, the successful access ratio r will be <0.05. 
· when S=2^16,  r>0.99.
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Figure 1: Success ratio when different initial backoff window size
Proposal #1: the initial backoff window scheme in current spec[4] could effectively reduce the collision probability when it is larger than 2^10 without any additional new parameters definition. 
2.2. How to set up the appropriate initial backoff window size 
Theoretically the access collision probability is highly related to the number of access devices in a distributed duration. That means that if there is more M2M devices which attempt to access the network, the larger initial backoff window needed to reduce the collision probability. However, BS could not know the exact devices number because some of them will transmit a same ranging code. As result, it is impossible for BS to specify this initial backoff window by the number of access devices. 

3. Conclusion

In this contribution, we present a feasible solution to resolve the high random access collision probability problems raised for M2M device: an initial backoff window scheme. 
4. Text Proposal 
----------------- Start of the text proposal ---------------------------------------------------------------------------------------
Proposal #1 : Revised the following text in Section6.2.15  in the latest 16p AWD[6] 

6.2.15.3 Contention-based initial ranging and automatic adjustments

....

When the ranging channel are used for M2M device and non-M2M devices, the inital backoff window size should be configured larger one than that of non-M2M devices to minimize the collision. 
---------------------------End Text Proposal----------------------------------
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