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Abstract
This contribution proposes a mechanism to avoid a large number of devices reporting the same event.
Background

Although a large number of M2M devices my sense the same event, it may not be necessary for all to report that same event. It suffices that a one or two of the devices report the event. The type of these events is application dependent. Yet, although this problem may be almost entirely handled at the application layer, it requires some support from the MAC layer to be executed efficiently. 
First it requires that not all the devices report the event at the same time, since that could easily lead to congestion. Secondly, once the information has been received by the network, the network must signal to the devices to stop reporting the same event.
There are several ways that can prevent the devices from reporting the same event at the same time. This could be handled at the application layer by, e.g., applying some probability criterion as to whether report or not, or delaying the reporting some random time. 

How to signal to the devices to stop reporting the event is more difficult. Sending a unicast message to each device is inefficient compared to broadcasting a message, even if a short data burst were transmitted. However, setting up an MBS service to broadcast a simple message to tell the devices to stop transmitting event reports for the given event is inefficient and onerous. A broadcast MAC message seems simpler. 

The AWD already contains support for short data bursts. Short data burst are piggybacked in RNG-REQ/RSP messages. However, this service is used exclusively for unicast messages. What is needed is a broadcast or multicast short data burst transmission. Here we may either define a new message or reuse an existing MAC management message. The MOB-PAG-ADV is already used to start transmission of multicast data to an M2M group. However, the procedure is unnecessary long for short data bursts. It requires signaling of both the MOB_PAG-ADV message and the MOB_MTE-IND message, both of which are transmitted on a broadcast connection, in addition to sending the data itself on a multicast traffic connection. 
We suggest a new message to be transmitted during the M2M group’s paging listening interval, which may contain a short data burst.

Proposed Changes

Change 1:
On page 4, insert a new instruction:

[Add a new row to Table 54 as indicated: ]
	TBD
	M2M_SDB-MSG
	M2M short data burst message
	Broadcast


End of Change 1
Change 2
On page 12, line 51, Insert a new section
6.3.36.2 Multicast Short Data Burst Transmission

To send a short data burst to an M2M group, the BS may transmit the M2M_SDB-MSG to the M2M group during the listening intervals of the M2M devices of the M2M group. 

End of Change 2
Change 3
Add new section 
6.3.2.3.99 M2M_SDB-MSG (M2M short data burst message)
The BS may send an M2M_SDB-MSG to an M2M group to send up to 140 bytes of application data to each of the devices in the group.

Table XYZ

	Syntax
	Size (bits)
	Notes

	M2M_SDB-MSG_message_format() {
	
	

	For (j = 0; j < Num_MACs; j++) {

	-
	-

	MS MAC Address hash

	24
	The hash is obtained by computing a CRC24 on the MS 48-bit MAC address. The polynomial for the calculation is 0x1864CFB

	}
	
	

	TLV encoded information
	Variable
	

	}
	
	


The following parameters shall be included in this message:

Short Data Burst


Up to 140 bytes of application data

End of Change 3.
Change 4
Insert a new section 11.xy

11.xy M2M_SDB-MSG message encodings
	Type
	Length
	Value
	Scope

	1
	Variable
	Up to 140 bytes of application data.
	M2M_SDB-MSG 


End of Change 4.

  


