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Authenticated Validity for M2M devices
1. Introduction
This contribution proposes texts to handle M2M device’s validity check.
2. Proposed text change
Adopt the following remedy:
Remedy 1:
Add new subclause to the Security Sublayer clause in P802.16p/D1 
7.10 M2M device validity check

An M2M device that has device validity checking implemented and has failed its validity test shall refrain from accessing the network. During the PKM exchange an EAP based authentication procedure (IETF RFC 3748) may be used to carry a device validity certificate to the network.

Remedy 2:
Add new subclause to the AAI Security clause in 802.16p-11/0033 
6.2.5.6 M2M device validity check

An M2M device that has device validity checking implemented and has failed its validity test shall refrain from accessing the network. During the PKM exchange an EAP based authentication procedure (IETF RFC 3748) may be used to carry a device validity certificate to the network.

































































  


