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MGID, FID and Service flows 
Anil Agiwal, Anshuman Nigam, Hyunjeong Kang, Rakesh Taori
Samsung Electronics
1. Introduction
The following MGID issues needs to be addressed in draft [1]. The current text in draft [1] does not clarify whether an M2M device is assigned one or multiple MGIDs. How are the MGIDs, FIDs and service flows related to each other?

2. Proposal
A multicast service flow for an M2M device is assigned a distinct MGID. So an M2M device subscribed to multiple multicast service flows will be assigned multiple MGIDs. The multicast service flow for an M2M device is not assigned any FID in the DSx messages. The Broadcast MAP IE (defined in 6.3.5.5.2.4.13) with MGID, indicates the resources for the PHY burst carrying the MAC PDU for a multicast service flow (identified by MGID). The FID field in the MAC header of the MAC PDU carrying the MAC SDUs for the multicast service flow is set to ‘0100’.  Note that the FID ‘0100’ is not reserved. It can be assigned to unicast service flows as usual even when it is used in the MAC header for MAC PDUs of multicast service flows for M2M device.
The advantages of this proposal are:

a. When an MS moves from one BS to another BS in an M2M_GROUP_ZONE, there is no need to update FIDs for multicast service flows. 

b. Alternately, coordination amongst the BSs of M2M_GROUP_ZONE for FID assignment, in-order to reduce the FID updates, is not needed.

3. Proposed text with change marks
Change 1: Modify line 55-60; Page 28, line6-11 as follows
	
	
	
	

	If(Multicast service flow for M2M device){
	
	
	

	SFID
	32
	Service flow identifier
	Shall be present in an ABS-initiated AAI-DSA-REQ for establishing an M2M multicast service flow

	MGID
	15
	MGID to be added
	Shall be present if this service flow is related with M2M multicast service and when an 802.16p ABS initiates AAI-DSA-REQ.

	MGSS
	64
	MGSS (M2M service Group Security Seed) for an M2M device group
	May be present when an ABS initiates AAI-DSA-REQ for this service flow that is related with

	}
	
	
	


Change 2: Modify line 29-45; Page 28
	If (Confirmation Code == 0 && AMS-initiated AAI-DSA-REQ) If(Multicast service flow for M2M device)
	
	
	

	{
	
	
	

	FID
	4
	An identifier of a service flow
	

	MGID
	15
	MGID to be added
	Shall be present if this service flow is related with M2M multicast service and when an M2M device initiates AAI-DSA-REQ.

	}
	
	
	


Change 3: Delete table 763a on page 29
Change 4: Delete fields ‘Current FID’ and ‘New FID’ from table 763b, lines 51-54, page 29

Change 5: Modify the sections 6.2.28.4 and 6.2.28.4.1 as shown below
6.2.28.4 Multicast operation for machine to machine (M2M) applications

Multicast Service for M2M applications provides concurrent transport of DL data common to M2M devices belonging to an M2M device group using an MGID in an ABS. Multicast service is associated with an ABS and is offered in the downlink only. Each multicast connection is associated with a service flow provisioned with the QoS and traffic parameters for that service flow. Service flows to carry multicast data are instantiated on individual M2M devices participating in the service while in Connected State. During such instantiation, the M2M device learns the parameters that identify the service and associated service flows.

The ABS shall use a combination of MGID and FID to provide the multicast service. The same MGID and FID is assigned to a group of M2M devices that participate in the same multicast service and is assigned by a network during DSA procedure.

To access the multicast service, the M2M device that is assigned an MGID shall apply the 16-bit CRC mask with masking prefix = 0b0, message type indicator = 0b010, and decimal value = 4094 to decode the assignment A-MAP IE. If the MGID is included in the Broadcast Assignment A-MAP IE, the M2M device shall obtain the multicast burst according to the instruction in the Broadcast Assignment A-MAP IE. The FID field in the MAC header of the MAC PDU (in multicast burst) carrying the MAC SDUs for the multicast service flow is set to ‘0100’.
6.2.28.4.1 Multicast operation

An ABS may establish a DL multicast service by creating a multicast connection with each M2M device to be associated with the service. Any available FID may be used for the multicast service (i.e., there are no dedicated FIDs for multicast transport connections). The multicast connection shall be established using a combination of MGID and FID assigned through AAI-DSA MAC control. Since a multicast connection is associated with a service flow, it is associated with the QoS and traffic parameters of that service flow. For multicast connections, ARQ is not applicable, but a common security key is used to provide encryption and integrity protection for multicast traffic as described in 6.2.5.5.

Change 6: Delete fields ‘Current FID’ and ‘New FID’ from table 685, page 9

Change 7: Delete fields ‘Current FID’ and ‘New FID’ from table 706, page 20
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