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Clarifications for section 5
Yeongmoon Son
Samsung Electronics
1. Problem statement
Section 5 in IEEE802.16.1/D2 has a lot of instructions (e.g. “Insert the following paragraph at the end of 5.1:”). We need to fix it. Therefore, I suggest to modify the section 5 based on the following rule:

· IEEE802.16.1 refers to IEEE802.16-2009 because we don’t have a final version of Rev3

· Once there is any modification on a certain section in IEEE802.16.1/D2, the section will have the same format as a corresponding section in IEEE802.16-2009 and will be modified if needed
2. Text changes in IEEE P802.16.1/D2
-------------------------------  Text Start  --------------------------------------------------- 
[Modify section 5 on page 13, line 1 as follows:]
5. Service-specific CS
The description of the service-specific CS is defined in section 5 of IEEE802.16-2009. [Editor's note: Need to update cross reference during sponsor ballot]
5.1 ATM CS 
Insert the following paragraph at the end of 5.1:
The ATM CS is a logical interface that associates different ATM services with the MAC CPS SAP. The ATM CS accepts ATM cells from the ATM layer, performs classification and, if provisioned, PHS, and delivers CS PDUs to the appropriate MAC SAP. The ATM CS is not supported by the AMS or the ABS.
5.2 Packet CS
The description of the Packet CS is defined in section 5.1.2.4 of IEEE802.16-2009. [Editor's note: Need to update cross reference during sponsor ballot]
5.2.1 MAC SDU format
Change the first paragraph of 5.2.1 as follows:
Once classified and associated with a specific MAC connection, the Convergence Sublayer SDUs (CS SDUs), i.e., higher layer PDUs, shall be encapsulated in the MAC SDU format as illustrated in Figure 81. The 8-bit PHSI (payload header suppression index) field shall be present when a PHS rule has been defined for the associated connection. PHS is described in 5.2.3. The 8-bit Type ID field shall be present when a Multi-protocol flow is defined for the associated connection. This is described in 5.2.6. 
Replace Figure 8 with the following:
[image: image1.emf]
Figure 1—MAC SDU format
5.2.2 Classification 
Classification is the process by which a MAC SDU is mapped onto a particular transport connection for transmission between MAC peers. The mapping process associates a MAC SDU with a transport connection, which also creates an association with the service flow characteristics of that connection. This process facilitates the delivery of MAC SDUs with the appropriate QoS constraints.
Change the second paragraph of 5.2.2 as follows: 
A classification rule is a set of matching criteria applied to each packet entering the IEEE 802.16 network. It consists of some protocol-specific packet matching criteria (destination IP address, for example), a classifi-cation rule priority, and a reference to a CID, or for an ABS or AMS reference to a STID+FID combination. If a packet matches the specified packet matching criteria, it is then delivered to the SAP for delivery on the connection defined by the CID or STID+FID. Implementation of each specific classification capability (as, for example, IPv4 based classification) is optional. The service flow characteristics of the connection pro-vide the QoS for that packet.
Several classification rules may each refer to the same service flow. The classification rule priority is used for ordering the application of classification rules to packets. Explicit ordering is necessary because the patterns used by classification rules may overlap. The priority need not be unique, but care shall be taken within a classification rule priority to prevent ambiguity in classification. DL classification rules are applied by the BS to packets it is transmitting and UL classification rules are applied at the SS. Figure 2 and Figure 3 illustrate the mappings discussed in the previous paragraph.
It is possible for a packet to fail to match the set of defined classification rules. In this case, the CS shall discard the packet.
Replace Figure 9 in 5.2.2 with the following figure:
[image: image2.emf]
Figure 2—Classification and CID mapping (BS to SS)
Replace Figure 10 in 5.2.2 with the following figure:
[image: image3.emf]
Figure 3—Classification and CID mapping (SS to BS)
5.2.3 Payload header suppression (PHS) 
In PHS, a repetitive portion of the payload headers of the higher layer is suppressed in the MAC SDU by the sending entity and restored by the receiving entity. Implementation of PHS capability is optional. On the UL, the sending entity is the SS and the receiving entity is the BS. On the DL, the sending entity is the BS and the receiving entity is the SS. If PHS is enabled at MAC connection, each MAC SDU is prefixed with a PHSI, which references the Payload Header Suppression field (PHSF).
Change the second paragraph of 5.2.3 as follows:
The sending entity uses classification rules to map packets into a service flow. The classification rule uniquely maps packets to its associated PHS Rule. The receiving entity uses the CID or STID+FID and the PHSI to restore the PHSF. Once a PHSF has been assigned to a PHSI, it shall not be changed. To change the value of a PHSF on a service flow, a new PHS rule shall be defined, the old rule is removed from the service flow, and the new rule is added. When all classification rules associated with the PHS rule are deleted, then the PHS rule shall also be deleted.
PHS has a payload header suppression valid (PHSV) option to verify or not verify the payload header before suppressing it. PHS has also a payload header suppression mask (PHSM) option to allow select bytes not to be suppressed. The PHSM facilitates suppression of header fields that remain static within a higher layer session (e.g., IP addresses), while enabling transmission of fields that change from packet to packet (e.g., IP Total Length).
Change the fourth paragraph of 5.2.3 as follows:
The BS shall assign all PHSI values just as it assigns all CID or STID+FID values. Either the sending or the receiving entity shall specify the PHSF and the payload header suppression size (PHSS). This provision allows for preconfigured headers or for higher level signaling protocols outside the scope of this standard to establish cache entries. 
It is the responsibility of the higher layer service entity to generate a PHS Rule that uniquely identifies the suppressed header within the service flow. It is also the responsibility of the higher layer service entity to guarantee that the byte strings that are being suppressed are constant from packet to packet for the duration of the active service flow.
Change 5.2.3.1 as follows: 
5.2.3.1 PHS operation
SS and BS implementations are free to implement PHS in any manner as long as the protocol specified in this subclause is followed. Figure 114 illustrates the following procedure. 
A packet is submitted to the packet CS. The SS applies its list of classification rules. A match of the rule shall result in an UL service flow and CID or STID+FID and may result in a PHS Rule. The PHS Rule pro-vides PHSF, PHSI, PHSM, PHSS, and PHSV. If PHSV is set to 0 or not present, the SS shall compare the bytes in the packet header with the bytes in the PHSF that are to be suppressed as indicated by the PHSM. If they match, the SS shall suppress all the bytes in the UL PHSF except the bytes masked by PHSM. The SS shall then prefix the PDU with the PHSI and present the entire MAC SDU to the MAC SAP for transport on the UL.
When the MAC protocol data unit (MAC PDU) is received by the BS from the air interface, the BS MAC shall determine the associated CID or STID+FID by examination of the gGeneric MAC header or Advanced Generic MAC Header. The BS MAC sends the PDU SDU to the MAC SAP associated with that CID or STID+FID. The receiving packet CS uses the CID or STID+FID and the PHSI to look up PHSF, PHSM, and PHSS. The BS reassembles the packet and then proceeds with normal packet processing. The reassembled packet contains bytes from the PHSF. If verification was enabled, then the PHSF bytes equal the original header bytes. If verification was not enabled, then there is no guarantee that the PHSF bytes match the orig-inal header bytes. 
A similar operation occurs on the DL. The BS applies its list of Classifiers classification rules. A match of the classification shall result in a DL service flow and a PHS rule. The PHS rule provides PHSF, PHSI, PHSM, PHSS, and PHSV. If PHSV is set to 0 or not present, the BS shall verify the Downlink Suppression field in the packet with the PHSF. If they match, the BS shall suppress all the bytes in the Downlink Suppression field except the bytes masked by PHSM. The BS shall then prefix the PDU with the PHSI and present the entire MAC SDU to the MAC SAP for transport on the DL. 
The SS shall receive the packet based upon the CID or STID+FID Address filtering within the MAC. The SS receives the PDU and then sends it to the CS. The CS then uses the PHSI and CID or STID+FID to lookup PHSF, PHSM, and PHSS. The SS reassembles the packet and then proceeds with normal packet processing.
Figure 125 demonstrates packet header suppression and restoration when using PHS masking. Masking allows only bytes that do not change to be suppressed. Note that the PHSF and PHSS span the entire sup-pression field, included suppressed and unsuppressed bytes. 
[image: image4.emf]
Figure 4—PHS operation
[image: image5.emf]
Figure 5—PHS with masking
Change 5.2.3.2 as follows: 
5.2.3.2 PHS signaling 
PHS requires the creation of the following three objects: 
a) Service flow 
b) Classification rule 
c) PHS rule
These three objects may be created either simultaneously or in separate message flows. 
PHS rules are created with DSA or dynamic service change (DSC) messages. The ABS shall define the PHSI when the PHS Rrule is created. If the AMS includes more than one classification rule and at least one PHS rule in AAI-DSx-REQ message when initiating a dynamic service addition via AAI-DSA-REQ or change via AAI-DSC-REG, the MS shall include a temporary PHSI (i.e., 145/146.cst.6.1) with each PHS rule in the AAI-DSx-REQ message. Temporary PHSI(s) shall only be used by the ABS to identify the association of the PHS rule to cor-responding classification rule(s) included in the AAI-DSA-REQ or AAI-DSC-REQ from the AMS by inclusion of the Associated PHSI field TLV (see 11.13.18.3.3.13Table 131) and shall have no further meaning beyond this. Temporary PHSI(s) included in AAI-DSx-REQ sent from the AMS shall not constrain the PHSI values assigned by the ABS. If the ABS cannot identify the association between PHS rule(s) and classification rule(s), the ABS shall reject the AAI-DSx-REQ message sent from the AMS. PHS rules are deleted with the DSC or dynamic service deletion (DSD) messages. The SSAMS or ABS may define the PHSS and PHSF. To change the value of a PHSF on a ser-vice flow, a new PHS rule shall be defined, the old rule is removed from the service flow, and the new rule is added. 
Figure 46 shows the two ways to signal the creation of a PHS rule. 
It is possible to partially specify a PHS rule (in particular the size of the rule) at the time a service flow is created. As an example, it is likely that when a service flow is first provisioned, the header fields to be sup-pressed will be known. The values of some of the fields [for example: IP addresses, User Datagram Protocol (UDP) port numbers, etc.] may be unknown and would be provided in a subsequent AAI-DSC as part of the acti-vation of the service flow (using the “Set PHS Rule” DSC Action). If the PHS rule is being defined in more than one step, each step, whether it is a AAI-DSA or AAI-DSC message, shall contain both the SFID (or reference) and a PHS index to uniquely identify the PHS rule that is being defined.
Replace Figure 13 in 5.2.3.2 with the following figure:
[image: image6.emf]
Figure 46—PHS signaling example
5.2.4 IEEE 802.3/Ethernet-specific part 
5.2.4.1 IEEE 802.3/Ethernet CS PDU format
The IEEE 802.3/Ethernet PDUs are mapped to MAC SDUs according to Figure 147 (when header suppression is enabled at the connection, but not applied to the CS PDU) or Figure 158 (with header suppression). In the case where PHS is not enabled, PHSI field shall be omitted.
The IEEE 802.3/Ethernet PDU shall not include the Ethernet FCS when transmitted over this CS.
[image: image7.emf]
Figure 7—IEEE 802.3/Ethernet CS PDU format without header suppression
[image: image8.emf]
Figure 8—IEEE 802.3/Ethernet CS PDU format with header suppression
Change 5.2.4 as follows: 
ROHC (refer to IETF RFC 3095) may be used in addition to PHS to compress the IP header portion of an IP packet over Ethernet frame. The MS and the BS shall set bit 7 of Request/Transmission Policy (see 11.13.11 in IEEE802.16-2009[Editor's note: Need to update cross reference during sponsor ballot]) to 0 to enable ROHC. The AMS and the ABS shall set bit 7 of Request/Transmission Policy (see 11.13.11Table 131) to 0 to enable ROHC. When ROHC is enabled for a service flow, the service flow constitutes what in RFC 3095 is referred to as a ROHC channel. Two service flows cannot share a ROHC channel, and two ROHC channels cannot share the same service flow. On a service flow for which ROHC has been enabled, all of the IP packet parts of IP over Ethernet frames shall pass through the ROHC compressor on the sender side and the decompressor on the receiver side. 
ROHC compression and decompression operation shall be performed in accordance with RFC 3095, RFC 3759, RFC 3243, RFC 4995, RFC 3843, RFC 4996. To enable ROHC, the following two steps are required:
1) Capability negotiation during REG-REQ/RSP message exchange to determine whether ROHC is supported. In AAI system, capability negotiation during AAI-REG-REQ/RSP message exchange to determine whether ROHC is supported.
2) Indication in DSA-REQ/RSP messages to enable ROHC for the service flow. In AAI system, Indication in AAI-DSA-REQ/RSP messages to enable ROHC for the service flow.
5.2.4.2IEEE 802.3/Ethernet CS classification rules
The description of the IEEE 802.3/Ethernet CS classification rules is defined in section 5.2.2.4 of IEEE802.16-2009[Editor's note: Need to update cross reference during sponsor ballot].
5.2.5 IP specific part
The description of the IP specific part is defined in section 5.2.5 of IEEE802.16-2009[Editor's note: Need to update cross reference during sponsor ballot].
5.2.5.1 IP CS PDU format

The format of the IP CS PDU shall be as shown in Figure 169 (when header suppression is enabled at the connection, but not applied to the CS PDU) or Figure 1710 (with header suppression). In the case where PHS is not enabled, the PHSI field shall be omitted.
[image: image9.emf]
Figure 9—IP CS PDU format without header suppression
[image: image10.emf]
Figure 10—IP CS PDU format with header suppression
Change the second paragraph of 5.2.5.1 as follows:

ROHC (refer to RFC 3095) may be used instead of PHS to compress IP headers. The MS and the BS signal enabling of ROHC by setting bit 7 of Request/Transmission Policy (see 11.13.11 in IEEE802.16-2009[Editor's note: Need to update cross reference during sponsor ballot]) to 0. The AMS and the ABS signal enabling of ROHC by setting Bit 6 of Request/Transmission Policy to 0 in the AAI-DSA-REQ message. When ROHC is enabled for a service flow, the service flow constitutes what in RFC 3095 is referred to as a ROHC channel.
Two service flows cannot share a ROHC channel, and two ROHC channels cannot share the same service flow. All IP packets that are classified onto a service flow for which ROHC has been enabled shall pass through the ROHC compressor on the sender side, and the decompressor on the receiver side.

ROHC compression and decompression operation shall be performed in accordance with RFC 3095, RFC 3759, RFC 3243, RFC 4995, RFC 3843, RFC 4996. To enable ROHC, the following two steps are required:

1) Capability negotiation during REG-REQ/RSP message exchange to determine whether ROHC is supported. In AAI system, Capability negotiation during AAI-REG-REQ/RSP message exchange to determine whether ROHC is supported.
2) Indication in DSA-REQ/RSP messages to enable ROHC for the service flow. In AAI system, indication in AAI-DSA-REQ/RSP messages to enable ROHC for the service flow.
[image: image11.emf]
Figure 11—ROHC Function
5.2.5.2 IP classification rules

Change 5.2.5.2 as indicated:

IP classification rules operate on the fields of the IP header and the transport protocol. The For SS and BS, the parameters (11.13.18.3.3.2 through 11.13.18.3.3.7 and 11.13.18.3.3.16 in IEEE802.16-2009[Editor's note: Need to update cross reference during sponsor ballot]) may be used in IP classification rules. For AAI, IP classification rules may operate on the fields of the inner IP header and/or outer IP header. For AMS and ABS, the Packet Classification Rule parameters (Table 86) may be used in IP classification.

Insert a new subclause 5.2.6 as follows:

5.2.6 Support for multiple protocols on the same flow

In order to transport several types of protocols over the same MAC connection, the Multi-protocol flow can be used. The receiver shall identify the protocol to correctly forward the SDU. For instance, if the information carried by the SDU is a RoHC packet, it should be forwarded to the RoHC decompressor. The receiver does this according to the Type ID field, which is the first byte of a Multi-protocol flow connection as depicted in Figure 512 and Figure 613. Type ID may vary from SDU to SDU on the same flow.

Multi-protocol CS classification rules operate on the fields of the Multi-protocol Type ID, and/or the Packet Classification Rule parameters in Table 131, for example, the header fields of the IEEE 802.3/Ethernet header, VLAN header, IP header, and the transport protocol.
[image: image12.emf]
Figure 512—Multi-protocol flow PDU format without PHS
[image: image13.emf]
Figure 613—Multi-protocol flow PDU format with PHS
On the transmitter side, once the type of an incoming packet is determined, the appropriate classification rules are applied to the packet and the correct service flow is identified. It is then optionally forwarded to the header suppression mechanism (PHS or RoHC) and then mapped MAC SAP using the format described in this subclause. The Type ID content is set by the transmitter to the protocol identified by the classification and according to the Table 71.
Figure 7Table 1—Type ID for Multi-protocol flow
[image: image14.emf]
-------------------------------  Text End  ---------------------------------------------------
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A





SSAMS-





SSAMS





SSAMS





A





A





AAI-





AAI-





AAI-





AAI-





AAI-





AAI-



































































































































































































































3

