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Merging the 802.1Q Specific Subpart and the 802.3 Specific Subpart of the Packet CS
David Johnston

Intel Corporation
Explanation

The 802.1Q specific subpart of the Packet CS is incompletely specified and architecturally flawed.

The specification lacks a proper definition of the CS SAP and its primitives when operating in the 802.1Q CS mode.

The 802.1Q specific subpart attempts to mandate that SDUs passing through it contain a VLAN header. However this is inconsistent with the 802.1D and 802.1Q specification which provide for the dynamic configuration of the tagging and untagging behavior of bridge ports and provide for a richer collection of single and multiple tags than the 802.1Q subpart considers.

It is not appropriate for the MAC to try to force the presence of absence of VLAN headers. That is the role of the bridge function defined in 802.1D and 802.1Q, which is outside the MAC. It is appropriate for such configuration to be permitted, but that is already handled by 802.1D and 802.1Q.

However the simple deletion of the 802.1Q specific subpart would also delete classifiers that are useful in classifying VLAN tag content.

The 802.3 specific subpart does have a well defined SAP. 802.16k by reference mandates that it be the same as the 802.3 MAC SAP.

Accordingly, the logical approach is to remove the 802.1Q subpart of the packet CS, but retain the classification rules and merge them into the 802.3 specific subpart, where they can be used in configurations where VLAN headers are known to exist.

There is another related problem with the classifier tables. There is no plain IP mode. All IP modes have some specificity towards the IP version or header compression. This proposal adds bits for “Packet, IP” to the classifier tables, to permit a generic IP service that can carry any IP version, intermixed as the IP specifications permit.
Proposed Text Changes

The text below provides the changes required to remove the 802.1Q CS from the draft revised 802.16 standard and merge the 802.1Q classifiers into the 802.3 specific subpart of the packet CS along with a number of editorial and technical corrections to the associated text.

[Strike all of 5.2.5, 5.2.5.1 and 5.2.5.2]
[Remove the 802.1Q/VLAN block from Figure 23]

[Modify 11.7.7.1, splitting the principle cell of the table into 3 sub columns and 16 rows as below]

11.7.7.1 Classification/PHS options and SDU encapsulation support

This parameter indicates which classification/PHS options and SDU encapsulation the SS supports. By default, Packet, IPv4 and 802.3/Ethernet shall be supported, thus absence of this parameter in REG-REQ means that named options are supported by the SS. When the length field of the TLV is 2, it indicates that bits 16-31 should be considered to be equal to zero.

	Type
	Length
	Bit #
	CS
	CS Subpart
	Traffic Constraint
	Scope

	7
	2 or 4
	Bit 0: 
	ATM (5.1)
	N/A
	none
	REG-REQ, REG-RSP

	
	
	Bit 1: IPv4
	Packet (5.2)
	IP (5.2.6)
	IPv4 Traffic Only
	

	
	
	Bit 2: Packet, IPv6
	Packet (5.2)
	IP (5.2.6)
	IPv6 Traffic Only
	

	
	
	Bit 3: Packet, 802.3/Ethernet
	Packet (5.2)
	802.3/Ethernet (5.2.4)
	none
	

	
	
	Bit 4: Packet, 802.1Q VLAN
	Reserved
	
	
	

	
	
	Bit 5: Packet, IPv4 over 802.3/Ethernet
	Packet (5.2)
	802.3/Ethernet (5.2.4)
	IPv4 Traffic Only
	

	
	
	Bit 6: Packet, IPv6 over 802.3/Ethernet
	Packet (5.2)
	802.3/Ethernet (5.2.4)
	IPv6 Traffic Only
	

	
	
	Bit 7: Packet, IPv4 over 802.1Q VLAN
	Reserved
	
	
	

	
	
	Bit 8: Packet, IPv6 over 802.1Q VLAN
	Reserved
	
	
	

	
	
	Bit 9: Packet, IEEE 802.3/Ethernet (with optional IEEE 802.1Q VLAN tags) and ROHC header compression
	Packet (5.2)
	802.3/Ethernet (5.2.4)
	ROHC Header Compressed IP
	

	
	
	Bit 10: Packet, IEEE 802.3/Ethernet (with optional IEEE 802.1Q VLAN tags) and ECRTP header compression
	Packet (5.2)
	802.3/Ethernet (5.2.4)
	ECRTP Header Compressed IP
	

	
	
	Bit 11: Packet, IP (v4 or v6) with ROHC header compression
	Packet (5.2)
	IP (5.2.6)
	ROHC Header Compressed IPv4 or  ROHC Header Compressed IPv6
	

	
	
	Bit 12: Packet, IP (v4 or v6) with ECRTP header compression
	Packet (5.2)
	IP (5.2.6)
	ECRTP Header Compressed IPv4 or  ECRTP Header Compressed IPv6
	

	
	
	Bit 13: GPCS
	GPCS (5.3)
	N/A
	Determined by GPCS_PROTOCOL_TYPE TLV (11.12.19.5)
	

	
	
	14
	Packet (5.2)
	IP (5.2.6)
	none
	

	
	
	Bits 145–31: Reserved; shall be set to zero
	Reserved
	
	
	


[Modify 11.13.19.1]

11.13.19.1 CS Specification Parameter

This parameter specifies the CS that the connection being set up shall use.
	Type
	Length
	Value
	Scope

	[145.146].28
	1
	0: GPCS (Generic Packet Convergence Sublayer)
1: Packet, IPv4
2: Packet, IPv6
3: Packet, 802.3/Etherneta
4: Packet, 802.1Q VLAN Reserved
5: Packet, IPv4 over 802.3/Etherneta
6: Packet, IPv6 over 802.3/Etherneta
7: Packet, IPv4 over 802.1Q VLAN Reserved
8: Packet, IPv6 over 802.1Q VLAN Reserved
9: ATM
10: Packet, IEEE 802.3/Etherneta and ROHC header compression
11: Packet, IEEE 802.3/Etherneta and ECRPT header compression
12: Packet, IPb with ROHC header compression
13: Packet, IPb with ECRTP header compression
14: Packet, IPb
145–255: Reserved
	DSA-REQ


aClassifiers for IEEE 802.1Q VLAN tags may be applied to service flows of this CS type.
bSDUs for service flows of this CS type may carry either IPv4 or IPv6 in the header-compressed payload.
[Modify 11.13.19.2]

Each CS defines a set of parameters that are encoded within a subindex under the “cst” values listed below. In the cases of IP over IEEE 802.x3, the relevant IP and IEEE 802.x3 parameters shall be included in the DSx-REQ message.

	cst
	CS

	99
	ATM

	100
	Packet, IPv4

	101
	Packet, IPv6

	102
	Packet, IEEE 802.3/Ethernet

	103
	Packet, IEEE 802.1Q VLAN Reserved

	104
	Packet IPV4 over IEEE 802.3/Ethernet

	105
	Packet IPV6 over IEEE 802.3/Ethernet

	106
	Packet IPV4 over IEEE 802.1Q VLAN Reserved

	107
	Packet IPV6 over IEEE 802.1Q VLAN Reserved

	108
	Packet, IP with ROHC header compression

	109
	Packet, IP with ECRTP header compression

	110
	Packet, IP over IEEE 802.3/Ethernet with ROHC header compression

	111
	Packet, IP over IEEE 802.3/Ethernet with ECRTP header compression

	112
	GPCS (Generic Packet Convergence Sublayer)

	113
	Packet IP


[Modify 12.1.1.6.1]

12.1.1.6.1 Packet CS parameters for DSA-REQ—BS-initiated
· Packet Classification Rule(s) (UL service flows only, default is no classification)

· Classifier Rule Priority (default to 0)

· Classifier Rule Index

· IP Type of Service/DSCP (only for IP CSs, default = don’t classify on this) 

· Protocol (only for IP CSs, default = don’t classify on this)

· IP Masked Source Address (only for IP CSs, default = don’t classify on this)

· IP Destination Address (only for IP CSs, default = don’t classify on this)

· Protocol Source Port Range (only for IP CSs, default = don’t classify on this)

· Protocol Destination Port Range (only for IP CSs, default = don’t classify on this)

· Ethernet Destination MAC Address (only for Ethernet CSs, default = don’t classify on this)

· Ethernet Source MAC Address (only for Ethernet CSs, default = don’t classify on this)

· Ethertype/IEEE 802.2 SAP (only for Ethernet CSs, default = don’t classify on this)

· IEEE 802.1D User Priority (only for VLAN CSs Ethernet CSs on which VLAN headers carry the priority bits, default = don’t classify on this)

· IEEE 802.1Q VLAN_ID (only for VLAN Ethernet CSs, default = don’t classify on this)

· Associated PHSI (default is no PHS for this classifier match)

· Vendor-specific Classifier Parameters

· PHS Rule(s)

· PHSI

· PHSS

· PHSF

· PHSM (default is suppress all bytes of the suppression field)

· PHSV (default is verify)

· Vendor-specific PHS Parameters

[Modify 12.1.1.6.3]

12.1.1.6.3 Packet CS Parameters for DSC-REQ—BS Initiated

· Classifier Dynamic Service Change Action(s)

· Packet Classification Rule(s) (UL service flows only, 1 per Action)

· Classifier Rule Index

· Classifier Rule Priority (default to 0)

· IP Type of Service/DSCP (only for IP CSs, default = don’t classify on this)

· Protocol (only for IP CSs, default = don’t classify on this)

· IP Masked Source Address (only for IP CSs, default = don’t classify on this)

· IP Destination Address (only for IP CSs, default = don’t classify on this)

· Protocol Source Port Range (only for IP CSs, default = don’t classify on this)

· Protocol Destination Port Range (only for IP CSs, default = don’t classify on this)

· Ethernet Destination MAC Address (only for Ethernet CSs, default = don’t classify on this)

· Ethernet Source MAC Address (only for Ethernet CSs, default = don’t classify on this)

· Ethertype/IEEE 802.2 SAP (only for Ethernet CSs, default = don’t classify on this)

· IEEE 802.1D User Priority (only for VLAN CSsEthernet CSs on which VLAN headers carry the priority bits, default = don’t classify on this)

· IEEE 802.1Q VLAN_ID (only for VLAN Ethernet CSs, default = don’t classify on this)

· Associated PHSI (default is no PHS for this classifier match)

· Vendor-specific Classifier Parameters

· PHS Dynamic Service Change Action

· PHS Rule(s) (1 per Action)

· PHSI

· PHSS

· PHSF

· PHSM (default is suppress all bytes of the suppression field)

· PHSV (default is verify)

· Vendor-specific PHS Parameters


  


