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Deletion of the Secondary Management Connection
David Johnston

Intel Corporation
Explanation

The secondary management connection (SMC) is a parallel IP protocol stack on top of the 802.16 MAC through which a device may be managed. However it is incompletely specified. E.G. It lacks a clear definition of how IP is mapped onto MSDUs or by what convergence sublayer. In addition it is starting to become redundant as management over the data bearers through OMA-DM, SSNMP and TR-069 become the norm.

The text around the invocation of TOD establishment and DHCP within the network entry has confused many readers who interpret it as being applied to user transport connections.

The text would benefit from the removal of the secondary management connection in terms of simplicity, clarity and completeness.

Proposed Text Changes

The text below provides the changes required to remove the Secondary Management Connection from the draft revised 802.16 standard, along with a number of editorial and technical corrections to the associated text.

[Modify 1.4.1, page 5, second paragraph, lines 20-24]
The management information between SS and BS will be carried over the secondary management connection for managed SS. If the secondary management connection does not exist, the SNMP messages, or any other management protocol messages, may go through another interface in the customer premise or on a transport connection over the air interface. 

[Modify 1.4.5, page 6, first paragraph, lines 57-60]
Figure 4 describes a simplified network reference model. Multiple SSs or MS may be attached to a BS. SSs or MS communicate to the BS over the U interface using a Primary Management Connection, or a Basic Management Connection or a Secondary Management Connection 

[Modify 1.4.5.1, page 7, first paragraph, lines 35-47]
This standard observes the following correlation:

· MAC management PDUs that are exchanged on the basic management connection trigger or are triggered by primitives that are exchanged over the C-SAP.

· MAC management PDUs that are exchanged on the primary management connection trigger or are triggered by primitives that are exchanged over either the C-SAP or the M-SAP depending on the particular management or control operation.

· Messages that are exchanged over the secondary management connection trigger or are triggered by primitives that are exchanged over the M-SAP.

[Modify 3.45, page 16, lines 45-50]
3.45 management connection: A connection used for transporting medium access control layer (MAC) management messages or standards-based messages required by the MAC. For MAC management messages, see also: basic connection, primary management connection, broadcast connection, initial ranging connection. For standards-based messages required by the MAC, see also: secondary management connection. 

[Delete 3.70, page 18, lines 50-54]
3.70 secondary management connection: A connection that may be established during subscriber station (SS) registration that is used to transport standards-based [e.g, Simple Network Management Protocol (SNMP), Dynamic Host Configuration Protocol (DHCP)] messages.

[Modify 3.86, page 19, lines 57-60]
3.86 transport connection: A connection used to transport user data. It does not include any traffic over the basic, or primary, or secondary management connections. A fragmentable transport connection is a connection that allows fragmentation of service data units (SDUs).

[Modify 6.3.1.1, page 47, paragraph 2, lines 26-40]
Connections are identified by a 16-bit CID. At SS initialization, two pairs of management connections (UL and DL) shall be established between the SS and the BS, and a third pair of management connections may be optionally generated. The two three pairs of management connections reflect the fact that there are inherently two three different levels of QoS for management traffic between an SS and the BS. The basic connection is used by the BS MAC and SS MAC to exchange short, time-urgent MAC management messages. The primary management connection is used by the BS MAC and SS MAC to exchange longer, more delay-tolerant MAC management messages. Table 38 specifies which MAC management messages are transferred on which of these two connections. In addition, it also specifies which MAC management messages are transported on the broadcast connection. Finally, the secondary management connection is used by the BS and SS to transfer delay-tolerant, standards-based [Dynamic Host Configuration Protocol (DHCP), Trivial File Transfer Protocol (TFTP), SNMP, etc.] messages. Messages carried on the secondary management connection may be packed and/or fragmented. For the SCa, OFDM, and OFDMA PHYs, management messages shall have CRC. Use of the secondary management connection is required only for managed SS.

[Modify 6.3.1.1, page 47, paragraph 4, lines 47-54]
For bearer services, the BS initiates the set-up of service flows based upon the provisioning information distributed to the BS. The registration of an SS, or the modification of the services contracted at an SS, stimulates the higher layers of the BS to initiate the setup of the service flows. When admitted or active, service flows are uniquely associated with transport connections. MAC management messages shall never be transferred over transport connections. Bearer or data services shall never be transferred on the basic, or primary, or secondary management connections.

[Modify 6.3.2.3.7, page 98, lines 19-23]
ARQ Parameters (11.7.1)

ARQ and fragmentation parameters desired by the SS for establishing the secondary management connection. When the TLV is not supplied, the SS is indicating its desire to not support ARQ on the connection. For purposes of the parameter negotiation dialog, the parameters supplied in this message are equivalent to those supplied in the DSA-REQ message.

[Modify 6.3.2.3.8, page 99, lines 26-39]
Secondary Management CID (11.7.5)

Present only if the SS has indicated in the REG-REQ that it is a managed SS.
When the Secondary Management CID is present, the following UL QoS parameters may be also included in the message:

Traffic Priority (11.13.5) 
Maximum Sustained Traffic Rate (11.13.6)
Minimum Reserved Traffic Rate (11.13.8)
Maximum Latency (11.13.14)

IP management mode (11.7.3)

Response to REG-REQ indication of whether the requester wishes to accept IP-based traffic on the secondary management connection, once the initialization process has completed.

[Modify 6.3.2.3.8, page 100, lines 14-20]
ARQ Parameters (11.7.1)

ARQ and fragmentation parameters specified by the BS to complete ARQ parameter negotia-tion for the secondary management connection. This information is only included in the mes-sage if ARQ parameters where supplied by the SS in the original REG-REQ message. For purposes of the parameter negotiation dialog, the parameters supplied in this message are equivalent to those supplied in the DSA-RSP message. 

[Delete all of 6.3.2.3.28, starting page 140, line 52]
[Delete all of 6.3.2.3.29, starting page 141, line 49]
[Modify 6.3.2.3.32, page 143, lines 35-37]
For Transport CIDs, the Direction bits shall be set to 0b00 on transmission, and ignored on reception. For Secondary Management CIDs, the Direction bits shall be set to 0b01 or 0b10 as appropriate. and other Other values shall cause the message to be treated as invalid and discarded on reception.

[This note  isn’t text to insert.. Note, that this section seems defective. How can you be classifying IP traffic like this? The SMC behaves like a transport connection. It looks like 01 and 10 are supposed to apply to normal management CIDs.]

[Modify 6.3.2.3.43.3, page 173, lines 1-7]
The reduced CID is composed of 1 bit of prefix and n-bits of LSB of CID of SS. The prefix is set to 1 for the Broadcast CID or Multicast Polling CID and set to 0 for Basic CID. The reduced CID cannot be used instead of a Transport, or Primary Management, or Secondary Management CID. An exception to the above is when the multicast polling RCID is used in DL. If a DL CID decoded from a prefix 1 and RCID-11 is in the range of the Multicast Polling CID (0xFF00–0xFFFD), then the DL CID should be interpreted as a DL Transport CID by subtracting 0xFF (0xFFFD–0xFEFE). 

[Modify 6.3.2.3.52, page 243, lines 22-29]
The New CIDs shall be set according to the followings: the first CID in the list shall be Basic CID; the second CID in the list shall be the Primary Management CID, the third CID in the list shall be Secondary Management CID if secondary management connection is established for the MS at the current serving BS. The remaining CIDs shall be Transport CIDs, Multicast Polling CIDs are enumerated by the ascending order of corresponding current SFIDs. The MS shall store the CIDs associated with the newly added BS and using the CIDs when the newly added BS becomes the anchor BS.

[Modify 6.3.2.3.54, page 256, lines 55-63]
The New CIDs shall be set according to the followings: the first CID in the list shall be basic CID; the second CID in the list shall be the primary management CID, the third CID in the list shall be Secondary Management CID if secondary management connection is established for the MS at the current serving BS. The remaining CIDs shall be transport CIDs, multicast CIDs are enumerated by the ascending order of corresponding current SFIDs. The MS shall store the CIDs associated with the newly added BS and use the CIDs when the newly added BS becomes the anchor BS. 

[Modify figure 75, subclause 6.3.9, page 327, And following text]
Remove “Establish IP connectivity” block

Remove “IP Complete” block

Remove “Establish Time of Day” block

Remove “Time of day established” block

Remove “Transfer operational parameters” block

Remove “Transfer Complete” block

Connect “Registration Complete block” directly to “Establish Provisioned Connections” block

The procedure can be divided into the following phases:

a) Scan for DL channel and establish synchronization with the BS

b) Obtain Tx parameters (from UCD message)

c) Perform ranging

d) Negotiate basic capabilities

e) Authorize SS and perform key exchange

f) Perform registration

g) Establish IP connectivity

h) Establish time of day

i) Transfer operational parameters

ji) Set up connections

Implementation of phase e) is optional. This phase shall be performed if both SS and BS support Authorization Policy. Implementation of phases g), h), and i) at the SS is optional. These phases shall only be performed if the SS has indicated in the REG-REQ message that it is a managed SS.

[Modify 6.3.9.5.1, page 337, lines 17-28]
On receiving a RNG-RSP instruction to move to a new DL frequency, the SS shall consider any previously assigned Basic, and Primary Management, and Secondary Management CIDs to be deassigned and shall obtain new Basic, and Primary Management, and Secondary Management CIDs via initial ranging and registration.

It is possible that the RNG-RSP may be lost after transmission by the BS. The SS shall recover by timing out and reissuing its Initial RNG-REQ. Since the SS is uniquely identified by the source MAC address in the ranging request, the BS may immediately reuse the Basic, and Primary Management, and Secondary Management CIDs previously assigned. If the BS assigns new Basic, and Primary Management, and Secondary Management CIDs, it shall make some provision for aging out the old CIDs that went unused. 

[Modify 6.3.9.9, page 345, lines 47-52]
Registration is the process by which the SS is allowed entry into the network and a managed SS receives its Secondary Management CID and thus becomes manageable. To register with a BS, the SS shall send a REG-REQ message to the BS. The BS shall respond with a REG-RSP message. For an SS that has indicated being a managed SS in the REG-REQ message, the REG-RSP message shall include the Secondary Management CID. Figure 89 shows the procedure that shall be followed by the SS. 

[Modify figure 90, page 346, lines 38-50:

Remove “Managed SS?”Decision element

Remove “establish secondary management connection” box

Remove “establish IP connectivity” box.

Connect “Stop t6” box directly to “Set up provisioned connections” box.]

[Modify figure 91, page 347, lines 36-48:

Remove “Managed SS?” Decision element

Remove all of ‘yes’path from that decision element (the right hand path)

Connect “Set SS capabilities supported in SS response” box directly to left hand path from the deleted decision element.]

[Modify figure 92, page 348, lines 46:

Delete TFTP from bottom state bubble.]

[Modify figure 94 and the text immediately below, page 350, lines 39-49]
Delete TFTP from bottom state bubble.

For managed SS, upon sending a REG-RSP, the BS shall wait for a TFTP-CPLT. If timer T13 (defined in Table 594) expires, the BS shall both deassign the management CIDs from that SS and make some provision for aging out those CIDs (see Figure 95 and Figure 96).

[Delete all of 6.3.9.9.1, page 350, line 50]
[Delete all of 6.3.9.10, page 351, line 1]
[Delete all of 6.3.9.11, page 351, line 48]
[Delete all of 6.3.9.12, including figures 95 and 96, page 352, line 29]
[Modify 6.3.9.13, page 355, lines 1-7]
6.3.9.13 Establishing provisioned connections 
After the transfer of operational parameters (for managed SS) or after registration (for unmanaged SS), the BS shall send DSA-REQ messages to the SS to set up connections for preprovisioned service flows belonging to the SS. The SS responds with DSA-RSP messages. This is described further in 6.3.14.7.1.

[Modify 6.3.22.2.10, page 483, lines 50-57]
Non-managed SS (i.e. SSs that do not support secondary management connection): 

---- HO process optimization bit#3 = 1 (omit DHCP) 

----  HO process optimization bit#4 = 1 (omit time-of-day acquisition) 

----  HO process optimization bit#5 = 1 (omit TFTP phase) 

----  All other bits: don't care (i.e. do not depend on SS management support)
[Modify 7.1.4, pages 505-506, lines 62-9]
The following rules for mapping connections to SAs apply:

a) All transport connections shall be mapped to an existing SA.

b) Multicast transport connections may be mapped to any Static or Dynamic SA.

c) The secondary management connection shall be mapped to the Primary SA.

dc) The basic and the primary management connections shall not be mapped to an SA.

The actual mapping is achieved by including the SAID of an existing SA in the DSA-xxx messages together with the CID. No explicit mapping of secondary management connection to the Primary SA is required.
[Modify 8.4.5.3.21, page 835, lines 44-47]
The reduced CID is composed of 1 bit of prefix and n-bits of LSB of CID of SS. The prefix is set to 1 for the Broadcast CID or Multicast Polling CID and set to 0 for basic CID. The reduced CID cannot be used instead of a Transport, or Primary Management, or Secondary Management CID.

[Modify 8.4.10.3.1, page 1105, lines 22-27]
When the MS transmits an UL burst containing a MAC management message (PDUs which have Basic CID, or Primary management CID, or Secondary management CID), the transmit power for the burst shall be boosted by the the value indicated by ‘Relative Power Offset for UL Burst Containing MAC Management Message’ in the UCD.

[Delete all of  9.1 and its subclauses, starting page 1123, line 4]
[Delete all of  9.2 and its subclauses, starting page 1123, line 29]
[Modify 9.3, Page 1126, lines 59-62]

The management information base for BS and SS is defined as two ASN.1 MIB modules: wmanIfMib and wmanDevMib. The implementation of both MIB modules is mandatory for all BSs. The implementation of both MIB modules is mandatory for managed SSs, shall SSs implementing either or both MIBs may be managed using SNMP.
[Modify Table 598, subclause 10.4 page 1144, line 27, delete “Secondary Management” from column 1, row 5 and delete text in column 3, row 5 as below]
For the secondary management connection, the same value is assigned to both the DL and UL connection.
[Modify Table 629, subclause 11.7 page 1194, lines 14-22, Rows 3-6]
	Type
	Parameter
	Type
	Parameter

	1
	ARQ Parameters

Reserved
	25
	Compressed CID Update Encodings

	2
	SS Management Support

Reserved
	26
	Method for Allocating IP Address for the Secondary Management Connection

Reserved

	3
	IP Management Support

Reserved
	27
	Handover Supported

	4
	IP Version

Reserved
	28
	System Resource Retain Timer

	5
	Secondary Management CID

Reserved
	29
	HO Process Optimization MS Timer

	6
	The Number of Uplink TransportCID Supported
	30
	MS Handover Retransmission Timer

	7
	Classification, PHS Options, SDU Encapsulation Support
	31
	Mobility Features Supported

	8
	Maximum Number of Classifiers
	32
	Sleep Mode Recovery Time

	9
	PHS Support
	33
	MS-PREV-IP-ADDR

Reserved

	10
	ARQ Support
	34
	SKIP-ADDR-ACQUISTION

Reserved


[Delete all of  11.7.1, page 1195, starting line 1]
[Delete all of  11.7.2, page 1195, starting line 22]
[Delete all of  11.7.3, page 1195, starting line 43]
[Delete all of  11.7.4, page 1196, starting line 1]
[Delete all of  11.7.5, page 1196, starting line 13]
[Delete all of  11.7.11, page 1202, starting line 1]
[Delete all of  11.7.16, page 1205, starting line 41]
[Delete all of  11.7.17, page 1206, starting line 1]
[Modify 11.13.32, page 1295, starting line 42]
11.13.32 HARQ Service Flows field 
The HARQ Service Flows field specifies whether the connection uses HARQ. The relevance connections of this parameter when appears in SBC-REQ/RSP messages are Basic, and Primary, and Secondary CIDs. HARQ is enabled independently in the UL and DL directions. For the UL management connections, this TLV is encapsulated in the compound UL service flow TLV Type = 145. For the DL management connections, this TLV is encapsulated in the compound DL service flow TLV Type = 146.

Transport CIDs that have HARQ connection enabled indication must only be transmitted inside HARQ PHY burst type. Basic, and Primary, and secondary CIDs that have HARQ connection enabled indication can be either transmitted inside HARQ or non-HARQ PHY burst type.

[Modify  11.13.35, page 1296, starting line 42]
11.13.35 HARQ Channel Mapping TLV 
This TLV is valid only in HARQ-enabled connection. It specifies a HARQ channel number that may be used to carry data from this connection. This TLV may specify more then one channel per connection. HARQ channels may share more than one connection. An absent absence of this TLV means all HARQ channels can be used by this connection.

The absence of this TLV in any of the REQ or RSP messages of the connection creation means all HARQ channels can be used by this connection.

The relevance connections of this parameter when appears in SBC-REQ/RSP messages are Basic, and Primary, and Secondary CIDs. HARQ Channel mapping is enabled independently in the UL and DL directions. For the UL management connections, this TLV is encapsulated in the compound UL service flow TLV Type = 145. For the DL management connections, this TLV is encapsulated in the compound DL service flow TLV Type = 146.

[Modify  11.13.36, page 1297, starting line 23]
The relevance connections of this parameter when appears in SBC-REQ/RSP messages are Basic, and Primary, and Secondary CIDs (each should have its own PDU numbering). PDU SN’s are enabled independently in the UL and DL directions. For the UL management connections, this TLV is encapsulated in the compound UL service flow TLV Type = 145. For the DL management connections, this TLV is encapsulated in the compound DL service flow TLV Type = 146.

[Modify 12.1.1.1, page 1309, lines 53-62]
· Support of PVCs. — Support of VC-switched connections.

· Support of VP-switched connections.

· ATM PHS is mandatory as a capability, but may be turned on or off on a per-connection basis.

· IPv4 on the secondary management connection.

· Packing of multiple ATM cells into a single MAC PDU is mandatory as a capability, but may be turned on or off on a per-connection basis.

· SDU fragmentation on the primary management and secondary management connections.

[Modify 12.1.1.4.8, page 1311, line 60]
12.1.1.4.8 REG-RSP

— Secondary Management CID
— Uplink CID Support

[Modify 12.2.1.1, page 1329, line 51]
· SDU fragmentation on the primary management and secondary management connections
[Delete final row from table 667,  12.3.1.1, page 1342, lines 36-49]
[Modify 13.1.1.2.2, page 1367, lines 7-14]
13.1.1.2.2 wmanIfBsConfigurationTable

wmanIfBsConfigurationTable contains objects for BS system parameters and constants as defined in subclause 10.1. The wmanIfBsConfigurationTable also contains objects that define the default behaviour of the BS for secondary Management Channel scheduling and SFID allocation as well as configuration parameters of the CPS scheduler and AAS system.

[Modify 14.1.1, page 1593, line 33]
Function

ACM - Accounting Management

HO – Handover

IMM - Idle Mode Management

LBS - Location Based Services

MBS - Multicast Broadcast Service

NEM - Network Entry Management

RRM - Radio Resource Management

SFM - Service Flow Management

SM - Security Management

SMC - Secondary Management Connection

SSM - Subscriber Station Management

[Delete 14.2.3 and all of its subclauses starting page 1615, line 21]
[Modify 14.2.7.1.3.1, page 1671, starting line 60]
C-NEM-REQ

(

Operation_Type: Action,

Action_Type: Registration,

Destination: BS,
Attribute_List:

IP management mode,

IP Version,

Method of Allocating IP Address,

Skip IP Address Acquisition

)

IP Management Mode

The IP management mode parameter dictates whether the provider intends to manage the SS on an ongoing basis via IP-based mechanisms; value range:

Unmanaged mode,
IP-managed mode

IP Version

IP version;

value range:

IPv4,
IPv6

Method of Allocating IP Address

IP Address Configuration method; value range:

DHCPv4,
Mobile IPv4,
DHCPv6,
Mobile IPv6,
IPv6 stateless address auto configuration

Skip IP Address Acquisition

This indicates to an SS whether it should reacquire its IP address on the secondary management connection and related context or reuse its prior context; value range:

No IP address change,
Re-acquire IP address

[Modify 14.2.7.1.3.2, page 1672, starting line 48]
C-NEM-REQ

(

Operation_Type: Action,

Action_Type: Registration,

Destination: BS,
Attribute_List:

IP management mode,

IP Version,

Method of Allocating IP Address,

Skip IP Address Acquisition

)

IP Management Mode

The IP management mode parameter dictates whether the provider intends to manage the SS on an ongoing basis via IP-based mechanisms; value range:

Unmanaged mode,
IP-managed mode

IP Version

IP version;

value range:

IPv4,
IPv6

Method of Allocating IP Address

IP Address Configuration method; value range:

DHCPv4,
Mobile IPv4,
DHCPv6,
Mobile IPv6,
IPv6 stateless address auto configuration

Skip IP Address Acquisition

This indicates to an SS whether it should reacquire its IP address on the secondary management connection and related context or reuse its prior context; value range:

No IP address change,
Re-acquire IP address

[Modify 14.2.7.2.3.1, page 1677, starting line 20]
C-NEM-RSP

(

Operation_Type: Action,

Action_Type: Registration,

Destination: BS,
Attribute_List:

IP management mode,

IP Version,

Method of Allocating IP Address,

Skip IP Address Acquisition

)

IP Management Mode

The IP management mode parameter dictates whether the provider intends to manage the SS on an ongoing basis via IP-based mechanisms; value range:

Unmanaged mode,
IP-managed mode

IP Version

IP version;

value range:

IPv4,
IPv6

Method of Allocating IP Address

IP Address Configuration method; value range:

DHCPv4,
Mobile IPv4,
DHCPv6,
Mobile IPv6,
IPv6 stateless address auto configuration

Skip IP Address Acquisition

This indicates to an SS whether it should reacquire its IP address on the secondary management connection and related context or reuse its prior context; value range:

No IP address change,
Re-acquire IP address

[Modify 14.2.7.2.3.2, page 1678, starting line 13]
C-NEM-RSP

(

Operation_Type: Action,

Action_Type: Registration,

Destination: BS,
Attribute_List:

IP management mode,

IP Version,

Method of Allocating IP Address,

Skip IP Address Acquisition

)

IP Management Mode

The IP management mode parameter dictates whether the provider intends to manage the SS on an ongoing basis via IP-based mechanisms; value range:

Unmanaged mode,
IP-managed mode

IP Version

IP version;

value range:

IPv4,
IPv6

Method of Allocating IP Address

IP Address Configuration method; value range:

DHCPv4,
Mobile IPv4,
DHCPv6,
Mobile IPv6,
IPv6 stateless address auto configuration

Skip IP Address Acquisition

This indicates to an SS whether it should reacquire its IP address on the secondary management connection and related context or reuse its prior context; value range:

No IP address change,
Re-acquire IP address


  


