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Compressed MAC PDU Overhead
Xiao Xu and Hua Xu
Motorola Inc.
Introduction
Generic MAC header (GMH) defined in IEEE 802.16e is 6 bytes.  Compare with typical 44 bytes VoIP MAC PDU, it uses over 13.6% of the resource.  
Most of the fields specified in the GMH and other subheaders can be compressed for applications with small payload like VoIP.  In this proposal we introduce compressed MAC header, compressed fragmentation subheader, and compressed packing subheader.  With these new compressed MAC headers, we are able to reduce the MAC PDU overhead by 50% and therefore improve overall system performance.
Proposed Text

[Move existing text in 6.3.2.1.1 to new subbclause 6.3.2.1.1.1 as indicated.]
6.3.2.1.1 Generic MAC headers
6.3.2.1.1.1 Uncompressed Generic MAC header
The generic MAC header is illustrated in Figure 23.
Figure 23

… etc …

[Add new section 6.3.2.1.1.2 as shown.] 

6.3.2.1.1.2 Compressed MAC header
The compressed MAC header shall be used for applications such as VOIP, where the payload size is small. Flows using the compressed MAC header will not be ARQ-enabled due to their delay sensitivity. They will use HARQ only. The compressed header is illustrated in Figure 24.
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Figure 24 – Compressed MAC header format

The fields of the compressed MAC header are defined in Table 7.  The coding of these fields is such that the first byte of a MAC header shall never have the value of 0xFX, where “X” means “do not care.” This prevents false detection on the stuff byte used in the transmission convergence sublayer (TCS).

Table 7—Compressed MAC header fields

	Name
	Length (bit)
	Description

	HT
	1
	Header type. Shall be set to zero.

	CID Index
	4
	Index to connection identifier. The index, ranging from 0 – 15, increments based on the numerical order of the 16-bit CID with the first or smallest CID having the index of 0. Up to 16 connections allowed per MS.

	EKS
	2
	Encryption key sequence. The index of the traffic encryption key (TEK) and initialization vector (IV) used to encrypt the payload. This field is only meaningful if encryption is enabled. Please refer to section 11.13.28 for how to enable encryption during service flow negotiation.  

	ESF
	1
	Extended Subheader field. If ESF = 0, the extended subheader is absent. If ESF = 1, the extended subheader is present and will follow the generic MAC header immediately. (See 6.3.2.2.7.) The ESF is applicable both in the DL and in the UL.

	HCS
	6
	Header check sequence. A 6-bit field used to detect errors in the header. The transmitter shall calculate the HCS value for the first 18 bits of the cell header, and insert the result into the HCS field (the last 6 bit of the MAC header). It shall be the remainder of the division (Modulo 2) by the generator polynomial g(D) = D6 + D + 1 of the polynomial D6 multiplied by the content of the header excluding the HCS field.

	LEN
	7
	Length. The length in bytes of the MAC PDU including the MAC header and the CRC if present.

	Type
	3
	This field indicates the subheaders and special payload types present in the message payload.


The definition of the Type field is indicated in Table 8.

Table 8—Type encodings
	Type bit
	Value

	#2 
	Fragmentation subheader (FSH) 

1 = present, 0 = absent

	#1 
	Packing subheader (PSH) 

1 = present, 0 = absent

	#0 least significant bit (LSB)
	DL: Fast-feedback allocation subheader (FFSH) 

UL: Grant management subheader (GMSH) 

1 = present, 0 = absent


The capability of the BS and MS to use compressed MAC header is negotiated between BS and MS during SBC-REQ/RSP process. Please refer to section 6.4.3.3.23. If the capability to handle compressed MAC header is confirmed and a service flow has PDU sizes smaller than 127 bytes (e.g., VOIP), BS or MS shall indicate using it in the compressed MAC header TLV in the service flow encodings. (Section 11.13.9)
[Move existing text in 6.3.2.2.1 to new subbclause 6.3.2.2.1.1 as indicated.]
6.3.2.2.1 Fragmentation Subheaders
6.3.2.2.1.1 Uncompressed Fragmentation Subheader

The FSH is shown in Table 19.
Table 19

… etc …
[Add new subclause 6.3.2.2.1.2 as shown.]
6.3.2.2.1.2 Compressed Fragmentation Subheader (FSH)

If associated with the compressed MAC header, the format of the FSH is illustrated in Table 20.

Table 20— Compressed FSH format

	Syntax
	Size (bit)
	Notes

	Fragmentation Subheader() {
	--
	--

	   FC
	2
	Indicates the fragmentation state of the payload: 

00 = No fragmentation 

01 = Last fragment 

10 = First fragment 

11 = Continuing (middle) fragment

	   FSN
	6
	Sequence number of the current SDU fragment. The FSN value increments by one (modulo 64) for each fragment, including unfragmented SDUs.

	  }
	--
	--


[Move existing text in 6.3.2.2.3 to new subbclause 6.3.2.2.3.1 as indicated.]
6.3.2.2.3 Packing Subheaders
6.3.2.2.3.1 Uncompressed Packing Subheader

When packing (see 6.3.3.4) is used, the MAC may pack multiple SDUs into a single MAC PDU. When packing variable-length MAC SDUs, the MAC precedes each one with a PSH. The PSH is defined in Table 22.
Table 22
… etc …
[Add new subclause 6.3.2.2.3.2 as shown.]
6.3.2.2.3.2 Compressed Packing Subheader (PSH)
When packing (see 6.4.4.4) is used, the MAC may pack multiple SDUs into a single MAC PDU. When packing variable-length MAC SDUs, the MAC precedes each one with a PSH. The PSH is defined in Table 23. If associated with a compressed MAC header, the PSH is defined in Table 25. 

Table 23— Compressed PSH format

	Syntax
	Size (bit)
	Notes

	Packing Subheader() {
	--
	--

	   FC
	2
	Indicates the fragmentation state of the payload: 

00 = No fragmentation 

01 = Last fragment 

10 = First fragment 

11 = Continuing (middle) fragment

	   FSN
	6
	Sequence number of the current SDU fragment. The FSN value increments by one (modulo 64) for each fragment, including unfragmented SDUs.

	   Length
	8
	Length of the SDU fragment in bytes including the PSH.

	  }
	--
	--


[Change section 11.8.2 as shown.]
11.8.2 Capabilities for Construction and Transmission of MAC PDUs
	Type
	Length 
	Value
	Scope

	4
	1
	Bit #0: Ability to receive requests piggybacked with data 

Bit #1: Ability to use 3-bit FSN values used when forming MAC PDUs on non-ARQ connections 

Bits #2–7: Reserved; shall be set to zero

Bit #2: Ability to use compressed MAC header

Bits #3–7: Reserved; shall be set to zero
	SBC-REQ (see 6.3.2.3.23) 

SBC-RSP (see 6.3.2.3.24)


[Change Table 570 as shown.]
Table 570—Service flow encodings

	Type
	Parameter

	10
	Reserved

	10
	Compressed MAC header.


[Change section 11.13.9 as shown.]
11.13.9 Reserved

11.13.9 Compressed MAC header

The parameter specifies if the compressed MAC header (see section 6.3.2.1.1.2) shall be used in order to reduce MAC overhead. This service flow parameter is only meaningful if both BS and SS are capable of handling the compressed MAC header, as established during the SBC-REQ/RSP process. (See section 11.8.2) 

	Type
	Length 
	Value
	Scope

	[145/146].10
	1
	1 = compressed MAC header is used

0 = compressed MAC header is not used and generic MAC header is used.
	DSx-REQ 

DSx-RSP 

DSx-ACK 

REG-RSP









  


