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ROHC Classification Changes
Muthaiah Venkatachalam,Phillip Barber, Jicheol Lee, Geunhwi Lim, Peretz Feder, and Vladimir Yanover

Intel Corp., Huawei Technologies Co. Samsung Electronics, Alcatel-Lucent, and Alvarion
Problem:

The current IEEE 802.16 REV2/D2 draft includes a revised method for conducting classification of Protocol SDUs that include ROHC headers. This revised method was introduced as part of the uncompleted Corrigenda process and attempts to make ROHC classification outside the scope of the 802.16 standard.

While the motivation for this revised method is to some degree understandable, it has several flaws including:

· the remedy was incomplete; did not modify all locations in the standard to consistently apply the remedy 

· the objective of the revised method was to move the classification out of the 802.16 MAC; this is somewhat understandable in that ROHC removes most if not all of the usual identifying elements in a Protocol SDU header normally used for packet classification in the 802.16 MAC CS; but it is problematic in that it requires separate treatment of Protocol SDUs at ingress into the CS_SAP, requiring that Protocol SDUs that include ROHC headers NOT be classified by an 802.16 mechanism, requiring the Service API for the CS_SAP to inspect the headers and direct them away from the CS_SAP (in an undefined manner) and ingress into the 802.16 MAC (again in an undefined manor); it is not useful to have Protocol SDU ingress into the 802.16 protocol stack undefined.

Remedy 1:

Modify the language of section 5.2.7.1 & 5.2.7.2 for classification of Protocol SDUs that include ROHC headers to provide a method to do classification within the 802.16 MAC CS using a method similar to that used by GPCS, that is by use of a classification method outside the 802.16 standard but integrated into the 802.16 MAC CS through use of an indexing method.

In P802.16REV2/D3, page 38, line 55, modify the text as:

5.2.7 IP-header-compression-specific part

The CS supports SDUs in two formats that facilitate robust compression of IP and higher layer headers. These formats are ROHC (RFC 3095) and ECRTP (RFC 3545) and are referred to as the Compressed-IP-header CS PDU formats.

5.2.7.1 Compressed-IP-header CS PDU

The formats of the compressed-IP-header CS PDU are mapped to MAC SDUs according to Figure 19 (when header suppression is enabled at the connection, but not applied to the CS PDU) 
. In the case where PHS is not enabled, PHSI field shall be omitted.
	PHSI = 0
	 COMPRESSED-IP-Header 
or

IP Packet with COMPRESSED-IP-Header


Figure 19—IP CS PDU format with compressed-IP-header and without header suppression

	
	




5.2.7.2 Compressed-IP-header classification rules

The term ‘ROHC channel’ is defined in RFC3095 and further clarified in RFC3759. 

A single ROHC channel, which may have multiple ROHC contexts, shall have a one-to-one mapping to a single service flow (SFID). 
The classification of ROHC-compressed IPv4 or IPv6 packets uses the SS MAC Address and SFID parameters presented as part of the ROHC primitive to directly and uniquely map the data packets to the service flow
. In case that the compressed IP header is carried over IEEE802.3/Ethernet, it is the same as that of carrying the upper protocol over IEEE802.3/Ethernet described in the section 5.2.
For a service flow mapped to a ROHC Channel, the ROHC parameters associated with the ROHC Channel and used in the upper ROHC compression layer shall be negotiated by including the ROHC Parameter Payload TLV (11.13.38) in the DSx-REQ/RSP messages. The associated service flow which is mapped to a ROHC channel is called as an ROHC service flow.
In order to facilitate higher layer classification of data packets, when the ROHC service flow is created, the service flow encodings transmitted to create the service flow shall include those IP specific classification parameters (11.13.19.3.4.2 through 11.13.19.3.4.7, and 11.13.19.3.4.16) necessary to assist the higher layer application in formulating classification rules if the BS is required to indicate those IP classification parameters for the uplink connection in order for the MS to apply the IP classification rule. If the MS has an alternative way to get its own IP classification rule for the ROHC service flow, those IP specific classification doesn’t have to be transmitted to the MS. Note that the IP specific classification parameter for the downlink connection doesn’t have to be transferred to the MS.
Remedy 2: [THIS REMEDY IS REMOVED FROM PREVIOUS VERSION]
Modify the language of section 5.2.3.1 to clarify that PHS still operates even in the presence of compression of the IP header so long as no part of the PHSF is being compressed.

Remedy 2 has been removed since the one sentence which was added is not necessary based on the comment from Max Riegel. 
Remedy 3:
Modify the language of section 11.13.19.1 to disambiguate the CS used by the service flow, and to introduce ‘Compressed-IP-header CS’ CS use as defined in 5.2.7.

In P802.16REV2/D3, page 1166, line 3, modify as:

11.13.19.1 CS Specification parameter

This parameter specifies the CS that the connection being set up shall use. The CS specified by this parameter implicitly defines the classification method used for this service flow.
	Type
	Length
	Value
	Scope

	[145/146].28
	1
	0: GPCS (Generic Packet Convergence Sublayer)

1: Packet, IPv4 (IP CS)
2: Packet, IPv6 (IP CS)
3: Packet, IEEE 802.3/Etherneta
4: Reserved
5: Packet, IPv4 over IEEE 802.3/Etherneta (IEEE 802.3/Ethernet CS)
6: Packet, IPv6 over IEEE 802.3/Etherneta  (IEEE 802.3/Ethernet CS)
7: Reserved
8: Reserved
9: ATM

10: Packet, IEEE 802.3/Ethernetb with ROHC header compression (obsoleted)

11: Packet, IEEE 802.3/Ethernetb with ECRTP header compression (obsoleted)

12: Packet, IPb with ROHC header compression (Compressed-IP-header CS)
13: Packet, IPb with ECRTP header compression (Compressed-IP-header CS)
14: Packet, IP CSb
15: Packet, IPv4 with ROHC header compression (Compressed-IP-header CS) d
16: Packet, IPv6 with ROHC header compression (Compressed-IP-header CS)d
17–255 Reserved
	DSA-REQ


aClassifiers for IEEE 802.1Q VLAN tags may be applied to service flows of this CS type.
bClassifiers for IEEE 802.1Q VLAN tags may be applied to service flows of this CS type.
cSDUs for service flows of this CS type may carry either IPv4 or IPv6 in the header-compressed payload.
dIf SDUs for service flows of this CS type are used for IPv4 only or IPv6 only respectively, the different value of CS specific parameter may be used.

Remedy 4:

Modify the language to increase clarity of usage. Specify that the payload data is used by ROHC for configuration parameter transfer through lower layer. 
In P802.16REV2/D3, page 1184, line 13, modify as:

11.13.38 ROHC Parameter Payload

This attribute contains the payload used in the upper ROHC compression layer to negotiate the ROHC Per-Channel Parameters between ROHC compressor and ROHC decompressor. The MAC layer does not interpret this attribute.
	Type
	Length
	Value
	Scope

	[145/146].47
	variable
	ROHC Parameter Payload
	DSA-REQ, DSA-RSP
DSC-REQ, DSC-RSP 


Remedy 5:
Add the informative definition of ROHC-SAP into the Annex C.2 if required. Please note that IP-CS doesn’t have this SAP definition. It is not required as a normative language.

In P802.16REV2/D3, page 1730, line 1 insert the following:
5.2.7.3 ROHC SAP parameters

ROHC classification uses the ROHC_SAP, an instance of the logical CS SAP. The ROHC_SAP parameters enable the upper layer protocols to generically pass information to the ROHC classifier so that ROHC classification does not need to interpret upper layer protocol headers in order to map the upper layer data packets into proper 802.16 MAC connections.

Since the SAP parameters are explicit, the parsing portion of the classification process is the responsibility of the upper layer. The parameters relevant for the ROHC_SAP data path primitive ROHC_DATA.request are described in sections 5.2.7.3.1.

Service flow ID (SFID)

Unique identifier to identify a unidirectional service flow for an SS. The higher layer application shall map the combination of SFID and SS MAC Address directly to a MAC connection ID. During connection/service flow establishment, the 802.16 control plane function shall provide the higher layer application the mapping information.
SS MAC Address:

48-bit unique identifier used by SS.
LENGTH:

Number of bytes in DATA.
DATA:

The payload delivered by the upper layer to the ROHC classification, or by the ROHC classification to the upper layer.

5.2.7.3.1 ROHC_DATA.request

Function:

This primitive defines the transfer of data from the upper layer to the ROHC_CS.

Semantics of the service primitive:

The parameters of the primitive are as follows:

ROHC_DATA.request

(

Service Flow ID,
SS MAC Address

length,

data

)

The parameters Service Flow ID, SS MAC Address, length, and data are described in section 5.2.7.3.
When generated:

This primitive is generated by an upper layer protocol when a protocol SDU requiring ROHC classification is to be transferred to a peer entity or entities.

Effect of receipt:

The receipt of this primitive causes ROHC classification to map the Service Flow ID and SS MAC Address to a unidirectional service flow and a connection. ROHC classification invokes MAC functions, for example the MAC SAP (an example MAC SAP definition is provided in Annex C) to effect transfer of the SDU to the MAC layer.

�Per the comment from Max Riegel, It is not necessary to describe the Compressed-IP over the Ethernet.


�By this the PHS for the Ethernet header breaks, because there is only one PHSI value available. Do not fix it in this statement, but to introduce a different design for ROHC/ECRTP over Ethernet, which works.


�It would be possible to enable PHS also in the case of IP-Compressed-Header CS PDU (without Ethernet header), but there would be the need for a further classification rule set aside of the rules provided for the ROHC. I do not believe that there is need for PHS aside for the Ethernet header portion in the case of ROHC over Ethernet.


�It is not appropriate to put Layer 2 as well as Layer 3 into the same CS PDU. There is no way to distinguish whether the PDU contains Layer 2 header information or not, as there is no way to distinguisch Ethernet header bits from ROHC header bits, when ROHC is not framed by Ethernet.


�Same as previous under 10)






  


