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Explanation

The {first, middle, middle, … , last} structure of 802.16 fragmentation leads to a hypothetically unbounded MTU size of transport SDUs on fragmentable connections.

This leads to at least two failure scenarios:

1) All implementations will have some implementation defined MTU limit. In the absence of some specified MTU, MTU negotiation or MTU declaration, it is possible for an 802.16 entity (SS or BS) to transmit SDUs with a greater SDU size than is supported by the receiving entity, leading to undefined behavior.

2) 802.1D specifies that when a packet is received for forwarding to a bridge port, where the packet size is greater than the MTU of the bridge port, the packet shall be “silently discarded”. This leads to an unreported packet loss scenario, E.G. when bridging 802.16 to Ethernet.
The proposed text adds an optional TLV to SBC-REQ and SBC-RSP that declares the upper bound for the transport SDU MTU of the sending entity. Where both SS and BS send this TLV, they are both able to identify the smaller of the two values as the safe upper MTU limit. This does not impose any MTU size, but instead indicates a safe upper limit for an MTU. Implementations are free to choose a smaller MTU than is discovered through this mechanism but are afforded the opportunity to avoid an unsupportably large MTU.
WiMAX for example specifies a 1400 byte MTU for IP CS SDUs, to accommodate the IP packet and other headers (GRE, IPSec, etc.) within 1522 byte ethernet packets. However bridged scenarios might want to advertise a smaller MTU when bridging to a medium on which a smaller MTU is implemented.

Proposed Text Changes

The text below defines a TLV for inclusion in SBC-REQ and SBC-RSP (11.8.x) and text to permit its inclusion (6.3.2.3.23 and 6.3.2.3.24). This TLV declares the upper bound supportable for the transport SDU MTU of the sender (SS in the SBC-REQ case and BS in the SBC-RSP case).
[Add a line to the list in 6.3.2.3.23]
The following parameters may be included:

Capabilities for construction and transmission of MAC PDUs (see 11.8.2)
Security Negotiation Parameters (see 11.8.4)
Service Information Query (see 11.8.9)
Visited NSP ID (see 11.8.11)
Auth Type for EAP (see 11.8.12)
MIH Capability Supported (see 11.8.10)
Extended capability (see 11.8.15)
SDU MTU capability (see 11.8.16)
[Add text after the mandatory TLV list in 6.3.2.3.24]
A BS shall generate SBC-RSP messages in the form shown in Table 91, including both of the following parameters:

CID (in the MAC header) The connection identifier in the MAC header is the Basic CID for this SS, as appears in the RNG-REQ message.

The following parameter may be included in the SBC-RSP.

SDU MTU capability (see 11.8.16)
[Insert new subclause 11.8.16, at the end of page 1126, inserting the sequentially appropriate type value]
11.8.16 SDU MTU capability
The maximum MTU capability TLV specifies the upper bound for the SDU MTU size supportable on transport connections.

	Name
	Type
	Length
	Value
	Scope

	Maximum MTU capability
	xxx
	2
	An unsigned 16 bit integer.

When in SBC-REQ: The maximum SDU MTU, in bytes, supported by the SS on transport connections.

When in SBC-RSP: The maximum SDU MTU, in bytes, supported by the SS on transport connections.
	SBC-REQ

SBC-RSP



  


