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Problem Description  
It is desired that terminals operate assuming that all networks will provide it service, because terminals will be able to connect to new networks without explicitly being pre-provisioned with knowledge of each network, and thereby maximizing connectivity for the terminal.

This model works when roaming agreements exist between the home and visited networks, however in some cases this is not the case, and the visited network needs the ability to inform the device that it should not register on this network.

This problem is most prevalent when national roaming is prohibited, so each time a terminal falls out of coverage of its home network and finds coverage of another network, which happens frequently even in very established networks such as GSM, the device needs to know that it should attempt to access these networks on each occasion of coverage loss. 

Within the current specification a network does not have the ability to inform a device it should not attempt to register on this network.
The access restriction is needed in other case also which would require alternate handling in the SS. For instance, 

· In fixed deployments of mobile WiMAX the license may impose on the system the restriction that an SS may only access through specific BS – and in this case the SS needs to know not to access this BS again.

· If a terminal is known to be stolen, national regulation may require the network operator to deny access to this terminal – and in this case the SS needs to be informed not to access this network again. 
Proposed Changes 
Change #1: Add the following TLVs and its description in “RNG-RSP message”:
Adopt the following changes in section 6.3.2.3.6 RNG-RSP (ranging response) message:

The following TLV parameters may be included in an unsolicited RNG-RSP message: 

Rendezvous time 

This is the offset, measured in units of frame duration, when the BS is expected to provide a 

non-contention-based ranging opportunity for the MS. The offset is calculated from the frame 

where RNG-RSP message is transmitted. The BS is expected to provide the non-contention- 

based ranging opportunity at the frame specified by the rendezvous time parameter. 

CDMA code 

A unique code assigned to the MS, to be used for dedicated ranging. The code is from the initial 

ranging codeset. 

Transmission Opportunity Offset 

A unique transmission opportunity assigned to the MS, to be used for dedicated ranging, in 

units of symbol duration.
Access Restriction
A parameter included in the RNG-RSP message with a status of abort, to provide a command to the SS regarding when the SS may redo ranging. 
Section 6.3.9.5.1, page 311, line 33 insert as:

On receiving a RNG-RSP message with a status of abort and including the Access Restriction TLV the SS shall cease communication with the BS aborting a network entry attempt and shall not redo ranging as follows:

If Access Restriction indicates “No re-entry in BS”, the SS shall not attempt Network Entry on this BS again until the SS has been manually powered down.
If Access Restriction indicates “No re-entry in NSP”, the SS shall not attempt Network Entry on this NSP again until the SS has been manually powered down.

If Access Restriction indicates “No re-entry in NAP”, the SS shall not attempt Network Entry on this NSP again until the SS has been manually powered down.

If Access Restriction indicates “Illegal Device”, the SS shall not attempt Network Entry on this NAP again until the SS has been manually powered down.

Change #2: Add the following TLVs in Table 552 - RNG-RSP message encodings:
Add the following TLV into Table 552:
Table 552—RNG-RSP message encodings
	Name
	Type

(1 byte)
	Length
	Value
	PHY scope

	Access Restriction
	39
	1
	Is sent by BS to indicate the restriction on network entry for the SS as follows:
0x00 = No re-entry in BS
0x01 = No re-entry in NSP
0x02 = No re-entry in NAP

0x03 = Illegal Device
	All



  


