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SBC-REQ contents for NSP discovery
Chris Stanaway, Ajay Idnani, Chris Cushing, Mark Marsan, Joe Schumacher
Motorola
Problem Statement
The SBC-REQ is used not only for network entry, but to also perform NSP discovery.  During NSP discovery, the only TLV required is the Service Information Query TLV.  Inclusion of other TLVs in the SBC-REQ requires those TLVs to also be included in the SBC-RSP.  Rev2/D4 does not allow fragmentation of the SBC-RSP. However, when the SBC-RSP is sent in support of NSP discovery, there may be a large amount of NSP information.  Eliminating the need to include TLVs in the SBC-RSP would provide additional room in the message to convey the requested NSP information.

Proposed Text Changes
[Change subclause 6.3.2.3.23, page 130, lines 37-63 as indicated]
The Basic Capability Requests contain the SS Capabilities Encodings (11.8) that are necessary to acquire NSP information and for effective communication with the SS during the remainder of the initialization protocols. NSP information is solicited in the SBC-REQ message when the SBC-REQ includes the SIQ TLV (11.8.9) with bit #0 set to 1.
The following parameter shall be included in the Basic Capability Request if the SS is intended to solicit NSP information:
Service Information Query (see 11.8.9)

The following parameter shall be included in the Basic Capabilities Request only if the SS is not intended to solicit NSP information:
Physical Parameters Supported (see 11.8.3)

The following parameters may be included only if the SS is not intended to solicit NSP information:

Capabilities for construction and transmission of MAC PDUs (see 11.8.2)

Security Negotiation Parameters (see 11.8.4)

Service Information Query (see 11.8.9)
Visited NSP ID (see 11.8.11)

Auth Type for EAP (see 11.8.12)

MIH Capability Supported (see 11.8.10)

Extended capability (see 11.8.15)

SDU MTU capability (see 11.8.16)

The Basic Capability Request shall include the following parameter encoded as a TLV tuple if authentication has been completed:
HMAC/CMAC Tuple (see 11.1.2)

Either the HMAC Tuple or the CMAC Tuple shall be the final attribute in the message’s TLV attribute list. This attribute should be included in the message during HO reentry.

For FDD systems, the following parameter shall be included in the Basic Capability Request only if the SS is not intended to solicit NSP information:

Bandwidth Allocation Support (see 11.8.1)

[Change subclause 6.3.2.3.24, page 130-131, lines 33-64, 1-10 as specified]
NSP information is solicited in the SBC-REQ message when the SBC-REQ includes the SIQ TLV (11.8.9) with bit #0 set to 1.

If NSP information is solicited in the SBC-REQ, then the following parameters shall not be included in the SBC-RSP; otherwise the The following parameters shall be included in the SBC-RSP if found in the SBC-REQ:
Physical Parameters Supported (see 11.8.3)

Bandwidth Allocation Support (see 11.8.1)

The BS response to the subset of SS capabilities present in the SBC-REQ message. The BS responds to the SS capabilities to indicate whether they may be used. If the BS does not recognize an SS capability, it may return this as “off” in the SBC-RSP.

Only capabilities set to “on” in the SBC-REQ may be set “on” in the SBC-RSP, as this is the handshake indicating that they have been successfully negotiated.

Security Negotiation Parameters (see 11.8.4)

HMAC/CMAC Tuple

Either the HMAC Tuple or the CMAC Tuple shall be the final attribute in the message’s TLV attribute list. This attribute should be included in the message during HO reentry (see 11.1.2).

If NSP information is not solicited in the SBC-REQ, then the The capabilities for construction and transmission of MAC PDUs (see 11.8.2) include the following parameter; otherwise, the following parameter shall not be included in the SBC-RSP:

Maximum number of supported security association (see 11.8.4.6)

The following parameter may be included in the SBC-RSP:

SII-ADV Message Pointer (see 11.8.14)

The following parameters may be included when solicited in the SBC-REQ message unless there are no NSP IDs to be included in the NSP List TLV. If NSP information is solicited in the SBC-REQ and the BS is configured with a list of NSP IDs and the SBC-REQ message included an SIQ TLV (11.8.9), then the NSP List TLV and, if requested, the Verbose NSP Name List TLV shall be included unless the message includes an SII-ADV Message Pointer TLV providing a pointer to an SII-ADV message in which these TLVs are sent; if the message does include an SII-ADV Message Pointer TLV, then these TLVs may be included:
NSP List (see 11.1.11.1)

Verbose NSP Name List (see 11.1.11.2)

Verbose NSP Name List shall only be included in the message if NSP List TLV is also included in the message, the verbose NSP names were solicited in the SIQ TLV and the BS is configured with a list of verbose NSP names.

If NSP information is not solicited in the SBC-REQ, then the following parameters may be included when solicited in the SBC-REQ message:

Visited NSP Realm (see 11.8.13)

SII-ADV Message Pointer (see 11.8.14)

MIH Capability Supported (see 11.8.10)

Extended capability (see 11.8.15)
If the Visited NSP ID TLV is found in the SBC-REQ, then the following parameter shall be included:

Visited NSP Realm (see 11.8.13)


  


