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Problem Statement
The SBC-RSP MAC management message can easily be configured to contain more NSP information (NSP ID list and Verbose NSP Name list or NSP realm) than will fit in a single frame.

For instance, for a 5 MHz channel with a 50/50 frame ratio at QPSK ½ and a repetition rate of 6, the SBC-RSP can be no larger than 150 bytes.  This allows a very limited number of NSPs and requires relatively short verbose NSP names.  The problem is even more severe if any of the verbose NSP names use UTF-16 encoding.
Discussion of Proposed Remedy
The standard should allow the SBC-RSP to be sent on the Primary Management CID so that it can be fragmented. Backward compatibility is maintained:  1) If a SS is compliant with MAC Version 8 or later and the BS is compliant with MAC Version 8 or later, then the SS shall send the SBC-REQ on the Primary Management CID and receive the SBC-RSP on the Primary Management CID; otherwise, it shall use the Basic CID, and 2) The BS determines on which connection to transmit the SBC-RSP based on which connection the SBC-REQ was received.
Text Changes
[Change Table 37 in subclause 6.3.2.3 (page 80, lines 15-17) as indicated:]

	Type
	Message name
	Message description
	Connection

	23
	DBPC-REQ
	DL burst profile change request
	Basic

	24
	DBPC-RSP
	DL burst profile change response
	Basic

	25
	RES-CMD
	Reset command
	Basic

	26
	SBC-REQ
	SS basic capability request
	Basic or Primary management

	27
	SBC-RSP
	SS basic capability response
	Basic or Primary management

	28
	CLK-CMP
	SS network clock comparison
	Broadcast

	29
	DREG-CMD
	De/Reregister command
	Basic

	30
	DSX-RVD
	DSx received message
	Primary management


[Change subclause 6.3.2.3.23, page 130, lines 27-32 as indicated:]

An SS shall generate SBC-REQ messages including one of the following parameters:
Basic CID (in the MAC header)

The connection identifier in the MAC header is the Basic CID for this SS, as assigned in the RNG-RSP message. A SS includes the Basic CID if it is compliant with MAC version 7 or earlier.
Primary Management CID (in the MAC header)

The connection identifier in the MAC header is the Primary Management CID for this SS, as assigned in the RNG-RSP message. A SS includes the Primary Management CID if it is compliant with MAC version 8 or later.
[Change subclause 6.3.2.3.24, page 131, lines 27-35 as indicated:]
A BS shall generate SBC-RSP messages in the form shown in Table 91, including both of the following parameters:

CID (in the MAC header)

The connection identifier in the MAC header is the Basic CID for this SS, as appears in the RNG-REQ message which was found in the MAC header of the SBC-REQ.


  


