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802.16i MIB Restructure 

Joey Chou
Intel
1. Introduction
The MIB modules in the existing 802.16i structure contain both BS and SS MIB. Some vendors may choose to implement either BS or SS MIB. The SS MIB is rather small. Therefore, there is really no benefit to include BS and SS MIB into an MIB module, except increasing the complexity. This document proposes wmanIf2Mib, wmanIf2mMib, and wmanIf2sMib be separated into the following MIB modules. 
· wmanIf2BsMib

· wmanIf2mBsMib

· wmanIf2sBsMib
· wmanIf2mSsMib

· wmanIf2sSsMib
2. Proposed Text
13.1.3

wmanIf2BsMib

Figure 2 shows the high level MIB structure of wmanIf2BsMib for 802.16. The MIB structure is organized based on the FCAPS reference model.
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Figure 2—wmanIf2BsMib structure

13.1.3.1
wmanIf2BsFm

Figure 3 shows the structure of wmanIf2BsFm subtree that contains BS traps to report fault events and exceptions, such as power status, RSSI threshold crossing.
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Figure 3—wmanIf2BsFm structure

13.1.3.1.1 
wmanIf2BsTrapControl
13.1.3.1.1.1
wmanIf2BsTrapControlRegister
wmanIf2BsTrapControlRegister is used to enable or disable Base traps independently.

13.1.3.1.1.2
wmanIf2BsStatusTrapControlRegister
wmanIf2BsStatusTrapControlRegister is used to enable or disable Base Station status notification traps.
13.1.3.1.1.3
wmanIf2BsThresholdConfigTable
wmanIf2BsThresholdConfigTable contains threshold objects that can be set to detect the threshold crossing

events.
13.1.3.1.2
wmanIf2BsTrapDefinitions
wmanIf2BsTrapDefinitions object group defines all the traps reported by BS.
13.1.3.2
wmanIf2BsCm
Figure 4 shows the structure of wmanIf2BsCm subtree.
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Figure 4—wmanIf2BsCm structure

13.1.3.2.1
wmanIf2BsRegisteredSsTable
Each entry in the wmanIf2BsRegisteredSsTable contains the information of SS that has been registered through REG-REQ and REG-RSP messages.
13.1.3.2.2
wmanIf2BsConfigurationTable
wmanIf2BsConfigurationTable contains objects for BS system parameters and constants as defined in subclause 10.1 of IEEE 802.16-2004 standard. wmanIf2BsConfigurationTable also contains objects that define the default behavior of the BS for 2nd Management Channel scheduling and SFID allocation as well as configuration parameters of the CPS scheduler and AAS system.

13.1.3.2.3
wmanIf2BsSsReqCapabilitiesTable

wmanIf2BsSsReqCapabilitiesTable contains the basic capability information of SSs that have been reported by SSs to BS using RNG-REQ, SBC-REQ and REG-REQ messages.

13.1.3.2.4
wmanIf2BsSsRspCapabilitiesTable

wmanIf2BsSsRspCapabilitiesTable contains the basic capability information of SSs that have been negotiated and agreed between BS and SS via RNG-REQ/RSP, SBC-REQ/RSP and REG-REQ/RSP messages.

13.1.3.2.5
wmanIf2BsBasicCapabilitiesTable

wmanIf2BsBasicCapabilitiesTable contains the basic capabilities of the BS as implemented in BS hardware and software. These capabilities along with the configuration for them (wmanIf2BsCapabilitiesConfigTable) are used for negotiation of basic capabilities with SS using RNG-RSP, SBC-RSP and REG-RSP messages.

13.1.3.2.6
wmanIf2BsCapabilitiesConfigTable

wmanIf2BsCapabilitiesConfigTable contains the configuration for basic capabilities of BS. The table is intended to be used to restrict the Capabilities implemented by BS, for example in order to comply with local regulatory requirements. The BS should use the configuration along with the implemented Capabilities (wmanIf2BsBasicCapabilitiesTable) for negotiation of basic capabilities with SS using RNG-RSP, SBCRSP and REG-RSP messages.

13.1.3.2.7
wmanIf2BsSsActionsTable

wmanIf2BsSsActionsTable contains all the actions specified for SSs in the standard. The actions are routed down to SS using unsolicited MAC messages: REG-RSP, DREG-REQ and RES-CMD. The table also contains the parameters of the actions in cases where they are specified by the standard.
13.1.3.2.8
wmanIf2BsMulticastPollingTable

wmanIf2BsMulticastPollingTable contains the multicast polling group information. BS can send MCA-REQ message to assign/remove a SS to/from a multicast polling group. An entry is created when a SS is assigned to a multicast polling group; and deleted when a SS is removed from a multicast polling group.
13.1.3.2.7
wmanIf2BsPhy

Figure 5 shows the structure of wmanIf2BsPhy subtree that contains BS managed objects related to the Physical layer.
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Figure 5—wmanIf2BsPhy structure

13.1.3.2.7.1
wmanIf2BsCmnPhy

wmanIf2BsOfdmPhy is a group containing objects specific to OFDM PHY.

13.1.3.2.7.1.1
wmanIf2BsCmnPhyUplinkChannelTable

wmanIf2BsCmnPhyUplinkChannelTable contains the common channel attributes that characterize the uplink channels.

13.1.3.2.7.1.2
wmanIf2BsCmnPhyDownlinkChannelTable

wmanIf2BsCmnPhyDownlinkChannelTable contains contains the common channel attributes that characterize downlink channels.

13.1.3.2.7.2
wmanIf2BsOfdmPhy

wmanIf2BsOfdmPhy is a group containing objects specific to OFDM PHY.

13.1.3.2.7.2.1
wmanIf2BsOfdmUplinkChannelTable

wmanIf2BsOfdmUplinkChannelTable contains OFDM UCD (Uplink Channel Descriptor) channel attributes, defining the transmission characteristics of uplink channels.

13.1.3.2.7.2.2
wmanIf2BsOfdmDownlinkChannelTable

wmanIf2BsOfdmDownlinkChannelTable contains OFDM DCD (Downlink Channel Descriptor) channel attributes, defining the transmission characteristics of downlink channels.

13.1.3.2.7.2.3
wmanIf2BsOfdmUcdBurstProfileTable

wmanIf2BsOfdmUcdBurstProfileTable contains OFDM UCD burst profiles for each uplink channel.

13.1.3.2.7.2.4
wmanIf2BsOfdmDcdBurstProfileTable

wmanIf2BsOfdmDcdBurstProfileTable provides one row for each OFDM DCD burst profile.

13.1.3.2.7.2.5
wmanIf2BsOfdmConfigurationTable

wmanIf2BsOfdmConfigurationTable contains BS configuration objects, specific to OFDM PHY.

13.1.3.2.7.2.6
wmanIf2BsSsOfdmReqCapabilitiesTable

wmanIf2BsSsOfdmReqCapabilitiesTable contains the basic capability information, specific to OFDM PHY, of SSs that have been reported by SSs to BS using RNG-REQ, SBC-REQ and REG-REQ messages. Entries in this table should be created when an SS registers with a BS.

13.1.3.2.7.2.7
wmanIf2BsSsOfdmRspCapabilitiesTable

wmanIf2BsSsOfdmRspCapabilitiesTable contains the basic capability information, specific to OFDM Phy, of SSs that have been negotiated and agreed between BS and SS via RNG-REQ/RSP, SBC-REQ/RSP and REG-REQ/RSP messages. This table augments the wmanIf2BsRegisteredSsTable.

13.1.3.2.7.2.8
wmanIf2BsOfdmCapabilitiesTable

wmanIf2BsOfdmCapabilitiesTable contains the basic capabilities, specific to OFDM Phy, of the BS as implemented in BS hardware and software.

13.1.3.2.7.2.9
wmanIf2BsOfdmCapabilitiesConfigTable

wmanIf2BsOfdmCapabilitiesConfigTable contains the configuration for basic capabilities of BS, specific to OFDM Phy. The table is intended to be used to restrict the Capabilities implemented by BS.

13.1.3.2.7.3
wmanIf2BsOfdmaPhy

wmanIf2BsOfdmaPhy is a group containing objects specific to OFDMA PHY.

13.1.3.2.7.3.1
wmanIf2BsOfdmaUplinkChannelTable

wmanIf2BsOfdmaUplinkChannelTable contains OFDMA UCD channel attributes, defining the transmission characteristics of uplink channels.

13.1.3.2.7.3.2
wmanIf2BsOfdmaDownlinkChannelTable

wmanIf2BsOfdmaDownlinkChannelTable contains OFDMA DCD channel attributes, defining the transmission characteristics of downlink channels.

13.1.3.2.7.3.3
wmanIf2BsOfdmaUcdBurstProfileTable

wmanIf2BsOfdmaUcdBurstProfileTable contains OFDMA UCD burst profiles for each uplink channel.

13.1.3.2.7.3.4
wmanIf2BsOfdmaDcdBurstProfileTable

wmanIf2BsOfdmaDcdBurstProfileTable provides one row for each OFDMA DCD burst profile.

13.1.3.2.7.3.5
wmanIf2BsSsOfdmaReqCapabilitiesTable

wmanIf2BsSsOfdmaReqCapabilitiesTable contains the basic capability information, specific to OFDMA Phy, of SSs or MSs that have been reported by SSs to BS using RNG-REQ, SBC-REQ and REG-REQ messages. Entries in this table should be created when an SS registers with a BS.

13.1.3.2.7.3.6
wmanIf2BsSsOfdmaRspCapabilitiesTable

wmanIf2BsSsOfdmaRspCapabilitiesTable contains the basic capability information, specific to OFDMA Phy, of SSs or MSs that have been negotiated and agreed between BS and SS via RNG-REQ/RSP, SBCREQ/ RSP and REG-REQ/RSP messages. This table augments the wmanIf2BsRegisteredSsTable.

13.1.3.2.7.3.7
wmanIf2BsOfdmaCapabilitiesTable

wmanIf2BsOfdmaCapabilitiesTable contains the basic capabilities, specific to OFDMA Phy, of the BS as implemented in BS hardware and software.

13.1.3.2.7.3.8
wmanIf2BsOfdmaCapabilitiesConfigTable

wmanIf2BsOfdmaCapabilitiesConfigTable contains the configuration for basic capabilities of BS, specific to OFDMA Phy. The table is intended to be used to restrict the Capabilities implemented by BS.
13.1.3.3
wmanIf2BsAm

Figure 6 shows the structure of wmanIf2BsAm subtree.
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Figure 6—wmanIf2BsAm structure

13.1.3.3.1
wmanIf2BsOtaUsageDataRecordTable

wmanIf2BsOtaUsageDataRecordTable contains counters to keep track of the number of packets and octets that have been received or transmitted over the air interface. BS may delete some OTA UDR in wmanIf2BsOtaUsageDataRecordTable after they have been transferred to the AAA server.
13.1.3.4
wmanIf2BsPm

Figure 7 shows the structure of wmanIf2BsPm subtree.
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Figure 7—wmanIf2BsPm structure

13.1.3.4.1
wmanIf2BsChannelMeasurementTable

wmanIf2BsChannelMeasurementTable contains channel measurement information on the uplink signal that were received from SS, and the downlink signal were obtained from SS using REP-REQ/RSP messages.

13.1.3.4.2
wmanIf2BsStatisticsConfigTable

wmanIf2BsStatisticsConfigTable contains the configuration of statistics information capture..

13.1.3.4.3
wmanIf2BsMsStartupStatisticsTable

wmanIf2BsMsStartupStatisticsTable contains statistical information that can be used to characterize MS' performance during the startup.
13.1.3.4.4
wmanIf2BsDataRateStatisticsTable
wmanIf2BsDataRateStatisticsTable contains the average and peak data rate statistics at the BS sector level.
13.1.3.4.5
wmanIf2BsNetworkEntryStatisticsTable
wmanIf2BsNetworkEntryStatisticsTable contains the statistics for the network and network re-entry.
13.1.3.4.6
wmanIf2BsPacketErrorRateTable
wmanIf2BsPacketErrorRateTable contains the statistics for the packet error rate. 
13.1.3.5
wmanIf2BsSm

Figure 8 shows the structure of wmanIf2BsSm subtree that contains BS managed objects related to the MAC privacy management entity.
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Figure 8—wmanIf2BsSm structure

13.1.3.5.1
wmanIf2BsPkmSecurityCapabilityTable

wmanIf2BsSsPkmSecurityCapabilityTable contains the list of the cryptographic suite(s) an BS supports.

13.1.3.5.2
wmanIf2BsSsPkmSecurityCapabilityTable

wmanIf2BsSsPkmSecurityCapabilityTable contains the SS's Security Capabilities that are conveyed by the “Auth Request” message. It contains the list of the cryptographic suite(s) an SS supports.

13.1.3.5.3
wmanIf2BsPkmV1Objects

13.1.3.5.3.1
wmanIf2BsPkmV1ConfigTable

wmanIf2BsPkmV1ConfigTable contains the configuration of the PKM attributes that are to be used for BS and all SSs that are connected to such BS.

13.1.3.5.3.2
wmanIf2BsSsPkmV1AuthorizationTable

wmanIf2BsSsPkmV1AuthorizationTable contains information related to SS's authorization process.

13.1.3.5.3.3
wmanIf2BsSsV1PkmTekTable

wmanIf2BsSsPkmV1TekTable contains the TEK attributes that are associated with each SAID.

13.1.3.5.4
wmanIf2BsPkmV2Objects

13.1.3.5.4.1
wmanIf2BsPkmV2ConfigTable

wmanIf2BsPkmV2ConfigTable contains the PKM attributes that are needed to PKM operation.

13.1.3.5.4.2
wmanIf2BsSsPkmV2RsaAuthTable

wmanIf2BsSsPkmV2RsaAuthTable contains information related to PKMV2 RSA based authorization process.

13.1.3.5.4.3
wmanIf2BsSsPkmV2TekTable

wmanIf2BsSsPkmV2TekTable contains the TEK attributes that are associated with each SAID.

13.1.3.5.4.4
wmanIf2BsSsPkmV23wayHandshakeTable

This table contains information related to PKMV2 3-way handshake process
13.1.4

wmanIf2mBsMib

Figure 9 shows the high level MIB structure of wmanIf2mBsMib for 802.16. The MIB structure is organized based on the FCAPS reference model.
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Figure 9—wmanIf2mBs structure
13.1.4.1
wmanIf2mBsCm

Figure 10 shows the structure of wmanIf2mBsCm subtree.
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Figure 10—wmanIf2mBsCm structure
13.1.4.1.1
wmanIf2mBsConfiguration
Figure 11 shows the structure of wmanIf2mBsConfiguration subtree.
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Figure 11— wmanIf2mBsConfiguration structure
13.1.4.1.1.1
wmanIf2mBsConfigurationTable

wmanIf2mBsConfigurationTable contains objects for BS system parameters and constants as defined in subclause 10.1 of IEEE 802.16e-2005 standard.

13.1.4.1.1.2
wmanIf2mBsSsReqCapabilitiesTable

wmanIf2mBsSsReqCapabilitiesTable contains the basic capability information of SSs that have been reported by SSs to BS using RNG-REQ, SBC-REQ and REG-REQ messages.

13.1.4.1.1.3
wmanIf2mBsSsRspCapabilitiesTable

wmanIf2mBsSsRspCapabilitiesTable contains the basic capability information of SSs that have been negotiated and agreed between BS and SS via RNG-REQ/RSP, SBC-REQ/RSP and REG-REQ/RSP messages.

13.1.4.1.1.4
wmanIf2mBsBasicCapabilitiesTable

wmanIf2mBsBasicCapabilitiesTable contains the basic capabilities of the BS as implemented in BS hardware and software. These capabilities along with the configuration for them (wmanIf2mBsCapabilitiesConfigTable) are used for negotiation of basic capabilities with SS using RNG-RSP, SBC-RSP and REG-RSP messages.

13.1.4.1.1.5
wmanIf2mBsCapabilitiesConfigTable

wmanIf2mBsCapabilitiesConfigTable contains the configuration for basic capabilities of BS. The table is intended to be used to restrict the Capabilities implemented by BS, for example in order to comply with local regulatory requirements. The BS should use the configuration along with the implemented Capabilities (wmanIf2mBsBasicCapabilitiesTable) for negotiation of basic capabilities with SS using RNG-RSP, SBCRSP and REG-RSP messages.

13.1.4.1.1.6
wmanIf2mBsSsCidUpdateTable

wmanIf2mBsSsCidUpdateTable contains the 'CID update' TLV that is send in the REG-RSP message to allow an MS to update its service flows and connection information so that it may continue service after a handover to a new serving BS.

13.1.4.1.2
wmanIf2mBsPowerSavingMode
Figure 12 shows the structure of wmanIf2mBsPowerSavingMode subtree.
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Figure 12—wmanIf2mBsPowerSavingMode structure
13.1.4.1.2.1
wmanIf2mBsSsPowerSavingStatusTable

wmanIf2mBsSsPowerSavingStatusTable contains the power saving status for each CID in an SS.

13.1.4.1.2.2
wmanIf2mBsSsPowerSavingClassesTable

wmanIf2mBsSsPowerSavingClassesTable contains the power saving classes definitions, and activation / deactivation information that are provided by MOB_SLP-REQ and MOB_SLP-RSP messages.

13.1.4.1.3
wmanIf2mBsNeighborAdv
Figure 13 shows the structure of wmanIf2mBsNeighborAdv subtree.
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Figure 13—wmanIf2mBsNeighborAdv structure
13.1.4.1.3.1
wmanIf2mBsNeighborAdvCommonTable

wmanIf2mBsNeighborAdvCommonTable This table contains the common attributes for the MOB_NBRADV message.

13.1.4.1.3.2
wmanIf2mBsNeighborAdvertizementTable

wmanIf2mBsNeighborAdvertizementTable contains the attributes specific to each neighbor BS for the MOB_NBR-ADV message.

13.1.4.1.3.3
wmanIf2mBsNeighborBsOfdmaUcdTable

wmanIf2mBsNeighborBsOfdmaUcdTable contains the attributes of the UCD message for the neighboring BSs. It provides one row for each neighboring BS.

13.1.4.1.3.4
wmanIf2mBsNeighborBsOfdmaDcdTable

wmanIf2mBsNeighborBsOfdmaDcdTable contains the attributes of the DCD message for the neighboring BSs. It provides one row for each neighboring BS.

13.1.4.1.4
wmanIf2mBsPaging
Figure 14 shows the structure of wmanIf2mBsPaging subtree.
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Figure 14—wmanIf2mBsPaging structure
13.1.4.1.4.1
wmanIf2mBsPagingAdvertizementTable

wmanIf2mBsPagingAdvertizementTable contains the attributes that BS broadcasts in the MOB_PAG-ADV message.
13.1.4.1.4.2
wmanIf2mBsMsPagedTable

wmanIf2mBsMsPagedTable contains the MSs that are paged in the MOB_PAG-ADV message.

13.1.4.1.4.3
wmanIf2mBsPagingGroupsTable

wmanIf2mBsPagingGroupsTable contains paging group IDs that BS can broadcast in the MOB_PAG-ADV message.

13.1.4.1.5
wmanIf2mBsServiceFlow
Figure 15 shows the structure of wmanIf2mBsServiceFlow subtree.
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Figure 15—wmanIf2mBsServiceFlow structure
13.1.4.1.5.1
wmanIf2mBsServiceFlowTable

wmanIf2mBsServiceFlowTable contains the service flow database. When an SS first registers at the BS, the BS should download the SS' service flow profile (e.g. QoS parameter set and classification rules) from the home AAA server.

For portable or mobile SS, when the SS hands over to another BS, as part of the context transfer, the serving BS should transfer the SS’ service flows to the target BS. After the handover, the old serving BS shall change the wmanIf2BsServiceflowState of the service flows, previously used by the SS to 'inactive'. The BS may cleanup wmanIf2BsServiceFlowTable periodically, by removing those entries with wmanIf2BsServiceflowState = 'inactive'.

13.1.4.1.5.2
wmanIf2mCmnClassifierRuleTable

wmanIf2CmnQoSProfileTable contains packet classifier rules associated with service flows.

13.1.4.1.5.3
wmanIf2mCmnPhsRuleTable

wmanIf2mCmnPhsRuleTable contains PHS rule dictionary entries. Each entry contains the data of the header to be suppressed along with its identification - PHSI.

13.1.4.1.5.4
wmanIf2mCmnQoSProfileTable

wmanIf2mCmnQoSProfileTable contains QoS profiles that are associated with service flows or CIDs via the wmanIf2CmnQoSProfileIndex.sa
13.1.4.1.5.5
wmanIf2mCmnArqAttributeTable

wmanIf2mCmnArqAttributeTable contains ARQ parameters that are associated with the Service Flows.
13.1.4.2
wmanIf2mBsPm

Figure 16 shows the structure of wmanIf2mBsPm subtree.
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Figure 16—wmanIf2mBsPm structure
13.1.4.2.1
wmanIf2mBsSsSleepModeStatisticsTable

wmanIf2mBsSsSleepModeStatisticsTable contains the sleep mode statistic for SS.
13.1.4.2.2
wmanIf2mBsMobileScanRequestTable
wmanIf2mBsMobileScanRequestTable contains the attributes that are sent in the MOB_SCN-REQ message.
13.1.4.2.3 wmanIf2mBsMobileScanResponseTable
wmanIf2mBsMobileScanResponseTable contains the attributes that are sent in the MOB_SCN-RSP message.
13.1.4.2.4
wmanIf2mBsNeighborBsInfoTable
wmanIf2mBsNeighborBsInfoTable contains the neighbor BS information that is sent in the MOB_SCN-RSP and MOB_SCN-REP messages

13.1.4.2.5
wmanIf2mBsDiversityBsInfoTable 

wmanIf2mBsDiversityBsInfoTable contains the diversity BS information that is sent in the MOB_SCN-REP messages. 
13.1.5

wmanIf2sBsMib

Figure 17 shows the high level MIB structure of wmanIf2sBsMib. 
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Figure 17—wmanIf2sBsMib structure
13.1.5.1
wmanIf2sBsProvisionedSfTable

wmanIf2sBsProvisionedSfTable contains service flow profiles provisioned by NMS.

13.1.5.2
wmanIf2sBsServiceClassTable

Each entry of the wmanIf2sBsServiceClassTable contains QoS parameter set, as defined in subclause 6.3.14 and 11.13 in IEEE 802.16-2004 standard.

13.1.5.3
wmanIf2sBsServiceFlowTable

wmanIf2sBsServiceFlowTable contains the service flow database.

13.1.5.4
wmanIf2sBsClassifierRuleTable

wmanIf2sBsClassifierRuleTable contains the packet classifier rules associated with service flows.
13.1.5.5
wmanIf2sBsPhsRuleTable

wmanIf2sBsPhsRuleTable contains PHS rule dictionary entries. Each entry contains the data of the header to be suppressed along with its identification - PHSI.
13.1.6

wmanIf2mSsMib

Figure 18 shows the high level MIB structure of wmanIf2mSsMib.
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Figure 18—wmanIf2mSsMib structure
13.1.6.1
wmanIf2mSsCm
Figure 19 shows the structure of wmanIf2mSsCm subtree.
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Figure 19—wmanIf2mSsCm structure
13.1.6.1.1
wmanIf2mSsConfigurationTable

wmanIf2mSsConfigurationTable contains objects for SS system parameters and constants as defined in subclause 10.1 of IEEE 802.16e-2005 standard.

13.1.6.1.2
wmanIf2mSsServiceFlowTable

wmanIf2mSsServiceFlowTable contains the service flow database.
13.1.6.1.3
wmanIf2mSsClassifierRuleTable

wmanIf2mSsQoSProfileTable contains packet classifier rules associated with service flows.

13.1.6.1.4
wmanIf2mSsPhsRuleTable

wmanIf2mSsPhsRuleTable contains PHS rule dictionary entries. Each entry contains the data of the header to be suppressed along with its identification - PHSI.

13.1.6.1.5
wmanIf2mSsQoSProfileTable

wmanIf2mSsQoSProfileTable contains QoS profiles that are associated with service flows or CIDs via the wmanIf2mSsQoSProfileIndex.

13.1.6.1.6
wmanIf2mSsArqAttributeTable

wmanIf2mSsArqAttributeTable contains ARQ parameters that are associated with the Service Flows.
13.1.6.2
wmanIf2mSsFm
Figure 20 shows the structure of wmanIf2mSsFm subtree.
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Figure 20—wmanIf2mSsFm structure
13.1.6.2.1
wmanIf2mSsTrapControl

13.1.6.2.1.1
wmanIf2mSsTrapControlRegister

wmanIf2mSsTrapControlRegister is used to enable or disable Subscriber Station traps.

13.1.6.2.1.2
wmanIf2mSsThresholdConfigTable

wmanIf2mSsThresholdConfigTable contains threshold objects that can be set to detect the threshold crossing events.

13.1.6.2.2
wmanIf2mSsTrapDefinitions

wmanIf2mSsTrapDefinitions group defines all the traps reported by SS.
13.1.7

wmanIf2sSsMib

Figure 21 shows the high level MIB structure of wmanIfsSsMib.
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Figure 21—wmanIf2sSsMib structure
13.1.7.1
wmanIf2sSsConfigurationTable

wmanIf2sSsConfigurationTable contains objects for SS system parameters and constants as defined in subclause 10.1 of IEEE 802.16e-2005 standard.

13.1.7.2
wmanIf2sSsServiceFlowTable

wmanIf2sSsServiceFlowTable contains the service flow database.
13.1.7.3
wmanIf2sSsClassifierRuleTable

wmanIf2sSsQoSProfileTable contains packet classifier rules associated with service flows.

13.1.7.4
wmanIf2sSsPhsRuleTable

wmanIf2sSsPhsRuleTable contains PHS rule dictionary entries. Each entry contains the data of the header to be suppressed along with its identification - PHSI.

13.1.7.5
wmanIf2sSsTrapControl

13.1.7.5.1
wmanIf2sSsTrapControlRegister

wmanIf2sSsTrapControlRegister is used to enable or disable Subscriber Station traps.

13.1.7.5.2
wmanIf2sSsThresholdConfigTable

wmanIf2sSsThresholdConfigTable contains threshold objects that can be set to detect the threshold crossing events.

13.1.7.6
wmanIf2sSsTrapDefinitions

wmanIf2sSsTrapDefinitions group defines all the traps reported by SS.
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