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1 802.16 Relevant M2M Usage Models 
1.1 Secured Access & Surveillance
Many of the M2M use cases in this category can be serviced by short-range wireless (e.g. building access).  However, there are enough scenarios where long-range wireless is helpful, if not required, that we include it here are a relevant WAN M2M category.  Some examples use cases requiring WAN M2M are surveillance of and controlled access to large industrial parks or farms/estates where there is no access to short-range wireless (e.g. property gates, perimeter surveillance).   While most of these are fixed in location, there are some use cases where surveillance video is fed to security vehicles monitoring the property.
1.2 Tracking, Tracing, & Recovery
There are two primary use cases in this category.  The first is the secured movement of assets, vehicles, boats, construction equipment, and plant machinery.  The second use case is mobile asset “management” (e.g. fleet management).  WAN M2M allows a company to track its fleet, get breakdowns of miles covered, analyze average speeds and identify/respond to driver issues. It enables company assets to exchange information (for content and control) with the company’s management system, provides the company with visibility into multiple aspects of its supply chain, and reports asset location aiding in shipping management.
1.3 Public Safety

Public Safety includes emergency response, public surveillance systems, monitoring and warning of natural disasters, and securing individuals.  
Many first responders (police & fire departments) use video surveillance systems to aid in public safety. With WAN M2M, real-time emergency information can be transmitted directly to a first-responder's mobile device (e.g. a surveillance system can be programmed to automatically transmit video to a first-responder’s device at the trigger of an alarm).  It can also be used to prepare the receiving hospital’s staff using video feed from incoming ambulances.

WAN M2M can also be used to secure individuals, for example monitoring/securing workers in remote or high risk areas or offenders under parole.

1.4 Payment

WAN M2M communication allows greater flexibility in deployment of POS/ATM terminals, parking meters, etc. and better functionality with faster service and better management. Moreover, in emerging markets, it can overcome a lack of wired infrastructure.  
1.5 Healthcare

WAN M2M Healthcare devices improve patient monitoring/tracking and doctor responsiveness.  They allow patients with advanced age, chronic disease, or complicated physical conditions to live independently, and they improve patient care by virtue of more accurate and faster reporting of changes in physical condition.  More niche medical conditions and applications are supported as well such as fetal monitoring, remote drug management, acute post-operative care, and pharmacological test management (e.g. wireless sensors can be embedded in belts to monitor prenatal conditions in complicated pregnancies).  There are even some controversial applications emerging such as location assistance for at-risk individuals (e.g. Alzheimer’s patients). 
1.6 Remote Maintenance and Control

Remote maintenance and control is primarily used in the oil and gas, water/waste water, waste management, power generation, and heavy equipment industries.  WAN M2M services keep owners/companies informed about whether their equipment is running and informs them immediately if there are signs of trouble.  These devices provide timely information (e.g. notification of impending failure), automatic alarms (including troubleshooting tools), notification of consumption/output/milestones (e.g. detect quality issues early), and secure remote service access.   One example is the smart ‘trash can’ system used in Somerville, Massachusetts, in which public litter bins send text messages to the local authorities when they are full and require emptying.
1.7 Metering

Smart metering (e.g. Smart Grid) help both the customer and the supplier.

For the customer, smart metering assists with load control programs (demand response and TOU pricing), net metering, plug-in electric vehicles, smart appliances and energy monitoring and control.

For the supplier, smart metering supports a outage management, load forecasting and balancing, theft and tamper detection, and asset management.
While many of the use cases in smart metering are in-home (where short-range wireless may be preferred), there are many use cases that benefit from (if not require) WAN M2M access.  These are “green field” scenarios (such as farming meters) where short range wireless backbones are non-existent and cost-prohibitive to build.  

1.8 Consumer Electronics

M2M is just beginning its foray in the realm of consumer electronics.  But even now, there are many promising applications for WAN M2M specifically.  Some of these new applications include personal navigation devices, e-readers, gaming/music/video, and pet/child tracking modules (the first two seem to be causing most of the buzz right now).

1.9 Retail

The only WAN M2M use case in the retail category currently receiving any market discussion is digital signage.  
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