
IEEE C80216ppc-10/0003

	Project
	IEEE 802.16 Broadband Wireless Access Working Group <http://ieee802.org/16>

	Title
	Use Cases for Machine to Machine (M2M) Study Report

	Date Submitted
	2010-04-05

	Source(s)
	Kyujin Park, Jin Lee, Ronny Yongho Kim, Jin Sam Kwak, HanGyu Cho

LG Electronics
	E-mail: 
{kyujin.park, jin1.lee}@lge.com


	Re:
	none

	Abstract
	Initial study report of M2M use cases, required feature sets, and standards impact.

	Purpose
	Provide context for creating the M2M PAR and planning schedule for the M2M TG

	Notice
	This document does not represent the agreed views of the IEEE 802.16 Working Group or any of its subgroups. It represents only the views of the participants listed in the “Source(s)” field above. It is offered as a basis for discussion. It is not binding on the contributor(s), who reserve(s) the right to add, amend or withdraw material contained herein.

	Release
	The contributor grants a free, irrevocable license to the IEEE to incorporate material contained in this contribution, and any modifications thereof, in the creation of an IEEE Standards publication; to copyright in the IEEE’s name any IEEE Standards publication even though it may include portions of this contribution; and at the IEEE’s sole discretion to permit others to reproduce in whole or in part the resulting IEEE Standards publication. The contributor also acknowledges and accepts that this contribution may be made public by IEEE 802.16.

	Patent Policy
	The contributor is familiar with the IEEE-SA Patent Policy and Procedures:

<http://standards.ieee.org/guides/bylaws/sect6-7.html#6> and <http://standards.ieee.org/guides/opman/sect6.html#6.3>.

Further information is located at <http://standards.ieee.org/board/pat/pat-material.html> and <http://standards.ieee.org/board/pat>.


Machine to Machine (M2M) Communications Study Report (Draft)
31
M2M Usage Models


31.1
Security


31.2
Public Safety


31.3
Tracking and Tracing


31.4
Payment


41.5
Healthcare


51.6
Remote Maintenance and Control


51.7
Metering


51.8
Consumer Devices


62
M2M System Architecture Considerations


63
Requirements and Features for M2M


63.1
Extremely Low Power


63.2
High Reliability


63.3
Access Priority


63.4
Active QoS


63.5
Mass Device Transmission


63.6
Device Collaboration


63.7
Enhanced Security


64
802.16 Standards Impact


64.1
MAC Layer Changes needed


64.2
Physical Layer Changes needed


65
Recommendations




1 M2M Usage Models 
1.1 Security
· General description

Security usage model is to prevent theft or insecure physical access in a building or car by M2M services. 

Sensors can be used to identify an object’s movement. The sensors forward sensitive data in real-time by tracking of the movement of object or theft to surveillance cameras equipped with M2M modules. The surveillance cameras are able to gather the data from the motion sensors which are residing inside the building or car and forward the data to an M2M server. Alert signal from the M2M server can be transmitted to the user’s device to identify damages of cars or an intrusion of theft to the building.

It is also possible that children are equipped with portable M2M devices. The M2M devices can send information about the status and positions of the children periodically or on-demand to an M2M server. The M2M server can be accessed remotely or the M2M server sends alarm signal to parents’ devices if immediate attention is needed.

· Expected service characteristic [Note: This is placeholder for expected service characteristic such as data rate, data transmission period, etc….. This could be very helpful for addressing standard impact in the below]
· Applications [Note: This is placeholder for detailed applications. If necessary, we can provide description for each application.]
· Surveillance systems

· Control of physical access (e.g. to building)

· Car/driver Security 
· Person protection
1.2 Public Safety
· General description

For supporting public safety, M2M devices can be deployed with WAN connected. The M2M devices in this scenario will mostly have a function of monitoring the environments, weather, disasters, etc. and reporting the results periodically or on-demand to the M2M server. For example, many sensors equipped with M2M communication module are deployed near the riverside or dam for monitoring the water level. When heavy rain falls, the M2M devices will report the water level of the river or dam periodically to the M2M servers managed by relevant public organizations and then the M2M server will automatically make control of the water level by adjusting discharge level of the dam to prepare for floods. Additionally the M2M server can send a warning message and relevant preparation guideline to the public (i.e. to their mobile equipments) near the river. Similarly M2M devices with WAN range communication capability can be used in various fields for public safety, e.g. checking the air pollution, monitoring fire, earthquake, etc. 

· Expected service characteristic 

· Applications

· Monitoring of disasters, fire, earthquake, etc.
1.3 Tracking and Tracing
· General description

Tracking and tracing use cases are mainly related with the services based on location-tracking information. For example, in order to provide vehicular tracking services such as navigation, traffic information, road tolling, automatic emergency call, pay as you drive, the M2M application server needs to monitor the status and/or positioning of individual vehicle or group of vehicles. Therefore, each vehicle shall be equipped with built-in M2M devices. The M2M devices in each vehicle will send the required information on the status of the vehicle (e.g. location, velocity, traffic jam etc.) automatically or on-demand to the server over the mobile network. And then, by analyzing the information gathered from the vehicular M2M devices, the M2M server will generate data about traffic information, navigation, etc. which are necessary for subscribers (i.e. drivers) and provide the information/services through WAN.
Besides the vehicular applications, there are various tracking service scenarios, e.g. cargo tracking, person/animal tracking, asset tracking, etc. Similar to the vehicular applications, all these applications also need to M2M devices with wireless communication capability over WAN for the application server to obtain the positioning information. 
· Expected service characteristic 

· Applications 

· Person/animal tracking
· Asset tracking

· Cargo tracking

· Fleet management

· Automatic emergency call

· Navigation

· Traffic information

· Pay as you drive

· Road tolling
1.4 Payment
· General description

When Point-of-Sale (POS) credit card at retail outlets and restaurants is swiped through an M2M device, data is communicated wirelessly with M2M server over a secure network. The M2M module allows additional possibilities for M2M devices, as M2M modules can be installed into wireless PoS terminals, street parking, vending machine, and ticketing machines, to provide communication for credit or debit card on-line transactions.  
· Expected service characteristic 

· Applications 

· Point of sales 
· Vending machines 

· Gaming machines 
1.5 Healthcare
· General description

Healthcare usage model is to support the remote management of patient illnesses or to enable the handicapped to live independently by using M2M services. In order to acquire the information on a patient’s health or fitness, appropriate sensors can be used. The patient wears the sensor devices that record health and fitness indicators such as blood pressure, body temperature, heart rate, weight, etc. 
Because these sensors have limitations on battery consumption, it is expected that they forward the collected data to an M2M device that can act as an aggregator of the collected information and a gateway towards M2M server that is able to store and possibly react to the collected data. It is also possible that sensors monitor parameters related to the health condition of the aged or handicapped and forward the parameters estimated to an M2M server. When the M2M server provides web access in order for doctors to check out telemedicine points based on forwarded parameters, the aged or handicapped can be diagnosed remotely by the doctors. 
· Expected service characteristic 

· Applications 

· Monitoring vital signs 
· Supporting the aged or handicapped
· Web access telemedicine points

· Remote diagnostics
· Remote surgery
1.6 Remote Maintenance and Control
· General description

M2M modules can be enabled in vending machines carrying sodas, juices and waters in public outside places. Because an M2M server is installed in a company and the vending machines will carry the current fill-level in a given time to the M2M server, the company can monitor purchases in a specific area to help it understand consumer behavior. As the wireless data is fed back to the company, the company can better plan promotions and introduce new products. As the operation point of view, when vending machines transmit information about maintenance state, malfunctions or damages to the M2M server, the company can quickly address the issues and handle them remotely. 

Sensors connected to an M2M device can be also used to get the information about presence detection or outside temperature. By getting the information from the sensors, the M2M device can forward the information to an M2M server. The M2M server can send the appropriate orders (e.g., to switch off lights or heater) to a user’s device or control a utility switch remotely based on the information forwarded from the M2M device.

· Expected service characteristic  

· Applications 

· Lighting 
· Pumps

· Valves

· Elevator control

· Vending machine control
· Vehicle diagnostics
1.7 Metering
· General description

Metering devices are deployed for utility suppliers to charge the subscribers according to the amount of utility being used. Enabling of M2M module on metering devices will create great gains for both consumers and utility suppliers. Especially, smart metering targets not only remote reading of meters but also improvement of energy/utility end-use efficiency (e.g. by controlling home appliance usages intelligently according to time-varying unit price on energy). Smart metering contributes to the reduction of energy consumption, thus cheaper utility pricing for consumers. For the suppliers, it helps efficient management and monitoring of utility supply, thus enables balanced and stable provision of utility.
· Expected service characteristic 

· Applications 

· Electrocity 
· Water

· Gas

· Heat

· Real-time control/monitoring of utility supply and consumption
1.8 Consumer Devices 
· General description

Consumer devices market such as digital camera, netbook, PSP, etc. and relevant digital contents market are growing significantly in a few years, and the consumers require various applications and services are provided for a device and also interactions such as contents or data sharing among devices are possible with easy and friendly user interfaces. In other words, these consumer devices are required to easily download various digital contents and application services from service provider, to share their data with other various devices and to update or upgrade their firmware or software. 
· Expected service characteristic 

· Applications 

· E-book 
· Netbook
· Digital camera

2 M2M System Architecture Considerations


3 Requirements and Features for M2M

3.1 Extremely Low Power

3.2 High Reliability

3.3 Access Priority

3.4 Active QoS

3.5 Mass Device Transmission
3.6 Device Collaboration
3.7 Enhanced Security 
4 802.16 Standards Impact 
4.1 
MAC Layer Changes needed

4.2 
Physical Layer Changes needed
5 Recommendations

  


