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M2M Usage Models
1. Introduction
Usage models for machine to machine communication in IEEE 802.16 network are defined in [1]. This contribution proposes the description on usage model - Tracking and tracing, Healthcare and Metering.
Reference
[1] IEEE 802.16-10/0024, Machine to Machine (M2M) Communication Study Report (Draft), Mar. 2010

2. Text change
-------------------------------  Text Start  --------------------------------------------------- 
[Add the followings under subclause 1.3 in IEEE 802.16-10/0024:]
1.3 Tracking and Tracing
Tracking and tracing M2M can provide vehicle tracking (transport), road toll payment and asset tracking (logistics). These are very popular M2M services used in the transportation industry. The scenario for tracking and tracing is illustrated in Figure 1. When a vehicle with high-priced cargo moves from ship to warehouse, the vehicle is equipped with IEEE 802.16 M2M capability for security and time of delivery consideration. 
In this scenario, the M2M device (e.g. mobile gateway) runs a M2M application and has wireless communication capacity over IEEE 802.16 access service network (ASN). The M2M device may update its location. The M2M server may request the M2M device to report the location of vehicle or the status of sensors connected for the management of vehicle. Hence the M2M device gathers the requested information and sends the information to the M2M server. 
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Figure 1 an example of M2M scenario for asset tracking
[Add the followings under subclause 1.5 in IEEE 802.16-10/0024:]

1.5 Healthcare

Healthcare M2M can provide a healthcare service through portable device or home monitoring device that allow people who need care to stay in their own home. These devices are often equipped with bio-sensors that range from collecting relevant medical data to monitor the medical condition of a patient. The scenario of healthcare is illustrated in Figure 2. 
The M2M device (e.g. healthcare device) has an IEEE 802.16 M2M capability and communicates with a healthcare management system i.e. M2M server through IEEE 802.16 access service network (ASN). 
These M2M devices (e.g. healthcare devices) can monitor a patient’s vital signs and sends the signal to alert the healthcare management system in a hospital or a care facility at the regular period or on-demand. The M2M device may forward a signal from the healthcare sensor to the healthcare management system. The healthcare management system may also transmit a configuration data to the M2M device through the ASN. 
For the case of M2M communication between M2M device and healthcare management system to transmit patient data, there should be a heightened consideration for security and reliability while data is being transmitted from one device to the server and vice versa.
An M2M device may be a home gateway (e.g. healthcare gateway) that aggregates data from all healthcare devices in a home and communicates with the healthcare management system through the ASN.
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Figure 2 an example of M2M scenario for healthcare
[Add the followings under subclause 1.7 in IEEE 802.16-10/0024:]

1.7 Metering

Smart metering services meter gas, electricity or water and bill the metered resource without human intervention. Generally a few thousands of metering devices may be deployed in a residential area. Therefore the Network should have a capacity to support data transmission from/to large scale of smart meters. The scenario of smart metering is illustrated in Figure 3 wherein a smart meter may serve as traffic originating or terminating point. Here, the smart meter serves as M2M device.

An M2M device (e.g. smart meter) installed at home automatically collects utility usage information and sends it to a meter data management system, i.e. M2M server. The M2M device may also communicate with customer appliances or sensor devices through home area network so that it collects sensor information from a variety of devices or customer appliances. In case where the M2M device has IEEE 802.16 M2M capability, it communicates directly with IEEE 802.16 ASN as an endpoint mounted on the outside of house or on the roof of house. 
In case of the AP deployment where the AP is an M2M device with IEEE 802.16 module and communicates with IEEE 802.16 ASN, the AP aggregates the information from smart meters via power line or other RF technology.
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Figure 3 an example of M2M scenario for metering
-------------------------------  Text End  ---------------------------------------------------
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