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Proposed Features for the M2M Study Report Draft

I.  Introduction

This contribution proposes features relevant to 802.16 for inclusion into the M2M Study Report.

II. Proposed Edits to M2M Study Report
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3 Requirements and Features for M2M

3.1 Extremely Low/No Mobility

Extremely low (or no) mobility implies that the M2M device is stationary for very long periods of time, perhaps throughout its entire lifetime.

This feature applies to all use case categories that include fixed monitoring such as “Secured Access & Surveillance”, “Public Safety”, “Payment”, “Remote Maintenance & Control”, “Metering”, and “Retail”.
3.2 Extremely Low Power

Extremely low power implies that the M2M device consumes extremely low operational power over long periods of time.

There are applications in almost every use case category of section 1 that require extremely low power devices.  The following are a few examples.  In “Secured Access & Surveillance”, sensors that secure perimeters often do not have access to power sources, and they do not have frequent human interaction, thus frequent “charging” is not a possibility.  In “Tracking, Tracing, & Security”, shipments can contain hundreds (or more) sensors, thus although there is frequent human interaction, the human resource cost of charging them is prohibitive.  Many “Public Safety” applications entail environmental sensors that are both large in number and without frequent human interaction (e.g. monitoring river levels).  “Remote Maintenance & Control” includes applications where sensors can be distributed throughout a large industrial area without access to power and with little human interaction.  “Metering” applications have similar characteristics.

3.3 High Reliability

High reliability implies that whenever and wherever high priority M2M communication is required or triggered, the connection to the access network is always good (i.e. it has extremely low packet error rate).
High reliability is required in M2M applications that involve either the prospect of an emergency or highly sensitive data.  Use categories that include these types of applications are “Secured Access & Surveillance”, “Public Safety”, “Payment”, “Healthcare”, and “Remote Maintenance & Control”.
3.4 Access Priority

Access priority implies that when high priority M2M communication is required or triggered, the signaling is given priority access to the network.

Access priority is required in the same M2M applications that required high reliability, i.e. the use case categories that require this feature are “Secured Access & Surveillance”, “Public Safety”, “Payment”, “Healthcare”, “Remote Maintenance & Control”.
3.5 Active QoS
Active QoS implies that the network manages the M2M device’s radio resources to guarantee the negotiated QoS despite changing link conditions.  It may also include re-negotiation of the QoS profile.

Active QoS is required in every use case category that includes mobile applications.  This is true for every category except perhaps “Remote Maintenance & Control”, “Metering”, and “Retail” where applications involved fixed M2M devices.

3.6 Mass Device Transmission
Mass device transmission implies that large numbers of devices can successfully transmit simultaneously to the access network’s base station.

This feature is required for any M2M application that involves “emergency” response from large numbers of M2M devices simultaneously.  The following use case categories include these types of applications:  “Secured Access & Surveillance”, “Tracking, Tracing, & Recovery”, “Public Safety”, “Healthcare”, “Remote Maintenance & Control”, and “Metering”.
3.7 Enhanced Security 
Enhanced security implies stronger protection from hardware or software attacks (i.e. tampering).

This feature is required for any M2M device that does not have constant (responsible) human interaction.  There are applications like these in every use case category except “Consumer Electronics”.

3.8 Small Burst Traffic

Small burst traffic implies that bursts are extremely small in size.

Small burst traffic is common in many M2M applications.  Some examples are traffic bursts than simply include a bit “status” indicator.  This can be used in M2M applications for “Secured Access & Surveillance”, “Tracking, Tracing, & Recovery”, “Public Safety”, “Healthcare”, “Remote Maintenance & Control”, and “Metering”. 
3.9 Time Controlled Traffic

Time controlled traffic implies the absence of “ad-hoc” packet transmission (to or from the M2M device).

Every M2M application includes a portion of traffic that is time-controlled.  The difference among M2M applications is the percentage of traffic that is time-controlled vs. ad-hoc.
3.10 Infrequent/Intermittent Traffic

Infrequent/intermittent traffic implies that M2M transmissions are infrequent with large amounts of time between transmissions.

This feature is common for many M2M applications.  In fact, this is a primary feature of applications in “Secured Access & Surveillance”, “Tracking, Tracing & Recovery”, “Public Safety”, “Healthcare”, “Remote Maintenance & Control”, “Metering”, and “Retail”.   The only two categories that may not include this type of traffic is “Payment” and “Consumer Electronics”.
3.11 Long Range Access

Long range access implies that a single WiMAX M2M-enabled base station can serve M2M devices over a very long range.  

This is not necessarily a feature of any use case, but of some potential market cases that require extremely low cost deployments.  For example, there may be remote (rural) facilities or industrial parks that require M2M WiMAX coverage, but the cost of deploying standard sized WiMAX cells is cost-prohibitive.  In these cases, a provider may want to deploy a single WiMAX base station with extremely long range in order to cover all M2M devices in the desired service area.  







  


