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1 Overview

2 References

1. IEEE P802.16p PAR and 5C in 80216-10_0003r6.doc 
2. IEEE P802.16m System Requirements Document (SRD)

3 Definitions

	
	 The definitions below have been agreed in the PAR

	M2M device 
	Embedded device with WAN connectivity

	M2M gateway
	

	Machine-to-Machine (M2M)
	Information exchange between devices or between a device and a Server in the core network through a Base Station that may be carried out without any human interaction.




4 Abbreviations and Acronyms

	
	

	M2M
	Machine to Machine
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