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Introduction
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· figure clarification (Section 2.1.1.3)

· section relocation (Figure 6)

· rewording in requirement and standard implication section

No new features or deletion of current features are proposed.
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[Editors’ Note: All bracketed text in this is subject to review and agreement by the PPC group]
1 Introduction 
Several recent studies have pointed to the explosive growth in mobile data demand driven by compelling devices such as the iPhone and netbooks.  For example, studies by Cisco suggest 66x growth in mobile internet traffic, from 2008-2013, corresponding to a CAGR of 131% [‎1].  Therefore, a critical challenge for future broadband networks is to provide significantly enhanced capacity to meet this exponential growth in demand.
While capacity demands on future networks are increasing, network operators are facing flattening revenues as their revenue mix moves from being voice-centric with “minutes of use” billing to “flat-rate” data centric plans. Therefore, it is imperative that the network operators find cost-effective ways to add capacity, while continuing to add network services that can enhance their revenues.  This situation is well-described in [‎1], which points out that future networks must drastically reduce cost/bit, while adding new services.  Hierarchical networks, which encompass multi-tier, multi-radio network architecture, represent a disruptive approach towards low cost/bit capacity enhancements, which efficiently utilize all spectral resources in the system. In addition other metrics such as client quality of service, coverage etc. are also enhanced.

[ Editors Note: Figure needs some updates. 

· Explain the terminology and clarify focus of the study report

· Clarify the color schemes used and the intention

· Clarify the relevance of SON in the figure
· Also provide an editable figure

· In the client relay scenario, replace wireless backhaul with wireless access.

· Replaced yellow lines (wired backhaul) and show control plane only

· Delete DAS scenario from the figure
Figure 1 below illustrates the hierarchical network architecture for future 802.16 networks as described on [‎1].
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Figure 1: Overview of Hierarchical and Multi-Radio Architecture
]
The network architecture shown in the figure represents an evolution and integration of existing network elements in a multi-tier or hierarchical deployment.  In the multi-tier hierarchy shown, large cells provide ubiquitous coverage to clients as well as support mobility.  The smaller network elements such as relays, pico, and femto access points (APs) take connectivity closer to the clients thereby increasing the available capacity in the system.  The lower cost structure associated with the smaller APs makes this an attractive method of adding lower cost/bit capacity.  Further, clients (mobile stations) can also be utilized as another tier in the network hierarchy without incurring additional infrastructure deployment cost. Here intelligent client cooperation can improve capacity as well as connectivity for the client. 
The figure also shows multiple access networks being integrated and managed as part of a single hierarchical network.  Here the additional, spectrum and connectivity available across these different networks may be exploited synergistically to further improve system capacity and client quality of service.  The cost associated with this additional capacity can be significantly lower as the alternate spectrum may be the essentially free unlicensed spectrum. For example, an operator can judiciously offload “best-effort” traffic to IEEE 802.11 hotspots in its network to add capacity at a much lower cost.  Also new network devices, such as the integrated IEEE 802.11/16 femto AP shown, can implement tighter coupling across these two radio technologies and efficiently utilize the spectrum available across both licensed and unlicensed bands.  
Also note that client devices form an important part of the multi-tier network hierarchy and can take on new roles as network elements. In this study report we explore several uses cases that allow clients to serve as access points and relays and have the ability to cooperate with each other to improve network capacity and link quality of service. 

This study report focuses on key usage scenarios, architecture, requirements and 802.16 standards implications for hierarchical network topologies, which include hierarchical networks based on single or multiple radio access technologies.  . 
2 Usage Models  

2.1 Single Radio Access Technology 

2.1.1 Infrastructure Tiers 
Multi-tier networks refer to a hierarchical or overlay deployments of cells which may have increasingly smaller sizes:  macro cells micro, pico and more recently femto (Figure 2). A relay may also be part of this hierarchy to extend the range of the network.  Typical deployment would consist of the tiers operating on the same radio access technology (RAT).  Note that femto overlay networks are included as part of the IEEE 802.16m specification [‎2].  Spectrum allocation across the multiple tiers is an important aspect of multi-tier network design. Aggressive reuse of spectrum across the tiers is critical to achieving the capacity enhancements promised by multi-tier network architectures and it is not fully enabled in IEEE 802.16m.  In particular, multi-tier deployments affect the areal capacity (bps/Hz/square meters) of the system due to the deployment of significantly more cells in a given area. The highest tier macro cells are still needed to provide broader coverage and seamless mobility.  
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Figure 2: Single RAT Hierarchical (Multi-tier) Architecture Framework
[Editors note: 
1. Please clarify role of the relay in the figure
2. This picture is not intended to imply a strict hierarchical deployment and that all tiers are always present.

]

The key advantages of a single RAT multi-tier deployment may be summarized as follows: 

· Gains in areal capacity:  Preliminary performance evaluation of multi-tier femto cell deployments with full spectrum reuse, indicate that the areal capacity increases linearly w/ increasing number of femto cells [‎4]
· Favorable cost structure: significant cost benefits are available for smaller lower-cost base-stations, as well as reduced capex and opex from base-station site development and maintenance. For example femto cells are user deployed in home and use existing backhauls [‎5].
· Improved coverage: coverage is substantially improved as the base-station move closer to the users.  This improvement is especially needed for indoor deployments, where the signal from the macro base station may be weaker and an in-home device like the femto can significantly improve coverage.
The key attributes or use cases for multi-tier deployments are indicated in the following sections.

2.1.1.1 Multi-Tier Deployment Scenarios

As indicated, different lower tier access points may be used in a hierarchical network deployment.  The type and location of these access points will play a significant role in determining the cost and performance of multi-tier deployments. For example, indoor femto cell deployments can utilize the existing back-haul thereby significantly lowering the cost of such deployments. With outdoor pico-cellular deployments, the operator will need to provide back-haul capability and manage more critical spectrum reuse challenges. Other deployment models cover indoor enterprise or outdoor campus deployments that may impose different manageability and reliability requirements. Multi-tier deployments across this range of scenarios are not fully addressed by the IEEE 802.16m standard.
2.1.1.2 Access Rules in Multi-Tier Deployments 

As mentioned, hierarchical networks may be deployed by using a variety of lower tier network elements in different locations. The deployment scenario will determine whether access to the lower tier network is available to all users in the network. For instance user-deployed, in-home femto base stations may only allow access to users who are part of the household. Such access rules are captured for femto-cellular deployments, as part of 802.16m.  The terms Closed Subscriber Groups (CSG) and Open Subscriber Groups (OSG) are used to refer to private and public femto base stations respectively.  However, the performance aspects of the different access rules are not well-evaluated. 

2.1.1.3 Spectrum Usage across Tiers
As mentioned, spectrum allocation across multiple tiers is an important aspect of deployment and use of hierarchical architectures.  Currently, multi-tier deployments are possible for both 

a) Single frequency/carrier across tiers
b) Distinct frequencies/carriers across tiers
Most network operators are capacity constrained due to limited spectrum, therefore cannot afford to deploy separate carriers across tiers.  Hence, “intelligent” single frequency multi-tier deployments, where a single carrier is judiciously used across tiers, are critical to the success of hierarchical architectures.  While IEEE 802.16m supports both types of deployments, significantly more work is needed to fully enable single frequency deployments at a scale where reasonable density of femto base stations may be supported.  Table 1 compares the performance of a femto cellular network deployment with that of a macro-only network and illustrates the issues and additional performance possible through single frequency deployments.  As can be seen single frequency deployments when coupled with smart interference management schemes are effective in providing improved data rates for indoor users, while retaining macro-cellular throughput performance.  The results shown use intelligent resource management and combine fractional frequency reuse (FFR) in macro cells with femto free zoning (FFZ) to reduce network interference. Further investigation of these ideas is warranted for both control and data channels.
	Transmission Scheme
	Outdoor Outage (%)
	Indoor Outage (%)
	50% Outdoor rate (Mbps)
	50% Indoor rate (Mbps)

	FFR + NO Femto AP on 10 MHz
	3.0
	17.0
	0.07
	0.03

	FFR Macro on 5 MHz, Femto on different 5 MHz
	3.0
	0.2
	0.06
	10.7

	FFR + FFZ + 0dBm Femto AP power on 10 MHz
	3.0
	0.5
	0.06
	11.3


Table 1: Performance improvements for indoor and out-door users with overlay femto-cell networks, utilizing intelligent interference management schemes.  FAP refers to femto access points [‎3]. See Appendix A for the methodology used for the simulation.
2.1.1.4 

2.1.1.5 Self & Operator Managed Deployments 
Smaller base-stations like femtos are typically user-deployed and managed. With increasing density of cells, self organization of network will be critical to reduce operational expenses as well as improve the response time to fix network problems.   However, the operators are looking for a network solution that finds the optimum middle ground between low-cost, consumer-managed and deployed private femto-cells versus operator owned and managed public pico base stations. Hence, low-cost but improved manageability of hierarchical deployments will be a key consideration. 
2.1.2 Client  Tier
[Editors Note:Consider a better term instead of “Client” and replace throughout the document.]

As mentioned Clients form an important part of the network hierarchy and can cooperate to assist in improving capacity coverage and quality of service in the network.  In this section we address the client cooperation techniques for clients that support a single RAT. 
[editors note: Address the multi-band multi-carrier usage as well]

2.1.2.1 In-band Client cooperation (In-band CC)
As shown in Fig., client cooperation is a function which enables relay through a mobile station or cooperative data transmission by cooperating clients to achieve throughput enhancement, reduced device power consumption, and interference reduction to neighbor cell. In-band CC means that the communication between cooperative clients is performed in-band. In other words, the same radio access technology as macro-cell is used for communication link between cooperative clients. If WWAN technology  is used for in-band CC, then, client cooperation can be exploited between distant devices (e.g., widely spread M2M devices belonging to the same service provider). Moreover, it is possible to efficiently control communication link between cooperating clients since all the communication links are based on the same radio access technology which is controllable in the macro BS side.
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Figure 3: In-band Client Cooperation using WirelessMAN Advanced Air Interface
[Editors note: Remove the legends “Mobile relay” and “Cooperative transmission”.]
2.2 Multiple Radio Access Technology 
Future hierarchical network deployments are expected to be heterogeneous and integrate multiple radio access technologies. Synergistic utilization of the several available multiple radio interfaces, offers a rich dimension for enhancing the capabilities of hierarchical network deployments. Figure 4 describes some usages exploiting multi-radio access technologies (RATs) in more detail.  The example of multi-radio access within the home is used but several use cases are applicable to more general environments as well.
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Figure 4: Overview of hierarchical multi-radio access usage scenarios
The figure shows a converged device that serves as a gateway managing multiple sub-networks within the home. These networks could be a) a local area network set up to connect computers and peripheral devices b) a low-power M2M network that may be monitoring home appliances c) a body area network where a personal device may be monitoring and recording vital statistics such as heart-beat, temperature etc., and a multi-media network controlled by a set-top box, which may also provides high speed wireless connections to display video. The converged home gateway can potentially assist these “capillary networks” by providing an information, configuration and storage service.  It can also manage the loads on the capillary networks, and control how spectrum is managed and used within the home. It can further serve as a control interface and provide the security layer needed to authenticate and setup peer-to-peer connectivity between devices. The figure emphasizes that IEEE 802.16 can be used to efficiently manage diverse in-home networks.

Other usages shown may exist independent of the home gateway. The “mobile hotspot” is a device with multi-protocol connectivity that can help other devices with local connectivity on IEEE 802.11 to access the wider area IEEE 802.16 network.   

As mentioned the synergistic use of licensed with unlicensed spectrum is a very important use case for multi-radio deployments. Here we show 2 different examples, where IEEE 802.16 and IEEE 802.11 connectivity can be used simultaneously to provide enhanced spectrum utilization. It is shown that whenever possible, traffic can be offloaded to an IEEE 802.11 local area network. More synergistic use is possible when IEEE 802.11 and IEEE 802.16 interfaces may be co-located on the network side for example in an integrated femto device supporting both IEEE 802.16 and IEEE 802.11connectivity.  The figure shows the case of a home deployment but devices may also exist in an enterprise or a hotspot environment
The next few sections describe some of these use cases in more detail.  
2.2.1 Virtual Carrier 
In a “virtual carrier” usage scenario, an IEEE 802.11 carrier is available for use by the IEEE 802.16 client to improve network and user performance. This usage model calls for synergistic use of licensed IEEE 802.16 and unlicensed spectrum , IEEE 802.11, to improve network capacity and user quality of service and also to address additional applications and business models. As mentioned, different levels of interworking are possible depending on whether a multi-protocol client connects to a distinct IEEE 802.16 base station and IEEE 802.11 access point or an integrated IEEE 802.16/11 access point .
The following figures describe the two cases where the multi-RAT client communicates with a) two distinct APs, one with IEEE 802.11 and the other with IEEE 802.16 b) an integrated device with both IEEE 802.16/11 interfaces.
[
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Figure 5 (a): Network offloading traffic for Multi-RAT client to IEEE 802.11 network (b) synergistic aggregation of IEEE 802.16/802.11 possible with integrated femto device.  
 Several techniques are applicable for utilizing the additional carrier to improve multiple metrics. Table 2 describes the multiple different ways the virtual IEEE 802.11 carrier may be used and their associated advantages.
	Techniques
	Description 
	Target Gains 

	Handoff to IEEE 802.11 controlled by same IEEE 802.16 operator
(Baseline)
	Offload to IEEE 802.11 networks when possible 
	Interference avoidance gains ~3x for indoor users; 

	Interference Avoidance 
	Dynamically switch between IEEE 802.11 & 802.16 to avoid interference
	Increase system throughput > 3x.

	Diversity/Redundancy Transmission 
	Use added spectrum to improve diversity, code rates with incremental redundancy
	Increases SINR ~3-5 dB, HARQ gains, decreases cell-edge outage, latency advantage

	Virtual Carrier Aggregation
	Use added spectrum to transmit independent data streams (potentially different connections)
	Increases peak throughput ~2-3x

	Multi-Service Flow QoS/ Load Balancing 
	QoS-aware mapping of service flows to different virtual carriers
	Improves QoS, system capacity

	Reduced Overhead w/ Unified Control across IEEE 802.16 and IEEE 802.11
	Streamline access, paging, other control procedures across networks
	Improves power consumption, overhead


Table 2: Use cases and advantages for “virtual” carrier 
2.2.2 Multi-RAT Client Cooperation 

Dual RAT devices are mobile devices, with IEEE 802.16 and IEEE 802.11 functionalities, which also have the capability to directly cooperate with each other. The dual RAT device is able to communicate with IEEE 802.16 BS while communicating with other dual RAT device(s) using IEEE 802.11. When both a direct IEEE 802.16 link to the IEEE 802.16 BS and indirect IEEE 802.11 link via other dual RAT device to the IEEE 802.16 BS are available to a dual RAT device, it can choose one of them depending on link quality or use both links to communicate with the IEEE 802.16x BS.
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Figure 6. Example deployment model of dual RAT device
2.2.3 Unlicensed Spectrum Access 
IEEE 802.16 allows the use of unlicensed spectrum for its operation. While this allows for access to additional spectrum, it may create co-existence issues with other radio access technologies. Here IEEE 802.16 may be used to facilitate communication between the multi-radio protocols. 
2.2.4 Efficient Multi-Radio Operation for Client Devices

As client devices evolve to support multiple radio protocols, cost considerations may drive towards increasing hardware reuse across protocols. Here additional protocol support from the network may be required to enable efficient hardware reuse. An example of this protocol support is that the network may support periodic silence periods, to allow devices to listen to other networks while using the same hardware.
2.2.6 BS-AP interworking by coordinated AP (C-AP)
In order to provide higher level of interworking function, cellular IEEE 802.16 BS and an IEEE 802.11 AP may help each other through the wireless connection. Figure N illustrates coordinated IEEE 802.11 AP for BS-AP interworking. Hierarchical relations based on the coverage are defined between cellular IEEE 802.16 BS and IEEE 802.11 APs, and BS may provide configuration/coordination information to the IEEE 802.11 APs in order to increase the interworking benefits. Coordinated AP (C-AP) is an IEEE 802.11 AP which has IEEE 802.16 wireless connectivity to a BS, which implies that the BS may be able to manage the C-APs under its coverage.

· The BS and C-APs can facilitate interworking for handover, SON operation etc.

· The C-APs can communicate with each other via the IEEE 802.16 BS..
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Figure N. Example of interworking IEEE 802.16 BS and IEEE 802.11 AP
[
3 Network Architecture 
3.1 Single-RAT Network Architecture
3.2 Multi-RAT Network Architecture 

3.2.1 Protocol Architecture
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Figure 7: Protocol architecture of Multi-RAT devices

3.2.2 System Architecture 
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Figure 8: System architecture of Multi-RAT devices

4 Key Features and Requirements 

4.1 Single Radio Access Technology

· For limited client access to Multi-tier networks, the level of network access shall be selectively provided by the network in terms of client membership to the IEEE 802.16 network.

· Access triggering conditions shall be distinguished for each tiers within the IEEE 802.16 network. 

· An IEEE 802.16 device communicating with another IEEE 802.16 device for Single-RAT CC shall be controlled by IEEE 802.16 BS.
· IEEE 802.16 system supporting single-RAT CC shall minimize the hardware change of the IEEE 802.16 BS;An IEEE 802.16 BS supporting single-RAT CC shall be able to configure the candidate set for a certain source device. The candidate set consists of single-RAT CC-capable devices.

· Interference between devices and/or BSs in different tiers shall be mitigated

4.2 Multi Radio Access Technology

· IEEE 802.16 device supporting multi-RAT function shall support one or more radio access technologies (e.g., IEEE 802.11, IEEE 802.16)

· An IEEE 802.16 device supporting multi-RAT function should be able to communicate with other IEEE 802.16 devices supporting multi-RAT function through IEEE 802.11 radio access technology.

· IEEE 802.16 devices supporting multi-RAT function shall be able to switch its radio access technologies based on a certain condition.

· Connection of an IEEE 802.16 device supporting multi-RAT function with an IEEE 802.16 BS shall be continuously supported when the IEEE 802.16 device communicates with the IEEE 802.16 BS using other RAT link via a cooperating IEEE 802.16 devices supporting multi-RAT function.

· An IEEE 802.16 device supporting multi-RAT function shall be able to be connected to one or more radio access technologies of other IEEE 802.16 device supporting multi-RAT function.

· IEEE 802.16 device supporting multi-RAT function should scan and report its channel status on each radio access technology.

· IEEE 802.16 device supporting multi-RAT function shall be able to discover its neighbor IEEE 802.16 devices supporting multi-RAT function.

· IEEE 802.16 devices supporting multi-RAT function should be able to transmit the data packet received from neighbor IEEE 802.16 devices supporting multi-RAT function to IEEE 802.16 BS.

· IEEE 802.16 devices supporting multi-RAT function should be able to transmit the data packet received from IEEE802.16 BS to its neighbor IEEE 802.16 devices supporting multi-RAT function.

· Data PDU shall be formatted to be automatically transferred from one radio to other radio within IEEE 802.16 devices supporting multi-RAT function.

· IEEE 802.16 devices supporting multi-RAT function shall be able to perform handover between IEEE802.16 BS and IEEE802.11 AP.
· IEEE 802.16 device supporting multi-RAT function shall be able to enable its IEEE802.16 radio interface by input of its IEEE802.11 protocol and vice versa.
5 Standards Implications 

5.1 Single Radio Access Technology
· The framework for direct link communication between a source device and a cooperative device shall be defined, e.g., frame structure in MS-side, scheduling information, HARQ feedback, and channel measurement and feedback for direct link communication.

· Enhanced interference mitigation may be required during data transmission between cooperative APs and between cooperative devices as well as between BS and cooperative devices.

· Capability of single-RAT CC for IEEE 802.16 devices can be negotiated through network (re-)entry procedure and it can be updated after the network (re-)entry in a certain condition. 

5.2 Multi Radio Access Technology
5.2.1 General

· The security procedure may be enhanced to support data communication between Multi-RATs. The BS supporting Multi-RAT may manage the security associations of both the IEEE 802.16 and IEEE 802.11. 

· Changes to the network entry/re-entry procedure for Multi-RAT operation (e.g., Multi-RAT capability negotiation, security related procedure) may be required.

5.2.2 Virtual Carrier

5.2.2.1 Multi-RAT Network Discovery/Access Management

· The scanning procedure can be modified to support the IEEE 802.11 AP scanning. The BS may transmit the network information of the IEEE 802.11 APs within its coverage. IEEE802.16 devices supporting Multi-RAT may perform the scanning procedure for the IEEE 802.11 APs based on the predefined criteria (e.g., carried data characteristics or channel quality) or explicit signaling (e.g., SCN-RSP MAC control message) transmitted by the BS.

· Access to the IEEE802.11 AP may be controlled by the IEEE802.16 BS for power efficiency
· Devices supporting virtual carrier may maintain data connections with the IEEE 802.11 based on the signaling transmitted by the BS for power efficiency.
· Data communication on the virtual carrier may require a new association with the specific AP. The BS may manage connection information (e.g., association, re-association and disassociation) for data packets transmitted on the virtual carrier and help the device to easily join/release to the AP. 

· A device supporting Multi-RAT may transmit its preferred AP(s) to a BS and/or a BS may inform a device of the selected AP, based on the device’s preferred AP(s), channel quality or network loads. 

5.2.2.2 Flow Mobility management

· Data communication on the virtual carrier may require an IP flow mobility procedure between Multi-RATs to support seamless Multi-RAT switching. The flow connections between multi-RATs may require a QoS mapping to support the seamless IP flow mobility.

· Devices supporting virtual carrier may require a flow mobility management between IEEE 802.11 neighbors to support continuous data communication of high data rate. A device may transmit information (e.g., channel quality) for its IEEE 802.11 neighbors and a BS may help the device to easily join to the neighbor AP.
5.2.3 Multi-RAT Client Cooperation

· To enable Multi-RAT client cooperation, neighbor discovery and cooperative device selection protocols may be provided. Also, Multi-RAT supporting systems may help an IEEE 802.16 device supporting Multi-RAT to discover other IEEE 802.16 devices supporting Multi-RAT and to select the cooperative device.

· Change to cooperation addressing and security operation may be required.

· Control signaling for Multi-RAT supporting systems may be supported for data transmission of the communication link between source device and cooperative device.

· To sustain good connectivity, link management between source device and cooperative device may be coordinated by IEEE 802.16 BS.
--------------------------------------------------  Text End  ----------------------------------------------------------------
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