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1 802.16 Relevant M2M Usage Models 
2 [Editor’s Note: xxx from C80216ppc-10_0001r1, xxx from C80216ppc-10_0003, xxx from C80216ppc-10_0005, xxx is consolidated draft text]
2.1 Secured Access & Surveillance
2.2 [ZMany of the M2M use cases in this category can be serviced by short-range wireless (e.g. building access).  However, there are enough scenarios where long-range wireless is helpful, if not required, that we include it here are a relevant WAN M2M category.  Some examples use cases requiring WAN M2M are surveillance of and controlled access to large industrial parks or farms/estates where there is no access to short-range wireless (e.g. property gates, perimeter surveillance).   While most of these are fixed in location, there are some use cases where surveillance video is fed to security vehicles monitoring the property.]
· [General description

Security usage model is to prevent theft or insecure physical access in a building or car by M2M services. 

Sensors can be used to identify an object’s movement. The sensors forward sensitive data in real-time by tracking of the movement of object or theft to surveillance cameras equipped with M2M modules. The surveillance cameras are able to gather the data from the motion sensors which are residing inside the building or car and forward the data to an M2M server. Alert signal from the M2M server can be transmitted to the user’s device to identify damages of cars or an intrusion of theft to the building.

It is also possible that children are equipped with portable M2M devices. The M2M devices can send information about the status and positions of the children periodically or on-demand to an M2M server. The M2M server can be accessed remotely or the M2M server sends alarm signal to parents’ devices if immediate attention is needed.

· Expected service characteristic [Note: This is placeholder for expected service characteristic such as data rate, data transmission period, etc….. This could be very helpful for addressing standard impact in the below]

· Applications [Note: This is placeholder for detailed applications. If necessary, we can provide description for each application.]

· Surveillance systems

· Control of physical access (e.g. to building)

· Car/driver Security 
· Person protection]
2.3 Secured access and surveillance usage model is to prevent theft or insecure physical access in a building or a car by M2M services. M2M device, with the aid of sensors identifying the movement of object or theft if necessary, forwards the real-time sensitive data or triggered data to an M2M server. Alert signal from the M2M server can be transmitted to the user’s device to identify damages of cars or an intrusion of theft to the building.
2.4 While short-range wireless communication may be enough for some of usage models such as building access, many of usage models such as surveillance of and controlled access to large industrial parks or farms/estates where there is no access to short-range wireless (e.g. property gates, perimeter surveillance) require WAN M2M capability. 
2.5 While most of these usage models are fixed in location, there are some use cases where surveillance video is fed to security vehicles monitoring the property.
2.6 Tracking, Tracing, and Recovery
2.7 [There are two primary use cases in this category. The first is the secured movement of assets, vehicles, boats, construction equipment, and plant machinery.  The second use case is mobile asset “management” (e.g. fleet management).  WAN M2M allows a company to track its fleet, get breakdowns of miles covered, analyze average speeds and identify/respond to driver issues. It enables company assets to exchange information (for content and control) with the company’s management system, provides the company with visibility into multiple aspects of its supply chain, and reports asset location aiding in shipping management.]
2.8 [

· General description

Tracking and tracing use cases are mainly related with the services based on location-tracking information. For example, in order to provide vehicular tracking services such as navigation, traffic information, road tolling, automatic emergency call, pay as you drive, the M2M application server needs to monitor the status and/or positioning of individual vehicle or group of vehicles. Therefore, each vehicle shall be equipped with built-in M2M devices. The M2M devices in each vehicle will send the required information on the status of the vehicle (e.g. location, velocity, traffic jam etc.) automatically or on-demand to the server over the mobile network. And then, by analyzing the information gathered from the vehicular M2M devices, the M2M server will generate data about traffic information, navigation, etc. which are necessary for subscribers (i.e. drivers) and provide the information/services through WAN.

Besides the vehicular applications, there are various tracking service scenarios, e.g. cargo tracking, person/animal tracking, asset tracking, etc. Similar to the vehicular applications, all these applications also need to M2M devices with wireless communication capability over WAN for the application server to obtain the positioning information. 

· Expected service characteristic 

· Applications 

· Person/animal tracking

· Asset tracking

· Cargo tracking

· Fleet management

· Automatic emergency call

· Navigation

· Traffic information

· Pay as you drive

· Road tolling]
[Tracking and tracing M2M can provide vehicle tracking (transport), road toll payment and asset tracking (logistics). These are very popular M2M services used in the transportation industry. The scenario for tracking and tracing is illustrated in Figure 1. When a vehicle with high-priced cargo moves from ship to warehouse, the vehicle is equipped with IEEE 802.16 M2M capability for security and time of delivery consideration. 

In this scenario, the M2M device (e.g. mobile gateway) runs a M2M application and has wireless communication capacity over IEEE 802.16 access service network (ASN). The M2M device may update its location. The M2M server may request the M2M device to report the location of vehicle or the status of sensors connected for the management of vehicle. Hence the M2M device gathers the requested information and sends the information to the M2M server. 
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2.9 Figure 1 an example of M2M scenario for asset tracking]
Tracking and tracing use cases are mainly related with the services based on location-tracking information. For example, in order to provide vehicular tracking services such as navigation, traffic information, road tolling, automatic emergency call, pay as you drive, the M2M application server needs to monitor the status and/or positioning of individual vehicle or group of vehicles. Each vehicle shall be equipped with built-in M2M devices that send the required information on the status of the vehicle (e.g. location, velocity, traffic jam etc.) automatically or on-demand to the server over cellular network. By analyzing the information gathered from the vehicular M2M devices, the M2M server will generate data about traffic information, navigation, etc. which are necessary for subscribers (i.e. drivers) and provide the information/services through cellular network. Besides the vehicular applications, there are various tracking and tracing service scenarios e.g., person/animal tracking, and secured movement of assets, vehicles, boats, construction equipment, and plant machinery.
Another use case is mobile asset “management” (e.g. fleet management). WAN M2M allows a company to track its fleet, get breakdowns of miles covered, analyze average speeds and identify/respond to driver issues. It enables company assets to exchange information (for content and control) with the company’s management system, provides the company with visibility into multiple aspects of its supply chain, and reports asset location aiding in shipping management.
2.10 The exemplary scenario for tracking and tracing is illustrated in Figure TTR1. In this scenario, the M2M device runs a M2M application and has wireless communication capacity over IEEE 802.16 access service network (ASN). The M2M device updates its location. The M2M server can request the M2M device to report the location of vehicle or the status of sensors connected for the management of vehicle. Hence the M2M device gathers the requested information and sends the information to the M2M server.
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2.11 Figure TTR1 An example of M2M scenario for asset tracking 
2.12 [Editor’s Note: Through all the figures, it would be necessary to have consistency between WiMAX ASN and IEEE 802.16 ASN]
2.13 Public Safety
[Public Safety includes emergency response, public surveillance systems, monitoring and warning of natural disasters, and securing individuals.  

Many first responders (police & fire departments) use video surveillance systems to aid in public safety. With WAN M2M, real-time emergency information can be transmitted directly to a first-responder's mobile device (e.g. a surveillance system can be programmed to automatically transmit video to a first-responder’s device at the trigger of an alarm).  It can also be used to prepare the receiving hospital’s staff using video feed from incoming ambulances.

2.14 WAN M2M can also be used to secure individuals, for example monitoring/securing workers in remote or high risk areas or offenders under parole.]
2.15 [

· General description

For supporting public safety, M2M devices can be deployed with WAN connected. The M2M devices in this scenario will mostly have a function of monitoring the environments, weather, disasters, etc. and reporting the results periodically or on-demand to the M2M server. For example, many sensors equipped with M2M communication module are deployed near the riverside or dam for monitoring the water level. When heavy rain falls, the M2M devices will report the water level of the river or dam periodically to the M2M servers managed by relevant public organizations and then the M2M server will automatically make control of the water level by adjusting discharge level of the dam to prepare for floods. Additionally the M2M server can send a warning message and relevant preparation guideline to the public (i.e. to their mobile equipments) near the river. Similarly M2M devices with WAN range communication capability can be used in various fields for public safety, e.g. checking the air pollution, monitoring fire, earthquake, etc. 

· Expected service characteristic 

· Applications

· Monitoring of disasters, fire, earthquake, etc.]
2.16 Public Safety includes emergency response, public surveillance systems, monitoring and warning of natural disasters, and securing individuals. The M2M devices in this scenario will mostly have a function of monitoring the environments, weather, disasters, etc. and reporting the results periodically or on-demand to the M2M server. 

2.17 For example, many sensors equipped with M2M communication module are deployed near the riverside or dam. The M2M device will report the water level of the river or dam periodically to the M2M servers managed by relevant public organizations and then the M2M server will automatically make control of the water level by adjusting discharge level of the dam. Additionally the M2M server can send a warning message and relevant preparation guideline to the public (i.e. to their mobile equipments) near the river. 
Another use case is for many first responders (police & fire departments) to use video surveillance systems to aid in public safety. With WAN M2M capability, real-time emergency information can be transmitted directly to a first-responder's mobile device (e.g. a surveillance system can be programmed to automatically transmit video to a first-responder’s device at the trigger of an alarm). It can also be used to prepare the receiving hospital’s staff using video feed from incoming ambulances.

2.18 WAN M2M can also be used to secure individuals, for example monitoring/securing workers in remote or high risk areas or offenders under parole.
2.19 Payment
2.20 [WAN M2M communication allows greater flexibility in deployment of POS/ATM terminals, parking meters, etc. and better functionality with faster service and better management. Moreover, in emerging markets, it can overcome a lack of wired infrastructure.]
2.21 [

· General description

When Point-of-Sale (POS) credit card at retail outlets and restaurants is swiped through an M2M device, data is communicated wirelessly with M2M server over a secure network. The M2M module allows additional possibilities for M2M devices, as M2M modules can be installed into wireless PoS terminals, street parking, vending machine, and ticketing machines, to provide communication for credit or debit card on-line transactions.  

· Expected service characteristic 

· Applications 

· Point of sales 

· Vending machines 
· Gaming machines]
WAN M2M communication allows greater flexibility in deployment of point-of-sale (POS)/ATM terminals, parking meters, vending machines, ticketing machines, and etc. and better functionality with faster service and better management. When POS credit card at retail outlets and restaurants is swiped through an M2M device, for example, data is communicated wirelessly with M2M server over a secure network. Moreover, in emerging markets, it can overcome a lack of wired infrastructure. 
2.22 Healthcare
2.23 [WAN M2M Healthcare devices improve patient monitoring/tracking and doctor responsiveness. They allow patients with advanced age, chronic disease, or complicated physical conditions to live independently, and they improve patient care by virtue of more accurate and faster reporting of changes in physical condition. More niche medical conditions and applications are supported as well such as fetal monitoring, remote drug management, acute post-operative care, and pharmacological test management (e.g. wireless sensors can be embedded in belts to monitor prenatal conditions in complicated pregnancies).  There are even some controversial applications emerging such as location assistance for at-risk individuals (e.g. Alzheimer’s patients).]
2.24 [

· General description

Healthcare usage model is to support the remote management of patient illnesses or to enable the handicapped to live independently by using M2M services. In order to acquire the information on a patient’s health or fitness, appropriate sensors can be used. The patient wears the sensor devices that record health and fitness indicators such as blood pressure, body temperature, heart rate, weight, etc. 
Because these sensors have limitations on battery consumption, it is expected that they forward the collected data to an M2M device that can act as an aggregator of the collected information and a gateway towards M2M server that is able to store and possibly react to the collected data. It is also possible that sensors monitor parameters related to the health condition of the aged or handicapped and forward the parameters estimated to an M2M server. When the M2M server provides web access in order for doctors to check out telemedicine points based on forwarded parameters, the aged or handicapped can be diagnosed remotely by the doctors. 

· Expected service characteristic 

· Applications 

· Monitoring vital signs 
· Supporting the aged or handicapped

· Web access telemedicine points

· Remote diagnostics
· Remote surgery]
[Healthcare M2M can provide a healthcare service through portable device or home monitoring device that allow people who need care to stay in their own home. These devices are often equipped with bio-sensors that range from collecting relevant medical data to monitor the medical condition of a patient. The scenario of healthcare is illustrated in Figure 2. 

The M2M device (e.g. healthcare device) has an IEEE 802.16 M2M capability and communicates with a healthcare management system i.e. M2M server through IEEE 802.16 access service network (ASN). 

These M2M devices (e.g. healthcare devices) can monitor a patient’s vital signs and sends the signal to alert the healthcare management system in a hospital or a care facility at the regular period or on-demand. The M2M device may forward a signal from the healthcare sensor to the healthcare management system. The healthcare management system may also transmit a configuration data to the M2M device through the ASN. 

For the case of M2M communication between M2M device and healthcare management system to transmit patient data, there should be a heightened consideration for security and reliability while data is being transmitted from one device to the server and vice versa.

An M2M device may be a home gateway (e.g. healthcare gateway) that aggregates data from all healthcare devices in a home and communicates with the healthcare management system through the ASN.
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2.25 Figure 2 an example of M2M scenario for healthcare]
2.26 WAN M2M healthcare improves patient monitoring/tracking and doctor responsiveness. They allow patients with advanced age, chronic disease, or complicated physical conditions to live independently. They improve patient care by virtue of more accurate and faster reporting of changes in physical condition.
More niche medical conditions and applications are supported as well such as fetal monitoring, remote drug management, acute post-operative care, and pharmacological test management. For that purpose, the patient can wear bio-sensors that record health and fitness indicators such as blood pressure, body temperature, heart rate, weight, etc. Sensors forward the collected data to an M2M device that can act as an aggregator of the collected information and a gateway towards M2M server that is able to store and possibly react to the collected data. It is also possible that sensors monitor parameters related to the health condition of the aged or handicapped and forward the parameters estimated to an M2M server. 
2.27 Figure HC1 illustrates that the WAN M2M healthcare devices communicate with a healthcare management system i.e. M2M server through IEEE 802.16 access service network (ASN). The M2M devices can send patient’s health information such as vital sign to the healthcare management system in a hospital or a care facility at the regular period or on-demand. The healthcare management system can also transmit configuration data to the M2M device through the ASN. When the M2M server provides web access in order for doctors to check out telemedicine points based on forwarded patient’s health information, the patient can be diagnosed remotely by the doctors. 
2.28 There are even some controversial applications emerging such as location assistance for at-risk individuals (e.g. Alzheimer’s patients).
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Figure HC1 An example of M2M scenario for healthcare
2.29 Remote Maintenance and Control
2.30 [Remote maintenance and control is primarily used in the oil and gas, water/waste water, waste management, power generation, and heavy equipment industries.  WAN M2M services keep owners/companies informed about whether their equipment is running and informs them immediately if there are signs of trouble.  These devices provide timely information (e.g. notification of impending failure), automatic alarms (including troubleshooting tools), notification of consumption/output/milestones (e.g. detect quality issues early), and secure remote service access.   One example is the smart ‘trash can’ system used in Somerville, Massachusetts, in which public litter bins send text messages to the local authorities when they are full and require emptying.]
2.31 [

· General description

M2M modules can be enabled in vending machines carrying sodas, juices and waters in public outside places. Because an M2M server is installed in a company and the vending machines will carry the current fill-level in a given time to the M2M server, the company can monitor purchases in a specific area to help it understand consumer behavior. As the wireless data is fed back to the company, the company can better plan promotions and introduce new products. As the operation point of view, when vending machines transmit information about maintenance state, malfunctions or damages to the M2M server, the company can quickly address the issues and handle them remotely. 

Sensors connected to an M2M device can be also used to get the information about presence detection or outside temperature. By getting the information from the sensors, the M2M device can forward the information to an M2M server. The M2M server can send the appropriate orders (e.g., to switch off lights or heater) to a user’s device or control a utility switch remotely based on the information forwarded from the M2M device.

· Expected service characteristic  

· Applications 

· Lighting 
· Pumps

· Valves

· Elevator control

· Vending machine control

· Vehicle diagnostics]
2.32 Remote maintenance and control is primarily used in the oil and gas, water/waste water, waste management, power generation, and heavy equipment industries. WAN M2M services keep owners/companies informed about whether their equipment is running and informs them immediately if there are signs of trouble. These devices provide timely information (e.g. notification of impending failure), automatic alarms (including troubleshooting tools), notification of consumption/output/milestones (e.g. detect quality issues early), and secure remote service access. 
2.33 One example is the vending machine with WAN M2M capability, which carries the current fill-level to the company or filling vehicles. Also monitored are purchases in a specific area to help the company understand consumer behavior and plan promotions and introduce new products. 
2.34 Another example is the smart ‘trash can’ system used in Somerville, Massachusetts, in which public litter bins send text messages to the local authorities when they are full and require emptying.
2.35 Metering
[Smart metering (e.g. Smart Grid) help both the customer and the supplier.

For the customer, smart metering assists with load control programs (demand response and TOU pricing), net metering, plug-in electric vehicles, smart appliances and energy monitoring and control.

For the supplier, smart metering supports a outage management, load forecasting and balancing, theft and tamper detection, and asset management.

2.36 While many of the use cases in smart metering are in-home (where short-range wireless may be preferred), there are many use cases that benefit from (if not require) WAN M2M access.  These are “green field” scenarios (such as farming meters) where short range wireless backbones are non-existent and cost-prohibitive to build.]
2.37 [
· General description

Metering devices are deployed for utility suppliers to charge the subscribers according to the amount of utility being used. Enabling of M2M module on metering devices will create great gains for both consumers and utility suppliers. Especially, smart metering targets not only remote reading of meters but also improvement of energy/utility end-use efficiency (e.g. by controlling home appliance usages intelligently according to time-varying unit price on energy). Smart metering contributes to the reduction of energy consumption, thus cheaper utility pricing for consumers. For the suppliers, it helps efficient management and monitoring of utility supply, thus enables balanced and stable provision of utility.

· Expected service characteristic 

· Applications 

· Electrocity 

· Water

· Gas

· Heat

· Real-time control/monitoring of utility supply and consumption]
[Smart metering services meter gas, electricity or water and bill the metered resource without human intervention. Generally a few thousands of metering devices may be deployed in a residential area. Therefore the Network should have a capacity to support data transmission from/to large scale of smart meters. The scenario of smart metering is illustrated in Figure 3 wherein a smart meter may serve as traffic originating or terminating point. Here, the smart meter serves as M2M device.

An M2M device (e.g. smart meter) installed at home automatically collects utility usage information and sends it to a meter data management system, i.e. M2M server. The M2M device may also communicate with customer appliances or sensor devices through home area network so that it collects sensor information from a variety of devices or customer appliances. In case where the M2M device has IEEE 802.16 M2M capability, it communicates directly with IEEE 802.16 ASN as an endpoint mounted on the outside of house or on the roof of house. 

In case of the AP deployment where the AP is an M2M device with IEEE 802.16 module and communicates with IEEE 802.16 ASN, the AP aggregates the information from smart meters via power line or other RF technology.
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2.38 Figure 3 an example of M2M scenario for metering]
Smart metering (e.g. Smart Grid) services meter gas, electricity or water and bill the metered resource without human intervention. Smart metering targets not only remote reading of meters but also improvement of energy/utility end-use efficiency (e.g. by controlling home appliance usages intelligently according to time-varying unit price on energy). Smart metering eventually helps both the customer and the supplier. For the customer, smart metering assists with load control programs (demand response and TOU pricing), net metering, plug-in electric vehicles, smart appliances and energy monitoring and control. For the supplier, smart metering supports a outage management, load forecasting and balancing, theft and tamper detection, and asset management.

The scenario of smart metering is illustrated in Figure SM1. A smart meter, acting as a M2M device, automatically collects utility usage information by communicating with customer appliances or sensor devices through home area network or any short-range network and sends the collected information to the M2M server by communicating directly with IEEE 802.16 ASN. In case of AP deployment where the AP is an M2M device, the AP aggregates the information from smart meters and sends the aggregated information to the M2M server.
2.39 Besides smart metering in-home, there are many use cases that benefit from WAN M2M access. These are “green field” scenarios (such as farming meters) where short range wireless backbones are non-existent and cost-prohibitive to build.
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2.40 Figure SM1 An example of M2M for smart metering
2.41 Consumer Devices 
2.42 [M2M is just beginning its foray in the realm of consumer electronics.  But even now, there are many promising applications for WAN M2M specifically.  Some of these new applications include personal navigation devices, e-readers, gaming/music/video, and pet/child tracking modules (the first two seem to be causing most of the buzz right now).]
2.43 [

· General description

Consumer devices market such as digital camera, netbook, PSP, etc. and relevant digital contents market are growing significantly in a few years, and the consumers require various applications and services are provided for a device and also interactions such as contents or data sharing among devices are possible with easy and friendly user interfaces. In other words, these consumer devices are required to easily download various digital contents and application services from service provider, to share their data with other various devices and to update or upgrade their firmware or software. 

· Expected service characteristic 

· Applications 

· E-book 
· Netbook

· Digital camera]
2.44 Consumer devices market such as personal navigation devices, e-readers, digital camera, netbook, PSP, and pet/child tracking modules and relevant digital contents market are growing significantly in a few years. Moreover, interactions such as contents or data sharing among devices are possible with easy and friendly user interfaces. That is, consumer devices are required to easily download various digital contents and application services from service provider, to share their data with other various devices, and to update or upgrade their firmware or software.
2.45 [Retail

The only WAN M2M use case in the retail category currently receiving any market discussion is digital signage.] 
WAN M2M use case in the retail category currently receiving market discussion is digital signage.
3 M2M System Architecture Considerations
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