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1 Overview

The 802.16p amendment shall be developed in accordance with the Machine to Machine (M2M) communication project authorization request (PAR) form and five criteria the approved version of IEEE 802.16ppc-10/0003r7 [1].

This document represents the initial high-level system requirements for the 802.16p amendment.
2 References

[1] IEEE 802.16ppc-10/0003r7: Machine to Machine (M2M) Communication PAR Form and Five Criteria (Not approved yet).

[2] IEEE Std 802.16-2009: IEEE Standard for Local and metropolitan area networks – Part 16: Air Interface for Fixed Broadband Wireless Access Systems, May 2009.
[3] IEEE P802.16m: IEEE Standard for Local and metropolitan area networks – Part 16: Air Interface for Fixed and Mobile Broadband Wireless Access Systems
[4] IEEE 802.16ppc-10/0002r7: Machine to Machine (M2M) Communication Study Report.
[5]
IEEE P802.16m System Requirements Document (SRD)
3 Definitions

	Terms
	 Description

	M2M device 
	Embedded device with wireless WAN connectivity

	M2M gateway
	

	Machine-to-Machine (M2M)
	This is information exchange between devices (subscriber station) through a base station, or between a device and a server in the core network through a Base Station that may be carried out without any human interaction.


4 Abbreviations and Acronyms

	
	

	M2M
	Machine to Machine

	
	


5 General Requirements
5.1 Compatibility with other 802.16 equipment
IEEE 802.16p provides continuing support for WirelessMAN-Advanced Air Interface and legacy WirelessMAN-OFDMA equipment.
5.2 Complexity
IEEE 802.16p provides IEEE Std 802.16 medium access control (MAC) enhancements and minimal OFDMA PHY modifications to provide functionalities for efficient Machine to Machine communication.

5.3 M2M Services
5.3.1 Smart Grid  
5.3.2 Vehicular 
5.3.3 Consumer devices

5.3.4 Health
5.4 802.16p M2M Reference System Architecture
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(a) 802.16p M2M service reference system architecture

6 Functional Requirements
6.1 Low Power Consumption
The 802.16p specification should support mechanisms for low power consumption in M2M devices. 
6.1.1 The 802.16p system should support power saving over long time intervals.
6.1.2 The protocol should support reduced mobility signaling for stationary M2M devices to conserve power

6.1.3 The M2M devices that have batteries, which are infrequently recharged or replaced should be supported
6.1.4 The amendment should support signaling for time controlled, time-tolerant and in-frequent traffic to conserve power
6.2 Large Numbers of Devices
The 802.16p amendment should support very large numbers of devices.  
6.2.1 The protocol should be able to address large number of devices individually or by group.

6.2.2 The protocol should support group management for large numbers of M2M devices dispersed over a large area. 

6.2.3 The 802.16p system should support network access from large numbers of M2M devices.

6.2.4 The 802.16p system should provide priority access for M2M devices across different classes of M2M services.
6.2.5 The 802.16p amendment should support large numbers of M2M devices in connected state as well as in idle state.

6.2.6 The 802.16p system should support QoS for M2M services.
6.3 Small Burst Transmissions

The standard should support very small burst transmissions. 
6.3.1 The 802.16p amendment should support efficient transmission of small burst sizes.

6.4 Security Support
6.4.1 The 802.16p amendment should support the M2M device authentication. 
6.4.2 The 802.16p amendment should support verification and validation of the exchanged data for M2M services.

6.4.3 The protocol should support efficient security for small burst transmissions.
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