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                                      Clarification of AR RS 
1. Overview  
      The comment #13 raises the concern regarding the “AR RS” which bears ambiguous definition. This proposal is to clean up the redefine the terminology of “AR RS”

2. Changes to the specification

      [Insert following definition to section 3]
3.126 AR RS:  The non-transparent Acess RS operating in the distributed security mode

[Revise the following paragraph in section 7.1.7]
During the registration process, a non transparent access RS operating in the distributed security mode can be registered as an AR RS based on its capability and being granted by MR BS willingness to become the AR RS. An AR RS relays initial PKM messages between the MR-BS and SS/RS. When the MSK for a subordinate RS/SS is established, the MR-BS shall securely transfer the relevant Authorization Key (AK) of the station to the AR RS. The AR RS derives all necessary keys and starts an SA-TEK 3-way handshake with the SS/RS if PKMv2 is used.

[Remove the following table paragraph in section 11.8.4]
      11.8.4.2 Authorization policy support

                      Type          Length                    Value                                                              

                        25.2              1                           Bit #0: RSA-based authorization at the initial network entry

                                                                                  Bit #1: EAP-based authorization at the initial network entry

                                                                                  Bit #2: Authenticated EAP-based authorization at the initial network entry

                                                                                  Bit #3: Reserved. Set to 0

                                                                                  Bit #4: RSA-based authorization at re-entry

                                                                                   Bit #5: EAP-based authorization at re-entry

                                                                                   Bit #6: Authenticated EAP-based authorization at re-entry

                                                                                    Bit #7: Reserved. Set to 0
During the registration process, RS could be registered as Authenticator Relay(AR) RS based on its capability and willingness to become the AR RS as indicated in the bit 3 and 7 of the authorization policy support field. Bit 3 & 7 default value is set to 0, meaning not capable of or not configured to be the Authentication Relay (AR), 1 means the RS is capable of and willing to be the Authenticator Relay(AR).

. 
[Change the following title in section 11.8.4.7]
        11.8.4.7 RS Authentication mode support
 +++++++++++++++++++++++++End of text proposal++++++++++++++++++++++++










































