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RS MIBs Module
Sheng Sun,G-Q Wang, Hang Zhang, Senarath Gamini, Israfil Bahceci, Peiying Zhu, Wen Tong, 
Derek Yu, Mark Naden
Nortel 
1 Overview

In P802-16j/D4,  there lack of MIB module definition specifically for RS which is aimed to facilitate the SNMP management.  The IEEE 802.16e-Rev2 has incorporated the MIB modules for BS and SS in section 13.  
In general, the RS MIB module should follow the MIB structure as organized for BS and SS. The defined MIB should include MIB objects for the objective of  FCAPS  system (Fault, Configuration, Auditing, Provision and Security).
This document is the first draft which is aimed at including the key considerations that need to be covered. The input from 16j members are sought to identify all the changes needed in completing this document. 
2 Required Text Changes
[Insert clause 13 as indicated]
13 RS MIB modules
[Insert subclause 13.1 as indicated]
 13.1  Structure of RS MIB modules

[Insert subclause 13.1.1 as indicated]
13.1.1 wmanDevMib

In addition to existing three sub groups of wmanDevMib in sec 13 of IEEE 802.16e-Rev2. the new object associated with RS is added.

Figure xxx shows the high level MIB structure of wmanDevMib for 802.16j
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Figure xxx –wmanDevMib Structure
[Insert subclause 13.1.1.1 as indicated]
13.1.1.1 wmanDevRsObjects

wmanDevRsObjects has the high level structure as illustrated in figure xxx

[image: image2.wmf]wmanDevRsObject

wmanDevRsSoftwareUpgradeTable

wmanDevRsNotification


[Insert subclause 13.1.1.1.1 as indicated]
13.1.1.1.1 wmanDevRsSoftwareUpgradeTable

WmanDevRsSoftwareUpgradeTable contains objects associated with RS software upgrade

[Insert subclause 13.1.1.1.2 as indicated]
13.1.1.1.2 wmanDevRsNotification

Figure xxx shows the structure of wmanDevRsNotification subtree that contains managed objects related to the traps
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[Insert subclause 13.1.1.1.2.1 as indicated]
13.1.1.1.2.1 wmanDevRsTrapControl
wmanDevRsTrapControl is used to enable or disable RS traps

[Insert subclause 13.1.1.1.2.2 as indicated]
13.1.1.1.2.2 wmanDevRsTrapDefinition
wmanDevRsTrapDefinition group defines all the traps reported by RS. 

[Insert subclause 13.1.2 as indicated]
13.1.2 wmanIf2RsMib

Figure xxx shows the high level MIB structure of wmanIf2RsMib for 802.16. The MIB structure is organized based on FCAPS reference model
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[Insert subclause 13.1.2.1 as indicated]
13.1.2.1 wmanIf2RsFm

Figure xxx shows the structure of wmanIf2RsFm subtree that contains RS traps to report fault events and exceptions, such as power status, RSSI threshod crossing.
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[Insert subclause 13.1.2.1.1 as indicated]
13.1.2.1.1 wmanIf2RsTrapControl

[Insert subclause 13.1.2.1.1.1 as indicated]
13.1.2.1.1.1 wmanIf2RsTrapControlRegister

wmanIf2BsTrapControlRegister is used to enable or disable RS traps independently

[Insert subclause 13.1.2.1.1.2 as indicated]
13.1.2.1.1.2 wmanIf2RsStatusTrapControlRegister

wmanIf2BsStatusTrapControlRegister is used to enable or disable RS status notification traps

[Insert subclause 13.1.2.1.1.3 as indicated]
13.1.2.1.1.4 wmanIf2RsThresholdConfigTable

wmanIf2RsThreshholdConfigTable contains threshold objects that can be set to detect the threshold 
[Insert subclause 13.1.2.1.1.3 as indicated]
13.1.2.1.2 wmanIf2RsTrapDefinitions

wmanIf2RsTrapDefinitions object group defines all the traps reported by RS, and the supported objects. 
[Insert subclause 13.1.2.2 as indicated]
13.1.2.2 wmanIf2RsCm
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Figure xxx shows the structure of wmanIf2RsCm subtree.
 [Insert subclause 13.1.2.2.1 as indicated]
13.1.2.2.1 wmanIf2RsConfigurationTable

wmanIf2RsConfigurationTable contains objects for RS system parameters and constants as defined in subclause 10 of IEEE 802.16j D3 standard. wmanIf2RsConfigurationTable also contains objects that define the default behavior of the RS for the 2nd Management Channel allocation configuration parameters

[Insert subclause 13.1.2.2.2 as indicated]
13.1.2.2.2 wmanIf2RsBasicCapabilitiesTable
wmanIf2RsBasicCapabilitiesTable contains the basic capabilities of the RS as implemented in RS software and hardware.

 [Insert subclause 13.1.2.2.3 as indicated]
13.1.2.2.3 wmanIf2RsCapabilitiesConfigTable

wmanIf2RsCapabilitiesConfigTable contains the configuration for basic capabilities of RS.
[Insert subclause 13.1.2.2.4 as indicated]
13.1.2.2.4 wmanIf2RsPathMappingTable

wmanIf2RsPathMappingTable contains all the configurations of the CID to Path binding at the local RS. 
[Insert subclause 13.1.2.2.4.1 as indicated]
13.1.2.2.4.1 wmanIf2RsMT-CIDTable

wmanIf2RsPathMappingTable contains all the configuration of the MT-CID allocations at the local RS.

[Insert subclause 13.1.2.2.4.2 as indicated]
13.1.2.2.4.2 wmanIf2RsTT-CIDTable

wmanIf2RsPathMappingTable contains all the configuration of the Transport T-CID allocations at the local RS.

[Insert subclause 13.1.2.2.5 as indicated]
13.1.2.2.5 wmanIf2RsGroupingTable

wmanIf2RsGroupingTable contains all the configuration of the RS Grouping and its parameters respectively.

[Insert subclause 13.1.2.2.6 as indicated]
13.1.2.2.5 wmanIf2RsPhy

wmanIf2RsPhy contains all the objects that are related to physical configuration and parameters. 
[Insert subclause 13.1.2.3 as indicated]
13.1.2.3 wmanIf2RsAm

wmanIf2RsAm contains all the objects that keep track of the traffic traverse through the RS. 

[Insert subclause 13.1.2.4 as indicated]
13.1.2.4 wmanIf2RsPm

wmanIf2RsPm contains all the objects that are configurable and retrievable related to the RS implementation and operation. 

[Insert subclause 13.1.2.5 as indicated]
13.1.2.5 wmanIf2RsSm

wmanIf2RsPm contains all the objects that are related to the PKMv2 and security mechanism in RS. Figure xxx shows the structure of the wmanIf2RsSm subtree.
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[Insert subclause 13.1.2.5.1 as indicated]
13.1.2.5.1 wmanIf2RsPkmSecurityCapabilityTable

wmanIf2RsPkmSecurityCapabilityTable contains the list of authentication modes and cipher suites an RS supports

[Insert subclause 13.1.2.5.1.1 as indicated]
13.1.2.5.1.1 wmanIf2RsCentralizedSecurityMode

wmanIf2RsCentralizedSecurityMode contains the cipher suite objects that an RS operates in the centralized security

[Insert subclause 13.1.2.5.1.2 as indicated]
13.1.2.5.1.1 wmanIf2RsCentralizedSecurityMode

wmanIf2RsCentralizedSecurityMode contains the cipher suite objects that an RS operates in the distributed security

[Insert subclause 13.1.2.5.2 as indicated]
13.1.2.5.1.1 wmanIf2RsSecurityZoneObjects

wmanIf2RsCentralizedSecurityMode contains the cipher suite objects that an RS is grouped into the Security Zone

[Insert subclause 13.1.2.5.2 as indicated]
13.1.2.5.2 wmanIf2RsPkmV2Objects

wmanIf2RsPkmV2Objects

[Insert subclause 13.1.2.5.2.1 as indicated]
13.1.2.5.2.1 wmanIf2RsPkmV2ConfigTable

wmanIf2RsCentralizedSecurityMode contains the configuration of the PKM attributes that are to be used for RS and SS/Subordinate RS that are connected to the RS

[Insert subclause 13.1.2.5.2.2 as indicated]
13.1.2.5.2.2 wmanIf2RsPkmV2RsaAuthTable

wmanIf2RsCentralizedSecurityMode contains the information related to SS/subordinate RS’s authorization process

[Insert subclause 13.1.2.5.2.3 as indicated]
13.1.2.5.2.2 wmanIf2RsPkmV2TekTable

wmanIf2RsPkmV2TekTable contains the Tek attributes that are associated with each SAID.












































  


