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1 Key Requirements – summary list

1.1 Requirements related to construction and maintenance of network
1.1.1 General
Support for different topologies
1.1.2 Requirements related to infrastructure SPOF immunity

Immunity to a single point of failure
Multi-Mode MS (able to become a BS or RS) 
BS-BS direct communication, BS reconfiguration for relaying
Relay between BS’s 
Standalone networks (no backhaul)

Multi-hop relay
Shared relay
Relay stations must also be able to function as data source/sink (maintain MS functionality while relaying)

1.1.3 Requirements related to link reliability

Improved Link Reliability (MAC coding, etc)

1.1.4 Requirements related to link existence
MS-MS and MS-multiple MS (one to many multicast) Direct Communication
Standalone networks (no BS)

Multi Path Routing, 

Path Redundancy, 

Local Forwarding, 
Neighbor Discovery

MS-MS association establishment (not including service flows)
Multi-hop relay
Relay stations must also be able to function as data source/sink (maintain MS functionality while relaying)

1.1.5 Requirements related to mobility

Mobile Base Stations 

Mobile relay stations
1.1.6 Requirements related to security

New security procedures for MS-MS direct communication
Group Key Management
1.1.7 Coexistence requirements 

Operation in unlicensed and lightly licensed bands

Multi-carrier operation
, 

1.2 Requirements related to Services provided on network

1.2.1 P2MP data transfer 

Enhancements to Multicast
Broadcasting 

Group call

Two-way group call (mobile to mobile endpoints: virtual path)

1.2.2 Improved services

Enhanced VoIP service such as Push to talk

Data services (divided into short packet and normal packet)

Performance requirements for connection setup time and connection maintenance (except as related to network construction and maintenance)

, 
2 Key requirements for Korea

Public Safety and Disaster Relief 
Enhancements to Multicast (1.2.1) 
Security Group Key Management (1.1.6)
MS-MS direct communication (1.1.4)
SON (recovery from disruption)   (1.1.1, 1.1.2)
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