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Proposed texts of 802.16n System Requirements
Sungcheol Chang, Sungkyung Kim, Hyun Lee, Jaesun Cha, Chulsik Yoon
ETRI
Introduction

The outline of 802.16n System Requirements Document was developed last meeting. The document contains the layout of the 16n system requirements only and needs to be updated for the details of 16n system requirements.

This contribution provides proposed texts of the details of 16n system requirements as followings:

· Multi-mode MS: The hardware of the multi-mode MS limits RS and MS functionalities by itself. 

· Standalone network: The BS does not have any connection to backbone networks.
· Direct communication: MSs communicate without any control of BS and RS functionalities. A MS communicates with one or more MSs.

· Security: Group key management procedure reduces the signaling overhead of updating traffic encryption keys. Key management protocol is updated to support security in an environment of direct communications.
· Enhancements to multicast: A group of MSs receives data transmitted by BS. The resource allocation and announcement for multicast is updated to support VoIP traffic efficiently.

· Group call: BS provides connectivity to a group of MSs and the group is identified by an address.

· PTT: Push-to-talk communication.
Text Proposal for draft 802.16n SRD
Note:

The text in BLACK color: the existing text
The text in RED color: the removal of existing text
The text in BLUE color: the new text added to the existing text
--------------Start of Proposed Text---------------------------------------------------------------------
 [Modify the text as indicated:]

6.1.2.1 Multi-Mode MS (able to become a BS or RS)
The multi-mode MS is defined as the MS that has an ability to change its role to either RS or BS. The MS in the RS-mode shall perform RS functionalities limited by its hardware. The MS in the BS-mode shall perform BS functionalities that provide connectivity, management, and control of the MS. The hardware of the multi-mode MS limits RS and BS functionalities, which include RF power emission and processing capability, etc.

IEEE 802.16n shall provide the hierarchical access topology consisting of the BS-mode MS, the RS-mode MS, and MS. IEEE 802.16n shall support the dynamic topology configuration when the BS-mode or RS-mode MSs move, which includes measurement, access network discovery, mode selection, topology reconfiguration, interference management, etc. The RS-mode MS shall connect to RS or BS.

IEEE 802.16n shall support MS functionalities in the RS-mode and BS-mode MSs as data source/sink.
[Modify the text as indicated:]
6.1.2.4 Standalone networks (No connection to core network. Includes both cases: Inter-BS connectivity, and no inter-BS connectivity)
TBD

[Modify the text as indicated:]

6.1.4.1 MS to MS Direct Communication

TBD

6.1.4.2 MS to multiple-MS (one to many multicast) Direct Communication

TBD

6.1.4.3 Standalone networks (no BS and no RS – “ad hoc” network of MS devices only)

TBD

[Modify the text as indicated:]

6.1.6.1 New security procedures for MS-MS direct communication
TBD
6.1.6.2 Group Key Management
IEEE 802.16n shall provide the security architecture that provides the group of MSs with authentication, authorization, encryption and integrity protection.
IEEE 802.16n shall provide group privacy key management for the group of MSs. The group key shared within the group should be distributed securely and efficiently. IEEE 802.16n should support the group signaling procedure using multicast and broadcast transmission for group privacy key management efficiently.
[Modify the text as indicated:]

6.2.1.1 Enhancements to Multicast and Broadcasting
IEEE 802.16n shall provide enhancements to multicast and broadcast transmission in which BS transmits periodic and aperiodic series of small bursts to a group of MSs efficiently with reduction of signaling overhead. The enhancements include persistent resource allocation, group resource allocation, etc, especially within the coverage of single BS.
IEEE 802.16n shall support the larger number of multicast connections as compared to the WirelessMAN-Advanced system. IEEE 802.16n shall meet that the number of multicast connections is 10 (connections / MHz / sector).
IEEE 802.16n shall provide support for enhanced power saving functionality of multicast and broadcast transmission to help reduce power consumption in devices.
IEEE 802.16n shall provide MAC level traffic encryption to bursts on the multicast and broadcast connection.
6.2.1.2 Group call and Push-to-Talk (PTT)
IEEE 802.16n shall support group call in which connectivity is provided to a group of MSs. The group should be organized in the static way or in the dynamic way that the group call originator selects MSs. During the group call the members of the group should be changed.
IEEE 802.16n shall provide the group identifier that the group is identified. 

IEEE 802.16n shall enable MS to originate group call or be invited to join group call. The invited MS should join the group call with and without response to the invitation.

IEEE 802.16n shall support for multicast and broadcast transmission of signaling messages to the group members at a time. 
IEEE 802.16n shall provide the priority to the group. The MS shall join the higher priority group that interrupts the lower priority group. IEEE 802.16n should provide that the MS joins one or more group calls.

IEEE 802.16n shall provide support for half-duplex communication such as PTT service, which is a two-way form of communications that allows the group members to engage in communication with one or more group members.

6.2.1.3 Two-way group call (mobile to mobile endpoints: virtual path)
IEEE 802.16n shall provide the group call and the half-duplex communication in MS-to-MS and group direct communications.

--------------End of Proposed Text ---------------------------------------------------------------------
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